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CHAPTER 1: INTRODUCTION ABOUT THIS USER GUIDE

CHAPTER 1: INTRODUCTION

The M86 Web Filter Authentication User Guide contains
information about setting up authentication on the network.

About this User Guide

This user guide addresses the network administrator desig-
nated to configure and manage the Web Filter on the
network.

Chapter 1 provides information on how to use this user
guide, and also includes an overview of filtering compo-
nents and authentication solutions.

Chapters 2 and 3 describe the Web Filter Administrator
console entries that must be made in order to prepare the
network for using authentication for LDAP domains.

@ NOTE: Refer to the M86 Web Filter Installation Guide, M86 IR

Web Filter Installation Guide, or M86 WFR Installation Guide for
information on installing the unit on the network. This document
also provides information on how to access the Web Filter Admin-
istrator console to perform the initial installation setup defined in
Chapter 2: Network Setup.

After all settings have been made, authentication is ready to
be used on the network. Chapter 4 explains how to assign
groups and members for management by Sub Admin group
administrators, and how group administrators create and
maintain filtering profiles for entities in their assignment.

Chapter 5 outlines the step you need to take to test and to
activate your settings before deploying authentication on
the network.

Chapter 6 provides support information. Appendices at the
end of this user guide feature instructions on authentication
operations; information on how to obtain or export an SSL

certificate and upload it to the Web Filter; notes on custom-
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CHAPTER 1: INTRODUCTION How TO USE THIS USER GUIDE

izations to make on specified LDAP servers; filtering profile

file components and setup; tips on how to override pop-up
windows with pop-up blocker software installed; a glossary

on authentication terms, and an index.

How to Use this User Guide

Conventions
The following icons are used throughout this user guide:

NOTE: The “note” icon is followed by italicized text providing
additional information about the current subject.

TIP: The “tip” icon is followed by italicized text giving you hints on
how to execute a task more efficiently.

WARNING: The “warning” icon is followed by italicized text
cautioning you about making entries in the application, executing
certain processes or procedures, or the outcome of specified

actions.
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Terminology

The following terms are used throughout this user guide.
Sample images (not to scale) are included for each item.

« alert box - a message box x|
that opens in response to

an entry you made in a
dialog box, window, or

screen. This box often

contains a button (usually labeled “OK”) for you to click in
order to confirm or execute a command.

* button - an object in a dialog box, —
window, or screen that can be clicked [_EXEC"“E )

with your mouse to execute a command.

.
\l') Successfully saved Alert email(s).

. Eheck_box - a small square in a (_jlal_og ¥ Prafile
0x, window, or screen used for indi-
cating whether or not you wish to select an option. This
object allows you to toggle between two choices. By
clicking in this box, a check mark or an “X” is placed, indi-
cating that you selected the option. When this box is not
checked, the option is not selected.

» dialog box - a box that x|
opens in response to a o~

. - / Are yau sure yau want to apply the changes?
command made in a

window or screen, and ] v |

requires your input. You

must choose an option by clicking a button (such as
“Yes” or “No”, or “Next” or “Cancel”) to execute your
command. As dictated by this box, you also might need
to make one or more entries or selections prior to clicking
a button.

» field - an areain a dialog boX,  gpo name e a—
window, or screen that either

accommodates your data entry, or displays pertinent
information. A text box is a type of field.
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frame - a boxed-in area in a dialog
box, window, or screen that
includes a group of objects such as
fields, text boxes, list boxes,
buttons, radio buttons, check-

Page Content
[ Basic
[ Filter Info

[ Override Account

boxes, and/or tables. Objects within a frame belong to a
specific function or group. A frame often is labeled to indi-

cate its function or purpose.

grld - an area |n Date Filename Content Comment
f h Jul 22, 2003 lib1 tar.gz LIBRARY_OMNLY backup old library
Jul 23, 2003 configd.targz COMFIG_ONLY backup old configurations
a rame t at Jul 22, 2003 config] targz CONFIG_ONLY testing
displays rows Jul 22, 2003 hoth tar.gz CONFIG_AND_LIBRARY muplmraw and configs

and columns of

data, as a result of various processes. This data can be
reorganized in the Administrator console, by changing

the order of the columns.

list box - an area in a dialog box,
window, or screen that accommo-
dates and/or displays entries of
items that can be added or removed.

navigation panel - the panel that
displays at the left of a screen. This
panel can contain links that can be

clicked to open windows or dialog boxes
at the right of the screen. One or more
tree lists also can display in this panel.
When an item in the tree list is clicked,
the tree list opens to reveal items that

can be selected.

All Groups

Cen Publishers E
DnsUpdateProxy
Dornain Adming

Dornain Computers

Dornain Controllers

Donain Guests

Dornain Users

Enterptise Admins

Group Policy Creator Owners

MTS Trusted Impersonators =

{5 Lineory
Upales
Librery Lovkup
Cuslomer Fesdack Modds
Category Weiht System
KHTP Hessragroup
11 Category Groups
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e pop-up box or pop-up O zl
window - a box or window 2 o s
that opens after you click a SR A
button in a dialog bOX’ Eriter an email address. An email will be sent to

this acidress to test the SMTP Server seftings

window, or screen. This box
or window may display infor- !
mation, or may require you
to make one or more entries.
Unlike a dialog box, you do not need to choose between
options.

e

* pull-down menu - a field in a [Defautt ~]
dialog box, window, or screen
that contains a down-arrow to the right. When you click
the arrow, a menu of items displays from which you make
a selection.

. rad_io button -qsmall,circularobjectin & on C of
a dialog box, window, or screen used
for selecting an option. This object allows you to toggle
between two choices. By clicking a radio button, a dot is
placed in the circle, indicating that you selected the
option. When the circle is empty, the option is not
selected.

e screen -amain e ——
object of an appli-
cation that
displays across
your monitor. A
screen can
contain panels,
windows, frames,
fields, tables, text
boxes, list boxes, icons, buttons, and radio buttons.
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sub-topic - a subset  &-caesery sroups
of a main topic that T
displays as a menu
item for the topic. The :
menu of sub-topics ) Bandwidth
opens when a perti-

nent topic link in the left panel—the navigation panel—of
a screen is clicked. If a sub-topic is selected, the window
for that sub-topic displays in the right panel of the screen,
or a pop-up window or an alert box opens, as appro-
priate.

text box - an area in a dialog box, window, or screen that
accommodates your data entry. A text box is a type of
field. (See “field".)

topic - a ey -
topic '

displays as
alink in the
left panel—
the naviga-
tion panel—
of a screen.
By clicking
the link for a
topic, the
window for that topic displays in the right panel of the
screen, or a menu of sub-topics opens.
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tree - a tree displays in the naviga-  =-category oroups
tion panel of a screen, and is ik
comprised of a hierarchical list of ) Businessinvestmerts
items. An entity associated with a

branch of the tree is preceded by @ 5 caeqory oroups
plus (+) sign when the branch is B8 :cuit Cartert
collapsed. By double-clicking the e
item, a minus (-) sign replaces the Obscene Tasteless
plus sign, and any entity within that ‘Pormograptyfdl Ce
branch of the tree displays. An item - Bandwicth

in the tree is selected by clicking it. i Businessinvestments
window - a window displays on  CE—— x
a screen, and can contain Youars b s e Custome Fescnec -
frames, fields, text boxes, list e s e st sy
boxes, buttons, checkboxes, R

and radio buttons. A window for
a topic or sub-topic displays in
the right panel of the screen.
Other types of windows include
pop-up windows, login
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Filtering Elements

Filtering operations include the following elements: groups,
filtering profiles and their components, and rules for filtering.

Group Types

In the Policy section of the Administrator console, group
types are structured in a tree format in the navigation panel.
There are four group types in the tree list:

* Global Group
* I[P groups
 LDAP domain groups

NOTES: If authentication is enabled, the global administrator—
who has all rights and permissions on the Web Filter—will see all
branches of the tree: Global Group, IP, and LDAP. If authentica-
tion is disabled, only the Global Group and IP branches will be
seen.

A group administrator will only see entities assigned to him/her by
the global administrator.

Global Group

The first group that must be set up is the global group,

represented in the tree structure by the global icon @ .
The filtering profile created for the global group represents
the default profile to be used by all groups that do not have
a filtering profile, and all users who do not belong to a group.
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IP Groups

The IP group type is represented in the tree by the IP icon

& . A master IP group is comprised of sub-group members
and/or individual IP members & .

The global administrator adds master IP groups, adds and
maintains override accounts at the global level, and estab-
lishes and maintains the minimum filtering level.

The group administrator of a master IP group adds sub-
group and individual IP members, override account and
time profiles, and maintains filtering profiles of all members
in the master IP group.

B

IP Groups

!

Master IP Group

X e

Sub Group Sub Group Individual IP
209.11.120.0/24 210.11.110.0/32 211.11.108.4

Fig. 1-1 IP diagram with a sample master IP group and its members
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LDAP Domain Groups

An LDAP (Lightweight Directory Access Protocol) domain
on a network server is comprised of LDAP groups and their
associated members (users), derived from profiles on the
network’s authentication server.

The LDAP group type is represented in the tree by the

LDAP icon . This branch will only display if authentica-
tion is enabled. Using the tree menu, the global adminis-

trator adds and maintains LDAP domains &, and assigns
designated group administrators (Sub Admins) access to
specific entities (nodes) within that domain. The group
administrator creates and maintains filtering profiles for
nodes assigned to him/her. For Active Directory or “Other”
server types, these nodes include primary or static

For Open Directory, nodes include groups and users. For
Novell eDirectory, Sun One, Sun IPlanet, or Netscape
Directory server types, these nodes also include dynamic

groups %3 If users belong to more than one group, the
global administrator sets the priority for group filtering.

NE

LOAP Groups
LOAR Dornzin
|
LOAP G LOAPGroLm
€] €]
] ]
Usar Usar

Fig. 1-2 LDAP domain diagram, with sample groups and members
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Filtering Profile Types

A filtering profile is used by all users who are set up to be
filtered on the network. This profile consists of rules that
dictate whether a user has access to a specified Web site or
service on the Internet.

The following types of filtering profiles can be created,
based on the set up in the tree menu of the Policy section of
the console:

Global Group

» global filtering profile - the default filtering profile posi-
tioned at the base of the hierarchical tree structure, used
by end users who do not belong to a group.

IP group (Master Group)

* master group filtering profile - used by end users who
belong to the master group.

* master time profile - used by master group users at a
specified time.

IP group member

» sub-group filtering profile - used by a sub-group
member.

* individual filtering profile - used by an individual IP
group member.

» time profile - used by a sub-group/individual IP group
member at a specified time.

Authentication filtering profiles
* LDAP group filtering profile - used by an LDAP group.

» LDAP workstation filtering profile - used by an LDAP
workstation in an LDAP domain. This is a static profile
that is tied to the IP address of a given workstation and
not to a particular user.
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LDAP member filtering profile - used by an LDAP
group member.

LDAP container filtering profile - used by an LDAP
container in an LDAP domain.

LDAP time profile - used by an LDAP entity at a speci-
fied time.

Other filtering profiles

override account profile - set up in either the global
group section or the master group section of the console.

NOTE: An override account set up in the master IP group section
of the Web Filter Administrator console takes precedence over an
override account set up in the global group section of the
console.

12

lock profile - set up under X Strikes Blocking in the Filter
Options section of the profile.

Radius profile - used by end users on a Radius
accounting server if the Radius server is connected to
the Web Filter and the Radius authentication feature
enabled.

TAR profile - used if an M86 Security Reporter (SR) or
M86 Threat Analysis Reporter (TAR) is connected to the
Web Filter and an end user is locked out by the TAR
module when attempting to access blocked content in a
library category.
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Static Filtering Profiles

Static filtering profiles are based on fixed IP addresses and
include profiles for master IP groups and their members.

Master IP Group Filtering Profile

The master IP group filtering profile is created by the global
administrator and is maintained by the group administrator.
This filtering profile is used by members of the group—
including sub-group and individual IP group members—and
is customized to allow/deny users access to URLSs, or warn
users about accessing specified URLS, to redirect users to
another URL instead of having a block page display, and to
specify usage of appropriate filter options.

IP Sub-Group Filtering Profile

An IP sub-group filtering profile is created by the group
administrator. This filtering profile applies to end users in an
IP sub-group and is customized for sub-group members.

Individual IP Member Filtering Profile

An individual IP member filtering profile is created by the
group administrator. This filtering profile applies to a speci-
fied end user in a master IP group.
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Active Filtering Profiles

Active filtering profiles include the global group profile,
LDAP authentication profile, override account profile, time
profile, and lock profile.

Global Filtering Profile

The global filtering profile is created by the global adminis-
trator. This profile is used as the default filtering profile. The
global filtering profile consists of a customized profile that
contains a list of library categories to block, open, add to a
white list, or assign a warn setting, and service ports that are
configured to be blocked. A URL can be specified for use
instead of the standard block page when users attempt to
access material set up to be blocked. Various filter options
can be enabled.

LDAP Filtering Profiles

A filtering profile for an LDAP group, workstation, member,
or container is created by the group administrator assigned
to that entity within a domain.

For group profiles, if users belong to more than one group,
all groups to which they belong must be ranked to determine
the priority each filtering profile takes over another.

For workstation profiles, the profile remains at a given work-
station set up within an LDAP domain, so that any user who
logs into that workstation will use the same profile as the
previous user who logged onto that machine.
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Override Account Profile

If any user needs access to a specified URL that is set up to
be blocked, the global administrator or group administrator
can create an override account for that user. This account
grants the user access to areas set up to be blocked on the
Internet.

Time Profile

A time profile is a customized filtering profile set up to be
effective at a specified time period for designated users.

Lock Profile

This filtering profile blocks the end user from Internet access
for a set period of time, if the end user’s profile has the X
Strikes Blocking filter option enabled and he/she has
received the maximum number of strikes for inappropriate
Internet usage.

NOTE: Refer to the M86 Web Filter User Guide, M86 IR Web
Filter User Guide, or the Web Filter portion of the M86 WFR User
Guide for additional information on the Override Account Profile,
Time Profile, and Lock Profile.
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Filtering Profile Components

Filtering profiles are comprised of the following compo-
nents:

16

library categories - used when creating a rule, minimum
filtering level, or filtering profile for the global group or any
entity

service ports - used when setting up filter segments on
the network, creating the global group (default) filtering
profile, or establishing the minimum filtering level

rules - specify which library categories should be
blocked, left open, assigned a warn setting, or white
listed

filter options - specify which features will be enabled: X
Strikes Blocking, Google/Bing/Yahoo!/Ask/AOL Safe
Search Enforcement, Search Engine Keyword Filter
Control, URL Keyword Filter Control

minimum filtering level - takes precedence over
filtering profiles of entities who are using a filtering profile
other than the global (default) filtering profile

filter settings - used by service ports, filtering profiles,
rules, and the minimum filtering level to indicate whether
users should be granted or denied access to specified
Internet content
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Library Categories

A library category contains a list of Web site addresses and
keywords for search engines and URLs that have been set
up to be blocked or white listed. Library categories are used
when creating a rule, the minimum filtering level, or a
filtering profile.

M86 Supplied Categories

M86 furnishes a collection of library categories, grouped
under the heading “Category Groups” (excluding the
“Custom Categories” group). Updates to these categories
are provided by M86 on an ongoing basis, and administra-
tors also can add or delete individual URLs within a speci-
fied library category.

Custom Categories

Custom library categories can be added by either global or
group administrators. As with M86 supplied categories,
additions and deletions can be made within a custom cate-
gory. However, unlike M86 supplied categories, a custom
category can be deleted.

NOTE: M86 cannot provide updates to custom categories. Main-
taining the list of URLs and keywords is the responsibility of the
global or group administrator.
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Service Ports

Service ports are used when setting up filter segments on
the network (the range of IP addresses/netmasks to be
detected by the Web Filter), the global (default) filtering
profile, and the minimum filtering level.

When setting up the range of IP addresses/netmasks to be
detected, service ports can be set up to be open (ignored).
When creating the global filtering profile and the minimum
filtering level, service ports can be set up to be blocked or
filtered.

Examples of service ports that can be set up include File
Transfer Protocol (FTP), Hyper Text Transfer Protocol
(HTTP), Network News Transfer Protocol (NNTP), Secured
HTTP Transmission (HTTPS), and Secure Shell (SSH).

Rules

A rule is comprised of library categories to block, leave
open, assign a warn setting, or include in a white list.
Access to an open library category can be restricted to a set
number of minutes. Each rule that is created by the global
administrator is assigned a number. A rule is selected when
creating a filtering profile for an entity.

Minimum Filtering Level

The minimum filtering level consists of library categories set
up at the global level to be blocked or opened, and service
ports set up to be blocked or filtered. If the minimum filtering
level is created, it applies to all users in IP and LDAP
groups, and takes precedence over filtering settings made
for group, member, and workstation filtering profiles.

The minimum filtering level does not apply to any user who
does not belong to a group, and to groups that do not have
a filtering profile established.
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NOTE: If the minimum filtering level is not set up, global (default)
filtering settings will apply instead.

If an override account is established at the IP group level for
a member of a master IP group, filtering settings made for
that end user will override the minimum filtering level if the
global administrator sets the option to allow the minimum
filtering level to be bypassed. An override account estab-
lished at the global group level will automatically bypass the
minimum filtering level.

Filter Settings

Categories and service ports use the following settings to
specify how filtering will be executed:

* block - if a category or a service port is given a block
setting, users will be denied access to the item set up as
“blocked”

» open - if a category or the filter segment detected on the
network is given an open (pass) setting, users will be
allowed access to the item set up as “opened”

NOTE: Using the quota feature, access to an open category can
be restricted to a defined number of minutes.

» always allowed - if a category is given an always
allowed setting, the category is included in the user’s
white list and takes precedence over blocked categories

NOTE: A category that is allowed will override any blocked
settings except if the minimum filtering level is set to block that
category.

e warn - If a category is given a warn setting, a warning
page displays for the end user to warn him/her that
accessing the intended URL may be against established
policies and to proceed at his/her own risk
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filter - if a service port is given a filter setting, that port will
use filter settings created for library categories (block or
open settings) to determine whether users should be
denied or allowed access to that port

ignore - if the filter segment detected on the network has
a service port set up to be ignored, that service port will
be bypassed
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Filtering Rules

Individual User Profiles - A user in an LDAP domain can
have only one individual profile set up per domain.

Filtering Levels Applied:

1. The global (default) filtering profile applies to any user
under the following circumstances:
« the user does not belong to a master IP group

 the user has not been assigned a domain default
profile from an LDAP authentication domain

2. If a minimum filtering level is defined, it applies to all
master IP groups (and their members) and LDAP groups
who have been assigned filtering profiles after authenti-
cating. The minimum filtering level combines with the
user’s profile to guarantee that categories blocked in the
minimum filtering level are blocked in the user’s profile.

3. For master IP group members:
a. A master IP group filtering profile takes precedence
over the global profile.

b. A master IP group time profile takes precedence over
the master IP group profile.

4. For IP sub-group members:
a. An IP sub-group filtering profile takes precedence over
the master IP group’s time profile.

b. An IP sub-group time profile takes precedence over
the IP sub-group profile.

5. For individual IP members:

a. An individual IP member filtering profile takes prece-
dence over the IP sub-group’s time profile.

b. Anindividual IP member time profile takes precedence
over the individual IP member profile.
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6. For LDAP users, if a user is authenticated, settings for
the user’s group or individual profile from the LDAP
domain are applied and take precedence over any IP
profile.

a. If the user belongs to more than one group in an

authentication domain, the profile for the user is deter-
mined by the order in which the groups are listed in the
Group Priority list set by the global administrator. The

user is assigned the profile for the group highest in the
Group Priority list.

NOTE: In an LDAP domain, if a user belongs to a container, that
profile takes precedence over the group profile for that user.

b. If a user has an individual profile set up, that profile

supercedes all other profile levels for that user. The
user can have only one individual profile in each
domain.

. A profile for a workstation takes precedence over a

user’s individual profile.

. If the user has a time profile, that profile takes prece-

dence over other profiles. A group time profile takes
precedence over a domain time profile, and a
container time profile takes precedence over a group
time profile. An individual time profile takes prece-
dence over a container time profile, and a workstation
time profile takes precedence over an individual time
profile.

NOTE: A Radius profile is another type of authentication profile
and is weighted the same as LDAP authentication profiles in the
precedence hierarchy.

7. A Threat Analysis Reporter (TAR) profile is a type of
lockout profile. If using a Security Reporter or TAR with a
Web Filter, the TAR low level lockout profile takes prece-
dence over an authentication profile or a time profile,
locking out the end user from library categories specified
in the lockout profile in TAR.
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8. An override account profile takes precedence over a
TAR lockout profile. This account may override the
minimum filtering level—if the override account was set
up in the master IP group tree, and the global adminis-
trator allows override accounts to bypass the minimum
filtering level, or if the override account was set up in the
global group tree.

NOTE: An override account set up in the master IP group section
of the Web Filter Administrator console takes precedence over an
override account set up in the global group section of the
console.

9. An X Strikes lockout profile takes precedence over all
filtering profiles. This profile is set up under Filter
Options, by enabling the X Strikes Blocking feature.

Global {Default)
Filtering
Profile

MINIMUM FILTERING
LEVEL

LDAP Groups
Group Group

0SB

ohe three
Master IP

Profile

Profile

Fig. 1-3 Sample filtering hierarchy diagram
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Authentication Solutions

LDAP Authentication Protocol

The Web Filter supports the authentication protocol Light-
weight Directory Access Protocol (LDAP).

LDAP authentication supports all versions of LDAP, such as
Microsoft Active Directory, Novell eDirectory, Sun One,
OpenLDAP, and Open Directory.

Web Filter Authentication Tiers and Options

Web Filter authentication tiers

The Web Filter authentication architecture for the LDAP
authentication protocol is comprised of three tiers. When
using LDAP authentication with the Web Filter, one of these
three tiers is selected for use on the network, depending on
the server(s) used on the network and the preferred authen-
tication method(s) to be employed.

» Tier 1: Single sign-on, net use based authentication for
Active Directory domains.

« Tier 2: Time-based, Web authentication for the LDAP
authentication method.

* Tier 3: Session-based, Web authentication for the LDAP
authentication method.
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Web Filter authentication options

Depending on the setup of your network, any of the
following authentication options can be enabled to ensure
the end user is authenticated when logging into his/her
workstation: M86 Authenticator, Active Directory Agent,
and Novell eDirectory Agent.

NOTES: See Appendix A: Authentication Operations for informa-
tion on using Tier 1, Tier 2, and Tier 3 on the network, and config-
uring Novell eDirectory Agent, and Active Directory Agent.

See M86 Authenticator User Guide for information on configuring
and using M86 Authenticator.
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Authentication Solution Compatibility

Below is a chart representing the authentication solution
compatibility for a single user:

Tierl | Tier2 | Tier 3 M86 eDirec- | Active
net time session | Authen- | tory Directory
use based | based ticator Agent Agent
Tier 1 - Yes Yes N/R N/A N/R
Tier 2 Yes -- N/A Yes Yes Yes
Tier 3 Yes N/A -- Yes Yes Yes
M86 N/R Yes Yes - N/R N/R
Authen-
ticator
eDirectory | N/A Yes Yes N/R - N/A
Agent
Active N/R Yes Yes N/R N/A -
Directory
Agent
KEY:

* N/A = Not Applicable
« N/R = Not Recommended
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Authentication System Deployment Options

Below is a chart representing authentication system deploy-
ment options on a network:

Authentication Single Sign-On (SSO) Force

System Authentication
Sun One None Tier 2 or Tier 3
OpenLDAP

CommuniGate Pro (Stalker)

Windows 2000/2003 Server | Tier 1 “net use” Tier 2 or Tier 3
(both Mixed and Native M86 Authenticator for Windows

modes) AD Agent

Novell eDirectory M86 Authenticator for Windows | Tier 2 or Tier 3

Novell eDirectory Agent (for
eDirectory server version 8.7
and higher)

Windows 2000/2003 Server | M86 Authenticator for Windows | Tier 2 or Tier 3
and Novell eDirectory Mixed | Novell eDirectory Agent

environment AD Agent
Open Directory M86 Authenticator for Apple Tier 2 or Tier 3
(Macintosh)

M86 SecuriTy User GuIDE 27



CHAPTER 1: INTRODUCTION AUTHENTICATION SOLUTIONS

Ports for Authentication System Access

The following ports should be used for authentication
system access:

Type | No. | Function

TCP 8081 Used between the Web Filter’s transmitting
interface and the SSL block page for Tier 2 or
Tier 3 authentication.

TCP 836 Used between the Web Filter’s Virtual IP
address and Java applet for Tier 3 authentica-
tion.

TCP 139 Used between the Web Filter and workstations

requiring Tier 1 or Tier 3 authentication.

TCP/ 137 Used between the Web Filter and workstations
ubP requiring Tier 1 authentication.

LDAP 389 Used for communicating with domain control-
lers in order to bind with them so that user/
group information can be queried/accessed.

LDAPS | 636 Used for communicating with domain control-
lers in order to bind with them so that user/
group information can be queried/accessed.
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Configuring Web Filter for Authentication

Configuration procedures

When configuring the Web Filter for authentication, settings
must be made in System and Policy windows in the Admin-
istrator console.

NOTES: If the network has more than one domain, the first one
you add should be the domain on which the Web Filter resides.

The entries described in this section represent entries to be made
on a typical network.

System section

The first settings for authentication must be made in the
System section of the Administrator console in the following
windows: Operation Mode, LAN Settings, Enable/Disable
Authentication, Authentication Settings, Authentication SSL
Certificate (if Web-based authentication will be used), and
Block Page Authentication.

1. Select “Mode” from the navigation panel, and then select
“Operation Mode” from the pop-up menu.

The entries made in the Operation Mode window will vary
depending on whether you will be using the invisible
mode, or the router or firewall mode.

In the Listening Device frame, set the Listening Device to
“LAN1".

In the Block Page Device frame:

« If using the invisible mode, select “LAN2".
« If using the router or firewall mode, select “LAN1".

2. Select “Network” from the navigation panel, and then
select “LAN Settings” from the pop-up menu.
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The entries made in this window will vary depending on
whether you are using the invisible mode, or the router or
firewall mode. The LAN1 and LANZ2 IP addresses usually
should be in a different subnet.

* If using the invisible mode: For the LAN1 IP address,
select 255.255.255.255 for the subnet mask.

« If using the router or firewall mode: Specify the appro-
priate IP address and subnet mask in the applicable
fields.

. Select “Authentication” from the navigation panel, and

then select Enable/Disable Authentication from the pop-
up menu.

Enable authentication, and then select one of three tiers
in the Web-based Authentication frame:

» Tier 1: Choose this option if you will only be using net
use based authentication for Active Directory servers.

» Tier 2: Choose this option if you wish to use timed
Web-based authentication for LDAP domains. This
option gives the user a timed session for his/her
Internet access. After the timed profile expires, the
user will have to log in again if he/she wants to
continue to have Internet access.

 Tier 3: Choose this option if you wish to use persistent
Web-based authentication for LDAP domains. This
option gives the user a persistent network connection
via a pop-up window that keeps the user’s session
open until the window is closed, so the user does not
have to log in repeatedly.

If you wish to use the tier you specified as a fallback
authentication solution, you have the option to enable
any of the following authentication solutions as appro-
priate to your environment: M86 Authenticator, Active
Directory Agent, Novell eDirectory Agent.
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NOTE: See M86 Authenticator User Guide for information on
configuring and using M86 Authenticator.

4. Select “Authentication” from the navigation panel, and
then select “Authentication Settings” from the pop-up
menu.

In the Settings frame, enter general configuration
settings for the Web Filter such as IP address entries.

From the NIC Device to Use for Authentication pull-down
menu:

« If using the invisible mode: Select “LAN2” as the
device to send traffic on the network.

« If using the router or firewall mode: Select “LAN1".

5. Select “Authentication” from the navigation panel, and
then select Authentication SSL Certificate from the pop-
up menu. This option should be used if Web-based
authentication will be deployed on the Web Filter.

Using this option, you create either a self-signed certifi-
cate or a Certificate Request (CSR) for use by the
Secure Sockets Layer (SSL). The certificate should be
placed on client machines so that these machines will
recognize the Web Filter as a valid server with which they
can communicate.

6. Select “Control” from the navigation panel, and then
select “Block Page Authentication” from the pop-up
menu.

In the Block Page Authentication window, select the Re-
authentication Options to be used. The items you select
will be listed as options for re-authentication on the
Options page, accessible from the standard block page.
If the “Re-authentication” (NET USE) option is selected,
enter the login script path to be used by the Web Filter for
re-authentication purposes.
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7. Select “Administrator” from the navigation panel to
access the Administrator window. Add group adminis-
trator (Sub Admin) accounts in this window. Sub Admin
group administrators will later be assigned to manage
entities (nodes) in the LDAP branch of the Policy tree.

Policy section

In the Policy section of the Administrator console, choose
LDAP, and then do the following:

1. Add a domain from the network to the list of domains that
will have users authenticated by the Web Filter.

NOTE: If the network has more than one domain, the first one
you add should be the domain on which the Web Filter resides.

2. Do either of the following as necessary:

» Assign a group administrator to oversee the newly-
added domain and to set up filtering profiles for all
groups and members within that domain

» Assign Sub Admin group administrators to specific
groups and let them create filtering profiles for their
group and its members

3. Set the group priority by designating which group profile
will be assigned to a user when he/she logs in. If a user is
a member of multiple groups, the group that is positioned
highest in the list is applied.
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CHAPTER 2: NETWORK SETUP

Environment Requirements

Workstation Requirements

Administrator

System requirements for the administrator include the
following:

* Windows XP, Vista, or 7 operating system running:

* Internet Explorer (IE) 7.0 or 8.0
» Firefox 3.5
* Macintosh OS X Version 10.5 or 10.6 running:

o Safari 4.0
» Firefox 3.6
» JavaScript enabled

« Java Virtual Machine

» Java Plug-in (use the version specified for the Web Filter
software version)

« Java Runtime Environment, if using Tier 3 authentication

NOTE: Web Filter administrators must be set up with software
installation privileges in order to install Java used for accessing
the user interface.
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End User

System requirements for the end user include the following:

Windows XP, Vista, or 7 operating system running:

 Internet Explorer (IE) 7.0 or 8.0
* Firefox 3.6
Macintosh OS X Version 10.5 or 10.6 running:

» Safari 4.0
» Firefox 3.6
JavaScript enabled

Java Runtime Environment, if using Tier 3 authentication

Pop-up blocking software, if installed, must be disabled

Network Requirements

34

High speed connection from the Web Filter to the client
workstations

HTTPS connection to M86’s software update server

Internet connectivity for downloading Java Virtual
Machine—and Java Runtime Environment, if neces-
sary—if not already installed
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Set up the Network for Authentication

The first settings for authentication must be made in the
System section of the console in the following windows:
Operation Mode, LAN Settings, Enable/Disable Authentica-
tion, Authentication Settings, Authentication SSL Certificate
(if Web-based authentication will be used), and Block Page
Authentication. Entries for customizing the block page and/
or authentication request form are made in the Common
Customization, Authentication Form Customization, and
Block Page Customization windows.

View Log File can be used for troubleshooting authentica-
tion setup.

Specify the operation mode

Click Mode and select Operation Mode from the pop-up
menu to display the Operation Mode window:

e Py | hway  Fepeiieg | S T web Fiter MBS

D ]

Fig. 2-1 Operation Mode window
The entries made in this window will vary depending on

whether you will be using the invisible, router, or firewall
mode.
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1. In the Mode frame, select the mode to be used: “Invis-
ible”, “Router”, or “Firewall”.

NOTE: See the M86 Web Filter User Guide, M86 IR Web Filter
User Guide, or the Web Filter portion of the M86 WFR User
Guide for information about configuring and using the mobile
mode options.

2. In the Listening Device frame, set the Device to “LAN1".
3. In the Block Page Device frame:

* If using the invisible mode, select “LAN2".
* If using the router or firewall mode, select “LAN1".

If using the invisible mode, the Block Page Delivery
Method frame displays. Choose from either of the two
Protocol Methods:

» “Send Block Page via ARP Table” - this option uses
the Address Resolution Protocol method to find the
best possible destination MAC address of a specified
host, usually the Web Filter gateway.

» “Send Block to Specified Host MAC Address” - using
this preferred method, the block page will always be
sent to the MAC address of a specified host, usually
the Web Filter gateway.

Choose from either of the two Block Page Route To
selections:

» “Default Gateway” - this option indicates that the
default gateway on your network will be used for
sending block pages.

» “Alternate IP Address” - this option should be used
if block pages are not being served.

Enter the IP address of the router or device that will
serve block pages.

4. Click Apply.
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Specify the subnet mask, IP address(es)

Click Network and select LAN Settings from the pop-up
menu to display the LAN Settings window:

Ve Pebcy Umary ey e Sl gt webFiter  SMEE

L T pr—
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Fig. 2-2 LAN Settings window

The entries made in this window will vary depending on
whether you are using the invisible mode, or the router or

firewall mode.
&2 NOTE: If the gateway IP address on the network changes, be

sure to update the Gateway IP address in this window.
Invisible mode

For the LAN1 IP address, select 255.255.255.255 for the
subnet mask, and click Apply.
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Router or firewall mode

1. Enter the following information:

* Inthe LAN1 IP field of the IP/Mask Setting frame, enter
the IP address and specify the corresponding subnet
of the “LAN1" network interface card to be used on the
network.

* In the LANZ2 IP field, enter the IP address and specify
the corresponding subnet of the “LAN2” network inter-
face card to be used on the network.

TIP: The LAN1 and LANZ2 IP addresses usually should be placed
in different subnets.

* Inthe Primary IP field of the DNS frame, enter the IP
address of the first DNS server to be used for resolving
the IP address of the authentication server with the
machine name of that server.

* In the Secondary IP field of the DNS frame, enter the
IP address of the second DNS server to be used for
resolving the IP address of the authentication server
with the machine name of that server.

* Inthe Gateway IP field of the Gateway frame, enter
the IP address of the default router to be used for the
entire network segment.

2. Click Apply to apply your settings.

NOTE: Whenever modifications are made in this window, the
server must be restarted in order for the changes to take effect.
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Enable authentication, specify criteria

1. Click Authentication and select Enable/Disable Authenti-
cation from the pop-up menu to display the Enable/
Disable Authentication window:

2. Click Enable to enable authentication.

3. Select one of three tiers in the Web-based Authentication
frame:

Fig. 2-3 Enable/Disable Authentication window

NOTES: See information on the following pages for details about
each of the tiers, and for steps that must be executed to enable
your tier selection.

See Appendix A: Authentication Operations for more information
about each tier and for configuring various authentication options.
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4. Enable any of the following authentication options, as
pertinent to your environment;

* If using LDAP authentication and workstation profiles,
click “On” in the Map Workstation Name Across All
Domain Labels frame to enable the Web Filter to
search other domain labels if it can’t find the worksta-
tion’s NetBIOS name under a specified domain label,
based on the user’s full Distinguished Name.

¢ In the M86 Authenticator frame, be sure the M86
Authenticator is “On"—unless the Novell eDirectory
Agent option will be used instead. Enabling the M86
Authenticator option, and then downloading, installing,
and configuring the M86 Authenticator Deployment Kit
on a Windows machine results in the deployment of a
platform-specific package that can be installed on a
network share accessible by an Active Directory
domain controller, a Novell eDirectory server, or on a
Windows or Macintosh workstation joined to a domain
via Active Directory or OpenDirectory. When installed
on a workstation, the M86 Authenticator automatically
authenticates the end user when the user logs into the
workstation. If installing the deployment kit in a Macin-
tosh environment, an Open Directory server should be
used. The end user will be automatically authenticated
when logging into the workstation.

NOTE: See M86 Authenticator User Guide for information on
configuring and using M86 Authenticator.

« If you have a Novell eDirectory server and the M86
Authenticator will not be used, turning “On” Novell
eDirectory Agent will enable end user logon and logoff
events to be logged. To use this option, the LDAP
domain must be set up and activated in the Policy tree.

& WARNING: When enabling Novell eDirectory Agent, the agent
will immediately begin scanning Novell eDirectory-based domain
labels.
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* If using a Windows 2000 or Windows 2003 server for

authentication, the Active Directory Agent option can
be used for capturing end user logon and logoff events
and sending a session table to the Web Filter so end
users receive the correct filtering profile. To use this
feature, turn “On” the AD Agent, and then specify
settings for administrator computers authorized to
configure the AD Agent via the Active Directory Agent
console. Download and install the AD Agent
(DCAgent.msi) on the administrator workstation.

5. If using Tier 1, in the Sending Keep Alive frame, click
"On" to specify that keep alives should be sent on a
connection to verify whether it is still active. Click "Off" to
specify that the end user's session will be kept alive

based on the number of minutes entered in the text box.

6. Click Apply.

Net use based authentication

Tier 1: Web-based Authentication disabled (Net Use
enabled) — Choose this option if you will be using net use
based authentication for Active Directory.

1. Click “Tier 1.

2. In the Sending Keep Alive frame, click the radio button
corresponding to the option to be used:

» “On” - This option specifies that keep alives should be
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sent on a connection to verify whether it is still active.

“Off” - This option specifies that the end user's session
will be kept alive based on the number of minutes
entered in the text box.

In the Inactive session lifetime (in minutes) field,
enter the number of minutes the end user’s session will
be kept alive.
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3. Click Apply to open the alert box that confirms your
selection.

Web-based authentication

Choose either Tier 2 or Tier 3 if Web-based authentication
will be used.

[‘3 NOTE: If selecting either Tier 2 or Tier 3, please be informed that

in an organization with more than 5000 users, slowness may be
experienced during the authentication process. In this scenario,
M86 recommends using a Web Filter with an SSL accelerator
card installed. Please contact M86 for more information.

Tier 2: Use time-based profiles, with time-out (in
minutes) — Choose this option if using LDAP authentica-
tion, and you want the user to have a time limit on his/her
Internet connection. This option uses an authentication
servlet that lets the user log into either domain with no
persistent connection between the client PC and the Web
Filter.

1. Click “Tier 2.

2. Enter a whole number for the duration of time the user
will retain his/her Internet connection.

3. Click Apply to open the alert box that confirms your
selection.
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Tier 3: Use persistent logins via a Java Applet — Choose
this option if using LDAP authentication, and you want the
user to maintain a persistent network connection.

This option opens a profile window that uses a Java applet:

3 Authenticator - Keep Ope

Lol x|

Username: JSmith

fieep this window wining fo reaain authenticated!

Fig. 2-4 Java applet

The profile window must be kept open during the user’s

session in order for the user to have continued access to the
Internet.

{j NOTE: Tier 3 Authentication requires a current version of Java

Runtime Environment (JRE) on end-users' PCs. In some cases, a
JRE will need to be downloaded and installed on workstations
and the Web Filter will allow the JRE download at the time of
login. However some operating systems may require this action
to be performed manually.

1. Click “Tier 3.

2. Click Apply to open the dialog box that informs you
about the requirement of a current Java Runtime Envi-

ronment (JRE) to be installed on each end user’s work-
station:

51

Tier 3 Authertication requires & current version of Java Rurtime Environment (JRE) on
end-ugers' PCs. In some cases, 8 JRE will need to be downloaded and installed on
weorkstations and the Web Fitter will allow the JRE download st the time of login.
Howvewer some operating systems may reguire this action to be performed manualy.

To ensure that the end-users are using the most current version of JRE, choose the
method for distributing the current version to their workstations:

 Ma6 automatically distributes JRE during user login

= administrator manually distributes JRE to user workstations

Continue Cancel

Fig. 2-5 Tier 3 dialog box
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. To ensure that end-users are using the most current

version of JRE, choose the method for distributing the
current version to their workstations: “M86 automatically
distributes JRE during user login” or the default selection,
“Administrator manually distributes JRE to user worksta-
tions”.

. Click Continue to open the alert box that confirms your

selection.

Enter network settings for authentication

1. Click Authentication and select Authentication Settings

44

from the pop-up menu to display the Authentication
Settings window:

I Pvhy Lnimy Pt | e B L weo Fiter S

sl 4

Fig. 2-6 Authentication Settings window

In the Settings frame, at the Web Filter NetBIOS Name
field the NetBIOS name of the Web Filter displays. This
information comes from the entry made in the Host Name
field of the LAN Settings window.

. Inthe IP Address of WINS Server field, if using a WINS

server for name resolution, enter the IP address of each
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Windows DNS server to be filtered by this Web Filter,
with a space between each IP address.

3. Inthe Virtual IP Address to Use for Authentication
field,1.2.3.5 displays by default. If using Tier 1 or Tier 3,
enter the IP address that from now on will be used for
communicating authentication information between the
Web Filter and the PDC. This must be an IP address that
is not being used, on the same segment of the network
as the Web Filter.

WARNING: If the IP address entered here is not in the same
subnet as this Web Filter, the net use connection will fail.

4. From the NIC Device to Use for Authentication pull-
down menu:

« if using the invisible mode, select “LAN2” for sending
traffic on the network—in particular, for transferring
authentication data.

« if using the router or firewall mode, select “LANL1".
5. Click Apply to apply your settings.
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Create an SSL certificate

Authentication SSL Certificate should be used if Web-based
authentication will be deployed on the Web Filter. Using this
feature, a Secured Sockets Layer (SSL) self-signed certifi-
cate is created and placed on client machines so that the
Web Filter will be recognized as a valid server with which
they can communicate.

Click Authentication and select Authentication SSL Certifi-
cate from the pop-up menu to display the Authentication
SSL Certificate window:

Home  Puby  Llmwy  Repwing  Selem | liey | Legms Wb Filter M..:.':‘.'.Z.

P ————

2 et goce, o coast & sl o s o 8 Coaln Byt (258, T 90 st ot i il

el M

Fig. 2-7 Authentication SSL Certificate window

This window is comprised of three tabs: Self Signed Certifi-
cate, Third Party Certificate, and Download/View/Delete
Certificate. These tabs are used to create, view, upload,
and/or delete self-signed or third party SSL certificates.
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Create, Download a Self-Signed Certificate

1. On the Self Signed Certificate tab, click Create Self
Signed Certificate to generate the SSL certificate.

2. Click the Download/View/Delete Certificate tab:

i L ] weo Fiter  AMEIE

ol ]

Fig. 2-8 Download/View/Delete Certificate tab

3. Select the type of certificate from the pull-down menu:
“SSL Certificate” or “Intermediate Certificate”. An inter-
mediate certificate is a signing certificate for an SSL
certificate.

4. Click Download/View Certificate to open the File Down-
load dialog box where you indicate whether you wish to
Open and view the file, or open the Save As window so
that you can Save the certificate to a specified folder on
your workstation.

NOTE: While the certificate can be downloaded on a Macintosh
computer, the best method to import the certificate is via the
Authentication Request Form, when prompted by the Security
Alert warning message to add the certificate to the trusted certifi-
cate store.
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Once the certificate is saved to your workstation, it can
be distributed to client workstations for users who need
to be authenticated.

@ TIP: Click Delete Certificate to remove the certificate from the
server.

Create, Upload a Third Party Certificate

Create a Third Party Certificate
1. Click the Third Party Certificate tab:

I ey by | e | Sy Sy Loget weo Fier  JMEE

|

Fig. 2-9 Third Party Certificate tab

NOTE: If a third party certificate has not yet been created, the
Create CSR button is the only button activated on this tab.

2. Click Create CSR to open the Create CSR pop-up
window:
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8.
9.

Create CSR il
Common Mame (Host Mame) logo.com

Ermail Address pichnsoni@loga.com

Crganization LoGO

Drganization Unit aciministr ation

Locality Orange

State or Province: California

Cauritry (2 character country cods)| s

Fig. 2-10 Create CSR pop-up window

The Common Name (Host Name) field should automat-
ically be populated with the host name. This field can be
edited, if necessary.

Enter your Email Address.

Enter the name of your Organization, such as M86
Security.

Enter an Organizational Unit code set up on your
server, such as Corp.

Enter Locality information such as the name of your city
or principality.

. Enter the State or Province name in its entirety, such as

California.
Enter the two-character Country code, such as US.

Click Create to generate the Certificate Signing Request.

NOTE: Once the third party certificate has been created, the
Create CSR button displays greyed-out and the Download/View
CSR, Upload Certificate, Delete CSR buttons are now activated.

M86 SecuriTy User GUIDE
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Upload a Third Party Certificate

1. In the Third Party Certificate tab, click Upload Certifi-

cate to open the Upload Signed SSL Certificate for Web

Filter pop-up window:

/= upload Signed SSL Certificate for Web Filter - Wind =10] x|

ey I@http:fﬂlQZ.IEB‘ZDm' 42f| x| [songle

File Edit Wiew Favarites  Tools  Help

T e 2] Upload Signed 5L Certific... | | £ - B - o= - 5hPage -
Fie _Brawse.|
File _Brawse.|

- |

Upload File |
K

Done [T T T [ & mtermet [0 -~ 4

Fig. 2-11 Upload Signed SSL Certificate box

The Message dialog box also opens with the message:

"Click OK when upload completes.”

NOTE: Do not click this button until performing the actions in the
following steps.

@ TIP: Click Cancel in the dialog box to cancel the procedure.

2. In the Upload Signed SSL Certficate for Web Filter pop-

up window, do one of the following, as appropriate:

» Click Browse... in the Upload Signed SSL Certificate
for Web Filter section if the certificate to be uploaded is

an SSL certificate.

» Click Browse... in the Upload Intermediate Certificate
for Web Filter if Any, if an intermediate certificate is
required for signing an uploaded SSL certificate.

Clicking the Browse... button opens th
window.

e Choose file
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3. Select the file to be uploaded.
4. Click Upload File to upload this file to the Web Filter.

5. Click OK in the Message dialog box to confirm the upload
and to close the dialog box.

Download a Third Party Certificate

1. In the Third Party Certificate tab, choose either “SSL
Certificate” or “Intermediate Certificate.”

2. Click Download/View CSR to open a pop-up window
containing the contents of the certificate request:

) hit ey F00. 10, 100 TSRE /Serviet/com. F3000Lsereruposd. Do dRinarySeryl I [=] |
Fle Bl Vew Faoodes Took Helo | = |
| e s - D ] @seech [aarecnes @weds 3 D S H
| Ackdress [ 4] berp {20010, 1060 75 oo, 3000, serves 1pksad puthCer | PGa | |Liks
BEGTH CERTIFICATE REQUEST
HIIEODCCATRCAGAWYYE: AJBGNVEAYTALVTI P P ImSy
HOERDOYDY ORERI PomF ul2 DD D ARBOMVE Lo TAZ 1N ENNASS LI TEC KD RIS NS Ew
Hy RuNGxkYEALLIRELAF AL 11N, 1
DGRVAGE AOGUZ Lestivy TC B AQEF AAOB QARG Y RCATEASD TC 1 XS
BrqelSunZzys LEuwIFeesT w14 TVESZIAIORNNR ST quplqinen
i uap IO LR INENNGGR S EU g TECHKUEAS t 2P T VERagATaD Lk UEm1 S K15 2kl
FARTE AL Tum 045 | THHEENEPOP UG e L 20 AC AUE R An LANADGCSaGS ThADOERBATA
A4GELIVEZZB I4+0mTH JHLVepHEgV i Rx3chv4Itln
RITS4c 150/ 1T o £ RUE REBLEE Shaynk AYLbw AL 52 OV IvTh
ALEZCIRT T Eme BARROS i B2 b £ W e S ¥ eSS
—mmm-END CERTIFICATE REQUEST--m--
] Derm I i

Fig. 2-12 Download CSR pop-up window

3. Click the “X” in the upper right corner of the window to
close it.

@ TIP: Click Delete CSR to remove the certificate from the server.
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Specify block page settings

Click Control and select Block Page Authentication from the
pop-up menu to display the Block Page Authentication
window:

vien Fiter ~ /MAE

el

Fig. 2-13 Block Page Authentication window

Block Page Authentication

1. In the Re-authentication Options field of the Details
frame, all block page options are selected by default,
except for Web-based Authentication. Choose from the
following options by clicking your selection:

* Web-based Authentication - select this option if
using Web authentication with time-based profiles or
persistent login connections for the LDAP authentica-
tion method.

» Re-authentication - select this option for the re-
authentication option. The user can restore his/her
profile and NET USE connection by clicking an icon in
a window to run a NET USE script.
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» Override Account - select this option if any user has
an Override Account, allowing him/her to access URLSs
set up to be blocked at the global or IP group level.

TIP: Multiple options can be selected by clicking each option
while pressing the Ctrl key on your keyboard.

NOTE: See the M86 Web Filter User Guide, M86 IR Web Filter
User Guide, or the Web Filter portion of the M86 WFR User
Guide for information about the Override Account feature.

2. If the “Re-authentication” option was selected, in the
Logon Script Path field, \PDCSHARE\scripts displays
by default. In this field, enter the path of the logon script
that the Web Filter will use when re-authenticating users
on the network, in the event that a user's machine loses
its connection with the server, or if the server is rebooted.
This format requires the entry of two backslashes, the
authentication server’s computer name (or computer IP
address) in capital letters, a backslash, and name of the
share path.

3. Click Apply to apply your settings.
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Block page

When a user attempts to access Internet content set up to
be blocked, the block page displays on the user’s screen:

f,i M6 Security Web Filter - Windows Internet Explorer -0l x|
J File Edt Wiew Favorites Tools Help |

J GBack + = v (D ﬁ| Qisearch [GFavories £ History | B\ S -

J Address I@ w,Coors, comEIP=200, 10,100, 75: 61 &CAT=ALCO&ISER =L OGO Domain % 20admins \GLANG j @Go |J Links ¥

Internet

ACCESS DENIED! HELP

B

to the requested wehsite has been denied based on your user profile
and organization's Internet Usage Policy.

User/Machine:
P

Category:
Blocked URL:

LOGOWDamain Admins\GLANG
20010101 140

Alcohol

Fttg: M coors.comd

To submit this blocked site for review, click here, For assistance, contaet your Administrator.
MEE Wb Filter provided by M3E Security. Copyright 2010, Al rights reserved.

For further options, click here.

&1

a

l_ l_ | nkernet

Fig. 2-14 Block page

NOTES: See Block Page Customization for information on
adding free form text and a hyperlink at the top of the block page.
Appendix B: Create a Custom Block Page from the M86 Web
Filter User Guide, M86 IR Web Filter User Guide, or the Web
Filter portion of the M86 WFR User Guide for information on
creating a customized block page using your own design.
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User/Machine frame

By default, the following data displays in the User/Machine
frame:

* User/Machine field - The username displays for the
LDAP user. This field is blank for the IP group user.

» |P field - The user’s IP address displays.

» Category field - The name of the library category that
blocked the user’s access to the URL displays. If the
content the user attempted to access is blocked by an
Exception URL, “Exception” displays instead of the
library category name.

* Blocked URL field - The URL the user attempted to
access displays.

Standard Links
By default, the following standard links are included in the
block page:

» HELP - Clicking this link takes the user to M86’s Tech-
nical Support page that explains why access to the site or
service may have been denied.

» M86 Security - Clicking this link takes the user to M86’s
Web site.
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Optional Links

By default, these links are included in the block page under
the following conditions:

For further options, click here. - This phrase and link is
included if any option was selected at the Re-authentica-
tion Options field in the Block Page Authentication
window. Clicking this link takes the user to the Options
window, described in the Options page sub-section that
follows.

To submit this blocked site for review, click here. -
This phrase and link is included if an email address was
entered in the Submission Email Address field in the
Common Customization window. Clicking this link
launches the user’s default email client. In the composi-
tion window, the email address from the Submission
Email Address field populates the “To” field. The user’s
message is submitted to the global administrator.
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Options page

The Options page displays when the user clicks the
following link in the block page: For further options, click
here.

f‘ M8B6 Security Web Filter - Windows Internet Explorer

J File Edt Yiew Favorites Tools Help |
J HBack ~ = - @ at | @Search (Gl Favarites @Histnry | %‘ =) - E
| address [@] hetp:/f200.10.100.75:81 fegifblock.cai | @ |J Lirks *
-
OPTIONS HELP
UserMachine: LOGOWDomain Admins\GLANG
1P 20010101140
Category:  Alcohol
Blocked URL:  http: fwwywy coors.comd
Option 1:  Click here for secure \Weh-hased authertication.
Option 2:  [f the above profile is incorrect or there has been an errar, you can:
» Re-start your system and re-login or
» Try re-authenticating your user profile
Option ¥ If you have an override account, enter your username and password.
Username: I
Password: I Qwerride
IWarning! The overvide acconnt aption will not function if antipapds soiware s instalied an
your system.
E
|&7 pone | nkernet v

Fig. 2-15 Options page

The following items previously described for the Block page
display in the upper half of the Options page:

* BACK and HELP links

» User/Machine frame contents

The frame beneath the User/Machine frame includes infor-
mation for options (1, 2, and/or 3) based on settings made in
the Block Page Authentication window.

M86 SecuriTy User GUIDE
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Option 1

Option 1 is included in the Options page if “Web-based
Authentication” was selected at the Re-authentication
Options field in the Block Page Authentication window. The
following phrase/link displays:

Click here for secure Web-based authentication.

When the user clicks the link, the Authentication Request
Form opens:

/2 web Access Authentication - Windows Internet Explorer = [ ID,ZI
| Fo Edt View Favortes Took Help -
| depock » = - Q[ A | Difoorch [WiFmvertes ooy |G- S H

| Ao [@) 0a. o Jocal cm. B ALEL =152 160, 20.10finde HmbIP =152 16020 D0MCAT=SPORTSUSER-DEFALT =] 768

=
WEB ACCESS AUTHENTICATION HELE
Please log in to sccess the Internet.
Username: |tjoras
Password: =
Bamain [Novell (LDAP) 'I
abas [qr_sarver =
Login
MG Vet Fier prirvaded by Mg Securty. Comright 2010, A3 nghts reserved
-
2] oone |2 [ areamee F

Fig. 2-16 Authentication Request Form
NOTE: See Authentication Form Customization for information

on adding free form text and a hyperlink at the top of the Authen-
tication Request Form.
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Option 2

The following phrase/link displays, based on options
selected at the Re-authentication Options field in the Block
Page Authentication window:

* Re-start your system and re-login - This phrase
displays for Option 1, whether or not either of the Re-
authentication Options (Re-authentication, or Web-
based Authentication) was selected in the Block Page
Authentication window. If the user believes he/she was
incorrectly blocked from a specified site or service, he/
she should re-start his/her machine and log back in.

e Try re-authenticating your user profile - This link
displays if “Re-authentication” was selected at the Re-

authentication Options field, and an entry was made in
the Logon Script Path field. When the user clicks this link,
a window opens:

& netlogon on LOGOD - Microsoft Interne o |l
—1 e = -
] =

i logonF. bat
netlogon

This folder is Online.

Select an ikem ko view its
description.

Metwork Logon Script s

Capacity: 3.99 GE
O used: 2.26 GB
O Free: 1.72 GB

]
Fig. 2-17 Re-authentication option

The user should click the logon.bat icon to run a script
that will re-authenticate his/her profile on the network.
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Option 3

Option 3 is included in the Options page, if “Override
Account” was selected at the Re-authentication Options
field in the Block Page Authentication window.

This option is used by any user who has an override
account set up for him/her by the global group administrator
or the group administrator. An override account allows the
user to access Internet content blocked at the global or IP
sub-group level.

The user should enter his/her Username and Password,
and then click Override to open the Profile Control window.
This window must be left open throughout the user’s
session in order for the user to be able to access blocked
Internet content.

NOTES: See Appendix E: Override Pop-up Blockers for informa-
tion on how a user with an override account can authenticate if a
pop-up blocker is installed on his/her workstation.

See the M86 Web Filter User Guide, M86 IR Web Filter User
Guide, or the Web Filter portion of the M86 WFR User Guide for
information about the Override Account feature.
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Common Customization

Common Customization lets you specify elements to be
included in block pages and/or the authentication request
form end users will see.

Click Customization and then select Common Customiza-
tion from the pop-up menu to display the Common Custom-
ization window:
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Fig. 2-18 Common Customization window

By default, in the Details frame all elements are selected to
display in the HTML pages, the Help link points to the FAQs
page on M86's public site that explains why access was
denied, and a sample email address is included for adminis-
trator contact information. These details can be modified, as
necessary.
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Enable, disable features

1. Click “On” or “Off” to enable or disable the following
elements in the HTML pages, and make entries in fields
to display customized text, if necessary:

Username Display - if enabled, displays “User/
Machine” followed by the end user’s username in block
pages

IP Address Display - if enabled, displays “IP” followed
by the end user’s IP address in block pages

Category Display - if enabled, displays “Category”
followed by the long name of the blocked category in
block pages

Blocked URL Display - if enabled, displays “Blocked
URL” followed by the blocked URL in block pages

Copyright Display - if enabled, displays M86 Web Filter
copyright information at the footer of block pages and
the authentication request form

Title Display - if enabled, displays the title of the page
in the title bar of the block pages and the authentica-
tion request form

Help Display - if enabled, displays the specified help
link text in block pages and the authentication request
form. The associated URL (specified in the Help Link
URL field described below) is accessible to the end
user by clicking the help link.

NOTE: If enabling the Help Display feature, both the Help Link
Text and Help Link URL fields must be populated.

62

Help Link Text - By default, HELP displays as the help
link text. Enter the text to display for the help link.
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* Help Link URL - By default, http://
www.m86security.com/support/r3000/accessde-
nied.asp displays as the help link URL. Enter the URL
to be used when the end user clicks the help link text
(specified in the Help Link Text field).

» Submission Review Display - if enabled, displays in
block pages the email address of the administrator to
receive requests for a review on sites the end users
feel are incorrectly blocked. The associated email
address (specified in the Submission Email Address
field described below) is accessible to the end user by
clicking the click here link.

NOTE: If enabling the Submission Review Display feature, an

email address entry of the designated administrator in your orga-
nization must be made in the Submission Email Address field.

e Submission Email Address - By default, admin
@company.com displays in block pages as the emalil
address of the administrator to receive feedback on
content the end user feels has been incorrectly
blocked. Enter the global administrator's email
address.

2. Click Apply to save your entries.

TIP: Click Restore Default and then Apply to revert to the
default settings.
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Authentication Form Customization

To customize the Authentication Request Form, click
Customization and select Authentication Form from the
pop-up menu:
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Fig. 2-19 Authentication Form Customization window

NOTE: This window is activated only if Authentication is enabled
via System > Authentication > Enable/Disable Authentication,
and Web-based Authentication is specified.

TIP: An entry in any of the fields in this window is optional, but if
an entry is made in the Link Text field, a corresponding entry
must also be made in the Link URL field.
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1. Make an entry in any of the following fields:

¢ In the Header field, enter a static header to be
displayed at the top of the Authentication Request
Form.

* Inthe Description field, enter a static text message to
be displayed beneath the Authentication Request
Form header.

* Inthe Link Text field, enter text for the link's URL to be
displayed beneath the Description in the Authentica-
tion Request Form, and in the Link URL field, enter the
corresponding hyperlink in plain text using the http:// or
https:// syntax.

Any entries made in these fields will display centered in
the Authentication Request Form, using the Arial font

type.
2. Click Apply.

TIP: Click Restore Default and then Apply to revert to the
default text in this window.
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Preview sample Authentication Request Form

1. Click Preview to launch a separate browser window
containing a sample Authentication Request Form,
based on entries saved in this window and in the
Common Customization window:

i
[| Fie Edt View Favorites Took Help
dmrck - o= - (D [0 A Qoearch GFavortes Evedia @ | I% S= g
Address [€] hitps:/[200..10,100.75:8081 févthentic Form.jsp | P Hum ”l
|

WEB ACCESS AUTHENTICATION
Please log in to access the Internet

ion Login

username : ||

Password:

Domain [LOZSYE (NT) =
Biias [Disabled <]

Log In |

MBE Wb Filter provided by MBB Security. Copyright 2010 Al ights reserved

S|

700 NN
Fig. 2-20 Sample Customized Authentication Request Form

By default, the following data displays in the frame:

» Username field - The username displays.
» Password field - The user’s IP address displays.

» Domain field - All LDAP domain names set up on the
Web Filter display in the pull-down menu.

» Alias field (optional) - All alias names associated with
the LDAP domain specified in the field above display in
the pull-down menu, if the account names were
entered for that LDAP domain.
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By default, the following standard links are included in
the Authentication Request Form:

» HELP - Clicking this link takes the user to M86’s Tech-
nical Support page that explains why access to the site
or service may have been denied.

» M86 Security - Clicking this link takes the user to
M86’s Web site.

2. Click the “X” in the upper right corner of the window to
close the sample Authentication Request Form.

TIP: If necessary, make edits in the Authentication Form Custom-
ization window or the Common Customization window, and then
click Preview in this window again to view a sample Authentica-
tion Request Form.
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Block Page Customization

To customize the block page, click Customization and
select Block Page from the pop-up menu:
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Fig. 2-21 Block Page Customization window

NOTE: See Appendix B: Create a Custom Block Page from the
M86 Web Filter User Guide, M86 IR Web Filter User Guide, or
the Web Filter portion of the M86 WFR User Guide for information
on creating a customized block page using your own design.

TIP: An entry in any of the fields in this window is optional, but if
an entry is made in the Link Text field, a corresponding entry
must also be made in the Link URL field.
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1. Make an entry in any of the following fields:
¢ In the Header field, enter a static header to be
displayed at the top of the block page.

» In the Description field, enter a static text message to
be displayed beneath the block page header.

* Inthe Link Text field, enter text for the link's URL to be
displayed beneath the Description in the block page,
and in the Link URL field, enter the corresponding
hyperlink in plain text using the http:// or https:// syntax.

Any entries made in these fields will display centered in
the customized block page, using the Arial font type.

2. Click Apply.

TIP: Click Restore Default and then Apply to revert to the
default text in this window.
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Preview sample block page

1. Click Preview to launch a separate browser window

containing a sample customized block page, based on
entries saved in this window and in the Common
Customization window:

{2 MB6 Web Filter - Windows Internet Explorer o [m] ]
Fle Edt View Favortes Tools Help |
dmtack - = - (@[3 A} | Qoearch [HFevorites veda (B | 5N S A - 5

Address [{€] http:/J200.10.100 75:81 feqiblock. cqirURL=http: ffwiw. test.comfBIP=11 1111, 111,11 1BCAT=Block%20CateqoryBUSEF ¥] (¥ Go “Lmks ”‘
ACCESS DENIED! HELP.
Internet access to the requested website has been denied hased on your user profile and
organization's Internet Usage Policy.
UserMachine: Your Mame
P 11110111111
Category: Black Category
Blocked URL:  hitp: v 85t coms
For further options, click here.
To submit this blocked site for review, click here. For assi contact your
MBE Web Filter provided by MB6 Security. Copyright 2010. Al rights reserved
| &) Done [ [ |4 miemet v

Fig. 2-22 Sample Customized Block Page

By default, the following data displays in the User/
Machine frame:

» User/Machine field - The username displays for the
LDAP user. This field is blank for the IP group user.

 IP field - The user’s IP address displays.

» Category field - The name of the library category that
blocked the user’s access to the URL displays. If the
content the user attempted to access is blocked by an
Exception URL, “Exception” displays instead of the
library category name.

* Blocked URL field - The URL the user attempted to
access displays.
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By default, the following standard links are included in
the block page:

» HELP - Clicking this link takes the user to M86’s Tech-
nical Support page that explains why access to the site
or service may have been denied.

» M86 Security - Clicking this link takes the user to
M86’s Web site.

By default, these links are included in the block page
under the following conditions:

» For further options, click here. - This phrase and link
is included if any option was selected at the Re-
authentication Options field in the Block Page Authen-
tication window. Clicking this link takes the user to the
Options window, described in the Options page sub-
section.

» To submit this blocked site for review, click here. -
This phrase and link is included if an email address
was entered in the Submission Email Address field in
the Common Customization window. Clicking this link
launches the user’s default email client. In the compo-
sition window, the email address from the Submission
Email Address field populates the “To” field. The user’s
message is submitted to the global administrator.

2. Click the “X" in the upper right corner of the window to
close the sample customized block page.

TIP: If necessary, make edits in the Block Page Customization
window or the Common Customization window, and then click
Preview in this window again to view a sample block page.
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Set up Group Administrator Accounts

The global administrator creates group administrator (Sub
Admin) accounts so that these group administrators can be
assigned to manage specific LDAP entities (nodes) set up in
the Policy tree. Sub Admin group administrator accounts
are set up in the Administrator window from the System
section of the console.

NOTE: IP group administrator accounts are set up in the IP
branch of the Policy tree when new IP groups are created. See
Chapter 2: Policy screen from the Global Administrator Section of
the M86 Web Filter User Guide, M86 IR Web Filter User Guide,
or the Web Filter portion of the M86 WFR User Guide for informa-
tion on creating IP groups.

Add Sub Admins to manage nodes

Click Administrator to display the Administrator window:
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Fig. 2-23 Administrator window
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Add a group administrator account

To add an LDAP group administrator (Sub Admin) account:

1. In the Account Details frame, enter the username in the
Username field.

2. Inthe Password field, enter eight to 20 characters—
including at least one alpha character, one numeric char-
acter, and one special character. The password is case
sensitive.

3. Make the same entry again in the Confirm Password
field.

4. Select “Sub Admin” from the Type pull-down menu.
5. Click Add to include the username and account type in
the Current User list box.

Update the group administrator’s password

1. Select the username from the Current User list box; this
action populates the Account Details frame with data.

2. In the Password field, enter eight to 20 characters for a
new password—including at least one alpha character,
one numeric character, and one special character. The
password is case sensitive.

3. Enter the same new password again in the Confirm
Password field.

4. Click Modify to apply your settings.

M86 SecuriTy User GuIDE 73



CHAPTER 2: NETWORK SETUP  SET UP GROUP ADMINISTRATOR ACCOUNTS

Delete a group administrator account

To delete an administrator account:
1. Select the username from the Current User list box.
2. Click Delete to remove the account.

NOTE: If a group administrator assigned to an LDAP node is
deleted, that group administrator must be removed from assign-
ment to that node and another group administrator set up for
assignment to manage that node. See Chapter 4: Manage Nodes
for information on assigning and re-assigning a node for manage-
ment.
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View Log Results

Use the View Log File window if you need to troubleshoot
any problems with the authentication setup process.

1. Click Diagnostics and select View Log File from the pop-
up menu to display the View Log File window:
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Fig. 2-24 View Log File window

NOTE: In this user guide, only authentication-related options will
be addressed. For information about all other options, see the
View Log File window in the M86 Web Filter User Guide, M86 IR
Web Filter User Guide, or the Web Filter portion of the M86 WFR
User Guide.

2. In the Log File Details frame, select the type of Log File
to view:

» “User Name Log (usage.log)” - used for viewing the
time and date a user logged on and off the network,
along with the user's profile information.

» “Authentication Log (AuthenticationServer.log)” - used
for viewing information about the authentication
process for users, including SEVERE and WARNING
error messages.
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“Admin GUI Server Log (AdminGUIServer.log)” - used
for viewing information on entries made by the admin-

istrator in the console.

» “eDirectory Agent Debug Log (edirAgent.log)” - used
for viewing the debug log, if using eDirectory LDAP

authenticatio

n.

» “eDirectory Agent Event Log (edirEvent.log)” - used for
viewing the event log, if using eDirectory LDAP

authenticatio

n.

» “Authentication Module Log (authmodule.log)” - used
for viewing information about SEVERE error
messages pertaining to LDAP authentication connec-
tion attempts.

3. Choose the Last Number of Lines to view (100-500)

from that file.

4. Click View to display results in the Result pop-up

window:
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Fig. 2-25 View Log File Result pop-up window

5. Click the “X” in the upper right corner of the pop-up

window to clos
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CHAPTER 3: LDAP AUTHENTICATION SETUP

Create an LDAP Domain

In the Policy section of the console, add an LDAP domain
that contains entities to be authenticated.

Add the LDAP domain

1. Click LDAP in the navigation panel to open the pop-up
menu, and select Add Domain to open the Create LDAP
Domain dialog box:

Create LDAP Domain il

LDAP Server IPHostname [190.160.20.54
LDAP Server Port 359
LDAP Domain Lakel ADNative

Apply Cancel

Fig. 3-1 Create LDAP Domain box

2. In the LDAP Server IP/Hostname field, enter either the
IP address or the hostname of the authentication server.

3. Inthe LDAP Server Port field, enter the LDAP server
port number. By default, enter 389.

4. In the LDAP Domain Label field, enter the name of the
LDAP domain. This entry does not need to match the
NetBIOS name.

NOTE: The alphanumeric LDAP domain name must be at least
two characters but less than 64 characters in length, and can
contain a hyphen (-) and underscore ( _ ), though the hyphen
cannot be the first or last character of the name.

5. Click Apply to add the domain to the tree. This action
takes you directly to the LDAP domain window (see
View, modify, enter LDAP domain details).
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Refresh the LDAP branch

Click LDAP in the navigation panel to open the pop-up
menu, and select Refresh whenever changes have been
made in this branch of the tree.

View, modify, enter LDAP domain details

Double-click LDAP in the navigation panel to open the
LDAP branch of the Policy tree. Select the LDAP domain
you added, and choose Domain Details from the pop-up
menu to display the default Type tab of the LDAP Domain
Details window:
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Fig. 3-2 Domain Details window, Type tab

The LDAP domain window is comprised of the following
wizard tabs: Type, Group, User, Workstation, Address,
Account, SSL, Alias List, and Default Rule. By going
through the entire wizard, domain details are established for
the LDAP domain, preparing the LDAP domain for group
and user filtering profile setup. After all entries are made on
the wizard tabs, the domain can be activated.
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& WARNING: The instructions in this user guide have been docu-

mented based on standard default settings in LDAP for Microsoft
Active Directory Services. The suggested entries and examples
may not be applicable to all other server types, or if any changes
have made to default settings on the LDAP Active Directory
server.

LDAP Server Type

Based on the entries made when creating the LDAP
domain, the Web Filter will attempt to auto-detect the type of
server being used, and if successfully detected, the appro-
priate LDAP Server Type radio button will be pre-selected
on the Type tab.

1. If making a selection on this tab, the following options are
available: “Microsoft Active Directory Mixed Mode”,
“Microsoft Active Directory Native Mode”, “Sun One, Sun
IPlanet or Netscape Directory Server”, “Novell eDirec-
tory”, “Open Directory”, and “Other”. If the server type is
not detected, “Other” will be selected.

The server type setting on this tab defines the content
that displays on all other tabs of the wizard.

NOTE: If the server type is changed on this tab, object type
settings will be overwritten with the new object type settings. User
settings will not be modified.

2. If a selection was made on this tab, click Save to save
your setting.

3. Click Next to go to the Group tab.
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& WARNING: The contents of the tabs for User and Group do not

normally need to be changed. The settings on these tabs are
made automatically when you select the server type at the begin-
ning of the setup process. Unless you have made changes to the
Schema of your LDAP server and are sure of the consequences
of altering these settings, do not alter anything in these tabs. The
only action you need to execute on these tabs is to confirm the
settings by clicking the Next button at the bottom of the window,
until you reach the Address tab.

Group Objects

The Group tab is used for including or excluding group
objects in the LDAP domain.

Weme  Pubcy  Qsay  Bepeg | S G gt webFiter MBS

Fig. 3-3 Domain Details window, Group tab

By default, this tab is populated as follows:

» The Include List is populated with appropriate group
objects, based on the server type.

* The Membership Attribute field is populated with the
name of the LDAP attribute from the group record that
identifies members of the group.
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1. Generally, no action needs to be performed on this tab.
However, under special circumstances, the following
actions can be performed:

» A group object can be added or excluded by making an
entry in the appropriate field, and then clicking the
Include or Exclude button.

» A group object name can be edited by selecting the
group object from the appropriate list box, editing the
name in the field, and then clicking the Edit button.

» A group object can be removed by selecting the group
object and then clicking Remove.

2. Based on the selected server type, the following
checkbox(es) is/are available for specifying a particular
group profile assignment, if necessary:

* If using Active Directory, the “Use Primary Group”
checkbox displays on this tab. You may wish to check
this box to indicate that profiles based on user groups
should be assigned to users.

* If using Novell eDirectory or Sun One, the “Use
Dynamic Group” checkbox displays on this tab. You
may wish to check this box to indicate that profiles
based on dynamic groups should be assigned to
users.

* Ifusing Active Directory Native mode, Sun One, Novell
eDirectory, or Open Directory, the “Use Nested Group”
checkbox displays on this tab. This feature saves you
time when configuring policies. After the group policy is
configured, all sub-groups within that group will use the
same policy and do not need to be configured, unless
a special policy is required for a sub-group and that
policy is given a higher priority than the group policy.

NOTE: If the options for “Use Dynamic Group” and “Use Nested
Group” are both available, M86 recommends using nested
groups over dynamic groups for optimum performance of the
Web Filter.
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3. If any modifications were made on this tab, click Save.

4. Next to go to the User tab.

User Objects

The User tab is used for including or excluding user objects
in the LDAP domain.
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Fig. 3-4 Domain Details window, User tab

By default, the Include List and Exclude List are populated
with appropriate user objects, based on the server type.

1. Generally, no action needs to be performed on this tab.
However, under special circumstances, the following
actions can be performed:

» A user object can be added or excluded by making an
entry in the appropriate field, and then clicking the
Include or Exclude button.

» A user object name can be edited by selecting the user
object from the appropriate list box, editing the name in
the field, and then clicking the Edit button.
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» A user object can be removed by selecting the user
object and then clicking Remove.

« If the user DN cannot be auto-detected during the
profile setup process, click “Use Case-Sensitive
Comparison” to perform a manual comparison check.

2. If any modifications were made on this tab, click Save.

3. Click Next to go to the Workstation tab.

Workstation Objects

The Workstation tab is used for including or excluding work-
station objects in the LDAP domain.

fema  Puty dmay  Fepetng | Sewse Gy eger ‘Web Filter M=

Fig. 3-5 Domain Details window, Workstation tab

By default, the Include List and Exclude List are populated
with appropriate workstation objects, based on the server

type.

1. Generally, no action needs to be performed on this tab.
However, under special circumstances, the following
actions can be performed:
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» A workstation object can be added or excluded by
making an entry in the appropriate field, and then
clicking the Include or Exclude button.

» A workstation object name can be edited by selecting
the workstation object from the appropriate list box,
editing the name in the field, and then clicking the Edit
button.

» A workstation object can be removed by selecting the
workstation object and then clicking Remove.

2. If any modifications were made on this tab, click Save.

3. Click Next to go to the Address tab.

Address Info

The LDAP domain address information populates the
Address tab:

webFiter MBS

Fig. 3-6 Domain Details window, Address tab

NOTE: If the DNS settings are not published in the LDAP direc-
tory, the Server DNS Name, DNS Domain Name, and LDAP
Query Base fields will not be populated automatically. Func-
tioning forward and reverse DNS name resolution is one of the
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requirements for LDAP authentication. Please ensure the correct
DNS settings are set.

1. This tab includes the following fields, some pre-popu-
lated by default, and some that you may wish to edit:

* The Server DNS Name field should contain the DNS

name of the server. If this field is already populated, it
may need to be edited if there is more than one DNS
server available.

NOTES: If your LDAP server’s name is not a resolvable, fully

gualified DNS name, you may be able to enter the domain name.

If using a Novell server, be sure the Server DNS Name exactly
matches the name on the SSL certificate that will be uploaded to
the server.

* The Server IP Address that displays by default is the

one that was entered in the LDAP Server IP field of the
Create LDAP Domain dialog box.

« The DNS Domain Name should be the DNS name of

the LDAP domain, such as logo.com, and may need to
be edited if the entire domain name does not display
by default.

NOTES: If your LDAP server’s name is not a resolvable, fully

qualified DNS name, you may be able to enter the domain name.

If using a Novell server, be sure the DNS Domain Name exactly
matches the name on the SSL certificate that will be uploaded to
the server.

* If necessary, the NETBIOS Domain Name can be

entered.

» By default, 636 displays in the Server LDAPS Port

field.

» By default, the value that was entered in the LDAP
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Server Port field of the Create LDAP Domain dialog
box displays in the Server LDAP Port field.
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» By default, the LDAP Query Base displays the root of
the LDAP database to query using the LDAP Syntax,
e.g. DC=domain,DC=com, or o=server-org. The entry
in this field is case sensitive and should be edited, if
necessary.

If this field is not populated, enter the LDAP query
base.

2. If any modifications were made on this tab, click Save.

3. Click Next to go to the Account tab.

Account Info

The Account Info tab is used for specifying the account
information needed for binding to the LDAP database.

fema  Puty dmay  Fepetng | Sewee Gy eger ‘Web Filter M=

Fig. 3-7 Domain Details window, Account tab

NOTE: The Distinguished Name Auto Discovery frame only
displays if the type of LDAP server is Microsoft Active Directory.

1. Do one of the following:
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* If your LDAP database does not require a username to

be provided in order to bind to the LDAP database,
click the “Use Anonymous Bind” checkbox to grey out
the fields—and Find Distinguished Name button, if it
displays—in this tab.

If you know the authorized user's full LDAP Distin-
guished Name, enter it in the LDAP Account Name
field. For example, enter the entire string in a format
such as:

cn=Administrator,cn=Users,dc=gqc2domain,dc=local
or
cn=admin,o=logo-org

Then enter the password in the Password and
Confirm Password fields.

For an Active Directory LDAP server type, if you do not
know the authorized user’s full LDAP Distinguished
Name, click Find Distinguished Name in the Distin-
guished Name Auto Discovery frame to open the
Distinguished Name Auto Discovery pop-up box:

Distinguished Name Auto Discovery x|

User hiame
Domain hiame
Password

Confirm Pazsword

[ Find Distinguished MName ][ Cancel ]

Fig. 3-8 Distinguished Name Auto Discovery box

Make entries in the following fields:

a. User Name - administrator’s user name (e.g.
administrator).

b. Domain Name - name of the domain (e.qg.
logo.com). This field displays greyed out if it was
already included on the Address Info tab.

c. Password and Confirm Password.
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Click Find Distinguished Name to perform the search
for the LDAP Distinguished Name. If the adminis-
trator’s user name and password are successfully
retrieved, the pop-up box closes and the fields on this
tab become populated with appropriate data.
NOTE: Once the Distinguished Name and password are
successfully saved on this tab, the Distinguished Name Auto
Discovery frame will no longer display at the bottom of this tab.

2. Click Save to save your entries.

3. Click Next to go to the SSL tab.

SSL Settings

SSL settings should be made if your network requires a
secure connection from the Web Filter to the LDAP server.

Mema  Pebcy  ldway  Fepeg | Sewen G e web Fiter MBS
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Fig. 3-9 Domain Details window, SSL tab

NOTE: See Appendix B: Obtain, Export an SSL Certificate for
information on how to obtain a Sun One server’s SSL certificate,
or how to export an Active Directory or Novell server’'s SSL certfi-
cate to your desktop and then upload it to the Web Filter.
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1. Ifapplicable, click in the “Enable Secure LDAP over SSL”"
checkbox. This action activates the Upload buttons in the
Manually Upload SSL Certificate for LDAPS frame and
the Automatically Upload SSL Certificate for LDAPS
frame.

2. To automatically upload an SSL certificate, go to the
Automatically Upload SSL Certificate for LDAPS frame
and do the following:

a.Inthe Wait __ seconds for certificate field, by default
3 displays. Enter the number of seconds to wait before
the certificate is automatically uploaded.

b. Click Upload to upload the certificate.

To manually upload an SSL certificate, go to the Manu-
ally Upload SSL Certificate for LDAPS frame and do the
following:

a. Click the Upload button to open the Upload SSL
Certificate for LDAPS pop-up window:

/2 Upload SSL Cettificate for LDAPS - Windows =100 =]
e v [ Miepsiiblsz || B 4 K |Google

File Edit View Favarites Tools Help

U8 40 g Upload S5l Certficate for ... ‘ |f-B-&-

Upload SSL Certificate for LDAPS
File Browse | Upload File |

|

|
[pene [ [ [ [ | | | meemet =100 -~

Fig. 3-10 Upload SSL Certificate for LDAPS

b. Click Browse... to open the Choose file window and
select the Web Filter’s SSL certificate.

c. Click Upload File to upload the SSL certificate to the
Web Filter.
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WARNING: If using a Novell server, be sure the name on the SSL
certificate (to be uploaded to the server) matches the Server DNS
Name entered in the Address Info tab.

3. Click Save.
4. Click Next to go to the Alias List tab.

Alias List

The Alias List will be automatically populated if the Account
Name was entered in the Account tab. This list includes all
alias names for the domain that will be included in the Alias
pull-down menu in the Authentication Request Form.

Mema  Pecy  limay  Fepng | Sewen G e web Fiter MBS
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Fig. 3-11 Domain Details window, Alias List tab

However, if there are many alias names to be loaded, the
tab initially displays without any data and the Search in
Progress box opens:

Search in Progress x|

The LDAP server is returning a substantial amount of data.
Please wait while the searchis in progress

Fig. 3-12 Search in Progress box
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After the search is completed, the Search in Progress box
closes, and the list displays the Alias Name and the corre-
sponding LDAP Container Name.

NOTE: If the alias list does not display, double-check the settings
on the other tabs and verify that all of your settings are correct.

1. The following actions can be performed on this tab:

* An Alias Name can be edited by double-clicking the
Alias Name in the designated row, and then making
your modifications.

« If an Organizational Unit (OU) has been deleted from
the LDAP directory but has already been added to the
alias list, the list can be reloaded by clicking the
Reload OU List button. When clicking this button, the
Search in Progress box opens and the domain
becomes inactive and will need to be reactivated.

» By default, all items are selected for inclusion in the
alias list, as indicated by a check mark in the Alias
Enabled checkbox. To deselect an item, click the
checkbox to remove the check mark.

» To select or deselect all items in the list, click the
Enable/Disable All button. This button lets you toggle
between these two operations.

2. If any modifications were made on this tab, click Save.

3. Click Next to go to the Default Rule tab.
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Default Rule

The Default Rule applies to any authenticated user in the
LDAP domain who does not have a filtering profile.

fema  Puty  dmay  Fepetng | Sewse Gy eger ‘Web Filter M=

[

Fig. 3-13 Domain Details window, Default Rule tab

1. This tab is comprised of the following components that
can be modified:

» By default, “Rule0” is the default rule. This rule can be
changed by making another selection from the pull-
down menu.

» To specify the type of redirect URL to be used for users
who do not have a filtering profile, click the radio button
corresponding to “Default Block Page”, or “Custom
URL".

If Custom URL is selected, enter the redirect URL in
the text box.
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» Click the checkbox(es) corresponding to the option(s)
to be applied to the filtering profile: “X Strikes
Blocking”, “Google/Bing/Yahoo!/Youtube/Ask/AOL
Safe Search Enforcement”, “Search Engine Keyword
Filter Control”, “URL Keyword Filter Control”. If URL
Keyword Filter Control is selected, the “Extend URL
Keyword Filter Control” option can be selected.

» To specify a backup server for use with this LDAP
server in the event the primary server cannot be
accessed, see the setup instructions in LDAP Backup
Server Configuration.

NOTE: If “Novell eDirectory” was selected for the LDAP Server
Type, and the Novell eDirectory Agent option was enabled in the
Enable/Disable Authentication window in the System section of
the console, Novell eDirectory Agent Settings displays above the
Backup Server Configurations buttons.

2. If any modifications were made on this tab, click Save.

3. After all entries have been made in these wizard tabs,
click Activate to activate the domain.

TIP: After the domain is activated, whenever subsequent modifi-
cations are made in any of these wizard tabs, Activate must be
clicked again to re-activate the domain.

NOTE: To enter profile information for LDAP groups and users,
see Create and Maintain Filtering Profiles in Chapter 4.
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LDAP Backup Server Configuration

Configure a backup server

To add a backup server’s settings:

1. Click Add to open the Backup Server Configuration
wizard pop-up window:

Bac ki Servrr Conligurabion. =

sakoss | aceonrt | s3]

Serves D965 Name

Server B Agdress |
DS Dormein Mame: RCTm——

s vomanteme [
SeverLDaPSPort
Serves LOAP Port =

LOWP Gusery Baze Fo-wioomanidaocs

Back Save [

Fig. 3-14 Backup Server Configuration, Address Info

NOTE: The Back and Save buttons can be clicked at any time
during the wizard setup process. Click Close to close the wizard
pop-up window.

2. Enter, edit, or verify the following criteria:

e Server DNS Name - DNS name of the LDAP server,
such as server.logo.local
NOTES: If your LDAP server’s name is not a resolvable, fully
gualified DNS name, you may be able to enter the domain name.

Be sure the Server DNS Name exactly matches the name on the
SSL certificate that will be uploaded to the server.

e Server IP Address - IP address of the server, such as
100.10.150.30
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« DNS Domain Name - DNS name of the LDAP domain,
such as logo.local

NOTES.: If your LDAP server’s name is not a resolvable, fully
gualified DNS name, you may be able to enter the domain name.

Be sure the DNS Domain Name exactly matches the name on
the SSL certificate that will be uploaded to the server.

« NETBIOS Domain Name - an entry in this field is
optional

» Server LDAPS Port - by default, 636 displays in this
field

» Server LDAP Port - by default, the value that was
entered in the LDAP Server Port field of the Create
LDAP Domain dialog box displays in the field

» LDAP Query Base - root of the LDAP database to
query using the LDAP Syntax, e.qg.
DC=domain,DC=com or o=server-org.

@ TIP: The entry in this field is case sensitive.
3. Click Save.
4. Click Next to go to the Account tab:

Bac ki Servrr Conligurabion. =

pess |Accourt]| s3]

Distinguished Name Auto Discovery
# "dstirquished name” (£.9.; = admanestr stor, C=users,
DD Becinrd s b e

Fig. 3-15 Backup Server Configuration, Account Info
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NOTE: The Distinguished Name Auto Discovery frame only
displays if the type of LDAP server is Microsoft Active Directory.

5. Enter, edit, or verify the following criteria:

» “Use Anonymous Bind” - click this checkbox to grey
out the fields in this tab, if your LDAP database does
not require a username to be provided in order to bind
to the LDAP database

« If you know the authorized user's full LDAP Distin-
guished Name:

a.

Enter the authorized user's full LDAP Distinguished
Name in the LDAP Account Name field.

For example:

cn=Administrator,cn=Users,dc=gc2domain,
dc=local

or
cn=admin,o=logo-org

Enter the password in the Password and Confirm
Password fields.

* If the LDAP server type is Active Directory, and if you
do not know the authorized user’s full LDAP Distin-
guished Name:

a.

Click Find Distinguished Name in the
Distinguished Name Auto Discovery frame to open
the Distinguished Name Auto Discovery pop-up
box (see Fig. 3-8).

. Enter the administrator’s User Name (e.g.

administrator).

Enter the Domain Name (e.g. logo.com). This field
displays greyed out if it was already included on the
Address Info tab.

Enter the password in the Password and Confirm
Password fields.

. Click Find Distinguished Name to perform the
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search for the LDAP Distinguished Name. If the
administrator’s user name and password are
successfully retrieved, the pop-up box closes and
the fields on this tab become populated with

appropriate data.

NOTE: Once the Distinguished Name and password are
successfully saved on this tab, the Distinguished Name Auto
Discovery frame will no longer display at the bottom of this tab.

6. Click Save to save your entries.

7. Click Next to go to the SSL tab:

Backig Server Conldigurabion

s | ceours (55
I~ Enable Secure LDAP over S51

Manual lly Upload SSL Centificate for LDAPS

Eniter W path b thes 551 cortificabe e e LDAP sorver, This cevtificats b
rexqured o communicats vth your LDES server vth secure ereryption.
The certficate shoukd b & Basetd encoded der or ter Format 53, Centficate,

Automatically Upload SSL Centificate for LDAPS
st for your LOAP sarver
s

st [F secoeas tor cottcats

|

Back Save

Fig. 3-16 Backup Server Configuration, SSL Settings

SSL settings should be made if your network requires a
secure connection from the Web Filter to the LDAP
server.

NOTE: See Appendix B: Obtain, Export an SSL Certificate for
information on how to export a server’'s SSL certficate to your
desktop and then upload it to the Web Filter.

a. If applicable, click in the “Enable Secure LDAP over
SSL” checkbox. This action activates the Upload
buttons in the Manually Upload SSL Certificate for
LDAPS frame and the Automatically Upload SSL
Certificate for LDAPS frame.
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b. To automatically upload an SSL certificate, go to the
Automatically Upload SSL Certificate for LDAPS frame
and do the following:

In the Wait __ seconds for certificate field, by
default 3 displays. Enter the number of seconds to
wait before the certificate is automatically
uploaded.

Click Upload to upload the certificate.

To manually upload an SSL certificate, go to the Manu-
ally Upload SSL Certificate for LDAPS frame and do
the following:

Click the Upload button to open the Upload SSL
Certificate for LDAPS pop-up window (see Fig. 3-
9).

Click Browse... to open the Choose file window
and select the Web Filter's SSL certificate.

Click Upload File to upload the SSL certificate to
the Web Filter.

WARNING: Be sure the name on the SSL certificate (to be
uploaded to the server) matches the Server DNS Name entered
in the Address Info tab.

8. After all entries are made using the wizard, click Save.

9. Click Close to close the wizard pop-up window.

Modify a backup server’s configuration

1.

On the Default Rule tab, click Modify to open the Backup
Server Configuration wizard pop-up window.

Click the tab(s) in which to make edits for the backup
server: Address, Account, SSL.

3. Make the necessary edits.
Click Save.

Click Close to close the wizard pop-up window.
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Delete a backup server’s configuration

On the Default Rule tab, click Delete to remove the backup
server’s configuration.

Delete a domain

To delete a domain profile, choose Delete from the LDAP
domain menu. This action removes the domain from the
tree.
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Set up LDAP Domain Nodes

In the navigation panel, the LDAP domain branch of the tree
menu includes options for setting up entities (nodes) in the
domain so that filtering profiles can later be created. The
following options are used in this setup process: Manage
Profile Objects, Set Group Priority, Manually Add Worksta-
tion, Manually Add Member, Manually Add Group, and
Upload Profile.

Add nodes to the domain tree list

Before you can create filtering profiles for groups, worksta-
tions, users, and/or containers in a domain, you must first
add these nodes to the tree list for that domain.

Select the LDAP domain, and choose Manage Profile
Objects from the pop-up menu to display the LDAP Browser
window:

webFiter MBS

Fig. 3-17 LDAP Browser window
This window is used for retrieving the names of worksta-

tions, users, groups, or containers from an LDAP domain so
that a filtering profile can be assigned to each node.
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NOTES: If the “Use Dynamic Group” option was specified in the
Group tab of Domain Details, “Dynamic Group Enabled” displays
towards the bottom left of this window. If the “Use Nested Group”
option was available in the Group tab of Domain Details, “Nested
Group Enabled” or “Nested Group Disabled” displays towards the
bottom left of this window, depending on whether or not this
feature was enabled or disabled in the Group tab.

See Appendix C: LDAP Server Customizations if using an
OpenLDAP server.

Perform a basic search

1.

Specify the type of search by clicking the “Workstation”,
“User”, “Group”, or “Container” radio button.

If “User” or “Group” was selected, choose either “cn="
(common name) or “uid=" (user ID) from the pull-down
menu for the attribute type used in the LDAP directory.
This menu displays greyed-out if “Container” was
selected.

In the input field that follows the pull-down menu, type in
the workstation name, username, group name, or
container name exactly as it was entered on the LDAP
server, or enter a partial name followed by the asterisk (*)
wildcard.

Make a selection from the In pull-down menu to specify
the section of the server to search.

Click Search to display rows of results in the grid below.
The following information is included for each entity:
Type (WRK, USR, GRP, CTR), Name (as entered on the
LDAP server), DN string, Profile (Rule number, if
assigned), View button, and Mark checkbox.
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Options for search results

The following actions can be performed on search results:

To narrow the number of records returned by your initial
guery, click the “Within Results” checkbox, modify your
search criteria in the input field, and then click Search.

To query either the list of groups in which a user is a
member, or the list of users who are members of a Group
Record, click the View button in the Members column to
display the results in the grid.

To select or deselect all records in the grid, click Mark/
Unmark All.

To select or deselect all highlighted records in the grid,
click Mark/Unmark Selected. This feature works only if
records are first selected in the grid by clicking on them.

» Multiple records are selected by clicking one record,
and then pressing the Ctrl key on your keyboard and
clicking another record.

* A block of multiple records is selected by clicking the
first record in the block, then pressing the Shift key on
your keyboard, and then clicking the last record in the
block.

Apply afiltering rule to a profile

To apply a filtering rule to an entity in the grid:

1.

Go to the Mark column and click the checkbox for that
entity.

Select a filtering rule from the drop-down menu.

. Click Add Rule to display the selected Rule number in

the Profile column.
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When the LDAP branch of the tree is refreshed, all nodes
with rules applied to them appear in the tree.

Delete a rule

To delete a rule from a profile, the entity must currently
display in the grid and have a rule assigned to the profile.

1. Click the Mark checkbox for the entity.

2. Click Delete Rule to remove the entity’s profile from the
tree.
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Specify a group’s filtering profile priority

1. Select the LDAP domain, and choose Set Group Priority
from the pop-up menu to display the Set Group Priority
window:

wen Fiter /M

Fig. 3-18 Set Group Priority window

This window is used for designating which group profile
will be assigned to a user when he/she logs in. If a user is
a member of multiple groups, the one that is positioned

highest in the list is applied.

NOTES: Groups automatically populate the Profile Group(s) list
box, if these groups have one or more identical users and were
added to the tree list via the LDAP Browser window.

An entry for the Group Priority list is added to the end of the list
when the group profile for that group is added to the Web Filter,
and is removed automatically when you delete the profile.

2. To change the order of groups in the list:

a. Select a group from the Profile Group(s) list box.

b. Use the up or down arrow button to move that group
up or down in the list.

c. Click Apply to apply your settings.
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Manually add a workstation name to the tree

1. Select the LDAP domain, and choose Manually Add
Workstation from the pop-up menu to open the Manually
Add Workstation dialog box:

Manually Add Workstation x|

\i)) Please erter the warkstation name

Cancel

Fig. 3-19 Manually Add Workstation box

This dialog box is used for adding a workstation name to
the tree list, so that a filtering profile can be defined for
that workstation.

2. Enter the workstation nhame in the text box, using the
entire Distinguished Name. For example: cn=engi-
neering, cn=tester, dc=logo, dc=com

@ TIP: LDAP workstation names should be input exactly as entered
as entered for the LDAP Distinguished Name.

3. Click OK to add the workstation name to the domain’s
section of the tree.

NOTE: See Add or maintain a node’s profile under Create and
Maintain Filtering Profiles in Chapter 4 for information on defining
the filtering profile for the group.
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Manually add a user’s name to the tree

1. Select the LDAP domain, and choose Manually Add
Member from the pop-up menu to open the Manually Add
Member dialog box:

Manually Add Member x|

\y Pleaze erter the user name

Cancel

Fig. 3-20 Manually Add Member box

This dialog box is used for adding a username to the tree
list, so that a filtering profile can be defined for that user.

2. Enter the username in the text box.

@ TIP: LDAP usernames should be input exactly as entered as
entered for the LDAP Distinguished Name.

Examples:

CN=Jane Doe, CN=Users, DC=qc, DC=local

CN=Public\, Joe Q., OU=Users, OU=Sales, DC=qc, DC=local
CN=Doe\, John, CN=Users, DC=qc, DC=local
cn=dyn-grp,ou=progrm,o=nwrd-org

3. Click OK to add the username to the domain’s section of
the tree.

NOTE: See Add or maintain a node’s profile under Create and
Maintain Filtering Profiles in Chapter 4 for information on defining
the filtering profile for the user.
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Manually add a group’s name to the tree

1. Select the LDAP domain, and choose Manually Add
Group from the pop-up menu to open the Manually Add
Group dialog box:

Manually Add Group 5[
\ij) Please enter the group name

Cancel

Fig. 3-21 Manually Add Group box

This dialog box is used for adding a group name to the
tree list, so that a filtering profile can be defined for that

group.
2. Enter the group’s name in the text box, using the entire
Distinguished Name format.

3. Click OK to add the group name to the domain’s section
of the tree.

NOTE: See Add or maintain a node’s profile under Create and
Maintain Filtering Profiles in Chapter 4 for information on defining
the filtering profile for the group.
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Upload a file of filtering profiles to the tree

1. Select the LDAP domain, and choose Upload Profile

from the pop-up menu to open the Upload User/Group
Profile window:

e R AN ] weoEinee  MEE

Fig. 3-22 Upload User/Group Profile window

This window is used for uploading a file to the tree with
workstation, user, group, or container names and their
associated filtering profiles.

2. Click Upload to open both the refresh message page

(see Fig. 3-24) and the Upload Member Profile File pop-
up window:

F7 Uphnad Mimmlser Pralie File - Wisdows Tnbernet Exgilares I =1 |

e —”\_ [Mbetp etz =] & | 42 x|
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Upload Member Profile File
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Done | & Irtomer. LT

Fig. 3-23 Upload Member Profile File window
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NOTE: Leave the refresh page open until the file containing the
profile has been uploaded.

3. Click Browse... to open the Choose file window.

4. Select the file to be uploaded.

& WARNING: Any file uploaded to the server will overwrite the
existing profile file.

Each profile in the file uploaded to the server must be set
up in a specified format in order for the profile to be acti-

vated on the server. This format differs depending on
whether the profiles are workstation, user or group

profiles, or quota profiles. Based on the type of file format

used, the file should have the following name:

Idapwrkstnprofile.conf - if the file contains LDAP
workstation profiles

Idapuserprofile.conf - if the file contains LDAP user
profiles

Idapgroupprofile.conf - if the file contains LDAP
group profiles

Idapcontainerprofile.conf - if the file contains LDAP
container profiles

guota.conf - if the file contains LDAP workstation,

user, group, or container profiles with quotas included.

A guota in a profile indicates the user can spend a
specified amount of time at a designated passed
library category before he/she is blocked from further
accessing URLs in that category.

NOTE: See Appendix D: Profile Format and Rules for examples
of valid filtering profile formats to use when creating a list of
profiles to be uploaded to the server.
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WARNING: When uploading a list of profiles to the tree, the user
will be blocked from Internet access if the minimum filtering level
has not been defined via the Minimum Filtering Level window. If
you have just established the minimum filtering level, filter
settings will not be effective until the user logs off and back on the
server.

5. Click Upload File to upload this file to the server. The
Upload Successful pop-up window informs you to click
Reload in order for these changes to be effective.

6. Click the “X” in the upper right corner of the Upload
Member Profile File pop-up window to close it.

7. Click Refresh in the refresh page to refresh the LDAP
branch of the tree:

wet Fer  AME

Fig. 3-24 Upload User/Group Profile refresh page

8. After refreshing the page, return to the Upload User/
Group Profile window and click Reload.
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CHAPTER 4: MANAGE NODES

Once LDAP domains are set up in the Policy tree, the global
administrator assigns Sub Admin group administrators the
following entities (nodes) to manage: domain, group(s),
workstations, members, and/or containers.

NOTE: See Set up Group Administrator Accounts in Chapter 2:
Network Setup for information on creating and managing Sub
Admin group administrator accounts.

Assign Sub Admin to an LDAP Node

A group administrator assigned to an LDAP node (domain,
group, workstation, member, or container) has the privi-
leges to add, edit, or delete entities to/from that node to
which he/she is assigned. This Sub Admin group adminis-
trator is also responsible for creating and maintaining
filtering profiles for entities in his/her assignment.

1. Click Assign to at any level of the LDAP Policy tree
(domain, group, workstation, member, or container) to
open the Assign Access pop-up window (see Fig. 4-1). In
the Assign Access to selected tree nodes frame, the
name of the entity (Node Name) displays, along with that
node’s Assignable status. If the node has already been
assigned to a group manager, the username for the
Assigned User displays.

2. From the Assign to user field, choose from the list of
available Sub Admins:
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x
Assign access to selected tree nodes
Mocle Mame | Aszsignahble | Assigned Lser I
ester ‘ |

Il Unassigned Access Agsign to user hd

Fig. 4-1 Assign Access window

3. To preview the access view for the proposed Sub Admin,

click Preview Assign to open the Assign Access View
pop-up window:

Assign Access View x|

View/Preview assign access

Azsign to user - '

System Paolicy IL‘b’aryl Reporting | Hglpl

g Folicy
-l Loap
B an
LB tester

Fig. 4-2 Assign Access View window
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4. Click the Policy, Library, and Help tabs to view the menu
topics, sub-topics, and tree nodes currently available to
that Sub Admin.

5. Click the “X” in the upper right corner of that pop-up
window to close it.

TIP: If necessary, another Sub Admin from the Assign to user
field can be assigned to that node.

6. Click Apply to assign the Sub Admin to that node and to
enter that Sub Admin’s username in the Assigned User
column in the list box:

B
Assign access to selected tree nodes

Mode MName | Assignable | Assigned User I

ester ‘ @ |suhadm\n |

[ Unassigned Access Aszzignto user |subadmin ¥
Previews Assign

Fig. 4-3 Assign Access window with node assigned

7. Click the “X” in the upper right corner of the Assign
Access pop-up window to close it.

TIP: To unassign the Sub Admin from that node, click the Unas-
signed Access checkbox and then click Apply. To re-assign the
node to another Sub Admin, click the Unassigned Access
checkbox again to remove the check mark from the checkbox. A
different Sub Admin can now be selected from the Assign to
user pull-down menu.
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Create and Maintain Filtering Profiles

If a Sub Admin group administrator is assigned to an LDAP
domain, he/she can add groups and members to that
domain. A Sub Admin group administrator assigned to an
LDAP group can add members and filtering profiles for all
nodes he/she oversees.

For LDAP groups, the following options are available for
filtering profile creation and maintenance: Group Member
Details, Profile, Exception URL, Time Profile, Approved
Content (incl. VuSafe), Remove, and Assign to.

For LDAP containers, the Container Details option is avail-
able for viewing information about a container’s location on
the LDAP server.

For LDAP workstations, members, and containers, the
following options are available for filtering profile creation
and maintenance: Profile, Exception URL, Time Profile,
Approved Content (incl. VuSafe), Remove, and Assign to.

TIPS: See Assign Sub Admin to an LDAP Node for information
on changing the assignment of an LDAP node to another Sub
Admin.

See Set up LDAP Domain Nodes for information on setting up
groups in an LDAP domain.
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Add a group member to the tree list

From the domain, select the group and choose Group
Member Details from the pop-up menu to display the Group/
Member Details window:

Mema  Pebcy  ldmay  Fepeg | Sewen G e web Fiter MBS
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Fig. 4-4 Group Member Details window, LDAP group

This window is used for viewing profile information about a
group, and for adding members to a group.

In the Group Details frame, the following details display:
Group name, Full Name (Distinguished Name) of the
group, Domain name, and Domain Type. Members that
belong to the group display in the Members list box in the
Add Member to Profile frame.

To add a member to the tree list so that a profile can be
created for that member:

1. Select the entity from the Members list box.
2. Click Add.
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View Container Details

From the Policy tree, select the domain and choose
Container Details from the pop-up menu to display the
Container Details window:

Yems  Puley | Ubwwy | Fepeing  Sedem | el | Leget Web Filter M:‘_
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Fig. 4-5 Container Details window

This view only window provides the following information
about the container:

» Container - Name assigned to the container on the
LDAP server

* Full Name - Distinguished Name for the container

« Domain - Name of the domain in which the container
belongs
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Add or maintain a node’s profile

From the domain, select the node and choose Profile from
the pop-up menu to display the default Category tab of the
Profile window:

Weme  Pubcy  Qsay  Bepog | S G gt webFiter MBS

rm .
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Fig. 4-6 Group Profile window, Category tab, LDAP group

The Profile option is used for viewing/creating the filtering
profile of the defined node (LDAP static or dynamic group,
workstation, user member, or container). Entries made in
the Category, Redirect URL, and Filter Options tabs
comprise the profile string for the entity.
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Category Profile

Category Profile is used for creating the categories portion
of the filtering profile for the entity.

@ NOTE: In order to use this tab, filtering rules should already have

been set up via the Rules window, accessible from the Global
Group options, and the minimum filtering level should already be
established. The minimum filtering level is set up in the Minimum
Filtering Level window, accessible from the Global Group options.
See the M86 Web Filter User Guide, M86 IR Web Filter User
Guide, or the Web Filter portion of the M86 WFR User Guide for
more information about these windows.

By default, “Rule0 Minimum Filtering Level” displays in the
Available Filter Levels pull-down menu, and the Minimum
Filtering Level box displays “Child Pornography” and
“Pornography/Adult Content”. By default, Uncategorized
Sites are allowed to Pass.

/\\3 NOTE: By default, the Available Filter Levels pull-down menu

also includes these five rule choices: Rulel BYPASS”, “Rule2
BLOCK Porn”, “Rule3 Block IM and Porn”, “Rule4 M86 CIPA
Compliance”, and “Block All".

To create the category portion of the entity’s filtering profile:

1. Select a filtering rule from the available choices in the
Available Filter Levels pull-down menu. This action
automatically populates the Pass, Allow, Warn, and/or
Block columns in the Rule Details frame with filter
settings for each category group/library category in the
Category Groups tree.

TIP: In the Category Groups tree, double-click the group enve-
lope to open that segment of the tree and to view library catego-
ries belonging to that group.
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NOTE: If a category group does not display any filter setting (i.e.
the check mark does not display in any column for the category
group), one or more library categories within that group has a
setting in a column other than the filter setting designated for all
collective library categories within that group. For example, if in
the Adult Content category group some of the library categories
have a block setting and other library categories have a warn
setting, there would be no category group filter setting, since all
library categories do not have the same filter setting.

2. To change the filter setting for a category group/library
category, double-click the column (Pass, Allow, Warn,
Block) in the row corresponding to that category group/
library category to move the check mark to that column:

» Pass - URLs in this category will pass to the end user.

» Allow - URLs in this category will be added to the end
user’s white list.

» Warn - URLs in this category will warn the end user
that the URL he/she requested can be accessed, but
may be against the organization’s policies. The end
user can view the URL after seeing a warning
message and agreeing to its terms.

» Block - URLs in this category will be blocked.

TIPS: Multiple categories can be assigned the same filter setting
by clicking each category while pressing the Ctrl key on your
keyboard, and then double-clicking in the appropriate column.

Blocks of categories can be assigned the same filter setting by
clicking the first category, and then pressing the Shift key on your
keyboard while clicking the last category, and then double-
clicking in the appropriate column.

3. Make a selection from the Uncategorized Sites pull-
down menu to specify how to handle a URL that has not
yet been categorized: “Pass”, “Warn”, or “Block”.

4. To use the guota feature to restrict the end user’s access
to a passed library group/category, do the following:
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 In the Quota column, enter the number of minutes the
user will be able to access the library group/category.
The minimum number of minutes is “1” and the
maximum is “1439” (one day minus one minute). The
number of minutes entered here combines with the
seconds per hit (minimum one second to maximum
3600 seconds) defined in the Quota Settings window
to determine when the end user will be blocked from
further access to URLSs in that library group/category.

TIP: If a quota entry is made for a category group, all library cate-
gories in that group will show the same number of quota minutes.

NOTE: See the Quota Settings window in Chapter 1: System
screen of the M86 Web Filter User Guide, M86 IR Web Filter
User Guide, or the Web Filter portion of the M86 WFR User
Guide for more information on configuring quota settings and
resetting quotas for end users currently blocked by quotas.

» The Overall Quota field becomes enabled if a quota is
entered for any library group/category. By default, the
enabled Overall Quota is turned “Off”. If turned “On”,
enter the number of minutes in the Min field to indicate
when the end user’s access to passed library groups/
categories with quotas will be blocked. If the end user
spends this amount of time at URLSs in any quota-
marked library group/category, the Overall Quota over-
rides the number of minutes defined for each individual
quota.

5. Click Apply to apply your settings at the entity’s filtering
level.
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Redirect URL

Click the Redirect URL tab to display the Redirect URL page
of the Profile window:

fema  Puty dmay  Fepetng | Sewee Gy eger ‘Web Filter M=

B —

Fig. 4-7 Group Profile window, Redirect URL tab, LDAP group

Redirect URL is used for specifying the URL to be used for
redirecting users who attempt to access a site or service set
up to be blocked.

1. Specify the type of redirect URL to be used: “Default
Block Page”, or “Custom URL”".

If “Custom URL" is selected, enter the redirect URL in the
corresponding text box. Users will be redirected to the
designated page at this URL instead of the block page.

2. Click Apply to apply your settings.
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Filter Options

Click the Filter Options tab to display the Filter Options page
of the Profile window:

Mema  Pebcy  limay  Fepng | Sewen G e web Fiter MBS

Fig. 4-8 Group Profile window, Filter Options tab, LDAP group

Filter Options is used for specifying which filter option(s) will
be applied to the entity’s filtering profile.

1. Click the checkbox(es) corresponding to the option(s) to
be applied to the filtering profile: “X Strikes Blocking”,
“Google/Bing/Yahoo!/Youtube/Ask/AOL Safe Search
Enforcement”, “Search Engine Keyword Filter Control”,
“URL Keyword Filter Control”, and “Extend URL Keyword

Filter Control”.

NOTE: See the M86 Web Filter User Guide, M86 IR Web Filter
User Guide, or the Web Filter portion of the M86 WFR User
Guide for information about Filter Options.

2. Click Apply to apply your settings.
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Add an Exception URL to the profile

From the domain, select the node and choose Exception
URL from the pop-up menu to display the Exception URL
window:

Wb Filter MEE

Fig. 4-9 Exception URL window, LDAP group

This window is used for blocking group members’ access to
specified URLs and/or for letting group members access
specified URLSs blocked at the minimum filtering level.

NOTE: Settings in this window work in conjunction with those
made in the Minimum Filtering Level window maintained by the
global administrator. See the M86 Web Filter User Guide, M86 IR
Web Filter User Guide, or the Web Filter portion of the M86 WFR
User Guide for information on configuring and using the minimum
filtering level.
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Valid URL entries

The following types of URL entries are accepted in this
window:

formats such as: http://www.coors.com,
WWW.COO0rs.com, Or coors.com

IP address - e.g. "209.247.228.221" in http://
209.247.228.221

octal format - e.g. http://0106.0125.0226.0322
hexadecimal short format - e.g. http://0x465596d2

hexadecimal long format - e.g. http://
0x46.0x55.0x96.0xd2

decimal value format - e.g. http://1180014290

escaped hexadecimal format - e.g. http://
%57%57%57.%41%44%44%49%43%54%49%4E %47
%47%41%4D%45%53.%43%4F%4D

query string - e.g. http://www.youtube.com/
watch?v=3_Winj1lIMU

{j NOTE: The pound sign (#) character is not allowed in this entry.

wildcard entry format that uses an asterisk (*) followed by
a period (.) and then the URL, such as: *.coors.com

TIP: The minimum number of levels that can be entered for a
wildcard entry is three (e.g. *.yahoo.com) and the maximum
number of levels is six (e.g. *.mail.attachments.message.yahoo
.com).
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Add URLs to Block URL or ByPass URL frame

To block or bypass specified URLSs, in the Block URL or the
ByPass URL frame:

1. Type the URL to be blocked in the Block URLSs field, or
the URL to be bypassed in the ByPass URLSs field.

2. Click Add to open the Add Block URLs / Add Bypass
URLSs pop-up window to view all corresponding URLs
found by the query:

f
Add ByPass URLs
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Fig. 4-10 Add ByPass URLs pop-up window

This window includes a pre-populated checkbox
preceding each URL found by the query. Uncheck any
checkbox corresponding to a URL you do not want to
include in your list. Click the “Check/uncheck all”
checkbox at the bottom of this window to toggle between
selecting or de-selecting all checkboxes in this window.

NOTES: The following messages display in this pop-up window if
any URL found by the query is already included in either frame of
the Exception URL window: “URL can be added, but conflicting
URLSs will be removed” (this message is preceded by a yellow
warning triangle icon), and “URL cannot be added due to
conflicts” (this message is preceded by a red circle icon with a
line through it). Mousing over this URL in the table provides
details about the status of the URL in the Exception URL window.
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The message “URL can be added, but conflicting URLs will be
removed” applies to any URL that the query found included in the
opposite frame of the Exception URL window. When this scenario
occurs, for each conflicting URL a yellow warning triangle icon
displays in the Status column of the pop-up window. At the
bottom of this window, the “ignore warnings and add URL” field
displays to the left of the Add Selected button:
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Fig. 4-11 Conflicting URLs found by query

Clicking the checkbox for the “ignore warnings and add URL” field
activates the Add Selected button. Clicking Add Selected closes
the pop-up window and moves the selected URLSs to the opposite
frame in the Exception URL window.

The message “URL cannot be added due to conflicts” applies to
any URL that the query found already included in the same target
frame. When this scenario occurs, for each URL already included
in the frame, a red circle icon with a line through it displays in the
Status column of the pop-up window (see Fig. 4-10). The URL
cannot be added since it is already included in the list.

TIP: Click Cancel to close this pop-up window without making any
selections.

3. Click Add Selected to close the pop-up window and to
add your selection(s) in the appropriate URL list box.
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Remove URLs from Block URL or ByPass
URL frame

To remove URLs from the Block URL or the ByPass URL
frame:

1. Select a URL to be removed from the Block URL /

ByPass URL list box; your selection populates the Block
URLSs field / ByPass URLSs field.

TIP: Choose a non-IP address URL to maximize results to be
returned by the URL query.

2. Click Remove to open the Remove Block URLs /

Remove ByPass URLs pop-up window to view all corre-
sponding URLs found by the query:
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Fig. 4-12 Remove Block URLs pop-up window

This window includes a pre-populated checkbox
preceding each URL found by the query. Uncheck any
checkbox corresponding to a URL you do not want to
remove from your list. Clicking the “Check/uncheck all”
checkbox at the bottom of this window toggles between
selecting or de-selecting all checkboxes in this window.
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TIP: Click Cancel to close this pop-up window without making any
selections.

3. Click Remove Selected to close the pop-up window and
to remove your selection(s) from the appropriate URL list
box.

Apply settings

Click Apply to apply your settings after adding or removing
a URL.

Create a Time Profile for the node

From the domain, select the node and choose Time Profile
from the pop-up menu to display the Time Profile window:

Py | vy | gty | et |y | Gt web Fier /ML
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Fig. 4-13 Time Profile window, LDAP group
This window is used for setting up or modifying a filtering
profile to be activated at a specified time.

The Current Time Profiles list box displays the Name and
Description of any time profiles previously set up for the
entity that are currently active.
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Add a Time Profile

To create a time profile:

1. Click Add to open the Adding Time Profile pop-up box:

Adding Time Profile [=]
l Please enter profile name:
= |lunch

Fig. 4-14 Adding Time Profile

2. Type in three to 20 alphanumeric characters—the under-
score (_ ) character can be used—for the profile name.

3. Click OK to close the pop-up box and to open the Adding
Time Profile pop-up window that displays the name of
this profile at the top of the Time Profile frame:

4| Ldding Time Profite o
Time Profile: lunch
Feeewrence | Fuis | Redred | Filer Optons | Excepton | Approved Contesd
Recurronce dusation time
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Range of rectrrence
P = @ Ho end date
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Fig. 4-15 Time Profile window Recurrence tab

4. In the Recurrence duration time frame, specify Start and
End time range criteria:
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a. Select from a list of time slots incremented by 15
minutes: “12:00” to “11:45”. By default, the Start field
displays the closest 15-minute future time, and the End
field displays a time that is one hour ahead of that time.
For example, if the time is currently 11:12, “11:15”
displays in the Start field, and “12:15” displays in the
End field.

b. Indicate whether this time slot is “AM” or “PM".

c. Today’s date displays using the MM/DD/YY format. To
choose another date, click the arrow in the date drop-
down menu to open the calendar pop-up box:

January 2010
SuMo TuWe Th Fr Sa

o 11 12 13 14 15 16
17 18 19 20 21 22 23
24 25 26 27 23 20 30
31

Taday

In this pop-up box you can do the following:

» Click the left or right arrow at the top of this box to
navigate to the prior month or the next month.

* Double-click a date to select it and to close this
box, populating the date field with that date.

» Click Today to close this box, populating the date
field with today’s date.

5. In the Recurrence pattern frame, choose the frequency
this time profile will be used:

 Daily - If this selection is made, enter the interval for
the number of days this time profile will be used. By
default, “1” displays, indicating this profile will be used
each day during the specified time period.

If 5 is entered, this profile will be used every five days
at the specified time.
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» Weekly - If this selection is made, enter the interval for

M86 SecuriTy User GUIDE

the weeks this time profile will be used, and specify the
day(s) of the week (“Sunday” - “Saturday”). By default,
“1” displays and today’s day of the week is selected. If
today is Tuesday, these settings indicate this profile
will be used each Tuesday during the specified time
period.

If 2 is entered and “Wednesday” and “Friday” are
selected, this profile will be used every two weeks on
Wednesday and Friday.

Monthly - If this selection is made, first enter the
interval for the months this time profile will be used,
and next specify which day of the month:

» If Day is chosen, select from “1” - “31".

» If a non-specific day is chosen, make selections
from the two pull-down menus for the following:

- week of the month: “First” - “Fourth”, or “Last”

- day of the month: “Sunday” - “Saturday”, “Day”,
“Weekday”, “Weekend".

“By default, “1” displays and today’s Day of the month
is selected. If today is the 6th, these settings indicate
this profile will be used on the 6th each month during
the specified time period.

If 3 is entered and the “Third” “Weekday” are selected,
this profile will be used every three months on the third
week day of the month. If the month begins on a
Thursday (for example, May 1st), the third week day
would be the following Monday (May 5th in this
example).

Yearly - If this selection is made, the year(s), month,
and day for this time profile’s interval must be speci-
fied:

First enter the year(s) for the interval. By default “1”
displays, indicating this time profile will be used each
year.
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Next, choose from one of two options to specify the
day of the month for the interval:

» The first option lets you choose a specific month
(“January” - “December”) and day (“1” - “31”). By
default the current month and day are selected.

* The second option lets you make selections from
the three pull-down menus for the following:

- week of the month: “First” - “Fourth”, or “Last”

- day of the month: “Sunday” - “Saturday”, “Day”,
“Weekday”, “Weekend”

- month: “January” - “December”.
By default “First” “Sunday” of “January” are selected.

If 2 is entered and the “First” “Monday” of “June” are
selected, this profile will be used every two years on
the first Monday in June. For example, if the current
month and year are May 2010, the first Monday in
June this year would be the 7th. The next time this
profile would be used will be in June 2012.

6. Inthe Range of recurrence frame, the Start date displays

greyed-out; this is the same date as the Start date shown
in the Recurrence duration time frame. Specify whether
or not the time profile will be effective up to a given date:

* No end date - If this selection is made, the time profile
will be effective indefinitely.

. Click each of the tabs (Rule, Redirect, Filter Options,

Exception) and specify criteria to complete the time
profile. (See Category Profile, Redirect URL, Filter
Options, and Exception URL in this sub-section for infor-
mation on the Rule, Redirect, Filter Options, Exception,
and Approved Content tabs.)

. Click Apply to activate the time profile for the IP group at

the specified time.
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9. Click Close to close the Adding Time Profile pop-up
window and to return to the Time Profile window. In this
window, the Current Time Profiles list box now shows the
Name and Description of the time profile that was just
added.

& WARNING: If there is an error in a time profile, the Description for
that time profile displays in red text. Select that time profile and
click View/Modify to make any necessary corrections.

Set up Approved Content video viewing

From the domain, select the node and choose Approved
Content (incl. VuSafe) from the pop-up menu to display the
Approved Content Settings window:

vy | Uiy | it | e | |
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Fig. 4-16 Approved Content Settings window, LDAP group

This window is used for granting users access to a specified
set of approved YouTube or SchoolTube videos—via a
portal managed by someone within the organization—or
videos posted to VuSafe.
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NOTES: Please refer to the Global Administrator Section of the
M86 Web Filter User Guide, M86 IR Web Filter User Guide, or
the WF Global Administrator Section of the M86 WFR User Guide
for more information about the Approved Content feature and
VuSafe.

See the M86 Approved Content Portal Setup document at http://
www.m86security.com/software/8e6/docs/ug/misc/
wf.ac.4.1.00.pdf for instructions on setting up a portal and pass-
keys for users to view YouTube or SchoolTube videos.

Approved Content setup and configuration

There are two parts to set up in order to use the Approved
Content feature:

» A portal for viewing videos must be created

» The passkey of each approved video must be entered in
the Approved Content Settings window for the user’s
profile

NOTE: If Pattern Blocking is enabled (System > Control > Filter >
Service Control frame), then the filtering profile must "Allow" the
Flash Video (FLV) pattern (Category Groups > Bandwidth >
Streaming Media > Flash Video).

Approved Content portal setup

To create a portal for users to view approved YouTube and/
or SchoolTube videos, you will need the following:

» Online Web page or intranet page that you or someone in
your organization will maintain for users to view
approved videos

» Text editor tool such as Notepad or TextPad
» MD5 checksum calculator tool

Once you have access to the aforementioned items, follow
the instructions in the M86 Approved Content Portal Setup
document. As explained in this document, a passkey must
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be created for each video to be included in the portal. This
passkey needs to be entered in the Approved Content
Settings window associated with the user’s profile.

Approved Content Settings entries

1. Choose one of the following options by clicking its corre-
sponding radio button:

* Inherit Global Passkeys - If the Global Group’s
Approved Content Settings window has the “Enable
Approved Content (incl. VuSafe)” option selected, the
message “Passkeys are currently enabled” displays in
this window. Choosing this option grants this profile
access to all videos that have passkeys set up in the
Global Group’s Passkey list box.

If the Global Group has the “Enable Approved Content
(incl. VuSafe)” option disabled, the message “Pass-
keys are currently disabled” displays, and any pass-
keys listed for the Global Group will not be inherited by
this profile. In this scenario, select either of the other
two options, based on whether the Approved Content
feature should be disabled or enabled for this profile.

» Disable approved content for this profile -
Choosing this option disables the Approved Content
feature for this profile.

» Use specific passkey(s) - Choosing this option lets
the profile use passkeys added to the Passkey list box.

To add a passkey to the Passkey list box:

a. Enter the case-sensitive, eight to 20 character
code in the Passkey field.

b. Click Add.

TIP: To remove a passkey from the list box, select it and then
click Remove.

2. Click Apply to save your entries.
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Remove a node’s profile from the tree

To remove a group, workstation, user member, or
container’s profile from the tree, select the profile in order to
open the pop-up menu, and choose Remove.
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Verify that an LDAP Profile is Active

The Active Profile Lookup window is a useful tool for the
global administrator to use to find out whether or not an
LDAP profile is active.

1. In the System section of the user interface, select Diag-
nostics > Active Profile Lookup to display the Active
Profile Lookup window:

[ L L e wien Fiter /WA

L8l M

Fig. 4-17 Active Profile Lookup window

NOTE: Only filtering profile lookups for LDAP nodes will be
addressed in this sub-section. Please refer to the M86 Web Filter
User Guide, M86 IR Web Filter User Guide, or the Web Filter
portion of the M86 WFR User Guide for information about other
looking up other types of filtering profiles. In order to use this
diagnostic tool, LDAP domains and nodes must be set up in the
Policy section of the Web Filter, and each node must have a
filtering profile.

2. Inthe User IP/MAC Address field, enter the IP address
or MAC address of the end user.

3. Click Lookup to verify whether or not an LDAP profile is
active for that IP/MAC address.
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If an LDAP filtering profile is active, a pop-up box opens
containing the Result frame that displays profile settings
applied to the profile:

ﬂ

Hesult for IP/MAC Address 10.1.0.254

Logn Summary || ruse etass | Docked purts | Recrect LR | Fier Opticns |
[ re—

G FraTe jocimeestr bor s

R wm Jodely

ot Type [Reter proties | |

Fig. 4-18 Active Profile Lookup results

The default Login Summary tab displays the following
information:

Domain name - LDAP domain name.

Profile name - Distinguished Name for the LDAP
profile.

User login name - path of the LDAP profile on the
domain. For a workstation profile, this path includes
the workstation name.

Rule name - if this profile uses a non-custom rule, the
rule number displays.

Profile Type - “Regular profiles” displays greyed-out.

. Click the following tabs to view information in that tab:

Rule Details, Blocked Ports, Redirect URL, Filter
Options.

Rule Details - In the Rule Details frame, the Category
Groups tree displays group and library categories with
filter settings that determine whether or not the end
user can access URLs set up for that category group/
library category.
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TIP: In the Category Groups tree, double-click the group enve-
lope to open that segment of the tree and to view library catego-
ries belonging to that group.

A check mark inside a green circle displays in the
Pass, Allow, Warn, Block column for the filter setting
assigned to the category group/library category for the
end user. These filter settings indicate the following:

» Pass - URLs in this category will pass to the end
user.

» Allow - URLs in this category will be added to the
end user’s white list.

* Warn - URLs in this category will warn the end user
that the URL he/she requested can be accessed,
but may be against the organization’s policies. The
end user can view the URL after seeing a warning
message and agreeing to its terms.

* Block - URLs in this category will be blocked.

* Quota - If a number displays in this column, the
corresponding category group/library category was
set up as passed but with a time limit, as defined by
the number of minutes in that column. After
spending 75 percent of the allotted time visiting
URLs in that group/category, the user receives a
guota warning message; after spending100
percent of the allotted time visiting URLSs in that
group/category, he/she receives a quota block
page.

NOTE: If a category group does not display any filter setting (i.e.
the check mark does not display in any column for the category
group), one or more library categories within that group has a
filter setting in a column other than the filter setting designated for
all collective library categories within that group. For example, if
in the Adult Content category group some of the library catego-
ries have a block setting and other library categories have a warn
setting, there would be no category group filter setting, since all
library categories do not have the same filter setting.
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At the bottom of the Rule Details frame, Uncategorized
Sites are set to “Pass”, “Warn”, or “Block”, indicating
that the selected setting applies to any non-classified
URL. If the Overall Quota field is enabled, the user is
restricted to the number of minutes shown here for
visiting URLSs in all groups/categories collectively in
which a quota is specified.

Blocked Ports (optional) - ports that have been set up
to be blocked, if established.

Redirect URL (optional) - the URL that will be used for
redirecting the user away from a page that is blocked,
if established.

Filter Options (optional) - filter options to be used in
the user’s profile: “X Strikes Blocking”, “Google/Bing/
Yahoo!/Youtube/Ask/AOL Safe Search Enforcement”,
“Search Engine Keyword Filter Control”, and/or “URL
Keyword Filter Control” with/without the “Extend URL
Keyword Filter Control” option selected.

5. Click the “X” in the upper right corner of the pop-up box to
close it.
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CHAPTER 5: AUTHENTICATION
DEPLOYMENT

This final step of the authentication setup process includes
testing authentication settings and activating authentication
on the network.

Test Authentication Settings

Before deploying authentication on the network, you should
test your settings to be sure the Authentication Request
Form login page can be accessed. If properly set up, the
Authentication Request Form opens on a user’s workstation
if the user has been blocked from accessing specified
Internet content. This form allows the user to authenticate
him/herself in order to access Web content permitted by his/
her filtering profile.

72 Wb Access Authentication - Windows Internet Explorer B =101 x|
| Fin Edt Vew Favortes Tk Heb -

| depock - = - @ [ | Psoorch [ilFmvertes (Proory | - el [

| ke @) 009, 0c booat 0091 fhush Abvriicationom. BpTURL=152. 160,20 10nden b= 152. 160,20 DOMCAT=SFORTSMSER=0EFALT =] (00

=
WEB ACGESS AUTHENTIGATION HELP
Please log in to access the Internet.
abas [qr_sarver -
Login
M Vet Filer gmivaded by WS Socurty. Commight 2010, A8 nghts reserved
-
2] oone |2 [ areamee F

Fig. 5-1 Authentication Request Form
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NOTE: In order to complete the test process, you should be sure
you have your own filtering profile set up.

To verify that authentication is working, do either of the
following, based on the Tier you selected:

» If Tier 2 or Tier 3 Web-based authentication will be
used: Go to the Test Web-based authentication settings
sub-section for instructions on testing the Authentication
Request Form login page from a single workstation. For
this test, you will create an IP profile for the test
machine’s IP address, and set the Redirect URL for the
profile to access the Authentication Request Form.

NOTE: Before testing Web-based authentication settings, be sure
the SSL certificate you created via the System > Authentication >
Authentication SSL Certificate window (in Chapter 2) is placed on
all workstations of users who will be authenticated. This ensures
that users will not receive the Security Alert warning message
from the server.

» If Tier 1 net use based authentication will be used: Go
to the Test net use authentication settings sub-section for
instructions on testing the net use based login command
to see if you can access the assigned profile.

If you (the administrator) can be successfully authenticated
in the domains that were set up, the test process is
complete, and you are ready to activate authentication on
the network (see Activate Authentication on the Network).

NOTE: On IR and WFR units, the Usage Graphs window can be
used for viewing and analyzing the number of end users who
have been authenticated, and their usage of the Internet. See
Usage Graphs from the Reporting screen section of the M86 IR
Web Filter User Guide or the Web Filter section of the M86 WFR
User Guide for more information about this reporting tool.
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Test Web-based authentication settings

To verify that authentication is working properly, make the
following settings in the Policy section of the console:

Step 1: Create an IP Group, “test”

1. Click the IP branch of the tree.

2. Select Add Group from the pop-up menu to open the
Create New Group dialog box:

x

Group Name lest

Pazzword

Confirm Password i
Ok Cancel

Fig. 5-2 Create New Group box

3. Enter test as the Group Name.

4. Enter the password in the Password and Confirm Pass-
word fields.

5. Click OK to add the group to the tree.

Step 2: Create a Sub-Group, “workstation”

1. Select the IP Group from the tree.

2. Click Add Sub Group in the pop-up menu to open the
Create Sub Group dialog box:

x

Group Mame SR E T

Ok Cancel

Fig. 5-3 Create Sub Group box
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3. Enter workstation as the Group Name.

4. Click OK to add the Sub-Group to the IP Group.

Step 3: Set up “test” with a 32-bit net mask

1. Select the IP Group named “test” from the tree.

2. Click Members in the pop-up menu to display the
Members window:

i L ] wen Fiee MBS
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Fig. 5-4 Group Members window

3. Click the radio button corresponding to “Source IP”.

4. Enter the Source IP address of the workstation, and
select 255.255.255.255 as the subnet mask.

5. Click Add to include the IP address in the Current
Members list box.

144
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Step 4: Give “workstation” a 32-bit net mask

1. Select the IP Sub-Group “workstation” from the tree.

2. Click Members in the pop-up menu to display the
Members window:

o oy m:“'l..- ety | L Wed Filler M=

Fig. 5-5 Sub Group Members window

3. Click the radio button corresponding to “Member IP”.

4. Inthe Member IP fields, enter the |IP address of the work-
station, and select 255.255.255.255 as the subnet mask.

5. Click Modify.

M86 SecuriTy User GuIDE 145



CHAPTER 5: AUTHENTICATION DEPLOYMENT TEST AUTHENTICATION SETTINGS

Step 5: Block everything for the Sub-Group

1. Select the IP Sub-Group “workstation” from the tree.

2. Click Sub Group Profile in the pop-up menu to display the
Sub Group Profile window:

eyl | e G wes Fier MBS
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Fig. 5-6 Sub Group Profile window, Category tab
3. In the Category Profile page, select “Block All” from the
Available Filter Levels pull-down menu.

TIP: Blocks of category groups can be moved by clicking the first
category group, and then pressing the Shift key on your keyboard
while clicking the last category group, and then clicking in the
Block column.

4. For Uncategorized Sites, select “Block”.
5. Click Apply.
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Step 6: Use Authentication Request Page for
redirect URL

1. Click the Redirect URL tab to display the Redirect URL
page:

R e o DS

Fig. 5-7 Sub Group Profile window, Redirect URL tab

2. Select “Authentication Request Form”.

NOTE: The host name of the Web Filter will be used in the redi-
rect URL of the Authentication Request Form, not the IP address.

Be sure a forward/reverse DNS entry for the Web Filter is made
on the DNS server.

3. Click Apply.
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Step 7: Disable filter options

1. Click the Filter Options tab to display the Filter options
page:

o oy m:“'l..- ety | L Wed Filler M=

Fig. 5-8 Sub Group Profile window, Filter Options tab

2. Uncheck all the checkboxes: “X Strikes Blocking”,
“Google/Bing/Yahoo!/Youtube/Ask/AOL Safe Search
Enforcement”, “Search Engine Keyword Filter Control”,

“URL Keyword Filter Control”, and “Extend URL Keyword
Filter Control”.

3. Click Apply.
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Step 8: Attempt to access Web content

NOTE: For this step, you must have your own profile set up in
order to complete the test process.

1. Launch an Internet browser window supported by the
Web Filter:

arch Support Resources

Downloads and Documentation

A et Himm -

Fig. 5-9 Internet Explorer browser

2. Enter a URL in the Address field of the browser window.

NOTE: The URL should be one that begins with “http"—not
“https”.

3. After clicking Go, the Authentication Request Form
should open:
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Fig. 5-10 Authentication Request Form

4. Enter the following information:

* Username

» Password

If the Domain and Alias fields display, select the following
information:

» Domain you are using

» Alias name for that domain (unless “Disabled”
displays and the field is greyed-out)

5. Click Log In to authenticate or re-authenticate yourself
on the network.

The test process has been completed successfully if you
are now able to access the content for the URL you entered
at step 2 in this section.
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Test net use based authentication settings

1. From the test workstation, go to the NET USE command
line and enter the NET USE command using the
following format: NET USE \\virtualip\R3000$

For example: NET USE \\192.168.0.20\R3000$

The entry you make should initiate a connection with Tier
1.

TIP: The virtual IP address should be the same as the one
entered in the Virtual IP Address to Use for Authentication field in
the Authentication Settings window (see Chapter 2: Network
Setup, Enter network settings for authentication).

2. Make a Web request to a site you can access, based on
your filtering profile.

The test process has been completed successfully if you
are now able to access the content for the URL you entered
at step 2 in this section.
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Activate Authentication on the Network

After successfully testing authentication settings, you are
now ready to activate authentication on the network.

To verify that authentication is ready to be activated on the
network, do either of the following, based on the Tier you
selected:

» |If Tier 2 or Tier 3 Web-based authentication will be
used: There are two options for Web-based authentica-
tion: IP Group authentication, and Global Group Profile
authentication. Select the option you wish to use on your
network. Go to the Activate Web-based authentication
for an IP Group sub-section for instructions on setting up
an IP Group profile for authentication. Go to the Activate
Web-based authentication for the Global Group sub-
section for instructions on setting up the Global Group
Profile for authentication.

NOTE: An accelerator card is recommended if using Web-based
authentication.

e IfTier 1 netuse based authentication will be used: Go
to the Activate net use based authentication sub-section
for instructions on testing the login script and modifying
the Global Group Profile for authenticating users.
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Activate Web-based authentication for an
IP Group

IP Group authentication is the preferred selection for Web-
based authentication—over the Global Group Profile

authentication option—as it decreases the load on the Web
Filter.

Step 1. Create a new IP Group, “webauth”

1. Click the IP branch of the tree.

2. Select Add Group from the pop-up menu to open the
Create New Group dialog box:

x

Group Name wehauth

Pazzword

Confirm Password

Ok Cancel

Fig. 5-11 Create New Group box

3. Enter webauth as the Group Name.

Enter the password in the Password and Confirm Pass-
word fields.

5. Click OK to add the group to the tree.
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Step 2: Set “webauth” to cover users in range

1. Select the IP group “webauth” from the tree.

2. Click Members in the pop-up menu to display the
Members window:
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Fig. 5-12 Members window

3. Click the radio button corresponding to “Source IP”.

4. Enter the Source IP address of the workstation and
specify the subnet mask for the range of user IP
addresses of users to be authenticated.

5. Click Add to include the IP address range in the Current
Members list box.
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Step 3: Create an IP Sub-Group

1. Select the IP Group “webauth” from the tree.

2. Click Add Sub Group in the pop-up menu to open the
Create Sub Group dialog box:

x

Group Mame [EEEN

Ok Cancel

Fig. 5-13 Create Sub Group box

Enter the Group Name of your choice.
Click OK to add the Sub-Group to the IP Group.
Select the IP Sub-Group from the tree.

o g M W

Click Members in the pop-up menu to display the
Members window:

eyl | e G wes Fier MBS

Fig. 5-14 Sub Group Members window

7. Click the radio button corresponding to “Member IP”.
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8. In the Member IP fields, enter the IP address range for
members of the Sub-Group, and specify the subnet
mask.

9. Click Modify.

Step 4: Block everything for the Sub-Group

1. Select the IP Sub-Group from the tree.

2. Click Sub Group Profile in the pop-up menu to display the
Sub Group Profile window:

i L ] wen Fiee MBS
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Fig. 5-15 Sub Group Profile window, Category tab
3. In the Category Profile page, select “Block All” from the
Available Filter Levels pull-down menu.

TIP: Blocks of category groups can be moved by clicking the first
category group, and then pressing the Shift key on your keyboard
while clicking the last category group, and then clicking in the
Block column.

4. For Uncategorized Sites, select “Block”.
5. Click Apply.
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Step 5: Use Authentication Request Page for
redirect URL

1. Click the Redirect URL tab to display the Redirect URL
page:

o oy m:“'l..- ety | L Wed Filler M=

Fig. 5-16 Sub Group Profile window, Redirect URL tab

2. Select “Authentication Request Form”.

NOTE: Since the Authentication Request Form radio button
selection uses the host name of the server—not the IP address—
be sure there is a DNS resolution for the host name.

3. Click Apply.

As aresult of these entries, Web-based authentication takes
effect immediately, and any user in this Sub-Group will be
sent to the Authentication Request Form if he/she attempts
to access content on the Internet. After filling out this form
and being authenticated, the user will be able to access
Internet content based on his/her filtering profile.
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Step 6: Disable filter options

1. Click the Filter Options tab to display the Filter options
page:

o oy m:“'l..- ety | L Wed Filler M=

Fig. 5-17 Sub Group Profile window, Filter Options tab

2. Uncheck all the checkboxes: “X Strikes Blocking”,
“Google/Bing/Yahoo!/Youtube/Ask/AOL Safe Search
Enforcement”, “Search Engine Keyword Filter Control”,

“URL Keyword Filter Control”, and “Extend URL Keyword
Filter Control”.

3. Click Apply.
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Step 7: Set Global Group to filter unknown
traffic

1. Click Global Group in the tree to open the pop-up menu.

2. Select Global Group Profile to display the Category tab of

the Profile window:

i L ] wen Fiee MBS
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Fig. 5-18 Global Group Profile window, Category tab

a. In the Category Profile page, select categories to
block, pass, white list, or assign a warn setting, and
indicate whether uncategorized sites should pass,
trigger a warn message for the end user, or be
blocked.

b. Click Apply.
3. Click the Port tab to display the Port page:
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wen Frer MBS

Fig. 5-19 Global Group Profile window, Port tab

a. In the Port page, enter the Port number to be blocked.

b. Click Add to include the port number in the Block
Port(s) list box.
c. After entering all port numbers to be blocked, click
Apply.
4. Click the Default Redirect URL tab to display the Default
Redirect URL page:

wen Frer MBS

Fig. 5-20 Global Group Profile window, Default Redirect URL tab
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a. Select “Default Block Page”.
b. Click Apply.

5. Click the Filter Options tab to display the Filter Options
page:

wen Frer MBS

Fig. 5-21 Global Group Profile window, Filter Options tab

a. Select filter options to be enabled.
b. Click Apply.
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As a result of these entries, the standard block page will
display—instead of the Authentication Request Form—
when any user in this Sub-Group is blocked from accessing
Internet content.

.f.:‘ M86 Security Web Filter - Windows Internet Explorer

J File Edt Yiew Favorites Tools Help |
J T A~ | ﬁ| Qsearch  [GalFavorites & AHistory | - &
J Address I@ w.coors,comBIP=200, 10,100, 75: 51 8CAT=ALCORUISER =L OG0\ Domain% e 20Admins G LANG j @Go |J Links

B
ACCESS DENIED! HELP

Internet access to the req 1 website has been denied hased on your user profile
and organization's Internet Usage Policy.

UserMachine: LOGODomain AdminslGLANG
IP: 20010101140

Category:  Alcohol
Blocked URL:  hittp Sy coors.coms

For further options, click here,

To submit this blocked site for review, click here. For assistance, contact your Administrator.
MEE VWb Filter provided by ME6 Security. Copyright 2010 All rights reserved.

L

|&] l_ l_ |4 mnternet

Fig. 5-22 Default Block Page
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Activate Web-based authentication for the
Global Group

This selection of Web-based authentication creates more of
a load on the Web Filter than the IP Group selection, and

should only be used as an alternative to IP Group authenti-
cation.

Step 1. Exclude filtering critical equipment

This step involves the identification of equipment—such as
backup servers—you wish to be excluded from being
served the Authentication Request Form page.

For this step, you must choose one of two options:

* Block Web access only — Select this option if you do not
want to log traffic for a machine that you set up to be
excluded from filtering on the network. Using this option,
you exclude the IP address of a machine via the Range
to Detect window. If you select this option, go to Step 1A.

» Block Web access and log traffic — Select this option if
you wish to log traffic for a machine that you set up to be
excluded from filtering on the network. Using this option,
you create an IP profile for the machine via the Sub
Group Profile window. If you select this option, go to Step
1B.
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Step 1A: Block Web access, logging via
Range to Detect

NOTE: Segments of network traffic should not be defined if using
the firewall mode.

Range to Detect Settings

1. Click Global Group in the tree to open the pop-up menu.

2. Select Range to Detect to display the Range to Detect
Settings window:

Vo Py ey M | |y gt wen Fter MBI

u

Fig. 5-23 Range to Detect Settings window, main window

3. In the Current Ranges frame, click Add to go to the next
Settings page:
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wen Frer MBS

Fig. 5-24 Range to Detect Settings window, main window

4. Click Start the Setup Wizard to display Step 1 of the
Range to Detect Setup Wizard:

Range to Detect Setup Wizard

wen Frer MBS
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|

Fig. 5-25 Range to Detect Setup Wizard, Step 1

1. Enter the IP address and specify the Netmask, or enter
the Individual IP address of the source IP address(es) to
be filtered.
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2. Click Next to go to Step 2 of the Wizard:

e | | ey | e | Lt wesFiee MBS

Fig. 5-26 Range to Detect Setup Wizard, Step 2

3. An entry for this step of the Wizard is optional. If there are
destination IP address(es) to be filtered, enter the IP
address and specify the Netmask, or enter the Indi-
vidual IP address.

4. Click Next to go to Step 3 of the Wizard:

e | | ey | e | Lt wesrnee MBS
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Fig. 5-27 Range to Detect Setup Wizard, Step 3
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5. An entry for this step of the Wizard is optional. If there are
source IP address(es) to be ignored, enter the IP
address and specify the Netmask, or enter the Indi-
vidual IP address.

6. Click Next to go to Step 4 of the Wizard:
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Fig. 5-28 Range to Detect Setup Wizard, Step 4

7. An entry for this step of the Wizard is optional. If there are
destination IP address(es) to be ignored, enter the IP
address and specify the Netmask, or enter the Indi-
vidual IP address.

8. Click Next to go to Step 5 of the Wizard:
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Fig. 5-29 Range to Detect Setup Wizard, Step 5

9. An entry for this step of the Wizard is optional. If there are
ports to be excluded from filtering, enter each port
number in the Individual Port field, and click Add.

10. Click Next to go to the final step of the Wizard:

e | | ey | e | Lt wesFiee MBS
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Fig. 5-30 Range to Detect Setup Wizard, Step 6

11. After review the contents in all list boxes, click Finish to
accept all your entries.
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As a result of these entries, the IP address(es) specified to
be excluded will not be logged or filtered on the network.

Bypass Step 1B and go on to Step 2 to complete this
process.
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Step 1B: Block Web access via IP Sub-Group
profile

NOTE: This step assumes that the IP Group and Sub-Group
have already been created.

1. Select the IP Sub-Group from the tree.

2. Click Sub Group Profile in the pop-up menu to display the
Sub Group Profile window:

i L ] wen Fiee MBS

e 3] S |

Fig. 5-31 Sub Group Profile window, Category tab

3. In the Category Profile page, create a custom profile by
selecting categories to block, pass, white list, or assign a
warn setting, and indicating whether uncategorized sites
should pass, trigger a warn message for the end user, or
be blocked.

4. Click Apply.

5. Click the Redirect URL tab to display the Redirect URL
page:
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Fig. 5-32 Sub Group Profile window, Redirect URL tab

6. Select “Default Block Page”, and then click Apply.

7. Click the Filter Options tab to display the Filter Options
page:

o o 1 p—7 =

: P ot

Fig. 5-33 Sub Group Profile window, Filter Options tab

8. Select filter options to be enabled, and click Apply.
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As a result of these entries, the machine will not be served
the Authentication Request Form, and will use the default
block page instead.

Go on to Step 2 to complete this process.

Step 2: Modify the Global Group Profile

1. Click Global Group in the tree to open the pop-up menu.

2. Select Global Group Profile to display the Category tab of
the Profile window:

i L ] wen Fiee MBS
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Fig. 5-34 Global Group Profile window, Category tab

a. Block all categories and specify that uncategorized
sites should be blocked.

b. Click Apply.
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3. Click the Port tab to display the Port page:

eyl | e G

wen Fier  MBE

Fig. 5-35 Global Group Profile window, Port tab

a. Enter the Port number to be blocked, and then click

Add to include the port number in the Block Port(s) list

box.

b. After entering all port numbers to be blocked, click

Apply.
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4. Click the Default Redirect URL tab to display the Default
Redirect URL page:

eyl | e G wes Fier MBS

Fig. 5-36 Global Group Profile window, Redirect URL tab

a. Select “Authentication Request Form”.

NOTE: Since the Authentication Request Form radio button
selection uses the host name of the server—not the |IP address—
be sure there is a DNS resolution for the host name.

b. Click Apply.
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5. Click the Filter Options tab to display the Filter Options
page:

eyl | e G wen Fier  MBE

Fig. 5-37 Global Group Profile window, Filter Options tab

a. Select filter options to be enabled.
b. Click Apply.

As a result of these entries, a user who does not have a
filtering profile will be served the Authentication Request
Form so he/she can be authenticated.
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Add Net Use command to Login Scripts

After testing the NET USE command, the next step is to add
the NET USE command to users’ login scripts. We recom-
mend that you add the 3-try login script to the existing
domain login script.

The 3-try login script is used for attempting to log in the user
to the authentication server in three separate attempts, in
case of a login failure.

Step 1: Modify the 3-try login script

Place a copy of the 3-try login script in the netlogon folder on
your Domain Controller. Note that this sample script should
be modified to use your own Virtual IP address instead of
the IP address (192.168.0.20) in the sample script. This
script lets users be re-authenticated from the block page
without re-running the whole domain login script.

The script is as follows:

echo off

:start

cls

net use \\192.168.0.20\r3000%$ /delete

‘tryl

echo "Running net use..."

net use \\192.168.0.20\r3000$

if errorlevel 1 goto :try2

if errorlevel 0 echo code 0: Success
goto :end

‘try2

echo Running net use...

net use \\192.168.0.20\r3000$
if errorlevel 1 goto :try3
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if errorlevel 0 echo code 0: Success
goto :end

‘try3

echo Running net use...

net use \\192.168.0.20\r3000%

if errorlevel 1 goto :error

if errorlevel 0 echo code 0: Success
goto :end

error
if errorlevel 1 echo code 1: Failed!

:end
Once this updated login script has been added to the
domain, each time users log in to Windows they will also log

in to the Web Filter. Users will be blocked according to the
profiles set up on the domain.

Step 2: Modify the Global Group Profile

The last step of the activation process is to adjust the Global
Group Profile to set the policy for members of an IP-based
profile, or for users who are not authenticated.

If you set a restrictive profile, unauthenticated users will not
be able to obtain access until they are successfully authen-
ticated.

If you set up a less restrictive profile to allow access, a user
can still be authenticated, but won't be prompted to authen-
ticate him/herself unless attempting to access a site that is
blocked. Since the login script will automatically run when
the user logs in, a less restrictive profile might be used to
allow logging with the user’s name without forced blocking.
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1. Click Global Group in the tree to open the pop-up menu.

2. Select Global Group Profile to display the Category tab of
the Profile window.

3. In the Category Profile page, select categories to block,
pass, white list, or assign a warn setting, and indicate
whether uncategorized sites should pass, trigger a warn
message for the end user, or be blocked.

4. Click Apply.
5. Click the Port tab to display the Port page.

6. Enter the Port number to be blocked, and then click Add
to include the port number in the Block Port(s) list box.

7. After entering all port numbers to be blocked, click
Apply.

8. Click the Default Redirect URL tab to display the Default
Redirect URL page. Your options on this tab will vary,
based on whether your network will be using net use
based authentication only, or both Web-based and net
use based authentication.

9. Click the Filter Options tab to display the Filter Options
page. If necessary, select appropriate filter options to be
enabled, and click Apply.
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APPENDIX A: AUTHENTICATION OPERATIONS

When enabling authentication in the interface, there are
three tiers from which to select based on the type of
server(s) used on the network, and various authentication
options can be used with each of these tiers.

Authentication Tier Selections

Web Filter authentication is designed to support the
following server types for the specified tier(s):

Tier 1: Net use based authentication

NOTE: Login scripts must be used for net use based authentica-
tion.

Using NetBIOS:

*  Windows 2000 or 2003 Server in mixed/legacy mode
Using LDAP:

» Microsoft Active Directory Mixed Mode

» Microsoft Active Directory Native Mode

Tier 2, Tier 3: Web-based authentication

Using an LDAP domain:

* Windows Active Directory 2002 and 2003
* Novell eDirectory

» Sun One directory server

* Open Directory server

M86 SecuriTy User GuIDE 179



APPENDIX A: AUTHENTICATION OPERATIONS TIER 1: SINGLE SIGN-ON AUTHENTICATION

Tier 1. Single Sign-On Authentication

Net use based authentication process

The following diagram and steps describe the operations of
the net use based user authentication process:

Authentication Server

Web Filter

" User (Client, Machine)

Fig. A-1 Net use based authentication module diagram

1. The user logs on the network from a Windows worksta-
tion (also known as “client” or “machine”).

2. The authentication server on the network sends the
user’s workstation a login script containing a net use
command.

3. The execution of this net use command causes the
Windows workstation to create an “IPC share”
(command exchange) with the Web Filter as a shared
network device.

NOTE: When the IPC share is created, no drives are mapped in
this share.
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4. Upon creating the IPC share, the software in the Web
Filter queries the network authentication server with the
user's login name and password sent by the workstation.

5. Once the user is successfully authenticated, the Web
Filter matches the user’s login name or group name with
a stored list of profile settings in the Web Filter. As a
result of this process, the user is assigned the appro-
priate level of filtering.

6. The matched profile is set for the user's IP address. The
IPC connection is completed and maintained with peri-
odic “keep-alives.”

7. When the user logs off, changes IP addresses, loses the
network connection, or in any way causes the IPC
connection to be altered or deactivated, the Web Filter
senses this change and returns the IP address to the
configured global filtering level.

WARNING: Authentication will fail if a Network Address Transla-
tion (NAT) device is set up between the authentication server and
end user clients.

Re-authentication process

1. The user loses his/her user profile after one of the
following incidences occurs:
* the server is rebooted, or

« the connection from the user’s machine to the server is
dropped (as with a faulty network cable)

2. A block page displays for the user.
3. In order to re-access the Internet, the user must re-
authenticate him/herself by clicking a link in the block

page to generate a login script that re-authenticates the
user’s profile.
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Tier 1 authentication method

Tier 1 supports the LDAP authentication method. LDAP is a
directory service protocol that stores entries (Distinguished
Names) in a domain’s directory using a hierarchical tree
structure. The LDAP directory service is based on a client/
server model protocol to give the client access to resources
on the network.

When a client connects to a server and asks it a question,
the server responds with an answer and/or with a pointer to
the server that stores the requested information (typically,
another LDAP server). No matter which LDAP server the
client accesses, the same view of the directory is “seen.”

The LDAP specification defines both the communication
protocol and the structure, or schema, to a lesser degree.
There is an Internet Assigned Network Authority (IANA)
standard set that all LDAP directories should contain. Novell
and Microsoft both have additional schema definitions that
extend the default setups.

Most server operating systems now support some imple-
mentations of LDAP authentication. The Microsoft Active
Directory LDAP-based model became available with the
release of Windows 2000.

Name resolution methods

The name resolution process occurs when the Web Filter
attempts to resolve the IP address of the authentication
server with the machine name of that server. This contin-
uous and regulated automated procedure ensures the
connection between the two servers is maintained.

When using an LDAP server, the name resolution process
occurs when a Domain Name Service (DNS) entry is made.
In order to accommodate this request, the LDAP server
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must have a valid DNS entry or the IP address must be
added to the Web Filter hosts file.

Configuring the authentication server

When configuring authentication, you must first go to the
authentication server and make all necessary entries before
configuring the Web Filter.

The following authentication components must be set up or
entered on the console of the authentication server:

 domain name
e usernames and passwords
e user groups

» login scripts

Login scripts

Login (or logon) scripts are used by the Web Filter for reau-
thenticating users on the network.

The following syntax must be entered in the appropriate
directory on the authentication server console:

Enter net use syntax in the login script

The virtual IP address is used by the Web Filter to commu-
nicate with all users who log on to that server. This address
must be in the same subnet as the one used by the transmit-
ting interface of the Web Filter.

» For testing, user information can be specified on the
command line as follows:

NET USE \\virtualip\R3000%$ /user:DOMAIN-
NAME\username password
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Example: NET USE \\192.168.0.20\R3000%/
user:.LOGO\jsmith xyz579

e The command to disconnect a session is: NET USE
\\virtualip\R3000$ /delete

View login script on the server console

The login script can be viewed on the authentication server
console. This script resides in the following location on the
Windows 2000 or Windows 2003 server:

\\servername.suffix\sysvol\domainname.suffix\
policies\{guid}\user\scripts\logon
c:\winnt\sysvol\sysvol\domainname.suffix\scripts
c:\winnt\sysvol\domainname\scripts

The login script must be specified either in the user’s
domain account or in the Active Directory Group Policy
Object so that it runs when the user logs into the domain.

Block page authentication login scripts

In addition to the use of login scripts in the console of the
authentication server, a login script path must be entered in
the Block Page window of the Web Filter Administrator
console. This script is used for reauthenticating users on the
network.

The following syntax must be used:
\SERVERNAME\netlogon
or
\\IPaddress\netlogon

NOTE: See Block Page Authentication for more information
about these entries.
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LDAP server setup rules

& WARNING: The instructions in this user guide have been docu-
mented based on standard default settings in LDAP for Microsoft
Active Directory Services. The use of other server types, or any
changes made to these default settings, must be considered
when configuring the Web Filter for authentication.

If LDAP will be used, the following items should be consid-
ered:

* The administrator in charge of the LDAP server should
create a user for the Web Filter in order to give that user
full read access to the groups and users in the directory.

» Since the LDAP directory is structured as a tree, data
needs to be retrieved the same way. Additionally, the
order of the syntax is reversed compared to how it
appears in normal file system folders. The deepest layer
is listed first, in a similar manner as a DNS domain name:
e.g. “engineering.company.net”. In LDAP, a directory
entry would look like this: “cn=engineering,dc=company,
dc=net".

» Make sure all network configuration settings are correct
(such as DNS, IP, etc.) before configuring LDAP settings.

@ NOTE: All filtering profiles are stored on the Web Filter.
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Tier 2: Time-based, Web Authentication

The following diagram and steps describe the operations of
the time-based authentication process:

Authentication Server

Web Filter

" User (Client, Machine)

Fig. A-2 Web-based authentication module diagram

1. The user makes a Web request by entering a URL in his/
her browser window.

2. The Web Filter intercepts this request and sends the user
the Authentication Request Form, requesting the user to
log in with his/her login ID and password.

3. The Web Filter verifies the user’s information with the
authentication server (Domain Controller, Active Direc-
tory, LDAP, etc.).

4. The authenticated user is allowed to access the
requested URL for the time period specified by the
administrator.
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Tier 2 implementation in an environment

In an environment where Tier 2 time-based profiles have
been implemented, end users receive filtering profiles after
correctly entering their credentials into a Web-based
Authentication Request Form. A profile remains active for a
configurable amount of time even if the user logs out of the
workstation, changes IP addresses, etc.

Tier 2 time-based profiles do not call for the Web Filter to
maintain a connection with the client machine, so the Web
Filter cannot detect when the user logs off of a workstation.
In order to remove the end user’s profile, one of two scripts
detailed in this sub-section should be inserted into the
network’s login and/or logoff script.

The Tier 2 Script should be used if Tier 2 is the only tier
implemented in an environment. The Tier 1 and Tier 2 Script
should be used if Tier 2 is implemented along with Tier 1 in
an environment. Since both sets of scripts use the NET USE
command, the client machine must already have the ability
to connect to the Web Filter via NET USE in order for the
profile to be removed in either environment.
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Tier 2 Script

If using Tier 2 only, this script should be inserted into the
network’s login script. If the network also uses a logoff
script, M86'’s script should be inserted there as well. The
inclusion of this script ensures that the previous end user’s
profile is completely removed, in the event the end user did
not log out successfully.

echo off

:start

cls

net use \\10.10.10.10\LOGOFF$ /delete

‘tryl

NET USE \\10.10.10.10\LOGOFF$
if errorlevel 1 goto :try2

if errorlevel 0 echo code 0: Success
goto :end

‘try2

NET USE \\10.10.10.10\LOGOFF$
if errorlevel 1 goto :try3

if errorlevel 0 echo code 0: Success
goto :end

‘try3

NET USE \\10.10.10.10\LOGOFF$
if errorlevel 1 goto :error

if errorlevel 0 echo code 0: Success
goto :end

-error
if errorlevel 1 echo code 1: Failed!

:end
net use \\10.10.10.10\LOGOFF$ /delete
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Tier 1 and Tier 2 Script

In an environment in which both Tier 1 and Tier 2 are used,
this version of M86's script should be inserted into the
network’s login script. M86’s script attempts to remove the
previous end user’s profile, and then lets the new user log in
with his/her assigned profile.

echo off

:startremove

cls

NET USE \\10.10.10.10\LOGOFF$ /delete

‘tryremovel

NET USE \\10.10.10.10\LOGOFF$
if errorlevel 1 goto :tryremove?2

if errorlevel 0 echo code 0: Success
goto :endremove

‘tryremove?2

NET USE \\10.10.10.10\LOGOFF$
if errorlevel 1 goto :tryremove3

if errorlevel 0 echo code 0: Success
goto :endremove

:tryremove3

NET USE \\10.10.10.10\LOGOFF$
if errorlevel 1 goto :removalerror

if errorlevel 0 echo code 0: Success
goto :endremove

:removalerror
if errorlevel 1 echo code 1: Failed to send removal
request!

:endremove
net use \\10.10.10.10\LOGOFF$ /delete
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‘tryl

NET USE \\10.10.10.10\R3000%

if errorlevel 1 goto :try2

if errorlevel 0 echo code 0: Success
goto :end

‘try2

NET USE \\10.10.10.10\R3000%

if errorlevel 1 goto :try3

if errorlevel 0 echo code 0: Success
goto :end

‘try3

NET USE \\10.10.10.10\R3000%

if errorlevel 1 goto :error

if errorlevel 0 echo code 0: Success
goto :end

error
if errorlevel 1 echo code 1: Failed!

:end

in environments that use both Tier 1 and Tier 2, if a logoff
script is used on the network, the Tier 2 Script should be
inserted into the network’s logoff script.
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Tier 3: Session-based, Web Authentication

The diagram on the previous page (Fig. A-2) and steps
below describe the operations of the session-based authen-
tication process:

1. The user makes a Web request by entering a URL in his/
her browser window.

2. The Web Filter intercepts this request and sends the user
the Authentication Request Form, requesting the user to
log in with his/her login ID and password.

3. The Web Filter verifies the user’s information with the
authentication server (Domain Controller, Active Direc-
tory, LDAP, etc.).

4. A pop-up window opens on the user’s workstation while
the original window loads the requested URL. The user
will continue to be authenticated as long as the pop-up
window remains open.
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Novell eDirectory Agent

Novell eDirectory Agent provides Single Sign-On (SSO)
authentication for an Web Filter set up in a Novell eDirectory
environment. Using Novell eDirectory Agent, the Web Filter
is notified by the eDirectory server when an end user logs
on or off the network, and adds/removes his/her network IP
address, thus setting the end user’s filtering profile accord-

ingly.

Environment requirements

Novell eDirectory servers

The following eDirectory versions 8.7 or higher with Master,
Read/Write, Read replicas have been tested:

» eDirectory 8.7 in RedHat Linux 9.0
» eDirectory 8.7 in NetWare 6.5 SP5

Client workstations

To use this option, all end users must log in the network.
The following OS have been tested:

* Windows 2000 Professional
* Windows XP

¢ Macintosh

Novell clients

The following Novell clients have been tested:
* Windows: Version 4.91 SP2

+ Macintosh: Prosoft NetWare client Version 2.0
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Windows minimum system requirements

The following minimum server components are required
when using NetWare eDirectory server 6.5:

Server-class PC with a Pentium 1l or AMD K7 processor
512 MB of RAM
Super VGA display adapter

DOS partition of at least 200 MB and 200 MB available
space

2 GB of available, unpartitioned disk space outside the
DOS partition for volume sys:

One network board
CD drive

Recommended system requirements

The following Windows server components are recom-
mended for optimal performance when using NetWare
eDirectory server 6.5:

Server-class PC with two-way Pentium 1lI, 1V, or Xeon
700 MHz or higher processors

1 GB of RAM
VESA compliant 1.2 or higher display adapter
DOS partition with 1 GB of available space

4 GB of available, unpartitioned disk space outside the
DOS partition for volume sys:

One or more network boards

Bootable CD drive that supports the El Torito specifica-
tion

USB or PS/2* mouse

M86 SecuriTy User GuIDE 193



APPENDIX A: AUTHENTICATION OPERATIONS NOVELL EDIRECTORY AGENT

194

Macintosh minimum system requirements

The following minimum server components are required
when using a Macintosh:

« OS X105

* Intel processor

» Super VGA display adapter
* One network board

* CDdrive

Novell eDirectory setup

The eDirectory Agent uses the LDAP eDirectory domain
configuration setup in the Web Filter Administrator console.
The eDirectory Agent receives notification from the eDirec-
tory server regarding logon and logoff events by end users.
The Novell client must be installed on each end user’s work-
station in order to handle logons to the eDirectory network.
In this setup, the Novell client replaces the Windows logon
application.
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Web Filter setup and event logs

When using a Novell eDirectory server and choosing to use
the Novell eDirectory Agent option in the Web Filter:

» Enable Novell eDirectory Agent in the Enable/Disable
Authentication window (see Fig. 2-3).

NOTES: If using an SSO authentication solution, Tier 2 or Tier 3
should be selected as a fallback authentication operation.

When choosing the Novell eDirectory Agent option, the M86
Authenticator option must be disabled.

» If applicable, a back up server can be specified in the
LDAP domain setup wizard, in the event of a connection
failure to the primary Novell eDirectory server. Email
alerts are sent to the administrator in such events.

NOTE: Back up server settings are made in the Default Rule tab
of the LDAP Domain Details window, described in Chapter 3:
LDAP Authentication Setup.

» Once the Novell eDirectory Agent option is set up, the
View Log File window can be used to view end user
logon/logoff events and the debug log.

NOTE: After the Novell eDirectory Agent is enabled, an indi-
vidual's username will not display in the event log until he/she
logs in again. Until that time, the user will be logged by his/her
current filtering profile, which most likely would be IPGROUP or
DEFAULT user.
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Active Directory Agent

Active Directory Agent is a Windows service that provides
transparent user identification for Windows Active Directory-
based networks. The Active Directory Agent (also called
“AD Agent”) collects information from several sources simul-
taneously and populates a single session table that identi-
fies the current user for each active workstation on the
network. This session table is forwarded to the Web Filter so
the end user is given the appropriate filtering profile.

The AD Agent can be installed on any Windows 2000 or
2003 server on the domain, and does not have to be
installed on a domain controller.

In large networks, multiple AD Agent hosts can cooperate
as a "team" to deal with issues of security partitioning,
network bandwidth, and administrative responsibility bound-
aries.

Product feature overview

* Provides Single Sign-On (SSO) transparent authentica-
tion

» Supports Mixed or Native Windows environments
e Supports LDAP and LDAPS protocols
* Auto-detects domains and domain controllers

» Works with an existing Tier 2/Tier 3 authentication config-
uration
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Windows server requirements

Windows 2000 or Windows 2003 server running on a 32-
bit platform

Latest Microsoft patches/service packs applied
At least 512 MB RAM
100 MB disk space

Special domain user account for the service with permis-
sions to read AD Agent event logs

Work flow in a Windows environment

1.

AD Agent s installed in either a domain controller or on a
separate Windows server that can talk to the domain
controller via Windows APIs.

. End users log on/off the network, and the event is logged

in the event viewer.

. AD Agent queries the event log or probes workstations to

obtain log on/log off event information (login name,
domain name, IP address of machine).

AD Agent sends information with the event indicator to
the Web Filter Authentication Module.

Web Filter assigns or removes a profile based on the
user information and event indicator.
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Set up AD Agent

Step 1. AD Agent settings on the Web Filter

To set up Active Directory Agent on the Web Filter, go to
System > Authentication > Enable/Disable Authentication
window in the Web Filter user interface, and specify the
following criteria:

Wb Filter

Fig. A-13 Enable/Disable Authentication window, AD Agent frame

1. In the AD Agent frame, click “On”.

2. Click Settings to open to the AD Agent Settings pop-up
window, used for entering criteria to permit the primary
AD Agent to send data to the Web Filter:
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AD Agent Settings x|
Settings
Compiter Name: Passphrase:
ADSERYER]
JEMITH23
Delete
Computer Mame: I
Passphrase: |
confirm: |
At Wodify

Click Apply in parent window for changes to take effect

Fig. A-14 AD Agent Settings pop-up window

3. Inthe Computer Name field, enter the name of the

primary AD Agent machine.

4. Enter from seven to 20 alphanumeric characters in the
Passphrase field, and enter the same characters again

in the Confirm field.

5. Click Add to include a row to the list above, showing the
Computer Name in all upper-case letters, and asterisks

for the Passphrase.

NOTES: To modify any of the criteria for an existing Computer
Name entry, select the Computer Name from the list, and then
modify the fields below. Be sure to make entries in the Pass-
phrase and the Confirm fields before clicking Modify.

To delete a Computer Name from the list, select the Computer

Name and then click Delete.

6. After making your entries, click the “X” in the upper right
corner of the pop-up window to close it.

7. Click Apply inthe Enable/Disable Authentication window

to save your settings.
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Step 2: Configure the domain, service account

1. Create a new group on the domain named
dcagent_services.

2. Create a new domain user account named
dcagent_service and make it a member of the
dcagent_services group.

@ TIP: Be sure to record the password for this domain account; you
will be prompted for it during the configuration wizard process
(see Step 3C: Run AD Agent configuration wizard).

3. Add the Administrator account to the dcagent_services
group.

NOTE: Any users in the dcagent_services group have permission

to manage the AD Agent.

4. Open the Domain Security Policy console, and do the
following:

a. Expand the Local Policies > Audit Policy node of the
Security Settings tree.

b. Double-click the Audit account logon events policy.

c. Check the “Define these policy settings” checkbox.

d. Check the “Success” checkbox.

Make the same settings in the Audit logon events policy.

5. Close the Domain Security Policy console.

6. Openthe Domain Controller Security Policy console, and
do the following:

a. Expand the Local Policies > User Rights Assignment
node of the tree.

b. Double-click the Manage auditing and security log
policy.
c. Check the “Define these policy settings” checkbox.
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d. Add the dcagent_services and Domain Admins groups
to the list of permitted users.

If installing the AD Agent on a domain controller only:
» Double-click the “Allow Logon Locally” setting.

» Add the dcagent_service account to the list of
permitted users.

7. Close the Domain Controller Security Policy console.

Step 3: AD Agent installation on Windows server

The steps in this section provide instructions for setting up
and running AD Agent on a simple, single-domain network.

Step 3A: Download DCAgent.msi

1. In the Web Filter user interface, go to System > Authen-
tication > Enable/Disable Authentication window (see
Fig. 2-3).

2. Inthe AD Agent frame, click Download M86 AD Agent
Installer to launch the M86 Security Web page where
you can select the AD Agent (DCAgent.msi) file to down-
load to your machine.

Step 3B: Run AD Agent installation setup

1. Launch DCAgent.msi:
x

The publisher could not be verified. Are pou sure you want ta
tun this software?

i Mame: DCAgent.msi
e .
13 Publisher. Unknown Publisher
Type: ‘windows Installer Package
From: C:\My Documents|__productsi@es

Run Cancel

[V Always ask before opening this file

Thiz file does not have a valid digital signatuie that verifies its
publisher. *You shauld anly run software from publishers you trust
How can | decide what software to mn?

Fig. A-15 Run DCAgent.msi
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NOTE: If prompted, install Microsoft .NET Framework 2.0.
Framework may require updating other Windows components
before installing the AD Agent.

2. Click Run to open the End User License Agreement
(EULA) in the M86 AD Agent installation setup wizard:

i'\%"‘ 8eb Active Directory Agent Setup ;IEIEI

License Agreement
“rou must agree with the license agreement below to proceed.

Heb Technalogies ﬂ
End User License and ‘Warranty Aareement For: R3000 Enterprise: Filter; R3000i Enterprise Filter;
Enterprize Reporter; Threat Analysis Reporter; Beb Mobile Client; Active Directory Agent

IMPORTAMT - READ CAREFULLY: Thiz End User License and Warranty Agreement [this
"Agresment''] is a legal agreement between you, a puichaser and/or any end user, either an
individual or an entity [You" or "Your'] and BeE Technologies ["Be6") for the icense of one o

more of the software products listed above (the "Software] embedded in the 826 hardware

device [the "Hardware'), and for the wananties for such Software and Hardware, The Software

and Hardware are collectively referred to as, the "Product”. By breaking the seal on the envelope
containing the Software, accessing, installing, copying or atherwise using the Software or

Hardware, You agiee to be bound by the terms of this Agreement. 1 'Y'ou do not agree to the

terms of this Agreement, Be6 is unwilling to license the Software ta You. In such event, rou may

not access, use of copy the Product and You should promptly contact 8ef or the Beb autharized j

et PITTERL

TR L A S Vo

1+ | accept the license agreement
| do not accept the license agreement

Reset | < Back et > I Cancel
Fig. A-16 AD Agent EULA

Wise Installation wizard (i)

3. After reading the EULA, click Accept to proceed with
specifying the destination folder for installing the AD
Agent:

i'\%"‘ 8eb Active Directory Agent Setup ;IEIEI

Destination Folder
Select a folder where the application will be installzd.

The Wise Installation Wizard will install the files for BeE Active Directory Agent in the
fallowing folder.

To install into & different folder, click the Browse button, and select another folder.
*You can choose not ta install BeB Active Directory Agent by clicking Cancel to exit the
‘i |restallation wizard

" Destination Folder

C:\Program Files\Beb Technaologies'Beb AD Agents Browse ‘

Wise Installation “Wizard (R

< Back Next > I Cancel |

Fig. A-17 Specify installation setup destination
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4. After specifying the destination folder for installing the AD
Agent, click Next to begin the installation setup process:

i"-!,! Beb Active Directory Agent Setup o (=] 1‘

Updating System
The features pou selected are curently being installed.

‘Wise Ingtallation wizard (R)

Cancel

Fig. A-18 AD Agent installation

5. When the AD Agent installation setup process has
successfully finished, completion information displays:

{5 Be6 AD Agent _ o] x
L

Installation Complete

8eb AD Agent has been successfully installed.

Click "Close" to ewit

Plaase use Windows Updals to check for any ciical updates to the NET Framework

Cance| | < Back | Close I

Fig. A-19 Installation Complete

Click Close to close the installation setup window and to
open the AD Agent configuration wizard window (see
Fig. A-20). The configuration wizard can be completed
now or at a later point in time.
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Step 3C: Run AD Agent configuration wizard

The AD Agent configuration wizard should be run when
setting up AD Agent for the first time, and if the role of the
AD Agent on the current machine changes (from primary to
satellite, or vice versa).

TIP: To access the configuration wizard after the initial setup
process, go to Start on the Windows machine, and from the M86
AD Agent menu select Quick-Configuration Wizard.

1. Review the contents of the first wizard page that explains
how to configure the domain and service account, as
described in Step 2:

izl

This prograrm will help you set up the basic configuration needed for most Active Directory
Agent installations. Before proceeding, please follow these instructions to set up the
account for the service:

1. Create a new group on the domain named "deagent_senices”

2. Create a new domain user account named "deagent_service” and make it a
mermber of the dcagent_services group. Create a good passwaord for
the account and record this password, you will be prompted for it later,

3. Add your administrator account to the decagent_services group. fAny users
in the doagent_services group have permission to manage the DG
Agent)

4. Open the Domain Security Policy console, then expand the "Local
Palicies" # "Audit Policy" node on the Security Settings tree. Double-
click the "Audit account logon events" policy, and check the "Define
these policy settings” button. Then check the "Success" button
Make this same change for the "Audit logon events" policy as well
Close the console

5. Open the Domain Controller Security Policy console. Expand the "Local j

cancel | cBack |[ News> |
Fig. A-20 AD Agent configuration wizard, preliminary instructions

Click Next to go to the account and password page:
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BRse6 AD Agent

Enter the doagent_service acoount name and password below. [f you have not yet

created the doagent_services account of the deagent_services group, click "Back" and

fiallows the: instructions for accaunt setup.

Account, LOGO deagent_service
Fassword,
Confim password:

™ Do not update service account settings.

=1oix]

cancel | cBack [[ News> |

Fig. A-21 Account and password information

2. By default, the Account field is populated with the path of

the dcagent_service account.

a. Enter the Password for this account, specified during

Step 2.

b. Enter this same password again in the Confirm pass-

word field.

NOTE: If modifying an existing AD Agent installation and no
changes need to be made to the account path or password, click
the “Do not update service account settings” checkbox to bypass

this option.

c. Click Next to display the page that lets you specify the
role of AD Agent on this machine being configured:
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izl

Select an agent role for this computer, A Frimary agent can operate independently, ar it ean be the central
control station for & team of agents. 4 Satslite sgent oan only operate s & subordinate member of a team,
reparting its results to @ Primary agent.  Click Help for additional information about agent roles.  1f poutie
uncattain, or this s the fist agent installed, the recommended selection is Primary.

Help

Role: Primary B

IF this computer is to be & Satelits agent, provide the name of the Primary agsnt computer to which

it will report.
Primary agent computer name:

cancel | cBack [[ News> |
Fig. A-22 Specify role of AD Agent on current machine

3. By default, the Role of the AD Agent on the current
machine being configured is “Primary”"—indicating that
this is either the only machine running AD Agent, or this
is the central machine among a team comprised of one
or more “Satellite” machines running AD Agent.

« If the role of this AD Agent is “Primary” - Do the
following:
a. Make sure “Primary” is selected.

b. Click Next to display the page for specifying Web
Filter criteria (see Fig. A-23).

« If the role of this AD Agent is “Satellite” - Do the
following:

a. Select “Satellite”.
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4.

b. Enter the Primary agent computer name that will
delegate to this machine the areas of the network
to scan for end user logon/logoff events. This
satellite machine running the AD Agent will send its
logon/logoff event data to the primary machine
running the AD Agent.

c. Click Next to display the confirmation page (see
Fig. A-24).

If configuring a primary AD Agent, make the following
entries in the appropriate fields:

i

This infermation is used when the AD Agent transmits user session infarmation to the
86 fiter appliance

[¥ Enable transmissions to this appliance.

Appliance address: [z2000070023
Far: Sl
Bppliance passphiase: [P
[Repeat passphrasel:  [===
Deseriptive name [Ferer
Nomall the AD Agent sends small update transmissions ta the fiter appliance, containing

ol new user sessians, I some cases (such as when maintenanee has been performed
on the filter appliancal, it can bs useful to resend all data.

Cancel <Back [ Mews |

Fig. A-23 Web Filter criteria

a. Enable transmissions to this appliance - Click this

checkbox to enable the AD Agent configured on the
current machine to send information to the Web Filter
specified in this page.

b. Appliance address - Enter the IP address of the Web

Filter that will receive AD Agent logon/logoff event
information.

c. Port - By default, “26267” displays for the Web Filter’s
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port. This port number should only be changed if the
Web Filter is using a different port number.
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d. Appliance passphrase - Enter the passphrase that
was entered in the Passphrase field in the AD Agent
Settings pop-up window (accessible via the Enable/
Disable Authentication window).

e. (Repeat passphrase) - Re-enter the passphrase
entered in the previous field.

f. Descriptive name - By default “Filter #1” displays. A
descriptive name for the Web Filter can be entered in
this field.

5. After configuring the AD Agent in either a primary or
satellite role, click Next to display the confirmation page,
indicating whether the AD Agent started up successfully:

i

The AD Agent service started successfully

‘when yau dlick Clase, the 4D Agent control panel will spen. You can
make advanced configuration changes with the control panel if needed.

05 Wersion is Microsoft Windows NT 5.1.2600 Service Pack 2

Fleading Active Ditectory domain ies

Skipping service aceount changes

Granting full control to doagent_services for diectory C:\Program Filesh\8e6 Technologies\8s6 DC Agent and
Direrctoy recursion completed, 17 diectories updated.

Granting access to HKLMASOFTWARE\GeBDCAgent for doagent_services group

ACL adjustments completed

Saving configuration fils C:\Program Files\8s6 Technalogisshe5 DT Agentibinideagent config
Enabling global work allocation

Sharting service.

Service started successiully, configuration completed

4 |
Copy to Clipboard

Cocel | cBack | o |
Fig. A-24 Confirmation information

TIP: Any errors during the configuration wizard process display in
red text. If errors are present, or if any instructions are marked
“MANUAL ACTION REQUIRED," use the Copy to Clipboard
button to capture the log for reference by M86 Technical Support.

6. After the configuration wizard has successfully
completed, click Close to close the AD Agent configura-
tion wizard and to launch the Active Directory Agent
console, displaying today’s Activity log (see Fig. A-25).
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NOTE: Information about how to view and use the Activity log is
explained in the Activity tab section of Use the Active Directory
Agent console.

Use the Active Directory Agent console

The Active Directory Agent console is used for displaying
results of workstation probe searches, for running or stop-
ping the AD Agent service, and for configuring a primary AD
Agent or Agent team.

TIP: To access the Active Directory Agent console after the initial
setup process, go to Start on the Windows machine, and from the
M86 AD Agent menu select AD Agent Control Panel.

Activity tab

Activity displays by default at the end of the configuration
wizard process or if the AD Agent was configured as a satel-
lite, and also whenever the Activity tab is clicked in the
Active Directory Agent console of a primary AD Agent:

I =

8eb Active Directory Agent. 0" [— ~ " "
Sestions Aelealy |
Confiqurstion... | View as et [T View a5 spreadshest

Lsackod SN vy bog recoees o iy
Tae | Appkcsion | Level | Channel | Meszage =]
121658 Necan  Ag Neteca..  pratSmssnn Fd_lu_cobecln E45E.1,13 20010101101 RAPSERVERT Adrsstator LOGOU ¥ Urkrwm 20070125 20,
TETH00 NefScan  Mode  Metwa.  Husl 20010101135 enor 55 m NetwWhatal s run
121500 MetScan  Modie  Netica.  MwkitaPiobe 205 Enor peobing 200101 101,136, ewosis [455 /€ NwskisWoikstatiorPiobe_AccesiDeried
121300 Nemoen  Modue  Metsca.  Host 2001010700 enor B5 in Metwhatel sesEoum
11800 Moo Mo Nesoa  Host 20010 100 24T e 5 i et
121900 MefScan Mok Metsca HuwhataPiobe 71 E o peoteng 200 70 700 80, nlll»d'ﬂ G/ E N\N:kln\u" abstadierFiobe_Accrcd)pned
121900 NeScw  Mohis  Nebwca. Bk 307 Enor g 20010100211, mvce e E
121201 Nefiean  Detsl  Netsca.  HubitaPioba 130Uset togn ecconfimed for kgsehaourss 200105103154
121501 NeSesn  Ase Netsca.  pantSersion Fued to. cobector @I5E.1,13 200,10.101.13 EDACACHRISTIAS N Urkrew 2007-01-26 2012002 000141
10 NeSean Ao Wietsen  pentSession Fuid I colecter @ISE 11320010 100 24 ADMIN ZMILLAR N Urkrosr, 20070126 2114007 0001 011
1SN NeSean A Witsen  peniSession Fue_in_colecter @ISF 113 20010 101 ) GCWEHALINE M Unknawn 2007 01 26 203007 00010101 {
12180 Neean A Neteca..  pramssnn Frd_u_cobecln E45E.1.13 200103143154 SALES-TSFAN topuna  LUGUD ¥ Inkevactres 20070125 20,
TE1902 MefScan  Delsl  Mebwa.  MikalsPiobe 284 Use hogn econtmmed o kg sdimsi s al 2001010181
121502 NeScan  Aoe Netsca.  pantSersion Fud to. colector @ISE.1,13 200,10,101 34 RARSERVERZ Admiriststor LOGOO ¥ Unknown 20070126 201
1B Tienmd Age TrSocket  [0.0.0,0] Sttempting connection fa ‘200,10 101, 17426267
121802 MeSern Mo Nesea  Hodt 20010101 73 5 il rum
12191 MefScan Mok Metsca HuwhstaPiobe 174 E i geobeng 200 W W1 79, e e &5 S E_NweshlawiorksdalorPiobe_Accrcdbemed
12180 Neean  Ag Netsca..  goniesenm . colechn GSE1,13 2010107, 73 GURNAGANA N Urkrsoom 200701 26 20191022 000101 0
12150]  MeScan  Modde  Nesca.  Host 20010101143 encr 85 in Metwitall seErum
121500 Mehcan  Modie  Netica.  MwkitaPiobe 161 Enor peobing 200101 101,142, ewoeis [455 /€ MwskisWoikstatiorPiobe AccesiDeried
1803 NeSean Ao Witsen  peniSession Fud_In_colecter @ISE 113 20010 101 142 EDACAFANA M Unknawn 2007 01 26 201 3137 00010101 (
13803 MeScan  Mndie  Metsen  Host 20010 101 181 enor &5 in Newhatall e ram
TZ1903 MefScan  Modue  Metwa.  MikasProbe 152 En peobeg 20090107, 161, e
1Z1803 Necan  Ag Nisea st b o ety B1SE 115 20010107 161 EDACTAAS N Uk 2007407 25 201503 £ (0010101 00
121504 Mecan  Modde  Newca.  Hoat 2001010181 emor 85 in Metwkital) sedrum
121304 Necan  Modue  Metca.  MwkataPiobe 244 Enor probing 20090.901.01, enosis [455 /€. NwsklawirkstatiorProbe,_Accesienied
1808 NeSean A Witsen  peniSession Fud_tn_colector @ISF 113 200 10 101 81 GCASIA2 W Urknour 200701 26 2015047 00010101 00-00
121504 Trream ol Agp TeSocket A0 10 V00735 84594 5 0010 100 1748 26067 Corwe dexd
121504 Trarsud Delsl  TsHew. COMMHECT SUCCESS 200101001 74 26067 -
i 5

Fig. A-25 Primary AD Agent console, Activity tab
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5

In this tab the activity log displays, comprised of rows of
records for the most recent activity on the current machine
running the AD Agent. The most recent activity displays at
the bottom of the log.

TIP: To stop the activity log from automatically scrolling, right-
click in the table and de-select the “Auto-scroll” checkbox. Click
this checkbox again to enable automatic scrolling.

For each row in this table, information is included in the
following columns:

» Time - time the activity was logged (in local military time,
using the HH:MM:SS format).

» Application - program in AD Agent that produced the
record (e.g. Netscan, Transmit, Monitor, Collector,
Logscan).

» Level - severity of the filter used by the application (e.g.
App, Error, Detail, Module).

» Channel - type of information that was logged for the
record, as defined by the application and its configuration
file contents (e.g. NetscanWorkstationProbe, Transmit-
Control, Collectorintake, EventLogParsing).

» Message - detailed information about activity for that
record.

NOTE: Any record that displays in red text indicates an error on
the server. All errors reported in this log will be sent in a daily
email message to the designated administrator (see the Notifica-
tions page Active Directory Agent Configuration window ).
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The following actions can be performed via the Activity tab:

» View/download the activity log in the text file format -
Click the View as text button to launch a Notepad file
containing the contents of the activity log.

* View/download the activity log in the Excel spreadsheet
format - Click the View as spreadsheet button to launch
a spreadsheet in Microsoft Excel containing the contents
of the activity log.

» View/modify primary AD Agent configuration, stop/start
AD Agent service - Click the Configuration button to
open a pop-up window containing AD Agent configura-
tion tools and configured settings (see Active Directory
Agent Configuration window).
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Sessions tab

Sessions displays by default when the Active Directory
Agent console is launched on a machine running the AD
Agent in the primary role, or whenever the Sessions tab is
clicked in the console of a primary AD Agent:

[ ek Al Direxbury Agent I [=] 5

Beb Active Directory Agent. |

YYeta

Sewoons | Aty |

Confiqueation... 1] Properties ¢35 Probe workstation [T view a5 speeadshont

Uses [ 1F Fubtbess [ wesk et [Logn [Eme [Doman | Vewd | =
[ 1662549715 GCDAR 91401 0000 0125082
g G010 GCERARR 9101 0000 0123150
ff dcinavator 2001031005 NAPSERVAT a0z LoG00 025082
€ dcirsnois PNIGIGE RAPSERVR? mmes LGN ms0aza
E 2001003 10 BE AT SVR man o mrs oy
0 e NGIEIN  SALESIGH s LOGUO N2 ez
B NGIEITH  MARKETSNIK o 0w N2 ez
0 eed 0103103137 SALESAROD a5 LoG00 01,25 0323
I 2003130 GAGLAPTOR 21401 0000 01/2503.23
g 20103103141 EDOCOTAY 2101 0000 ns0e2
€ oo ANIIB1  SALESCRRD msn0es LGN M 0a2
E IR IERTICRE ALTTING SR maAn mm 2% 08 30
0 by MNGEIEIY  SALESCOUG s LOGUO N2 ez
£ e 200103108150 SALESRGALL aEEs LaGo0 01250823
£ 0103103151 SALESAAL a5 LOG00 01/25 0323
g 20103103153 MARKETHEE 010000 [455 01231018
& tapun ANIBIRIGE SAFSTSRUN msE e LGN ms0a2a
5 ANIIRITE  HEJHICE o oo mes0em
ﬂr:ln 2000V VI 156 TECHJEDIN mAzmor Los00 ms2a0maE
6 ot ANGIEIE  SALESHOOES nAzEa LOGUO N2 ez
m 200103103150 SALESOIL 101 0200 01250823
£ ode 003161 SALESFD0D anzorE LoG00 0125002
g 00100100162 SALESAAR a1/01 0000 025082
€ oia ANIRIBIET  SAFSEDIE mAzeiz LGN ms0aza
€ stan ANIIBIEE  SALFSABRUN maE0es LGN me0aza
o Do ADMNORG e . Pl =l

Fig. A-26 Primary AD Agent console, Session tab

NOTE: The Sessions tab does not display on machines config-
ured to run AD Agent in the satellite role.

In this tab the session table displays, comprised of rows of
end user login/logout activity records retrieved by probes
set up on all servers (primary and satellite) running the AD
Agent. For each row in this table, information is included in
the following columns:

» User - User profile icon and user name set up on the
Windows server, or machine icon and no user name if a
user was not detected at the designated workstation.

e |P Address - IP address of the workstation.

* Workstation - Network name of the workstation.
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» Login - Date and time the end user last logged in (using
the MM/YY HH:MM military time format). If 01/01 00:00
displays, the end user has not logged on at that worksta-
tion since the AD Agent service was installed on the
network.

» Error - If an error code displays, see Troubleshooting at
http://www.m86security.com/software/8e6/hlp/
adagent/6troubleshoot.html for a list of probe error
codes and their corresponding issues.

« Domain - Name of the domain to which the user account
belongs.

» Verified - Date and time (using the MM/YY HH:MM mili-
tary time format) when the workstation’s status was last
verified.

The following actions can be performed in the Sessions tab:

» Sort session table data - Click a column header to sort all
rows in the table in descending order by that column.
Click the column header again to resort all rows in the
table in ascending order by that column.

* View/download the session table in the Excel spread-
sheet format - Click the View as spreadsheet button to
launch a spreadsheet in Microsoft Excel containing the
contents of the session table, plus additional columns of
data (see Session table spreadsheet).

» View Properties of an end user’s record - The Sessions
Properties window shows detailed information about a
record in the session table, and is accessible by clicking
the Properties button, or double-clicking or right-clicking
the end user’s record (see Session Properties window).

* Probe a workstation - The Workstation Interactive Probe
window provides tools to probe a workstation on
demand, and is accessible by clicking the Probe worksta-
tion button, or right-clicking the end user’s record (see
Workstation Interactive Probe window).
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* View/modify primary AD Agent configuration, stop/start
AD Agent service - Click the Configuration button to
open a pop-up window containing AD Agent configura-
tion tools and configured settings (see Active Directory
Agent Configuration window).

Session table spreadsheet

The session table spreadsheet contains the contents of the
current session table plus these additional columns of data:
Record Type; Logged in (*Y” or “N"); Login type (“Interac-
tive” if the end user is logged in and detected by the probe,
or “Unknown” if the end user is not logged in or is unde-
tected by the probe); Last update date and Verified time
(each using the YYYY-MM-DD HH:MM:SS military time
format), Update source (type of probe used), and Quality of
the data source (percentage).
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Session Properties window

1. To view detailed information about a record in the
session table, do one of the following:

M86 SecuriTy User GUIDE

Double-click the record in the session table to open the
Session Properties pop-up window

or

Click the record in the session table, and then click the
Properties button to open the Session Properties pop-
up window

or

Right-click the record in the session table, and then
select Properties from the pop-up menu to open the
Session Properties pop-up window:

{2} Session Properties |

User name: Adrministrator
‘wforkstation: RAP-SERVRT

Domain; LOGOO

IP address: 200.103.103.5

Login time: 1/23/2007 8:42:00 AM
Werify time: 1/25/2007 B8:26:45 AM
Lagin type: Interactive

Update source: Probe MNWESTA

Last emor.

Last updated: 1/25/2007 5:28:45 AM

Close

Fig. A-27 Session Properties window

This pop-up window contains the following information:
User name; Workstation name; Domain name; IP
address; Login time and Verify time (each using the M/
D/YYYY H:M:SS AM/PM format); Login type ("Interac-
tive" if the user is logged in and detected by the probe,
"Unknown" if the user is not logged in or is undetected
by the probe); Update source (type of probe used);
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Last error (an error code displays if the probe failed to
successfully identify the end user); Last updated
(shows the time data last changed for the end user’s
workstation, using the M/D/YYYY H:M:SS AM/PM
format).

2. After viewing the contents of this pop-up window, click
Close to close the window.

Workstation Interactive Probe window

1. To access tools to probe a workstation on demand, do
one of the following:

Click the record in the session table, and then click the
Probe workstation button to open the Workstation
Interactive Probe pop-up window

or

Right-click the record in the session table, and then
select Probe Workstation from the pop-up menu to
open the Workstation Interactive Probe pop-up
window:

Sl
IPAddress: 200.103.1035  MukstaFrobe Wi Probs Clear log ¥ Close

101 4 In-memory session table record for this workstation: L:LOGO0 A dministrator . IP-200103.103.5 . W:RAP-SERVRT . LUO1/2523:¢ »
1 4 Extended attributes: s=Probing lp=1/25/2007 3:42:21 PM

101 4 NwstaProbe 16 Starting itern U:LOGOO \Administrator . IP:200.103.103.5 . W.RAP-SERVRT . LU:01/2523:40:382
101 4 NuwkstaProbe: 15 User login re-confirmed for logoohadministrator at 200.10.101.101

Frobe completed. result=200

Success @ISE113 20010101101 RAP-SERVR1T Administrator LOGOD v Unknown 2007-01-26 18:48:3

m 4 In-memary session table record for this warkstation: U:LOGOO N dministrator . IP:200103103.5 . WoRAP-SERVAT . LU:01/25 23
1m 4 Extended attributes: s=Probing Ip=1/25/2007 3:42:21 PM

m 4 ‘wimiProbe: 15 Starting ‘WM probe on machine 200.103.103.5

| | |

User: LOGOO Administrator
Wiorkstation: RAP-SERWR1

Fig. A-28 Workstation Interactive Probe window

The IP Address of the workstation displays above the
blank screen, along with the following buttons: Nwksta
Probe, WMI Probe, Clear log, X Close.

Beneath the blank screen, the following information
displays: User domain name and username, Worksta-
tion name.

M86 SecuriTy User GuiDE




APPENDIX A: AUTHENTICATION OPERATIONS ACTIVE DIRECTORY AGENT

2. Click either of the probe buttons to activate the probe
search on demand:

* Nwksta Probe - this is the default probe used for iden-
tifying workstations. This probe requires the user’s
domain account to have administrator permissions on
the workstation if running on a Windows 2000 Profes-
sional operating system.

» WMI Probe - this probe is disabled by default and can
be enabled via the Options page in the Active Directory
Agent Configuration window. This probe (which takes
longer to identify an end user) requires the
dcagent_service account to be a Domain Admins
group member.

NOTE: An error code displays in the probe results if the probe
fails to run successfully. Consult the list of troubleshooting codes
for more information about the error.

@ TIP: Click Clear log to clear the screen of probe results.

3. After performing the necessary actions in this window,
click X Close to close the window.
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Active Directory Agent Configuration window

The Active Directory Agent Configuration window lets you
modify settings for the AD Agent team, if there are changes
to the AD Agent setup or to the Web Filter on your network.
For satellite hosts, most of this information can only be
viewed on the pages in this window, but the role of the AD
Agent can be changed from satellite to primary, and the
service also can be stopped or started.

1. Click Configuration on either the Session tab or Activity
tab to open the Active Directory Agent Configuration
window:

| A e Dires beary Aupend Configurabion =

Domans Service Appllance Agenk hegts Ophions  Notifications

~ R LOGO.COM [LOGO0)
&8 PRNTSVWR
B RASSVR
B Loco

X Conce
Fig. A-29 Primary host Configuration, Domains

The Domains button displays by default, showing the
selection of Active Directory domains and domain
controllers on your network.

2. Click any of the following buttons to go to the page of
your selection:

» Service - used for viewing/modifying the status of the
service, or stopping/starting the service.

» Appliance - used for specifying Web Filter transmis-
sion criteria on the primary host, or for viewing this
information on a satellite host.
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» Agent hosts - used for specifying the role (primary or
satellite) the AD Agent will play on the current machine
being configured.

» Options - used for specifying configuration options for
the primary host, or for viewing this information on a
satellite host.

» Notifications - used for setting up email criteria for the
administrator of the primary host to be notified in the
event of a critical system error, or for viewing this infor-
mation on a satellite host.

NOTES: The Ok and Cancel buttons at the bottom of this window
are deactivated by default and become activated if entries are
made in any of the pages.

For satellite hosts, fields in all pages display greyed-out. The
following message displays at the bottom of the window on all
pages except the Service page: “These settings cannot be modi-
fied because the service mode for this machine is set to 'satellite’.
The primary server (server name) can be used to make team-
wide configuration”.

3. After making all configuration edits, click Ok to save your
settings, close the Active Directory Agent Configuration
window, and to restart the AD Agent.

NOTE: For existing satellites, changes made to the Agent team
are automatically distributed, and satellite services automatically
restarted.
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Service page

1.

Click Service to display the Service page:

| A e Dires beary Aupend Configurabion =

Domans Service Appllance Agenk hegts Ophions  Notifications

The AD Ageri
Wdows: 5 i o etz velh
e R e

S sl Burrmng Her

Stop Socs |

The Prirsay st assigres wisk, 1 s atell d st
of yous restreoek. Hoemally his asognimend process it subomatic. bt there we tome shusiond
in hich ba A by bercing Jeidaln abiigranbets, An

[0

Ereviouty oine +alilhe hay been Ercughs back celne.
[T pe——

The Rzt Team Sahe button caues the enie heam [Primary ard S slelives) 1o futh ol

Peset Team State
o

Fig. A-30 Primary host Configuration, Service

The Server status displays to indicate the status of AD
Agent on the current machine: Running, StopPending,

Stop, StartPending.

. Perform any of the following actions:

» Start Service - This button is activated if the AD Agent
service is not running. Clicking this button begins

running the AD Agent service.

» Stop Service - This button is activated if the AD Agent
service is running. Clicking this button stops running

the AD Agent service.

» Refresh work assignments - This button is activated
if the AD Agent service is running on the primary host.
Clicking this button forces the primary Agent to recal-
culate the delegation of work assignments to all satel-

lite hosts.
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* Reset Team State - This button is activated if the AD
Agent service is running on the primary host. Clicking
this button flushes all accumulated session data for the
entire team (primary and satellite hosts), except the
configuration file, and newly rebuilds all data.

Appliance page
1. Click Appliance to display the Appliance page:

(B e Dty At Conbiration x|

Domans Service Appllance Agenk hegts Ophions  Notifications

v sends uper i L directly to the B
Wi suoharice, This - o Bk o AD Ao
vt the sgplance

¥ Enatls ransmissions 1o this sppkance.

Bepbircs wkbust [rooioioozs
Apphance s =
e N
Descrptive rane [Frem

Ny e apghace, ool

o the fiter agpphance]. # can be wehd o iesend ol data

Ritarad ol clals
X caee
Fig. A-31 Primary host Configuration, Appliance

By default, the fields in this page are populated with
entries made during the configuration wizard setup
process. If necessary, changes can be made to any of
these fields for the primary host.

2. If necessary, click the following objects on a primary host
to perform the specified actions:

» “Enable transmissions to this appliance” - De-select
this option if the Web Filter should not be receiving
data from the primary host.

» Resend all data - Click this button to resend the entire
session table from the primary host to the Web Filter.

@ TIP: View the Activity log for transmission results.
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Agent hosts page
1. Click Agent Hosts to display the Agent hosts page:

(B e Dty At Conbiration x|

Domans Service Appllance Agenk hegts Ophions  Notifications

AD Agenk teivers Can be configured fon st “priman” o “ratelite” ioke. IF pou have
oy one AD Agent erver on your network, it thould be the primary, I wou have mulipls
‘werven, one should be designated as the pamany and the offers should be M For
Eteimatnn shout

appkonees, mliple dernare o4 boresls, cle: | cheh Hely

o Primary - Helo
Prenary terver M

A Aagerd cmrvers
Mm [nde [Stenm |
Fuewep  Qrire
r.IOIIN o NEH Sl Onies
[Fionisn | Satelln  Orkew

Cordguention

) i

Carcl

Fig. A-32 Primary host Configuration, Agent hosts

By default, the fields in this page are populated with
entries made during the configuration wizard setup
process. The Role field displays the function of the AD
Agent (“Primary” or “Satellite”) on the current server. The
Primary server field displays the name of the primary
server—greyed-out on servers functioning as the primary
host.

The AD Agent servers list box includes all AD Agent
hosts that have been manually added to the list box on
the primary server. This list box displays greyed-out on
servers functioning as satellite hosts.

2. The following buttons are activated in the specified
scenarios:

» Add - On a primary host server, clicking this button
opens a dialog box in which a new satellite is set up
and added to the list box.

 Remove - On a primary host server, selecting a satel-
lite in the AD Agent servers list box and clicking this
activated button removes the satellite from the list box.
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» Configuration - On a primary host server, selecting a
satellite in the AD Agent servers list box and clicking
this activated button opens a dialog box in which
servers and/or workstations to be scanned by the
satellite are specified.

» Status - Selecting an AD Agent in the list box and
clicking this button opens a pop-up window showing
the current workload on the specified machine running
the AD Agent.

Add a satellite

On a primary host server:
1. Click Add to open the Add New Satellite pop-up window:

Add New Satellite

Enter the name of the satellite machine to be added to the team. &ny Windaws XP.
2000, or 2003 machine can be used as a satellite:

Satellite machines perfarm netwark scanhing tasks assigned ta them by the primary
machine

You must alsa install the AD Agent software on the satellite machine.

Machine name: ||
Carcel_|

Fig. A-33 Add New Satellite

2. Enter the Machine name of the Windows 2000/2003/XP
machine that will function as a satellite.

3. Click Ok to accept your entry and to close the dialog box
and to add your entry in the AD Agent servers list box.

Remove a satellite

On a primary host server:

1. Select the satellite Machine in the AD Agent servers list
box.

2. Click Remove to remove the satellite from the list box.
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Configure a satellite

On a primary host server:

1. Select the satellite Machine in the AD Agent servers list
box.

2. Click Configuration to open the Satellite Agent Configu-
ration dialog box:

[f satellite Agent Configuration =10l x|

Machine name: TJONESTT

Servers on the netwark, [both Domain Contrallers and file / prink servers] can be assianed to individual A0
Agent satellites. When a server is assigned to a satellite, that satellite is responsible for scanning the server
regularly to retieve Lser session information.

Only servers which have been detected az Domain Controllers or which are explicitly listed in the "Other
Servers' list in Options configuration group may be assigned.  Each server can be assigned to only one
satellte.  Any unassigned servers will be automatically assigned by the Primary agent.

Assigned servers: |HAP-SEHVFH RAP-SERVAZ

Satellite agents can be assigned to perform worlkestation status probes on any set of workstations in the
network. Workstation sets are selected by defining IP address fiters here. I pou do not specify filters for
this satellits, the Primary agent will assign workstations sutomaticaly

Netmask addiess. 200.10.101.0, subnel mask 256.255.25¢. |7 A ]
Fangs 1001010120t 100107101 100 L !
1P Address Fiters E—
0K Caneel

Fig. A-34 Satellite Agent Configuration

The names of Assigned servers and IP Address Filters
previously entered in this dialog box display, indicating
the servers and/or machines this satellite has been
manually assigned to scan. If entries are not made here,
the primary host will automatically assign servers/
machines for this satellite to scan.

3. If the satellite being added will be assigned specific
servers and/or machines to scan, enter that criteria:

« If the satellite will be manually assigned one or more
specific servers to scan, enter the name(s) in the
Assigned servers field, leaving a space between
each server name.
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If the satellite will not be manually assigned any
machines on the network to scan, click OK to close the
dialog box and to display any entries (if made) in the
Assigned servers field of the Satellite Agent Configura-
tion dialog box.

* If the satellite will be manually assigned one or more
machines to scan on the network, click Add to open
the IP Filter Properties dialog box:

IP Filter Properties
There are two types of IP address fiters: a Netmask fiter specifies a network address and
subnet mask, while a Range fiter specifies lawer and upper IP address values.
wiarkstatians which meet the filer criteria wil be assigned to this satellte for session
maintenance,
& Netmask Network addrsss:  [200.10.101.0
Filter type:

" Range Subnet mask: 255,255, 266,243

Cancel
Fig. A-35 IP Filter Properties dialog box, Netmask

4. In the IP Filter Properties dialog box, go to Filter type
and specify whether a subnet or IP address range will be
used as criteria for determining which machines to scan:

» To specify a subnet to scan, choose the default
“Netmask” and make the following entries:
a. Enter the Network address.
b. Enter the Subnet mask.

c. Click OK to close the dialog box and to display your
entries in the IP Address Filters list box of the
Satellite Agent Configuration dialog box.

» To specify an IP address range to scan, choose
“Range” and make the following entries:

IP Filter Properties

There are two types of IP address fikers: a Metmask filker specifies a network address and
subnet mask, while a Range filter specifies lower and upper IP address walues.
“wlarkstations which meet the filker criteria will be assigned to this satellite for session

maintenance.
1 MNetmask Lowest IP address: 100.10.101.20
' Rangs Highest IP address: 100.10.101.100

Cancel
Fig. A-36 IP Filter Properties dialog box, Range

Filter type:
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a. Enter the Lowest IP address in the range.
b. Enter the Highest IP address in the range.

c. Click OK to close the dialog box and to display your
entries in the IP Address Filters list box of the
Satellite Agent Configuration dialog box.

5. In the Satellite Agent Configuration dialog box, click OK
to close the dialog box.

Check the status of a satellite

To check a specific host’s current workload—to determine
whether or not the workload needs to be redistributed:

1. Select the Machine in the AD Agent servers list box.

2. Click Status to open the Status Detail window:

Machine name: ~ TJONES71 Rols:  Pimary Help Close

Last status update;  2/1/2007 1:00.03 PM

Period end | ‘Waorkstations | Avg. queus age | Memorp used | CPU used | Verfycount | Threads | Sources

1300 % 03 3.2Hb 101% 2 S Hetso MonitorF NetscanP
1250 % 034 38.2Mb 106% 2 91 MonitorPiocStats NetscariworkStats, CollectorFioc
1240 26 0:43 382Mb 96% 21 g1 MoritorProcStats CollectoiProcStats NetscanProct
1230 % &2 382 Mb 101% 21 91 MoritoiPiocStats NetscariworkState NetecanFroc
1220 % ] 2Mb 10.4% 21 91 MonitorPiocStats CollectoProcS tats Metscanw/ork
1210 % 044 2Mb 101% 2 91 CollectorProcStats Metscaniw/olkStats MaritorPrac
1200 % 045 B2 Hb EAES 2 91 MoritorProcStats MetscariworkStats CollectorProc
11:50 % 123 B.2Hb 00% & 91 MoritoiPiocStats NetscarhworkStats NetseanProc
11:30 &5 213 282 Mb 33% 54 75 MonitoPiocStats NelscanProcStats Netscaniwork
11:20 &5 210 28.2Mb 54 75 MonitoFiocStats NelscarPiocStats Netscanwork
4] | |

Fig. A-37 Status Detail

The Machine name of the AD Agent host displays, along
with the Role of the server (“Primary” or “Satellite”), and
the Last status update (using the M/D/YYYY H:M:S AM/
PM format).

The following columns of information display for each
record in the table:
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» Period end - the time period (using the HH:MM military
time format) of each 10-minute interval in which
servers/machines were scanned. The most recent 10-
minute interval displays as the first record among the
rows of records.

» Workstations - the number of workstations included in
the local session table for this host during the specified
time period.

» Avg. queue age - the average amount of time it took to
probe a workstation (using the M:S time format) during
the specified time period. If using the default five-
minute interval (specified in the Options page), any
interval of time greater than the amount shown in this
column may signify a problem in probing some work-
stations on the network.

* Memory used - the amount of memory used by the
host during the specified time period.

» CPU used - the average percentage of CPU used by
the host during the specified time period.

 Verify count - the number of workstations verified by
the probe scan for the specified time period. If this
count is lower than the number of Workstations
probed, the amount shown in this column may signify a
problem in verifying some workstations on the
network.

» Threads - the number of units comprising the workload
for the specified time period. An unusually high
number of threads may indicate a problem with the
workload for the host.

» Sources - a list of the modules that reported during the
specified time period in which data was obtained.

3. Click Close to close this window.
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Options page
On a primary host server:
1. Click Options to display the Options page:

Active Directory Agent Configuration 5‘

Domains Service Appliance  Agent hosts  Options  Notifications

The agert reads the domain contoller's security event Log to detect user lagirs.

“wihen the agent starts up, it performs a scan-back of recent event log history

to "catch up® to the current state of active users. “You can limit how Far back in time this
scan-back will search

M amimum event log history scan-back: |72 haurs.
The agent issues network "probes' to each known warkstation to werify the curent user
and detect logoffs.  The agent automatically selects the best probe type for each

work station when both are enabled. *wMI probes are dizabled if the doagent_service
user account is not a member of the Domain Admins group.

I™ " Enabie Wil workstation probss
¥ Enable Metwikstallseif num workstation probes
Minirurn probe interval: |5 minutes
If probes are enabled and this option is selected. the agent automatically logs off the last

kenawn uzer when a probe failz bo find the workstation. Disable this option if the
Windows firewall or other network barier is causing unwanted auto-logoffs

v Autologolt unrespansive workstations
Specify file or print servers to be scanned.  The agent will scan these to discover

workstations which are not found by other means. Do nat list domain controllers. Use
spaces to separate server names,

Other servers: |HAF-SEHVHT R&P-SERVRZ PRINTSYRT PRINTSVRZ

% Cancel
Fig. A-38 Primary host Configuration, Options

2. Modify entries or make selections in this page as perti-
nent to your AD Agent setup:

* Maximum event log history scan-back: By default,
72 hours displays as the number of hours of activity for
scanning all domain controllers and including this infor-
mation in the newly-built activity log. The entry in this
field applies only to scenarios in which the AD Agent
console opens for the first time, or when the AD
Agent’s state has been reset to purge all current data
and new data is nheeded to rebuild the activity log (see
Reset Team State option in the Service page).

» “Enable WMI workstation probes”: By default, this
probe process is not selected to run.

NOTE: In order to use this probe, the dcagent_service account
must be a Domain Admins group member.
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“Enable NetWkstaUserEnum workstation probes”: By
default, this probe process is selected to run.

Minimum probe interval: By default, 5 minutes
displays as the interval of time in which the selected
probe type(s) will probe workstations.

“Auto-logoff unresponsive workstations”: By default,
this checkbox is checked, indicating that any worksta-
tion a probe fails to find will be automatically logged off
in the activity log.

Other servers: By default, this field is blank. If there
are servers to be probed on the network, enter the host
names of all servers, including a space between each
name. Any server listed in this field will be assigned a
host—unless a satellite host has already been
assigned using the Satellite Agent Configuration dialog
box, accessible via the Agent hosts page.

NOTE: Domain controllers should not be added to the Other
servers list.
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Notifications page
On a primary host server:

1. Click Notifications to display the Notifications page:

Active Directory Agent Configuration 5‘

Domains Service Appliance  Agent hosts  Options  Notifications

The A0 Agent can rend e-mail natifications to an administrator
you designate. Notifications are generated in response to serious
system erors only.  Specify the recipient and SMTP mail server
configuration here.

¥ Enable e-mail notifications

Recipient email address: | jsmith23lago.com
SMTP server: LOGOD

Port 25
Sender email address: deagent_service@logo.com

Send test message

0k | ¥ Cancel

Fig. A-39 Primary host Configuration, Notifications

2. If using an SMTP server, enter the following criteria to
specify the email address to be used in the event of a crit-
ical system error:

« “Enable e-mail notifications” - Click this checkbox to
activate the fields in this page.

* Recipient email address - Enter the email address of
the recipient of server error messages.

e SMTP server - Enter the IP address of the SMTP
server.

» Port - By default, 25 displays as the port number used
for sending email. This port number should be
changed if the sending mail connection fails.

* Sender email address - Enter the email address of
the server sending the email message.
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3. Click Send test message to test the email setup connec-
tion. Make any necessary modifications to your entries if
the sending mail connection fails.

NOTE: The primary AD Agent sends an alert email message
each day to the administrator’s email address designated in this
page. This email message includes all alert messages for that
day.
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APPENDIX B: OBTAIN, EXPORT AN
SSL CERTIFICATE

When using Web-based authentication, the LDAP server’s
SSL certificate needs to be exported and saved to the hard
drive, then uploaded to the Web Filter so that the Web Filter
will recognize LDAP server as a trusted source.

This appendix provides steps on exporting an SSL certifi-
cate from a Microsoft Active Directory or Novell server—the
most common types of LDAP servers. Also included is infor-
mation on obtaining a Sun One server’s SSL certificate.

Export an Active Directory SSL Certificate

Verify certificate authority has been installed

1. From the console of the LDAP server, go to Start >
Programs > Administrative Tools > Certification Authority
to open the Certification Authority window:

{E# Certification Authority
o vew ||« o [E@E BB w |

Ha | Deseription |
EAgzdamain.local Certification Authority

(2 Palicy Settings

\ [
Fig. B-1 Certfication Authority window
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2. Verify that the certificate authority has been installed on
this server and is up and running—indicated by a green

check mark on the server icon (see circled item in Fig. B-
1).

Locate Certificates folder

1. Go to Start > Run to open the Run dialog box. In the
Open field, type in mmc.exe to specify that you wish to
access the Microsoft Management Console:

CEEE—— 2x

Type the name of a program, folder, dacument, or
Internet resource, and Windows will open it For vou.

=l
Ok I Cancel | Brawse. .., |

Fig. B-2 Run dialog box

2. Click OK to open the Console window:

EIETE
| console window e || [ & |
EIIBTE

| detion  iew  Favorites || 6= = | B| =2

Tree | Favorites | Name I

B - oo

Fig. B-3 Microsoft Console window
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3. From the toolbar, click Console to open the pop-up
menu. Select Add/Remove Snap-in to open the Add/

Remove Snap-in dialog box:

Add/Remove Snap-in 21x|
Standalone | Extensions |
Use this pige to add or 1emove a standelone Snapin from the console

Snapins added to: [55 [a

al

Aeld.. Remove fbout., |

Carcel
Fig. B-4 Add/Remove Snap-in

4. Click Add to open the Add Standalone Snap-in dialog

box:

Add Standalone Snap-in 21x|

Available Standalone Snap-ins:
Snap-in [ vendor [«
Active Directory Domains and Trusts Microsoft Corporation
[ Active Directary Gites and Services  Microsoft Corporation
< Active Directory Users and Computers Microsoit Corporation
gﬁmclwex Cantral

Certificates Microsoft Corporation
@ Certification suthority Microsoft Carporation
Component Services Microsoft Corporation
Q Computer Management Microsoft Carporation
Device Manager Microsolt Corporation
DHCP M ft i =
g jcrosoft Coporation. o
Descrption

The Certificates snap-in allows pou to browse the contents of the
certificate stores for yoursell, 2 service. or 3 computer.

Fig. B-5 Add Standalone Snap-in

5. Select Certificates, and click Add to open the Certificates

snap-in wizard dialog box:
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Certificates snap-in x|

Thiz shap-in will always manage certificates far.

" My user account
" Service account

& Computer account

< Back I Next » I Cancel

Fig. B-6 Certificates snap-in dialog box

6. Choose “Computer account”, and click Next to go to the
Select Computer wizard page:

Select Computer x|

Select the computer you want this Snap-n to manage.

This snap-in will always manage:

@ Local computer: [the computer this console i running on)

£ another computer I Browse |

I Allaw the selected computer to be changed when launching from the command line. This
only applies if you save the console.

< Back. I Finish I Cancel
Fig. B-7 Select Computer dialog box

7. Choose “Local computer: (the computer this console is
running on)”, and click Finish to close the wizard dialog
box.

8. Click Close to close the Add Standalone Snap-in dialog
box. Click OK to close the Add/Remove Snap-in dialog
box.
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Notice that the shap-in has now been added to the
Console Root folder:

" Lonsole1 - [Consoke Root| Certificates (Local Compater)\Personsl Certificates] B =10 x|
B Console Wndow eb DEE [ -8
| eton gow Erotes || 4= o+ (B B DG S
Tree | Favries | [rssmd v0_ [ sy | + [
Dcomerom | Edzocoaserver. qczdeman ocal ac2deman.bocsl 6712005 =
= [ Coficabes (Local Compader) (B acdorman.kocsl actdoman ksl b7z <
1 Prrsonal
= |

5 1 Trustes Riot Certtation Authoeke

e ) Enkerprise Trust

e ] Inkermeddate Certfication Authorte

e ] Trusted Publishirs

] Untrusted Cortficanes

w0 ] TPty Roct Cortficaton satho

] Trusbeed Pocspin

v I Centicate Ereoliuent Rrumsts

B 21 5°C

o | S| _ 2l

Persorusl shors contain 2 osrtiicales.

Fig. B-8 Console Root with snap-in

Export the master certificate for the domain

1. Go to the right panel of the Console and select the
master certificate for the domain that you just added.

2. Right-click the certificate to open the pop-up menu, and
select All Tasks > Export:

‘i Lonsole1 - [Lonsole Root'\Lertificates (Local Computer ) Persanal\Certificates] T 1ol x|
[ Convols o _ o D& W M -lex
_Buwimm_oo-v@m;mxw@@ |
Teoe | Favories | [ s ng I [
] Conscle oot () 2o00acserver. oc2doman. kocal neadomain local E{T[2006 h
=i ) Covificates (Locel Conpater) Open

= ] rwssnd

i Gt EEXCTED over

¥ L Tousbedd Rk Crtiieation Autheriie

& ) Enerepeisn Trust cut Riequest Certiicabe with New Kery...

%) ) hermadate CertPication Authortis Cop Faquest Carti¥icale with Same Cay...

6 (] Trusted Pbbshars Dekete Renew Certificate wth hew Key...

%) Uninusted Cortificates Renwsy Cortificatn wih Same Ley. ..

] Thnd-Puarty ot Certiication Authe

] Trusted Peophs

- ) Certifate Ervolivert Reguests

w0 e
“ | »ilal 5

Expert a cortfksio

Fig. B-9 Select the certificate to be exported
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This action launches the Certificate Export Wizard:

Certificate Export Wizard

Welcome to the Certificate Export
Wizard

This wizard helps you copy certificates, certificate krust
lists and certificate revocation lists from a certificate
store b your disk.

A certificate, which is issued by a certification authority, is
a confirmation of your identity and contains information
used to protect data or to establish secure network
conneckions, A certificate store is the system area where
certificates are kept,

To continue, click Next.

< Back I Hext > I Cancel

Fig. B-10 Certificate Export Wizard

3. Click Next to go to the Export Private Key page of the

wizard:

Certificate Export Wizard

Export Private Key

‘fou can choose to export the private key with the certificate.

Private keys are password protected. IF you want to export the private key with the
certificate, you must type a passward on a later page.

Do you wank ta expart the private key with the certificate™

" Yes, sxpart the private key

¥ No, do not export the private key

« Back I Mext > I Cancel

Fig. B-11 Export Private Key

4. Select “No, do not export the private key”, and click Next
to go to the Export File Format page of the wizard:
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Certificate Export Wizard L =i

Export File Format
Certificates can be exported in a variety of file formats.

Select the Format you want ko use:

" DER encoded binary %.503 { CER)

@ Base-64 encoded ¥.509 {.CER)

' Cryptagraphic Message Syntax Standard - PKCS #7 Certificates (P78}
I~ Include all certificates in the certification path) i possible

' Personal Information Exchange - PRES #12 ([ PRK)
™| Iclude el certificates in the certification path i passible
I™ | Enabl= strona protection (requires 1 5.0, N1 4.0/584 or sbove)

™| Delete the private key if the export is successful

< Back I Next = I Cancel
Fig. B-12 Export File Format

5. Select “Base-64 encoded X.509 (.CER)” and click Next
to go to the File to Export page of the wizard:

Certificate Export Wizard Q x|

File to Export
Specify the name of the fils you want to export

File name:

E:idomain.cer Browse. ..

< Back I Next > I Cancel

Fig. B-13 File to Export

6. Enterthe File name of the file to be exported, followed by
the .cer extension. Click Next to go to the final page of
the wizard:
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Certificate Export Wizard x|

Completing the Certificate Export
Wizard

You have succassfully complsted the Cartificats Export
wizard.

‘You have specified the Following settings:

File Mame Eridom
Export keys Mo
Include all certificates in the certification path  No
File: Format Basetd
0 — | Bl

< Back. I Finish I Cancel

Fig. B-14 Settings

7. Notice that the specified settings display in the list box,
indicating the certificate has been successfully copied
from the console to your disk. Click Finish to close the
wizard dialog box.

8. Close the Console.

The certificate can now be uploaded to the Web Filter.
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Export a Novell SSL Certficate

1. From the console of the LDAP server, go to the tree in the
left panel and open the Security folder to display the
contents in the Console View (right panel):

=hﬁ o] Gonsolet Lidﬁ

| File Edit View Wizards Tools Help
[Raz®ea [2walaleq
85wy woria Console View
LR 4] OC-TREE CA
© 5 0C-TRIE ﬂ,w
¢ B ses fl Securiny Poscy
iy
:3 ET::_T” € Aushorized Login My
| Fww'mf__”“ & Login Policy
& o ¥ ausharized Past Logl
& % <aies
O rHsDAPz
& [} Security
6 items )
[User: anmin [Toee: oc-ThEE

Fig. B-15 Novell Console window

2. Find the tree’s folder and right-click it to open the pop-up
menu. Select Properties to open the Properties dialog
box:

R — T [T

|
Coneral | Cortificates = | MOS Bights = | Other | Rights to Fes and Folders |
Self Signed Cerimeate

Subject name:  [5=Orgurizatonal CA O 0C-TREE
Issuer name: = Orgurizabonal CA0=0C-TREE
Eftective date:  [Juky 13, 2004 5 3121 AM FOT
Expiration date: [l 12, 2014 5,31 31 4 FOT

| petaty | Bwort || i

_ Page Options_. | ok || Coneel || douty || Help |

Fig. B-16 Properties dialog box

240 M86 SecuriTy User Guibe



APPENDIX B: OBTAIN, EXPORT AN SSL CERTIFICATE EXPORT A NOVELL SSL CERTFICATE

3. Click the Certificates tab to go to the Self Signed Certifi-

cate page.

4. Click Export to open the Export A Certificate pop-up
window:
€ Export A Cerfificate; &

I 1
Specify an output Tormat Tor the cenificate.
| Output format

| ® File in binary DER format
{_* File in Base64 format I
| Filename: |jrum,’§elf5igned(en der | E |

| bwon || cancel || mem |

Fig. B-17 Export A Certificate pop-up window

5. Select “File in binary DER format” for the Output format.
The path of the certificate displays in the Filename field.

6. Click Export to open another pop-up window that asks
where you would like to save the certificate—the most
convenient place would be your desktop.

The certificate can now be uploaded to the Web Filter.
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Obtain a Sun One SSL Certificate

Unlike Microsoft or Novell, the Sun One LDAP directory
does not have a tool for exporting an SSL certificate once it
has been imported to the LDAP server.

Therefore, a copy of the root certificate—in the .cer or .der
format—that was used to sign the LDAP server’s certificate
must be uploaded to the Web Filter. This certificate can be
an internally generated root certificate (if you have a certifi-
cate authority to generate the certificate), or can be the root
certificate used by the external signing authority.
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APPENDIX C: LDAP SERVER CUSTOMIZATIONS

The Web Filter has been tested on common types of stan-
dard LDAP servers with default settings. However, due to
the number of LDAP servers available, and the limitless
ways in which any type of LDAP server can be configured,
customizations may need to be made on such an LDAP
server that fits either description.

NOTE: Please contact technical support for assistance in imple-
menting any of the changes described in this appendix.

OpenLDAP Server Scenario

Not all users returned in LDAP Browser window

In this scenario, a query is performed in the LDAP Browser
window on an OpenLDAP server, and not all users are
returned.

To resolve this problem, do the following:

1. Change the current directory to /usr/local/shadow/etc/
Idapgroup

2. Find the subdirectory bearing the name of the LDAP
domain, and change the current directory to that subdi-
rectory.

3. Open the file "ldapobjectdef.conf”’ for editing.

4. Search for the line “LDC_LDAP_query_name_prefix
CN="

5. Replace “CN=" with “uid=" and save these changes.

6. Restart the Web Filter.
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APPENDIX D: PROFILE FORMAT AND RULES

The file with filtering profiles you upload to the server must
be set up in a specified format, with one complete profile per
line. This format will differ depending on the type of profiles
in the file: Workstation, user, group, container, or quota.

Each non-quota filtering profile in the file must contain the
following items:

1.

3.
4.

The workstation name, username, group name, or
container name.

. Filtering profile criteria:

* Rule number (Rule0, Rulel, etc.), or
* rule criteria:

a. Ports to Block or Filter

b. Categories to Block or Open

c. Filter Mode
Redirect URL (optional).

Filter Options (optional).

An LDAP quota filtering profile is set up in the following
format:

1.

Enter the workstation name, username, group name, or
container name.

. Press the Tab key on your keyboard to leave a space.

. Enter the quota string.
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Username Formats

NOTE: For examples of valid username entries, see File Format:
Rules and Examples in this appendix, or go to
http://www.m86security.com/software/8e6/hlp/r3000/files/
2group_textfile_user.html

Rule Criteria

Rule criteria consists of selections made from the following
lists of codes that are used in profile strings:

e Port command codes:

A = Filter all ports

B = Filter the defined port number(s)

I = Open all ports

J = Open the defined port number(s)

M= Set the defined port number(s) to trigger a warn
message

Q = Block all ports

R = Block the defined port number(s)

e Port Numbers:

21 =FTP (File Transfer Protocol)

80 = HTTP (Hyper Text Transfer Protocol)

119 = NNTP (Network News Transfer Protocol)
443 = HTTPS (Secured HTTP Transmission)
Other

* Filter Mode Values:

1 = Default, Block Mode
2 = Monitoring Mode
4 = Bypassing Mode
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e Category command codes:

Category command codes must be entered in the
following order: J, R, M, I. “PASSED” should either be
entered after J, R, or M, or after a string of category
codes following J, R, or M.

J = Positioned before the category/categories defined as
"always allowed."

R = Positioned before the category/categories defined as
"blocked."

M = Positioned before the category/categories defined
as containing URLs potentially against the organiza-
tion’s policies, and accompanied by a warning
message.

| = Positioned at the end of a profile string, indicating that
all other categories should “pass.”

PASSED = When positioned at the end of a string of
categories or after a category command code, this
code indicates that unidentified categories will follow
suit with categories defined by that code: J (pass), R
(block), or M (receive warning message).

e Category Codes:

For the list of category codes (short names) and their
corresponding descriptions (long names), go to http://
www.m86security.com/software/8e6/hlp/r3000/files/
2group_textfile_cat.html#cat

NOTE: The list of library category codes and corresponding
descriptions is subject to change due to the addition of new cate-
gories and modification of current categories. For explanations
and examples of category items, go to http://
www.m86security.com/resources/database-categories.asp
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» Filter Option codes:

* Ox1 = Exception URL Query (always enabled)

» Ox2 = X Strikes Blocking

» Ox4 = Google/Bing/Yahoo!/Youtube/Ask/AOL Safe
Search Enforcement

» 0x100 = Search Engine Keyword

» 0x200 = URL Keyword

» 0x1000=Extend URL Keyword Filter Control

NOTE: To enable multiple filter codes, add the codes together—
ie.1+2+4+100 + 200 + 1000 = 1307—which means that
0x1307 should be entered at the end of the profile string. To
disable all filter codes, enter 0x1 at the end of the profile string.

e Quota format

A separate file—apart from the LDAP profile file—must
be used in order to include quotas in the LDAP group/
user profile. In this file, each quota profile must be
entered on a separate line in the following manner:

1. Type in the username.
2. Press the Tab key on your keyboard to leave a space.

3. Type in the quota string using this format: Overall
Quota minutes, a comma (, ), the first library category
code, a colon (: ), the number of quota minutes, and a
comma between each quota.

NOTE: See http://www.m86security.com/software/8e6/hlp/
r3000/files/2group_textfile_format_ldap.html for examples of
LDAP filtering profile entries. Quota profile entries are included in
these pages.
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File Format: Rules and Examples

When setting up the file to upload to the server, the following
items must be considered:

» Each profile must be entered on a separate line in the
file.

» Category Codes must be entered in capital letters.

» Port and category command codes must be entered in
capital letters.

» Aredirect URL cannot exceed 200 characters in length.

» The string must end with “Ox1” if no filter options will be
enabled.

» If quotas are to be used in filtering profiles, these must be
entered in a separate file from the LDAP profile file.
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LDAP Profile List Format and Rules

When setting up the “ldapwrkstnprofile.conf” file, “Idapuser-
profile.conf” file, “Idapgroupprofile.conf” file, or “ldapcontain-
erprofile.conf” file, each entry must consist of the Distin-
guished Name (DN), with each part of the DN separated by
commas (,). The DN should be followed by a semicolon (;),
and then a rule number or rule criteria (port, category, and
filter mode specifications). A redirect URL can be included,
if a specific URL should be used in place of the standard
block page. If a redirect URL is not included, a blank space
should be entered in its place in the profile string. Each
segment of the profile string following the semicolon for the
DN should be separated by commas (,). “Ox1” should be
placed at the end of a profile string without any filter options
enabled.

Workstation profile list format

Here are examples of workstation profile entries in an Idap-
wrkstnprofile.conf file:

CN=R3KWRK1, CN=Computers, DC=logo, DC=net; R
21 A, J R KDPORN GPORN M PASSED 1,1, , Ox1

CN=WIN2000-79AHM, OU=Domain Controllers,
DC=logo, DC=net; Rule0, , 0x1306

NOTE: The DN format must contain the workstation name and
LDAP group "CN" ("common name") attribute type, and the
domain and DNS suffix "DC" ("domain component") attribute
type. The "OU" ("organizational unit") attribute type also can be
included. Each attribute type should be followed by an equals
sign (=), and separated by a comma ().

When translated, these strings of code mean:

» profile for a workstation named “R3KWRK1”, LDAP
group “Computers”, domain “logo”, DNS suffix “.net”:
Block port 21 and Filter all other ports, Block Child
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Pornography and Pornography/Adult Content, Warn on
Uncategorized URLSs, and Pass all other categories, use
filter mode 1, use redirect URL http://www.cnn.com in
place of the standard block page, no filter options
enabled.

profile for a workstation named “WIN2000-79AHM”,
organizational unit “Domain Controllers”, domain “logo”,
DNS suffix “.net”: Block all ports, use minimum filtering
level, use filter mode 1, use standard block page, enable
all filter options.

User profile list format

Here are examples of user profile entries in an Idapuserpro-
file.conf file:

CN=Jane Doe, CN=Users, DC=qc, DC=local; R21 A, J
R KDPORN GPORN M PASSED 1,1, , 0x1

CN=Public\, Joe Q., OU=Users, OU=Sales, DC=qc,
DC=local; Rule0, , 0x1306

NOTE: The DN format must contain the username and user
group "CN" ("common name") attribute type, and the domain and
DNS suffix "DC" ("domain component”) attribute type. The "OU"
("organizational unit") attribute type also can be included. Each
attribute type should be followed by an equals sign (=), and sepa-
rated by a comma (,).

When translated, these strings of code mean:

profile for a user with username “Jane Doe”, user group
“Users”, domain “gc”, DNS suffix “.local”: Block port 21
and Filter all other ports, Block Child Pornography and
Pornography/Adult Content, Warn on Uncategorized
URLs, and Pass all other categories, use filter mode 1,
use redirect URL http://www.cnn.com in place of the
standard block page, no filter options enabled.
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» profile for a user with username “Public\, Joe Q.", organi-
zational units “Users” and “Sales”, domain “qc”, DNS
suffix “.local”: Block all ports, use minimum filtering level,
use filter mode 1, use standard block page, enable all
filter options.

Group profile list format

Here is an example of a group profile entry in an Idapgroup-
profile.conf file:

CN=Sales, CN=Users, DC=qc, DC=local; Rulel, 1,
http://www.cnn.com, 0x1

NOTE: The DN format must contain the group name—and, if
applicable—user group "CN" ("common name") attribute type,
and the domain and DNS suffix "DC" ("domain component")
attribute type. The "OU" ("organizational unit") attribute type also
can be included. Each attribute type should be followed by an
equals sign (=), and separated by a comma (,).

When translated, this string of code means:

» profile for group with ID “Sales”, user group “Users”,
domain “gc”, DNS suffix “.local”: Bypass all categories,
use filter mode 1, use redirect URL http://www.cnn.com
in place of the standard block page, no filter options
enabled.

Container profile list format

A container profile entry in an Idapcontainerprofile.conf file
will be similar to entries made in workstation, user, and
group profile files, however the Distinguished Name will be
slightly different, based on how containers are set up in your
organization.
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LDAP Quota Format and Rules

When setting up the “quota.conf” file, each entry must
consist of the Distinguished Name (DN), a Tab space, and
guota criteria. A zero (0) should be used if no Overall Quota
minutes are included. For example:

CN=Admin, CN=Users, DC=tc, DC=local 0,
PARNML:15, RELIG:15

CN=Sales, CN=Reps, DC=tc, DC=local 10,
GNEWS:5, SPORTS:5, TRAFIC:10

NOTE: The DN format must contain the group name—and, if
applicable—user group "CN" ("common name") attribute type,
and the domain and DNS suffix "DC" ("domain component")
attribute type. The "OU" ("organizational unit") attribute type also
can be included. Each attribute type should be followed by an
equals sign (=), and separated by a comma (,).

When translated, these strings of code mean:

e quota profile for “Admin”, user group “Users”, domain
“tc”, DNS suffix “.local”: No Overall Quota minutes, and
15 quota minutes for each category listed.

e quota profile for “Sales”, user group “Reps”, domain “tc”,
DNS suffic “.local”; 10 Overall Quota minutes, 5 quota
minutes for the first two categories listed, and 10 quota
minutes for the last category listed.

M86 SecuriTy User GuiDE



APPENDIX E: OVERRIDE POP-UP BLOCKERS FILE FORMAT: RULES AND EXAMPLES

APPENDIX E: OVERRIDE POP-UP
BLOCKERS

An override account user with pop-up blocking software
installed on his/her workstation will need to temporarily
disable pop-up blocking in order to authenticate him/herself
via the Options page:

fj M86 Security Web Filter - Windows Internet Explorer
J File Edt Yiew Favorites Tools Help |
J HBack ~ = - @ at | @Search (Gl Favarites @Histnry | %‘ =) - E
| address [@] hetp:/f200.10.100.75:81 fegifblock.cai | @ |J Lirks *
|
OPTIONS HELP
UserMachine: LOGOWDomain Admins\GLANG
1P 20010101140
Category:  Alcohol
Blocked URL: bt M coors.comd
Option 1:  Click here for secure Weh-hased authertication.
Option 2: [t the above profile is incorrect or there has been an errar, you can:
= Re-start your system and re-login or
= Iry re-authenticating your user profile
Option 3:  |f you have an override account, enter your username and password.
Username: I
Password: I Override
Iaening! The overvide acconnt aption will not furction if aptipopay sofbware s installed an
your syster.
E
|&] pone | Internet y

Fig. E-1 Options page

This appendix provides instructions on how to use an over-
ride account if typical pop-up blocking software is installed,
as in the following products: Yahoo! Toolbar, Google
Toolbar, AdwareSafe, Mozilla Firefox, and Windows XP
Service Pack 2 (SP2).
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Yahoo! Toolbar Pop-up Blocker

If pop-up blocking is enabled

Add

1. Inthe Options page (see Fig. E-1), enter your Username

and Password.

2. Press and hold the Ctrl key on your keyboard while
simultaneously clicking the Override button—this action
opens the override account pop-up window.

override account to the white list

If the override account window was previously blocked by
the Yahoo! Toolbar, it can moved from the black list and
added to the white list so that it will always be allowed to

pass. To do this:

1. Go to the Yahoo! Toolbar and click the pop-up icon to

open the pop-up menu:

A} ¥ahno! Tonibar: (verview - Microsalt Inteenet Explorer

=lol =l

Fle  Cdt  view  Favorkes  Tooks  Help -

detock » = - [ A | Dhsewch [Erovores Fvedo P3| 5 SE - E

subdiress [ 8] retp: jecitcompanion. yoho.comjconhi) Sy ETINGEI R sreme: =] Fee |

w7 - g"ﬁ[mhv@; el - @y vatoor [ Games - 5 personsk - »
PogU Bocher B

Play Sound When Pog-Up 1 Bocked
Wiew Rincenty Binched Pop-Lins 3
alairs Allow Pop-Lpss From...

Tokal Pogr Lips Bincked: 3

ity am T skl gestling pog-ups?
Pugr-U ke Teit

More M.

YaHOoO! Toolbar

Overview Swarch Avywhere

Save time online with Yahoo! Toolbar __ Tel a Friend Abeut Pop-Lin Blocker

Yishoo! - Hidp

Mext >

Tre I Mo

Fig. E-2 Select menu option Always Allow Pop-Ups From

2. Choose Always Allow Pop-Ups From to open the Yahoo!

Pop-Up Blocker dialog box:
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Yahoo! Pop-Up Blocker x|
Sources of Recently Blocked Pop-Ups:
=dit, companion, yahao,com H Allav I
Always Allow Pop-Ups From These Sources:
maBsecurity.com Hemove I
Help Close I

Fig. E-3 Allow pop-ups from source

3. Select the source from the Sources of Recently Blocked
Pop-Ups list box to activate the Allow button.

4. Click Allow to move the selected source to the Always
Allow Pop-Ups From These Sources list box.

5. Click Close to save your changes and to close the dialog
box.
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Google Toolbar Pop-up Blocker

If pop-up blocking is enabled

1. Inthe Options page (see Fig. E-1), enter your Username
and Password.

2. Press and hold the Ctrl key on your keyboard while
simultaneously clicking the Override button—this action
opens the override account pop-up window.

Add override account to the white list

To add the override account window to the white list so that
it will always be allowed to pass, go to the Google Toolbar
and click the Pop-up blocker button:

2} Gooagle Toalbar Optiors Help - Micrasolt Intemet Explarer =S
Fle Edt Vew Favotes  Took Hep -
ik - - Q[ | Dsewch [silFartes Giveda GF | - S - 1)
¥ T S —————— ey ] =] P ke
GCoogle « wi B @ B 0blocked | 31 Pldonions S
— -
|.’kl ThES DLt 0 aivearys SBow DOPLIDS O MEESACLFLy om
‘ OL )8[6 {To ket an indvidual through, press the 'Cirl'key whis chcking on a ok,
Toolbar

Fig. E-4 Pop-up blocker button enabled

Clicking this button toggles to the Pop-ups okay button,
adding the override account window to your white list:

A Gcongle Toalhar Optians Help - Micrasolt Internet Fxplarer =100 %]
Fle Edt Vew Favotes  Took Hep n
o - - QD) | Dot GaiFerots Grede 3| S D W -

¥ T S —————— ey ] | e ks
Google= [ oot B v | ¢ socmerso| S ropums chay #iockons &

NSNS—— e |
GOUS[E e 1

Toolbar

Fig. E-5 Pop-ups okay button enabled
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AdwareSafe Pop-up Blocker

If pop-up blocking is enabled

1. Inthe Options page (see Fig. E-1), enter your Username
and Password.

2. Press and hold the Ctrl key on your keyboard while
simultaneously clicking the Override button—this action
opens the override account pop-up window.

Temporarily disable pop-up blocking

AdwareSafe’s SearchSafe toolbar lets you toggle between
enabling pop-up blocking (# popups blocked) and disabling
pop-up blocking (Popup protection off) by clicking the pop-
up icon.

1. In the IE browser, go to the SearchSafe toolbar and click
the icon for # popups blocked to toggle to Popup protec-
tion off. This action turns off pop-up blocking.

2. Inthe Options page (see Fig. E-1), enter your Username
and Password.

3. Click the Override button to open the override account
pop-up window.

4. Go back to the SearchSafe toolbar and click the icon for
Popup protection off to toggle back to # popups blocked.
This action turns on pop-up blocking again.
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Mozilla Firefox Pop-up Blocker

Add override account to the white list

1. From the Firefox browser, go to the toolbar and select
Tools > Options to open the Options dialog box.

2. Click the Content tab at the top of this box to open the
Content section:

options x
EEIENCEY:

IMain Tabs Content  Applications  Privacy  Secwrity  Advanced

[ Block pop-up windows Exceptluns
IV Load images automatically Exceptions.. |

¥ Enable JavaScript advanced. .. |

v Enable Tava

-Faonts & Colors

Diefault Fant: ITimesNew Raman j Size: |16 j Advanced |

Colars.. |

rLanguages
hoose vour preferred language for displayving pages Choose... |
[s]4 | Cancel | Help |

Fig. E-6 Mozilla Firefox Pop-up Windows Options

3. With the “Block pop-up windows” checkbox checked,
click the Exceptions... button at right to open the
Allowed Sites - Pop-ups box:
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¥) Allowed Sites - Pop-ups — 3l x|
“ou can spedfy which web sites are allowed ko open pop-up windows, Tvpe
the exact address of the site you want to allow and then click Allaw.
Address of web site:
[l
Ao
Site | Status |
i, mBBsecurity, com Allaw
Remove Sike | Remave Al Sites | Close
4

Fig. E-7 Mozilla Firefox Pop-up Window Exceptions

4. Enter the Address of the web site to let the override
account window pass.

5. Click Allow to add the URL to the list box section below.
6. Click Close to close the Allowed Sites - Pop-ups box.

7. Click OK to close the Options dialog box.
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Windows XP SP2 Pop-up Blocker

Set up pop-up blocking

There are two ways to enable the pop-up blocking feature in
the IE browser.

Use the Internet Options dialog box

1. From the IE browser, go to the toolbar and select Tools >
Internet Options to open the Internet Options dialog
box.

2. Click the Privacy tab:

General | Security  Privacy |Content| Connectlunsl Prugramsl Advanced |

Settings

Select a setting for the Internet zone,

Medium

@
I - Blocks third-party cookies that do not have a compact:
privacy policy
N - Blocks third-party cookies that save information that can
o be used ko cantact you without your explicit consent
- Restricts first-party cookies that save information that
N can be used to contack you without your implicit consent

Sites | Import: Advanced | Default |

Pop-up Blocker

|§, Prevent mosk pop-up windows from Settings

= appeating.
¥ Turn on Pop-up Blacker

InPrivate

'n I™ Do not collect data for use by InPrivate Filkering

i
Disable toolbars and extensions when InPrivate Browsing
P starts

ok I Cancel | Apply |
Fig. E-8 Enable pop-up blocking

3. In the Pop-up Blocker frame, check “Turn on Pop-up
Blocker”.

4. Click Apply and then click OK to close the dialog box.
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Use the IE toolbar

In the IE browser, go to the toolbar and select Tools > Pop-
up Blocker > Turn On Pop-up Blocker:

‘@ Microsoft Office Online: Installation Troubleshooter - Microsoft Internet Explorer

{ Fle Edt View Favortes Tools Help

: Miail and News e »

; 0 Bk @ Iﬂ Fop-up Blacker ¥ Tum on Pop-up Blacker Fﬂglﬁ N e searchweb -
; Marage Add-ons. .

: Address | @] hktp:ifoffice. microso Synchronize... e ]
flinks @] @es @] Source &](  Windows Update {&] 86 Channel Partrers Newsletter & ) TurboPipe  (&] Be6 Websits User Management

Windows Messenger

" 1CQ Lite
Egdﬁ?ceon"ne 50 Tava Console

Internet Options...

archi | Downlosds v

Fig. E-9 Toolbar setup

When you click Turn On Pop-up Blocker, this menu selec-
tion changes to Turn Off Pop-up Blocker and activates the
Pop-up Blocker Settings menu item.

You can toggle between the On and Off settings to enable or
disable pop-up blocking.
Temporarily disable pop-up blocking

1. Inthe Options page (see Fig. E-1), enter your Username
and Password.

2. Press and hold the Ctrl key on your keyboard while
simultaneously clicking the Override button—this action
opens the override account pop-up window.
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Add override account to the white list

There are two ways to disable pop-up blocking for the over-
ride account and to add the override account to your white

list.

Use the IE toolbar

1. With pop-up blocking enabled, go to the toolbar and
select Tools > Pop-up Blocker > Pop-up Blocker
Settings to open the Pop-up Blocker Settings dialog box:

Pop-up Blocker Settings x|
[~ Exception:
Pap-ups are currently blocked. You can allow pop-ups from specific:
7 | websites by adding the site ta the list below.
Address of wehsite to allow:
[ A
Allowed sites
2091116193 Remove
72.14.253.104 —I
Remove all..
~ Motifications and blocking level
[V Play a sound when a pop-up is blocked.
¥ Show Information Bar when a pop-up is blocked.
Blocking level
IMed\um Block most automatic pop-ups j
Learm more sbout Pop-up Blocker Close

Fig. E-10 Pop-up Blocker Settings

. Enter the Address of Web site to allow, and click Add

to include this address in the Allowed sites list box. Click
Close to close the dialog box. The override account
window has now been added to your white list.

. Inthe Options page (see Fig. E-1), enter your Username

and Password.

. Click the Override button to open the override account

pop-up window.
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Use the Information Bar

With pop-up blocking enabled, the Information Bar can be
set up and used for viewing information about blocked pop-
ups or allowing pop-ups from a specified site.

Set up the Information Bar

1. Go to the toolbar and select Tools > Pop-up Blocker >
Pop-up Blocker Settings to open the Pop-up Blocker
Settings dialog box (see Fig. E-10).

2. In the Notifications and Filter Level frame, click the
checkbox for “Show Information Bar when a pop-up is
blocked.”

3. Click Close to close the dialog box.
Access your override account

1. Inthe Options page (see Fig. E-1), enter your Username
and Password.

2. Click the Override button. This action displays the
following message in the Information Bar: “Pop-up
blocked. To see this pop-up or additional options click
here...”.

ﬂ" M86 Security Enterprise Reporter - Windows Internet Explorer
p——

IM http:jf Beterflogin.jsp

File Edit “iew Favorites Tools Help

Fig. E-11 Information Bar showing blocked pop-up status
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3. Click the Information Bar for settings options:

{2 M86 Security Enterprise Reporter - Windows Internet Explorer

SIS [ bty seserogin jsp El |

ea)

File Edt View Favortes Tools  Help

M W36 Security Enterprise Reporter i

Alwiays Allow Pop-ups From This Site...

7 Favorites

Information Ear Help

Fig. E-12 Information Bar menu options

4. Select Always Allow Pop-ups from This Site—this action
opens the Allow pop-ups from this site? dialog box:

Allow pop-ups from this site? ﬂ

—1 ‘would you like to allow pop-ups from ‘Sefier'?

e _w |

Fig. E-13 Allow pop-ups dialog box

5. Click Yes to add the override account to your white list
and to close the dialog box.

NOTE: To view your white list, go to the Pop-up Blocker Settings
dialog box (see Fig. E-10) and see the entries in the Allowed sites
list box.

6. Go back to the Options page and click Override to open
the override account window.
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APPENDIX F: GLOSSARY

Definitions

This glossary includes definitions for terminology used in
this user guide.

ADS - Active Directory Services is a Windows 2000 direc-
tory service that acts as the central authority for network
security, by letting the operating system validate a user's
identity and control his or her access to network resources.

Approved Content - A feature that lets users view only the
videos posted to YouTube or SchoolTube that are approved
for their profile. This feature requires the setup and mainte-
nance of a Web portal, and/or access to VuSafe’s portal.

attribute - A component of a group base or Distinguished
Name (DN) that has a type and value. Attribute types
include "cn" for common name, "dc" for domain component,
and “ou” for organizational unit.

authentication method - A way to validate users on a
network. LDAP is the method used by the Web Filter.

authentication server - The domain controller on a
domain. This server is used for authenticating users on the
network.

block setting - A setting assigned to a service port or library
category when creating a rule, or when setting up a filtering
profile or the minimum filtering level. If an item is given a
block setting, users will be denied access to it.

common name (cn) - An attribute type entered for a user-
name and group when using LDAP.
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container - An LDAP server object that can be comprised of
containers, organizational units, or domains. Container
objects can also "contain" other objects, such as user
objects, group objects, and computer objects.

directory - This information source on a server contains
attribute-based data relevant to a DN entry.

directory service - Uses a directory on a server to auto-
mate administrative tasks for storing and managing objects
on a network (such as users, passwords, and network
resources users can access). ADS, DNS, and NDS (Novell
Directory Services) are types of directory services.

Distinguished Name (DN) - A string of “cn” and “dc”
attribute types comprised of the username and group name,
domain name, and DNS suffix. For example:
“cn=admin_user, cn=admin, dc=yahoo, dc=com”. The “ou”
attribute type also could be a part of the DN. For example:
“cn=Joe Smith, ou=users, ou=sales, dc=acme, dc=com”.

DNS - Domain Name Service is a distributed Internet direc-
tory service. DNS is used mostly for making translations
between domain names and IP addresses.

domain - An entity on a network comprised of servers,
workstations, and peripherals.

domain component (dc) - An attribute type entered for a
domain name and DNS suffix when using LDAP.

domain controller - An authentication server that answers
logon requests from workstations in a Windows domain.
There are two types of domain controller servers: Primary
Domain Controller (PDC) and Backup Domain Controller
(BDC).

dynamic group - a virtual LDAP group that does not
contain names of its members but is derived automatically
by matching certain user data criteria. (See also “static

group”.)
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entry - A collection of attribute types that comprise a Distin-
guished Name (DN). Each attribute type of the Distin-
guished Name has a type and one or more values. These
types are mnemonic strings, such as "cn" for common
name, "dc" for domain component, or “ou” for organizational
unit.

filter setting - A setting made for a service port. A service
port with a filter setting uses filter settings created for library
categories (block, open, or always allow settings) to deter-
mine whether users should be denied or allowed access to
that port.

firewall mode - A Web Filter set up in the firewall mode will
filter all requests. If the request is appropriate, the original
packet will pass unchanged. If the request is inappropriate,
the original packet will be blocked from being routed
through.

global administrator - An authorized administrator of the
network who maintains all aspects of the Web Filter, except
for managing master IP groups, LDAP domains, and each
member’s associated filtering profile. The global adminis-
trator configures the Web Filter, sets up master IP groups
and LDAP domains, and performs routine maintenance on
the server.

group administrator - An authorized administrator of the
network who maintains a master IP group or LDAP domain/
group, and sets up and manages members within the group/
domain. This administrator also adds and maintains
customized library categories for group/domain members.

group name - The name of a group set up for a domain on
an Windows Active Directory server. For example: “produc-
tion” or “sales”.

invisible mode - A Web Filter set up in the invisible mode
will filter all connections on the Ethernet between client PCs
and the Internet, without stopping each IP packet on the
same Ethernet segment. The unit will only intercept a
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session if an inappropriate request was submitted by a
client.

LDAP - The authentication method protocol used by the
Web Filter. Lightweight Directory Access Protocol (LDAP) is
a directory service protocol based on entries (Distinguished
Names).

LDAP host - The LDAP domain name and DNS suffix. For
example: “yahoo.com” or “server.local”.

login (or logon) script - Consists of syntax that is used for
re-authenticating a user if the network connection between
the user’s machine and the server is lost.

machine name - Pertains to the name of the user’s work-
station machine (computer).

minimum filtering level - A set of library categories and
service ports defined at the global level to be blocked or
opened. If the minimum filtering level is established, it is
applied in conjunction with a user’s filtering profile. If a user
does not belong to a group, or the user’s group does not
have a filtering profile, the default (global) filtering profile is
used, and the minimum filtering level does not apply to that
user. If the minimum filtering level is set up to block a library
category, this setting will override an always allowed setting
for that category in a user’s profile. Minimum filtering level
settings can be overridden by profile settings made in over-
ride accounts, exception URL settings, and use of the
“bypass all’ Rule setting.

name resolution - A process that occurs when the Web
Filter attempts to resolve the IP address of the authentica-
tion server with the machine name of that server. This
continuous and regulated automated procedure ensures the
connection between the two servers is maintained.

net use - A command that is used for connecting a
computer to—or disconnecting a computer from—a shared
resource, or displaying information about computer connec-
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tions. The command also controls persistent net connec-
tions.

NetBIOS - Network Basic Input Output System is an appli-
cation programming interface (API) that augments the DOS
BIOS by adding special functions to local-area networks

(LANSs). Almost all LANSs for PCs are based on the NetBIOS.

NetBIOS name lookup - An authentication method used for
validating a client (machine) by its machine name.

Network Address Translation (NAT) - Allows a single real
IP address to be used by multiple PCs or servers. This is
accomplished via a creative translation of inside “fake” IP
addresses into outside real IP addresses.

open setting - A setting assigned to a service port or library
category when creating a rule, or when setting up a filtering
profile or the minimum filtering level. If an item is given an
open (pass) setting, users will have access to it.

organizational unit (ou) - An attribute type that can be
entered in the LDAP Distinguished Name for a user group.

override account - An account created by the global group
administrator or the group administrator to give an autho-
rized user the ability to access Internet content blocked at
the global level or the group level. An override account will
bypass settings made in the minimum filtering level.

PDC - A Primary Domain Controller functions as the authen-
tication server on a Windows Active Directory domain. This
server maintains the master copy of the directory database
used for validating users.

profile string - The string of characters that define a
filtering profile. A profile string can consist of the following
components: category codes, service port numbers, and
redirect URL.
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protocol - A type of format for transmitting data between
two devices. LDAP is a type of authentication method
protocol.

proxy server - An appliance or software that accesses the
Internet for the user’s client PC. When a client PC submits a
request for a Web page, the proxy server accesses the page
from the Internet and sends it to the client. A proxy server
may be used for security reasons or in conjunciton with
caching for bandwidth and performance reasons.

guota - The number of minutes configured for a passed
library category in an end user’s profile that lets him/her
access URLSs for a specified time before being blocked from
further access to that category.

router mode - A Web Filter set up in the router mode will act
as an Ethernet router, filtering IP packets as they pass from
one card to another. While all original packets from client
PCs are allowed to pass, if the Web Filter determines that a
request is inappropriate, a block page is returned to the
client to replace the actual requested Web page or service.

rule - A filtering component comprised of library categories
set up to be blocked or opened. Each rule created by the
global administrator is assigned a number and a name that
should be indicative of its theme. Rules are used when
creating filtering profiles for entities on the network.

search engine - A program that searches Web pages for
specified keywords and returns a list of the pages or
services where the keywords were found.

service port - Service ports can be set up to blocked.
Examples of these ports include File Transfer Protocol
(FTP), Hyper Text Transfer Protocol (HTTP), Network News
Transfer Protocol (NNTP), Secured HTTP Transmission
(HTTPS), and Other ports such as Secure Shell (SSH).

static group - An LDAP group that contains names of its
members. (See also “dynamic group”.)
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Sub Admin - An LDAP group administrator assigned to a
specific domain, group, workstation, member, or container.
This group administrator manages the profiles of entities
(nodes) assigned to him/her.

sub-group - An entity of a master IP group with an associ-
ated member IP address, and filtering profile.

time-based profile - A user profile used by the LDAP
authentication method to give a user a time limit on his/her
Internet access to specified library categories.

time profile - A customized filtering profile set up to be
effective at a specified time period for designated users.

tiers - Levels of authentication methods. Tier 1 uses net use
based authentication for LDAP. Tier 2 uses time-based
profiles for the LDAP authentication method, and Tier 3
uses persistent login connections for the LDAP authentica-
tion method.

URL - An abbreviation for Uniform Resource Locator, the
global address of Web pages and other resources on the
Internet. A URL is comprised of two parts. The first part of
the address specifies which protocol to use (such as "http").
The second part specifies the IP address or the domain
name where the resource is located (such as
“203.15.47.23" or "M86.com").

virtual IP address - The IP address used for communi-
cating with all users who log on the network.

warn setting - A setting assigned to a library category or
uncategorized URLs when creating a rule, or when setting
up a filtering profile. This designation indicates URLs in the
library category or uncategorized URLs may potentially be
in opposition to the organization’s policies, and are flagged
with a warning message that displays for the end user if a
URL from that library category or an uncategorized URL is
requested.
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Web-based - An authentication method that uses time-
based profiles or persistent login connections.

white list - A list of approved library categories for a speci-
fied entity’s filtering profile.
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