ooooeooo
0000 [
8 eb o RBO0O0 | Enterprise Filter

8eé Technologies

GUIDE

for Authentication

Model: R3000

Release 2.0.10 « Manual Version 1.02



8e6 TecHNoOLOGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE



R3000 ENTERPRISE FILTER
AUTHENTICATION USER GUIDE

© 2008 8e6 Technologies
All rights reserved.
828 W. Taft Ave., Orange, CA 92865, USA

Version 1.02, published February 2008
To be used with R3000 User Guide version 1.02 for software
release 2.0.10

Printed in the United States of America

This document may not, in whole or in part, be copied, photo-
copied, reproduced, translated, or reduced to any electronic
medium or machine readable form without prior written con-
sent from 8e6 Technologies.

Every effort has been made to ensure the accuracy of this
document. However, 8e6 Technologies makes no warranties
with respect to this documentation and disclaims any implied
warranties of merchantability and fitness for a particular pur-
pose. 8e6 Technologies shall not be liable for any error or for
incidental or consequential damages in connection with the
furnishing, performance, or use of this manual or the exam-
ples herein. Due to future enhancements and modifications of
this product, the information described in this documentation
is subject to change without notice.

The latest version of this document can be obtained from
http://www.8e6.com/docs/r3000_auth2_ug.pdf.

Trademarks
Other product names mentioned in this manual may be trade-

marks or registered trademarks of their respective companies
and are the sole property of their respective manufacturers.

Part# R3.2.0_AUG_v1.02-0802

8e6 TecHNoLoGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE



8e6 TecHNoOLOGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE



CONTENTS

CHAPTER 1: INTRODUCTION ...coooeveeeeeereeeennnnnnnssnssssssnsnsrenes 1
About this User Guide .........ccccrrimmmiinimnninie e 1
How to Use this User Guide .........cccccvrrimmnrinienninnnee s 2

CONVENTIONS ..ottt 2
TErMINOIOGY ..t 3
Filtering Elements ..........ooom et 8
L] (0T 0] o T I8 o = TSR 8
L€110] o= 1IN €1 o 11 | o IS 8

| C1 o 1U o 1 SRR 9

NT DOmMain GrOUPS . ...eeeeeeieeieeaeee i iee e e e e e 10
LDAP DOMAIN GrOUPS ...eveeeieeeaeaeiiaiiaiieiiiiieeeeaaaaeeaeaeeaneeeeeeeeeeeas 11
Filtering Profile TYPES ...coooiiiiiiiiiii e 12
Static Filtering Profiles ... 13
Master IP Group Filtering Profile..........cccoooiiiiiii 13

IP Sub-Group Filtering Profile ..., 13
Individual IP Member Filtering Profile ..., 14

Active Filtering Profiles ... 14
Global Filtering Profile ... 14
NT/LDAP Group Filtering Profile .........ccccooiiiiii 14
NT/LDAP Member Filtering Profile ..........ccccceiiiiiiinnnn. 15

LDAP Container Filtering Profile ..........ccccooiiieiiiiiie 15
Override Account Profile ... 15

TIMe Profile ... 15

LOCK Profile ....cccoiiiiiiiiee e 15
Filtering Profile Components ... 16
Library Categories . ... 17
8e6 Supplied Categories.......cccoueeeieiieee e 17
Custom Categories ........ccuueeviiiiiiiieee e 17
Service POrS . ..o 18
RUIES <. 18
Minimum Filtering Level ..., 18
Filter Settings ....ooooiiiie 19
FItering RUIES ......oooiiiiiee e 20
Authentication Solutions ........ccccccciiiiicc 23

8e6 TecHNoLoGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE



CONTENTS

R3000 Authentication Protocols ..o, 23
R3000 Authentication Tiers and Options ........ccccccceeeeeiiiiiiiiiiieeene... 23
R3000 authentication tiers ... 23
R3000 authentication options . ..o, 24
Authentication Solution Compatibility ..........cccccceviiiiieeiiiineeee, 25
Authentication System Deployment Options ..........cccccceevviieeeeennnee. 26
Ports for Authentication System ACCESS ......cccceeeeeeeeeeeiiiiiiiiiiieeeee. 27
Configuring the R3000 for Authentication ...........ccccccceeiiiiineenne, 28
Configuration procedures ...........ccccceeevriiiieeeesiiiere e eiee e 28
SySteM SECHON ..o 28

Group SECHON .....uuviiiiiiiiieieeec e 31
CHAPTER 2: NETWORK SETUP .....ocirvmrmssnrmssnnssssssssssnnnns 32
Environment Requirements ... 32
Workstation Requirements ..., 32
AdMINISrator .......eeiiiii 32
ENA USEI ..o 33
Network Requirements ...........ciiiiiiiiiii e 33
Set up the Network for Authentication ..........cccccannneennrnnnnnn. 34
Specify the operation mode ...........cccccviiiiiiiiiii 35
Specify the subnet mask, IP address(€s) ......c.cocvveeeiiiiiiieieiniiieenn, 37
INVISIDIE MOAE ... 38
Router or firewall mode ..o 38
Enable authentication, specify criteria ..........cccocoiiiiii 39
Net use based authentication ...........ccccooiiiiiiiiiie, 41
Web-based authentication .............cccceiiiiiiii s 42
Enter network settings for authentication ...........ccccccooiiiiiiiiiinnn. 45
Create an SSL certificate .........ccccviiiiiiiiiii e, 47
Create, Download a Self-Signed Certificate ...........ccccceeeennee. 48
Create, Upload a Third Party Certificate ............ccccovieiennnnn. 50
Create a Third Party Certificate..........cccccoevveeeiiiiiicciieee. 50

Upload a Third Party Certificate ...........cccooeieiiiiiiiiinien. 52
Download a Third Party Certificate ..........ccccccevniineiinne 53

VIEeW [0g rESUILS .....eeiiieiieeie e 54
Specify block page settings ..........coooiiiiiiii 57
Block Page Authentication ............ccccooiiiiiiii, 58
BlOCK PAQE ..eiiiiiieiie e 59
User/Maching frame .........ccccceeeeeiiiiicciieeeeee e 60

Standard LinKS........oooeeiioiiiiiiieeeeeee e 60

Vi 8e6 TecHNoLoGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE



CONTENTS

Optional LiNKS .......ccoooiiiiiiiieeeeeeee e 61

OPLIONS PAGE .ooieiiiiiiee et 62

OPLON T e 63

OPLON 2 ... 64

OptioN 3 ..o 65

Common Customization ............ccccciiiiiiiiiieeeeecee 66

Enable, disable features..........ccccceeeeiiiiiiiiii, 67
Authentication Form Customization ............ccccoeiiiiiiiini. 69
Preview sample Authentication Request Form .................. 71

Block Page Customization ............ccccuiiiiiiiiiiiiiii e 73
Preview sample block page .......cccccooeeiiiiiiiiiiiiiiiiieeeeeee, 75
CHAPTER 3: NT AUTHENTICATION SETUP .....ccccvmrrrnmerrrnnns 77
Join the NT Domain ... 77
Create an NT Domain .....ccceeeeiiiiiiiiicccccss e e e e 79
Add an NT domain ..o 79
Refresh the NT branch ... 80
View or modify NT domain details .........cccoooiieiiii 81
Domain SetlingS .......coviiiiiiiiiieie e 81

Default RUIE . ..., 83

Delete an NT domain .........oeuuiiiiiiiiiiiiiiieieeeeeeeeeeeee e 84
Set up NT Domain Groups, Members ........cccccoeeiicciiniiccciiccnnnns 85
Add NT groups, members to the tree ... 85
Specify a group’s filtering profile priority ..........ccocceiviiiiiiiiiienn, 87
Manually add a user's name tothe tree ..........ccccooeiiiiiiiiiiiiiinne 89
Manually add a group’s name to the tree ........cccccceeeeieiiiiiiciiinnne, 90
Upload a file of filtering profiles to the tree ........ccccccooevviiiiiiiieenn. 91
Create and Maintain NT Profiles ........ccccccoviiiriiiccicciicccccccicnnnns 94
Add an NT group, member to the tree list ... 94
Add or maintain an entity’s profile ..........cccccoiii 96
Category Profile ... 97
RedireCt URL ...t 99

Filter Options ..o 100
Remove an entity’s profile from the tree ..., 101
CHAPTER 4: LDAP AUTHENTICATION SETUP ................. 102

8e6 TecHNoLoGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE

Vii



CONTENTS

Create an LDAP Domain .......ccccoviivnmemincssssnnsssss s e 102
Add the LDAP domain ........cceeiiiiiiiiie e 102
Refresh the LDAP branch ..., 103
View, modify, enter LDAP domain details ..........cccccooiiiiiin. 104

LDAP Server TYPE ....ociiiiiiiiiee ittt 105
Group ODJECES ....eiiiiiiiiii e 106
USEr ODJECES . .eeiiiiiiiiee e 108
Address INfo . e 110
Account INfO ..o 113
SSL Settings . ..eveeeiiiiiiiiee e 116
AIAS LISt ..o 118
Default RUIE . ... 120
LDAP Backup Server Configuration ............cccccovvieenennns 122
Configure a backup Server..........ccocoevieiiiiieeee e, 122

Modify a backup server’s configuration ..................... 127

Delete a backup server’s configuration....................... 127

Delete @ dOmain ......oooueiiiiiiiiie e 128

Set up LDAP Domain Groups, Members ........ccceeeeemeeennneees 129

Add LDAP groups, users to the tree ........ccccccceeiiiiiiiiiiiiinn, 129
Perform a basic search ... 130
Options for searchresults .............coccciiiiie e, 131
Apply a filtering rule to a profile ........cccoocvveiiiiiiiiei e, 131
Delete arule ... 132

Specify a group’s filtering profile priority .........cccccoocviiiiiiiiieeenee, 133

Manually add a user's name tothe tree .........ccccccceeiiiiiiiiiiiiinnnne. 134

Manually add a group’s name to the tree .............cccooiiiiiice 135

Upload a file of filtering profiles to the tree .........cccccevvviiveiiinnenn. 136

Create, Maintain LDAP Profiles .......cccccoerimmcvirimrecrrrreeenreneees 139
Add an LDAP group, membertothetree .........ccccciiiiicinnn, 139
Add or maintain an entity’s profile .........ccccccciiiiiii 141

Category Profile . ... 142

Redirect URL ... 144

Filter Options ... 145

Remove an entity’s profile fromthetree ..........cccccvviieeeenl. 146
CHAPTER 5: AUTHENTICATION DEPLOYMENT .....cccovevrens 147

Test Authentication Settings .........cccccciiiiiiinnccee, 147
Test Web-based authentication settings ..........cocccciiiiiinnn, 149

viii 8e6 TecHNoLoGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE



CONTENTS

Step 1: Create an IP Group, “test” ........cccooviviieeeieiiiiiiein, 149

Step 2: Create a Sub-Group, “workstation” . .................c.eeee.. 150

Step 3: Set up “test” with a 32-bit net mask .............cccuuunne 151

Step 4: Give “workstation” a 32-bit net mask ..............cc.ecee.... 152

Step 5: Block everything for the Sub-Group . ..........ccccceveneee. 153

Step 6: Use Authentication Request Page for redirect URL ... 154

Step 7: Disable filter options ...........ccccouviiiieiiiiiiiee, 155

Step 8: Attempt to access Web content . ...............ccccnnnnn 156

Test net use based authentication settings ..........ccccccoceeiiiiiiii, 158
Activate Authentication on the Network ..........ccceeeeeeveee. 159
Activate Web-based authentication for an IP Group ..........cc......... 160
Step 1: Create a new IP Group, “webauth” .................cceeee. 160

Step 2: Set “webauth” to cover users inrange . ............c......... 161

Step 3: Create an IP Sub-Group . .....ccccvveeeeeeieeeeeeeeeceiieeee, 162

Step 4: Block everything for the Sub-Group . ...........cccvuvnnee. 164

Step 5: Use Authentication Request Page for redirect URL ... 165

Step 6: Disable filter options ...........cccccviiiiiiiiiii e, 166

Step 7: Set Global Group to filter unknown traffic . ................. 167
Activate Web-based authentication for the Global Group ............. 172
Step 1: Exclude filtering critical equipment ..............cccceveeee. 172

Step 1A: Block Web access, logging via Range to Detect . .... 173

Range to Detect Settings ........cccccvviieiiveiieeeee, 173

Range to Detect Setup Wizard ........ccccoeeeiiiiiiiiiiiiieee. 175

Step 1B: Block Web access via IP Sub-Group profile . ........... 181

Step 2: Modify the Global Group Profile . .............cccccvivieneen. 184
Activate NT authentication ..., 188
Step 1: Modify the 3-try login script .......cccccvveeeiiiiiiicieee, 188

Step 2: Modify the Global Group Profile .............ccccccviiinneeen. 189
CHAPTER 6: TECHNICAL SUPPORT ......ccosmrrrsssnnnerssssnnns 191
HOUIS ...ttt e s e e e s 191
Contact Information ..........ccoeceeeiiiiccrr s 191
Domestic (United States) .......ccccoviiiiiiiiiii e 191
INternational .........coooeie s 191
E-Malil oo 191
Office Locations and Phone Numbers ...........ccccooieiviiieiiiiiicinns 192
8e6 Corporate Headquarters (USA) ......cccooviiiiiiiiiiieneeee, 192

8E6 TAIWAN ...eeiiiiiiee i 192

8e6 TecHNoLoGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE



CONTENTS

Support Procedures .........ccccccieeiinnissssssssssssssssssssssssssssssssssnnnns 193
APPENDIX A: AUTHENTICATION OPERATIONS ........ccooueee 194
Authentication Tier Selections ... ee e 194
Tier 1: Net use based authentication .............ccoooiiiic. 194
Tier 2, Tier 3: Web-based authentication ...............ccccce 195
Tier 1: Single Sign-On Authentication ..........ccccccoiiiiiinnnnnn, 196
Net use based authentication process ..........cccccceviviiiiiiiiiiiiiinnnnn. 196
Re-authentication proCcess ..........ccovvvvviiiiiiiiiiiiiiii e, 198

Tier 1 authentication methods ............cccceeeiiiiiiiii 198
SMB ProtOCOI ....coeeiiiceeeeeee e 198

SMB SigNiNg ..ottt 198

LDAP ProtoCOl .....coiieiieeieec e 199

Name resolution Methods ... 200
Configuring the authentication server ...........cccccovvieeiiiiiiiic, 201
LOGIN SCIPLS .euiiiiiiee e 201

Enter net use syntax in the login script ...........oooovviiiinnnnnnn. 201

View login script on the server console .........ccccccceeeeeieieieeeenn. 202

Block page authentication login scripts.........ccccoevvvvvvnnnnnn. 202

LDAP server setup rules .........cccceeeieiiiiiiieiieeeeeeeeeeee e 203
Tier 2: Time-based, Web Authentication ........ccccccovveeeernnee.e. 204
Tier 2 implementation in an environment .............ccccceiiiiinens 205
Tier 2 SCrIPt . oo 206

Tier 1 and Tier 2 SCript . ...oooiiiiee e 207

Tier 3: Session-based, Web Authentication ...........cc............ 209
8e6 Authenticator ...........ccccoiiiiiiiniiiniii - 210
Environment requirements ... 210
Minimum system requirements ............ccccceeiiiiiene e, 210
Recommended system requirements . .........ccccceeiiiiiiniennnnne 211
Workstation requirements ... 211
Work flow in a Windows environment .............ccccooiiiiiiiiinniiiees 212
8e6 Authenticator configuration priority . ..........cccccciineninnns 213

8e6 Authenticator configuration syntax . .........ccccccooviiiinnne 214
Sample command line parameters ..........cccccceeeeiiiiiinnes 214

Sample configuration file ...........ccociiii, 214

Sample R3000 configuration update packet ‘PCFG’..214

X 8e6 TecHNoLoGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE



CONTENTS

Table of parameters ........ccccceeeiiiiiiiiiin 215
Novell eDirectory Agent .........cccccoiiiiimmemmnnnserr e 218
Environment requirements ...........cccocceiiiiiii e, 218
Novell eDirectory SErVers ...........uuuuiieieiiiiiiieieieee e eeeeeeeeeeeeeeeens 218
Client workstations . ..........ccccciiiiiiiiie e 219
NOVEIl ClIENTS ... 219
Novell eDirectory SetUP .......eceeieieiiieeeeee e 219
R3000 setup and event 10gS .......cceeeeiiiiiiiiiieeeeceeeeee 220
Active Directory Agent .........cccocciiinmmmr e 221
Product feature OVErvieW ..........ccocciviiiiiiiiei e 221
Windows server requirements . .........ccccceeeeeeeieveeeeceeieiin 222
Work flow in a Windows environment ..........ccccoccceeveeiiiiieeenn. 222
SetUP AD AQENL oo 223
Step 1: AD Agent settings on the R3000 .............cccecviviinneee. 223
Step 2: Configure the domain, service account ...................... 225
Step 3: AD Agent installation on Windows server .................. 226
Step 3A: Download DCAQeNt.mSi.......ccccvveeeiveeeeeeiieicnins 226

Step 3B: Run AD Agent installation setup........................ 226

Step 3C: Run AD Agent configuration wizard ................... 229

Use the Active Directory Agent console ...........ccccvevveeviiiiiiinnnnnnnnn. 234
ACtiVIty tab e 234
SESSIONS 1AD . ..veiiiiiie s 237
Session table spreadsheet...........cccveeveveiieiiiiiiiicce, 239
Session Properties Window ..........ccccevveveeeiiiiiiicciieeee, 240
Workstation Interactive Probe window .................ccooe. 241

Active Directory Agent Configuration window .............cccc........ 243
SEIVICE PAGE ..ottt 245
APPlIaNCE PAGE ....oceeeeeeeeie s 246

Agent hosts page .........ooovvviiiiiiiiiiiiei e 247

Add asatellite ... 248

Remove a satellite ..., 248

Configure a satellite.........cccccvvveeeeiiiiiiee, 249

Check the status of a satellite...........ccccceeveieerernnnnen. 251

OpLioNS PAGE ...ttt 253
Notifications page .........cccoeveeciiiii e 255

APPENDIX B: DISABLE SMB SIGNING REQUIREMENTS ... 257

SMB Signing Compatibility .........cccccooriiiriiiiiiiniircccenes 257

8e6 TecHNoLoaIEs, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE Xi



CONTENTS

Disable SMB Signing in Windows 2003 ...........ccccceeeeeeeeeeeee, 258

APPENDIX C: OBTAIN, EXPORT AN SSL CERTIFICATE .... 263

Export an Active Directory SSL Certificate ..........ccccccuvnneeee 263
Verify certificate authority has been installed ...............ccccccoool. 263

Locate Certificates folder ..........cccoiiiiiiiiiiiie e, 264

Export the master certificate for the domain .................ccccvvneeeen. 267
Export a Novell SSL Certficate ........ccoovmmimmmimiiiiiiiieiiieiieeieeees 271
Obtain a Sun ONE SSL Certificate .........ccccoeemmmmmmmeemeeeeeceaneees 273
APPENDIX D: LDAP SERVER CUSTOMIZATIONS ............. 274
OpenLDAP Server SCenario ..........ccccoevvinnnnnnnnnnnnsnnmnnmmnnmmnnnen 274
Not all users returned in User/Group Browser ..............cccccuenneeee. 274

APPENDIX E: USER/GROUP FILE FORMAT AND RULES ... 275

Username Formats .........ccceeeeiiiiiiiiiriccceccs e s s e 275
Rule Criteria ...t 276
File Format: Rules and Examples ..........ccoooimiiiiiiiiiiieeineceneeenn. 279
NT User List Format and RUIES ...........ooooeiiiiiiiiiiieeeeee e, 280

NT Group List Format and Rules ...........cccccoiiiiiiiiiieee, 281
LDAP User List Formatand Rules ...........ccccceeveiieiiiiiiiie, 282
LDAP Group List Format and Rules ..........cccccvevveeeeiiiiiicciie, 283
APPENDIX F: OVERRIDE POP-UP BLOCKERS .......cceeuueunn. 284
Yahoo! Toolbar Pop-up Blocker ........ccoreeccciiniemreneceennn 285
If pop-up blocking is enabled ... 285
Add override account to the white list ... 285
Google Toolbar Pop-up Blocker .........ccccocommmeeeeeeeceeceeneceneeees 287
If pop-up blocking is enabled ... 287
Add override account to the white list ...........ccccoooeiiiii, 287

Xii 8e6 TecHNoLoGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE



CONTENTS

AdwareSafe Pop-up Blocker ........cccceeveeiieieee e 288

If pop-up blocking is enabled ... 288
Temporarily disable pop-up blocking ......ccccceeeiiiiiiiiiie 288
Mozilla Firefox Pop-up Blocker ..........ccoeevireeeemeeeeeeeennerneeeeneeens 289
Add override account to the white list ...........ccccoooeiiiii, 289
Windows XP SP2 Pop-up Blocker ........ccccceeeeeeeeeeeeeeceeeeeeenenn, 290
Set up pop-up bIOCKING ......cvviiiiiiiiiiiee e 290

Use the Internet Options dialog boX ............cccovcciviiiiiiienennnn. 290

Use the |E t00IDar . ........ueiiiiiiiiiii e 291
Temporarily disable pop-up blocking ........cccccooiiiiiiiiiiiiie, 291

Add override account to the white list ...........cccooiiiii, 292

Use the |E t00IDar ... 292

Use the Information Bar ...........ccocveeiiiiniiiie e, 293

Set up the Information Bar ..o, 293

Access your override acCount..........cceeeeeieieieeeeeieirereeeeeenns 293

APPENDIX G: GLOSSARY ....coirvurrirsmrisssnsssssssssssssssssnnnas 295
Definitions ... —————————— 295

1 0 303

8e6 TecHNoLoGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE Xiii



CONTENTS

Xiv 8e6 TecHNoLoGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE



CHAPTER 1: INTRODUCTION ABOUT THIS USER GUIDE

CHAPTER 1: INTRODUCTION

The R3000 Authentication User Guide contains information
about setting up authentication on the network.

About this User Guide

This user guide addresses the network administrator desig-
nated to configure and manage the R3000 server on the
network.

Chapter 1 provides information on how to use this user
guide, and also includes an overview of filtering compo-
nents and authentication solutions.

Chapters 2, 3, and 4 describe the R3000 Administrator
console entries that must be made in order to prepare the
network for using authentication for NT and/or LDAP
domains.

@ NOTE: Refer to the R3000 Quick Start Guide for information on

installing the unit on the network. This document also provides
information on how to access the R3000 console to perform the
initial installation setup defined in Chapter 2: Network Setup.

After all settings have been made, authentication is ready to
be used on the network. Chapter 5 outlines the step you
need to take to test and to activate your settings before
deploying authentication on the network.

Chapter 6 provides support information. Appendices at the
end of this user guide feature instructions on authentication
operations; steps to modify the SMB protocol to disable
SMB Signing requirements; information on how to obtain or
export an SSL certificate and upload it to the R3000; notes
on customizations to make on specified LDAP servers;
filtering profile file components and setup; tips on how to
override pop-up windows with pop-up blocker software
installed; a glossary on authentication terms, and an index.
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How to Use this User Guide

Conventions

The following icons are used throughout this user guide:

NOTE: The “note” icon is followed by italicized text providing
additional information about the current subject.

TIP: The “tip” icon is followed by italicized text giving you hints on
how to execute a task more efficiently.

& WARNING: The “warning” icon is followed by italicized text
cautioning you about making entries in the application, executing
certain processes or procedures, or the outcome of specified
actions.

2 8e6 TecHNoLoGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE
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Terminology

The following terms are used throughout this user guide.
Sample images (not to scale) are included for each item.

» alert box - a message box x|
that Opens in response to @ Successfully saved Alert emails),
an entry you made in a
dialog box, window, or
screen. This box often et ppleliningo
contains a button (usually
labeled “OK”) for you to click in order to confirm or
execute a command.

¢ button - an object in a dialog box, o0l |
window, or screen that can be clicked ohRly

with your mouse to execute a command.

¢ checkbox - a small square in a dialo
box, window, or screen used for indi-g vl Profile
cating whether or not you wish to select an option. This
object allows you to toggle between two choices. By
clicking in this box, a check mark or an “X” is placed, indi-
cating that you selected the option. When this box is not
checked, the option is not selected.

* dialog box - a box that x|

Opens In reSpOI’\SG to a @ Are wou sure you wank ko save the prafile?
command made in a

window or screen, and
requires your input. You  Javasppstwindow

must choose an option by

clicking a button (such as “Yes” or “No”, or “Next” or
“Cancel”) to execute your command. As dictated by this
box, you also might need to make one or more entries or
selections prior to clicking a button.

» field - an area in a dialog boX, 501t ame e
window, or screen that either

accommodates your data

8e6 TecHNoLoaIEs, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE 3
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entry, or displays pertinent information. A text box is a

type of field.

» frame - a boxed-in area in a dialog
box, window, or screen that
includes a group of objects such as
fields, text boxes, list boxes,
buttons, radio buttons, check-

Page Content

[# Basic

[ Filter Info

[ Qwertide Account

boxes, and/or tables. Objects within a frame belong to a
specific function or group. A frame often is labeled to indi-

cate its function or purpose.

Content

Comment

e grid-anareain Dite ‘;.m

Jul 22,2003 lib1 tar.gz LIBRARY_OMLY

backup old library

a frame that JuI73,2003  [ronfp3targz  |COMFIG_ONLY

backup old configurations

Jul 22, 2003 |Eumﬂg1 targz COMFIG_ONLY

testing

displays rows Jul 22,2003 [noth.tar.gz CONFIG_AND_LIBRARY |hackup library and configs

and columns of

data, as a result of various processes. This data can be
reorganized in the R3000 console, by changing the order

of the columns.

* list box - an area in a dialog box,
window, or screen that accommo-
dates and/or displays entries of

items that can be added or removed.

* navigation panel - the panel that
displays at the left of a screen. This
panel can contain links that can be

clicked to open windows or dialog boxes

All Groups

CenFublishers o
DnsUpdateProxy
Domain Adrming

Domain Computers
Domain Controllers

Domain Guests
Domain Users

Enterprise Admins
Group Policy Creator Owners
MTS Trusted Impersonatars |

at the right of the screen. One or more
tree lists also can display in this panel.
When an item in the tree list is double-

clicked, the tree list opens to reveal
items that can be selected.

Cabrgory Weight Siystem
BT Newrsgp oo

i Ses Suppbed Categories

# Cusbum Categuries

8e6 TecHNoLoGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE



CHAPTER 1: INTRODUCTION HoW TO USE THIS USER GUIDE

al0l x|

pop-up box or pop-up

Fle B Vem Feter Tik e

window - a box or window 23 D e e

that opens after you click a EE—TTTTTETT—
button in a dialog box, N tpeaine]
window, or screen. This box

or window may display infor- s S

mation, or may require you to make one or more entries.
Unlike a dialog box, you do not need to choose between
options.

pull-down menu - a field in a [Defautt ~]
dialog box, window, or screen

that contains a down-arrow to the right. When you click
the arrow, a menu of items displays from which you make
a selection.

radio button - a small, circular object
in a dialog box, window, or screen
used for selecting an option. This object allows you to
toggle between two choices. By clicking a radio button, a
dot is placed in the circle, indicating that you selected the
option. When the circle is empty, the option is not
selected.

 on O Of

object of an appli- Heémesa i
cation that |

displays across
your monitor. A
screen can
contain panels,
windows, frames,
fields, tables, text
boxes, list boxes,
icons, buttons, L2
and radio buttons.

Lilary Detaits

)]

CFRODA0GTE e AO000 Crieriene PR L0005
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sub-topic - a subset & categery Grows H [retmarserioris:

of a main topic that
displays as a menu
item for the topic. The

menu of subtopics - Banchwicth T

opens when a perti-

Library Details

~Obscene/Tastele: URLs
~Pornography oy URL Keyweards
R Rated Search Engine Keywords

nent topic link in the left panel—the navigation panel—of
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tree - a tree displays in the naviga-
tion panel of a screen, and is
comprised of a hierarchical list of
items. An entity associated with a
branch of the tree is preceded by a
plus (+) sign when the branch is
collapsed. By double-clicking the
item, a minus (-) sign replaces the
plus sign, and any entity within that
branch of the tree displays. An item
in the tree is selected by clicking it.

window - a window
displays on a screen,
and can contain
frames, fields, text
boxes, list boxes,
buttons, checkboxes,
and radio buttons. A
window for a topic or
sub-topic displays in
the right panel of the
screen. Other types
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of windows include pop-up windows, login windows, or
ones from the system such as the Save As or Choose file

windows.
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Filtering Elements

Filtering operations include the following elements: groups,
filtering profiles and their components, and rules for filtering.

Group Types

In the Group section of the Administrator console, group
types are structured in a tree format in the navigation panel.
There are four group types in the tree list:

* Global Group

+ |IP groups

* NT domain groups

* LDAP domain groups

NOTE: If authentication is enabled, the global administrator—
who has all rights and permissions on the R3000 server—will see
all branches of the tree: Global Group, IP, NT, and LDAP. If
authentication is disabled, only the Global Group and IP
branches will be seen.

Global Group

The first group that must be set up is the global group,

represented in the tree structure by the global icon @ .
The filtering profile created for the global group represents
the default profile to be used by all groups that do not have
a filtering profile, and all users who do not belong to a group.
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IP Groups

The IP group type is represented in the tree by the IP icon

& . A master IP group is comprised of sub-group members
and/or individual IP members & .

The global administrator adds master IP groups, adds and
maintains override accounts at the global level, and estab-
lishes and maintains the minimum filtering level.

The group administrator of a master IP group adds sub-
group and individual IP members, override account and
time profiles, and maintains filtering profiles of all members
in the master IP group.

B

IP Groups

!

Master IP Group

X e

Sub Group Sub Group Individual IP
209.11.120.0/24 210.11.110.0/32 211.11.108.4

Fig. 1-1 IP diagram with a sample master IP group and its members
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NT Domain Groups

An NT domain on a network server is comprised of
Windows NT groups and their associated members (users),
derived from profiles on the network’s domain controller.

The NT group type is represented in the tree by the NT icon

35' . This branch will only display if authentication is
enabled. Using the tree menu, the global administrator adds

and maintains NT domains &, and profiles of NT groups
and members within the domain.

Filtering profiles can be created for a specified group g or

user :@j If users belong to more than one group, the global
administrator sets the priority for group filtering.

a5

NT Grouns
NT Doinain
| | |
NT Groun NT Graup NT Graup
I
[ I
] L] i Q )
| | [ ] o
Llzer Lisar Ulaar Usar Lisar

Fig. 1-2 NT domain diagram, with sample groups and members
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LDAP Domain Groups

An LDAP (Lightweight Directory Access Protocol) domain
on a network server is comprised of LDAP groups and their
associated members (users), derived from profiles on the
network’s authentication server.

The LDAP group type is represented in the tree by the

LDAP icon . This branch will only display if authentica-
tion is enabled. Using the tree menu, the global adminis-

trator adds and maintains LDAP domains .ﬁh, and profiles
of LDAP groups and members within the domain.

For Active Directory or “Other” server types, filtering profiles

can be created for a specified primary or static group @

user :@j or container & . For Novell eDirectory, SunOne,
Sun IPlanet, or Netscape Directory server types, filtering

profiles can also be created for a dynamic group -y

ala

o r
LOARPGoUns
LOARP Dornain
LOARGroun LOARPGown
] ]
i i
Lisar Lisar

Fig. 1-3 LDAP domain diagram, with sample groups and members
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If users belong to more than one group, the global adminis-
trator sets the priority for group filtering.

Filtering Profile Types

A filtering profile is used by all users who are set up to be
filtered on the network. This profile consists of rules that
dictate whether a user has access to a specified Web site or
service on the Internet.

The following types of filtering profiles can be created,
based on the set up in the tree menu of the Group section of
the console:

Global Group

» global filtering profile - the default filtering profile posi-
tioned at the base of the hierarchical tree structure, used
by end users who do not belong to a group.

IP group (Master Group)

* master group filtering profile - used by end users who
belong to the master group.

* master time profile - used by master group users at a
specified time.

IP group member

* sub-group filtering profile - used by a sub-group
member.

» individual filtering profile - used by an individual IP
group member.

* time profile - used by a sub-group/individual IP group
member at a specified time.

Authentication filtering profiles

* NT/LDAP group filtering profile - used by an NT or
LDAP group.
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* NT/LDAP member filtering profile - used by an NT or
LDAP group member.

* LDAP container filtering profile - used by an LDAP
container in an LDAP domain.

Other filtering profiles

e override account profile - set up in either the global
group section or the master group section of the console.

NOTE: An override account set up in the master IP group section
of the R3000 console takes precedence over an override account
set up in the global group section of the console.

* lock profile - set up under X Strikes Blocking in the Filter
Options section of the profile.

Static Filtering Profiles

Static filtering profiles are based on fixed IP addresses and
include profiles for master IP groups and their members.

Master IP Group Filtering Profile

The master IP group filtering profile is created by the global
administrator and is maintained by the group administrator.
This filtering profile is used by members of the group—
including sub-group and individual IP group members—and
is customized to allow/deny users access to URLs, or warn
users about accessing specified URLs, to redirect users to
another URL instead of having a block page display, and to
specify usage of appropriate filter options.

IP Sub-Group Filtering Profile

An IP sub-group filtering profile is created by the group
administrator. This filtering profile applies to end users in an
IP sub-group and is customized for sub-group members.
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Individual IP Member Filtering Profile

An individual IP member filtering profile is created by the
group administrator.This filtering profile applies to a speci-
fied end user in a master IP group.

Active Filtering Profiles

Active filtering profiles include the global group profile, NT/
LDAP authentication profile, override account profile, time
profile, and lock profile.

Global Filtering Profile

The global filtering profile is created by the global adminis-
trator. This profile is used as the default filtering profile. The
global filtering profile consists of a customized profile that
contains a list of library categories to block, open, add to a
white list, or assign a warn setting, and service ports that are
configured to be blocked. A URL can be specified for use
instead of the standard block page when users attempt to
access material set up to be blocked. Various filter options
can be enabled.

NT/LDAP Group Filtering Profile

An NT or LDAP group filtering profile is created by the global
administrator. This profile can be customized to allow/deny
group users access to URLs, or warn users about accessing
specified URLSs, to redirect users to another URL instead of
having the standard block page display, and to specify
usage of appropriate filter options.

If users belong to more than one group, all groups to which
they belong must be ranked to determine the priority each
filtering profile takes over another.
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NT/LDAP Member Filtering Profile

An NT or LDAP member filtering profile is created by the
global administrator. This profile can be customized to
allow/deny a user access to URLs, or warn a user about
accessing specified URLSs, to redirect the user to another
URL instead of the standard block page, and to specify
usage of appropriate filter options.

LDAP Container Filtering Profile

An LDAP container filtering profile is created by the global
administrator. This profile can be customized to allow/deny
users access to URLs, or warn users about accessing spec-
ified URLs, to redirect users to another URL instead of the
standard block page, and to specify usage of appropriate
filter options.

Override Account Profile

If any user needs access to a specified URL that is set up to
be blocked, the global administrator or group administrator
can create an override account for that user. This account
grants the user access to areas set up to be blocked on the
Internet.

Time Profile

A time profile is a customized filtering profile set up to be
effective at a specified time period for designated users.

Lock Profile

This filtering profile blocks the end user from Internet access
for a set period of time, if the end user’s profile has the X
Strikes Blocking filter option enabled and he/she has
received the maximum number of strikes for inappropriate
Internet usage.

NOTE: Refer to the R3000 User Guide for additional information
on the Override Account Profile, Time Profile, and Lock Profile.
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Filtering Profile Components

Filtering profiles are comprised of the following compo-
nents:

16

library categories - used when creating a rule, minimum
filtering level, or filtering profile for the global group or any
entity

service ports - used when setting up filter segments on
the network, creating the global group (default) filtering
profile, or establishing the minimum filtering level

rules - specify which library categories should be
blocked, left open, assigned a warn setting, or white
listed

filter options - specify which features will be enabled: X
Strikes Blocking, Google/Yahoo! Safe Search Enforce-
ment, Search Engine Keyword Filter Control, URL
Keyword Filter Control

minimum filtering level - takes precedence over
filtering profiles of entities who are using a filtering profile
other than the global (default) filtering profile

filter settings - used by service ports, filtering profiles,
rules, and the minimum filtering level to indicate whether
users should be granted or denied access to specified
Internet content
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Library Categories

A library category contains a list of Web site addresses and
keywords for search engines and URLs that have been set
up to be blocked or white listed. Library categories are used
when creating a rule, the minimum filtering level, or a
filtering profile.

8e6 Supplied Categories

8e6 furnishes a collection of library categories, grouped
under the heading “Category Groups” (excluding the
“Custom Categories” group). Updates to these categories
are provided by 8e6 on an ongoing basis, and administra-
tors also can add or delete individual URLs within a speci-
fied library category.

Custom Categories

Custom library categories can be added by either global or
group administrators. As with 8e6 supplied categories, addi-
tions and deletions can be made within a custom category.
However, unlike 8e6 supplied categories, a custom cate-
gory can be deleted.

NOTE: 8e6 cannot provide updates to custom categories. Main-
taining the list of URLs and keywords is the responsibility of the
global or group administrator.
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Service Ports

Service ports are used when setting up filter segments on
the network (the range of IP addresses/netmasks to be
detected by the R3000), the global (default) filtering profile,
and the minimum filtering level.

When setting up the range of IP addresses/netmasks to be
detected, service ports can be set up to be open (ignored).
When creating the global filtering profile and the minimum
filtering level, service ports can be set up to be blocked or
filtered.

Examples of service ports that can be set up include File
Transfer Protocol (FTP), Hyper Text Transfer Protocol
(HTTP), Network News Transfer Protocol (NNTP), Secured
HTTP Transmission (HTTPS), and Secure Shell (SSH).

Rules

A rule is comprised of library categories to block, leave
open, assign a warn setting, or include in a white list. Each
rule that is created by the global administrator is assigned a
number. A rule is selected when creating a filtering profile
for an entity.

Minimum Filtering Level

The minimum filtering level consists of library categories set
up at the global level to be blocked or opened, and service
ports set up to be blocked or filtered. If the minimum filtering
level is created, it applies to all users in IP, NT, and LDAP
groups, and takes precedence over filtering settings made
for group and member filtering profiles.

The minimum filtering level does not apply to any user who
does not belong to a group, and to groups that do not have
a filtering profile established.
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NOTE: If the minimum filtering level is not set up, global (default)
filtering settings will apply instead.

Filter Settings

Categories and service ports use the following settings to
specify how filtering will be executed:

block - if a category or a service port is given a block
setting, users will be denied access to the item set up as
“pblocked”

open - if a category or the filter segment detected on the
network is given an open (pass) setting, users will be
allowed access to the item set up as “opened”

always allowed - if a category is given an always
allowed setting, the category is included in the user’s
white list and takes precedence over blocked categories

warn - If a category is given a warn setting, a warning
page displays for the end user to warn him/her that
accessing the intended URL may be against established
policies and to proceed at his/her own risk

filter - if a service port is given a filter setting, that port will
use filter settings created for library categories (block or
open settings) to determine whether users should be
denied or allowed access to that port

ignore - if the filter segment detected on the network has
a service port set up to be ignored, that service port will
be bypassed
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Filtering Rules

Individual User Profiles - A userin an NT or LDAP domain
can have only one individual profile set up per domain.

Filtering Levels Applied:

1.

The global (default) filtering profile applies to any user
under the following circumstances:
 the user does not belong to a master IP group

 the user has not been assigned a domain default
profile from an NT or LDAP authentication domain

. If a minimum filtering level is defined, it applies to all

master IP groups (and their members) and NT/LDAP
groups who have been assigned filtering profiles after
authenticating. The minimum filtering level combines
with the user’s profile to guarantee that categories
blocked in the minimum filtering level are blocked in the
user’s profile.

. For master IP group members:

a. A master IP group filtering profile takes precedence
over the global profile.

b. A master IP group time profile takes precedence over
the master IP group profile.

. For IP sub-group members:

a. An IP sub-group filtering profile takes precedence over
the master IP group’s time profile.

b. An IP sub-group time profile takes precedence over
the IP sub-group profile.

. For individual IP members:

a. An individual IP member filtering profile takes prece-
dence over the IP sub-group’s time profile.

b. Anindividual IP member time profile takes precedence
over the individual IP member profile.
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6. For NT/LDAP users, if a user is authenticated, settings
for the user’s group or individual profile from the NT/
LDAP domain are applied and take precedence over any
IP profile.

a. If the user belongs to more than one group in an
authentication domain, the profile for the user is deter-
mined by the order in which the groups are listed in the
Group Periority list set by the global administrator. The
user is assigned the profile for the group highest in the
Group Priority list.

b. If a user has an individual profile set up, that profile
supercedes all other profile levels for that user. The
user can have only one individual profile in each
domain.

c. On an LDAP domain, if a user belongs to a container,
that profile takes precedence over the group profile for
that user.

7. An override account profile takes precedence over an
authentication profile. This account may override the
minimum filtering level—if the override account was set
up in the master IP group tree, and the global adminis-
trator allows override accounts to bypass the minimum
filtering level, or if the override account was set up in the
global group tree.

NOTE: An override account set up in the master IP group section
of the R3000 console takes precedence over an override account
set up in the global group section of the console.

8. A lock profile takes precedence over all filtering profiles.
This profile is set up under Filter Options, by enabling the
X Strikes Blocking feature.
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Global (Default)
Filtering
Profile

MINIMUM FILTERING
LEVEL

Individual IP
Profile

Fig. 1-4 Sample filtering hierarchy diagram
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Authentication Solutions

R3000 Authentication Protocols

The R3000 supports two types of authentication protocols:
Windows NT LAN Manager (NTLM), and Lightweight Direc-
tory Access Protocol (LDAP).

* NTLM authentication supports NTLM authentication
running on any of the following servers: Windows NT 4.0,
Windows 2000 Mixed Mode, and Windows 2003 Mixed
Mode.

» LDAP authentication supports all versions of LDAP, such
as Microsoft Active Directory, Novell eDirectory, Sun
ONE, and OpenLDAP.

R3000 Authentication Tiers and Options

R3000 authentication tiers

The R3000 authentication architecture for NTLM and LDAP
authentication protocols is comprised of three tiers. When
using NT and/or LDAP authentication with the R3000, one
of these three tiers is selected for use on the network,
depending on the server(s) used on the network and the
preferred authentication method(s) to be employed.

« Tier 1: Single sign-on, net use based authentication for
NT or Active Directory domains.

« Tier 2: Time-based, Web authentication for NT and LDAP
authentication methods.

* Tier 3: Session-based, Web authentication for NT or
LDAP authentication method.
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R3000 authentication options

Depending on the setup of your network, any of the
following authentication options can be enabled to ensure
the end user is authenticated when logging into his/her
workstation: 8e6 Authenticator, Active Directory Agent, and
Novell eDirectory Agent.

NOTE: See Appendix A: Authentication Operations for informa-
tion on using Tier 1, Tier 2, and Tier 3 on the network, and config-
uring 8e6 Authenticator, Novell eDirectory Agent, and Active
Directory Agent.
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Authentication Solution Compatibility

Below is a chart representing the authentication solution
compatibility for a single user:

Tier1 Tier2 | Tier 3 8e6 eDirec- | Active
net time session | Authen- | tory Directory
use based | based ticator Agent Agent
Tier 1 - Yes Yes N/R N/A N/R
Tier 2 Yes - N/A Yes Yes Yes
Tier 3 Yes N/A - Yes Yes Yes
8eb6 N/R Yes Yes -- N/R N/R
Authen-
ticator
eDirectory N/A Yes Yes N/R - N/A
Agent
Active N/R Yes Yes N/R N/A -
Directory
Agent
KEY:

* N/A = Not Applicable
* N/R = Not Recommended
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Authentication System Deployment Options

Below is a chart representing authentication system deploy-
ment options on a network:

Authentication System

Single Sign-On (SSO)

Force
Authentication

SunOne None Tier 2 or Tier 3
OpenLDAP

CommuniGate Pro (Stalker)

Windows NT 4.0 Tier 1 “net use” Tier 2 or Tier 3

Windows 2000/2003 Server

Tier 1 “net use”

Tier 2 or Tier 3

(both Mixed and Native modes) | 8e6 Authenticator
AD Agent
Novell eDirectory 8e6 Authenticator Tier 2 or Tier 3

Novell eDirectory Agent (for
eDirectory server version
8.7 and higher)

Windows 2000/2003 Server
and Novell eDirectory Mixed
environment

8e6 Authenticator
Novell eDirectory Agent
AD Agent

Tier 2 or Tier 3
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Ports for Authentication System Access

The following ports should be used for authentication

system access:

Type | No. | Function

TCP 8081 Used between the R3000’s transmitting inter-
face and the SSL block page for Tier 2 or Tier 3
authentication.

TCP 836 Used between the R3000’s Virtual IP address
and Java applet for Tier 3 authentication.

TCP 139 Used between the R3000 and workstations
requiring Tier 1 or Tier 3 authentication.

TCP/ 137 Used between the R3000 and workstations

UDP requiring Tier 1 authentication.

LDAP 389 Used for communicating with domain control-
lers in order to bind with them so that user/
group information can be queried/accessed.

LDAPS | 636 Used for communicating with domain control-
lers in order to bind with them so that user/
group information can be queried/accessed.
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Configuring the R3000 for Authentication

Configuration procedures

When configuring the R3000 server for authentication,
settings must be made in System and Group windows in the
Administrator console.

NOTES: If the network has more than one domain, the first one
you add should be the domain on which the R3000 resides.

The entries described in this section represent entries to be made
on a typical network.

System section

The first settings for authentication must be made in the
System section of the Administrator console in the following
windows: Operation Mode, LAN Settings, Enable/Disable
Authentication, Authentication Settings, Authentication SSL
Certificate (if Web-based authentication will be used), and
Block Page Authentication.

1. Select “Mode” from the navigation panel, and then select
“Operation Mode” from the pop-up menu.

The entries made in the Operation Mode window will vary
depending on whether you will be using the invisible
mode, or the router or firewall mode.

In the Listening Device frame, set the Listening Device to
“LAN1".

In the Block Page Device frame:

* If using the invisible mode, select “LANZ2”.
* If using the router or firewall mode, select “LAN1".

2. Select “Network” from the navigation panel, and then
select “LAN Settings” from the pop-up menu.
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The entries made in this window will vary depending on
whether you are using the invisible mode, or the router or
firewall mode. The LAN1 and LANZ2 IP addresses usually
should be in a different subnet.

+ If using the invisible mode: For the LAN1 IP address,
select 255.255.255.255 for the subnet mask.

* If using the router or firewall mode: Specify the appro-
priate IP address and subnet mask in the applicable
fields.

3. Select “Authentication” from the navigation panel, and
then select Enable/Disable Authentication from the pop-
up menu.

Enable authentication, and then select one of three tiers
in the Web-based Authentication frame:

* Tier 1: Choose this option if you will only be using net
use based authentication for NT or Active Directory
servers.

 Tier 2: Choose this option if you wish to use timed
Web-based authentication for NT and LDAP domains.
This option gives the user a timed session for his/her
Internet access. After the timed profile expires, the
user will have to log in again if he/she wants to
continue to have Internet access.

 Tier 3: Choose this option if you wish to use persistent
Web-based authentication for NT and LDAP domains.
This option gives the user a persistent network
connection via a pop-up window that keeps the user’s
session open until the window is closed, so the user
does not have to log in repeatedly.

If you wish to use the tier you specified as a fallback
authentication solution, you have the option to enable
any of the following authentication solutions as appro-
priate to your environment: 8e6 Authenticator, Active
Directory Agent, Novell eDirectory Agent.
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4. Select “Authentication” from the navigation panel, and

then select “Authentication Settings” from the pop-up
menu.

In the Settings frame, enter general configuration
settings for the R3000 server such as IP address entries.

From the NIC Device to Use for Authentication pull-down
menu:

+ If using the invisible mode: Select “LAN2” as the
device to send traffic on the network.
* If using the router or firewall mode: Select “LAN1".

Information should only be entered in the NT Authentica-
tion Server Details frame if the R3000 will use the NT
Authentication method to authenticate users.

. Select “Authentication” from the navigation panel, and

then select Authentication SSL Certificate from the pop-
up menu. This option should be used if Web-based
authentication will be deployed on the R3000 server.

Using this option, you create either a self-signed certifi-
cate or a Certificate Request (CSR) for use by the
Secure Sockets Layer (SSL). The certificate should be
placed on client machines so that these machines will
recognize the R3000 as a valid server with which they
can communicate.

. Select “Control” from the navigation panel, and then

select “Block Page Authentication” from the pop-up
menu.

In the Block Page Authentication window, select the Re-
authentication Options to be used. The items you select
will be listed as options for re-authentication on the
Options page, accessible from the standard block page.
If the “Re-authentication” (NET USE) option is selected,
enter the login script path to be used by the R3000 for re-
authentication purposes.
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Group section

In the Group section of the Administrator console, choose
NT or LDAP, and then do the following:

1. Add a domain from the network to the list of domains that
will have users authenticated by the R3000.

NOTE: If the network has more than one domain, the first one
you add should be the domain on which the R3000 resides.

2. Create filtering profiles for each group within that domain.

3. Set the group priority by designating which group profile
will be assigned to a user when he/she logs in. If a user is
a member of multiple groups, the group that is positioned
highest in the list is applied.

4. Create unique filtering profiles for individual users.
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CHAPTER 2: NETWORK SETUP

Environment Requirements

Workstation Requirements

Administrator

Minimum system requirements for the administrator include
the following:

Windows 2000 or later operating system (not compatible
with Windows server 2003) running Internet Explorer (IE)
6.0 or later (Windows Vista running IE7)

Macintosh OS X Version 10.5 running Safari 2.0, Firefox
2.0

JavaScript enabled
Java Virtual Machine

Java Plug-in (use the version specified for the R3000
software version)

Java Runtime Environment, if using Tier 3 authentication

NOTE: R3000 administrators must be set up with software instal-
lation privileges in order to install Java used for accessing the
interface.
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End User

Windows 98 or later operating system (not compatible
with Windows server 2003) running Internet Explorer (IE)
5.5 or later

Macintosh OS X running Safari 1.0 or later, Firefox 1.0 or
later

JavaScript enabled
Java Runtime Environment, if using Tier 3 authentication

Pop-up blocking software, if installed, must be disabled

Network Requirements

High speed connection from the R3000 server to the
client workstations

FTP or HTTPS connection to 8e6’s software update
server

Internet connectivity for downloading Java Virtual
Machine—and Java Runtime Environment, if neces-
sary—if not already installed
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Set up the Network for Authentication

The first settings for authentication must be made in the
System section of the console in the following windows:
Operation Mode, LAN Settings, Enable/Disable Authentica-
tion, Authentication Settings, Authentication SSL Certificate
(if Web-based authentication will be used), View Log File
(for troubleshooting authentication setup), and Block Page
Authentication. Entries for customizing the block page and/
or authentication request form are made in the Common
Customization, Authentication Form Customization, and
Block Page Customization windows.
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Specify the operation mode

Click Mode and select Operation Mode from the pop-up
menu to display the Operation Mode window:

& R3000 Enterprise Filter =10 =]

866 R3000 Enterprise Filter

HOME SYSTEM GROUF LIBRARY REPORTING HELF QuIT

ﬁ System i
= = Operation Mode
-~ Cartrol System>Mode>Operation Mode
- Metvwork Mode
Adrinistrator
~Secure Lagan @ Invisible ¢ Router € Firewall € Mobils
- Disgnostics
Alert Listening Device Block Page Device
Patch
chronization Device  |LANT -I Device to send block page |LANZ VI

e

ertication

MIC Mode Block Page Delivery Method

- BackupRestore Protocol Methods:

~Reset (% Send Block Page via ARP Table ' Send Block to Specified Host MAC Address
Radius Authertication Setting Block Pags Rauta To:

- SMMP 0CK Page Route Too

- Hardware Failure Detection & Defaul Gatzway

¥ Strikes Blocking

- arn Option Setting @ Lternate P Address P
Customization
Current MAC Address  |00:02:16:04:52:00

Apply

KT |

IHnst MName: logo.cam IIP: 200.10,100.75 I‘werslnn: R3000 Enterprise Filter 1.10.10.5

Jawa Applet Window

Fig. 2-1 Operation Mode window

The entries made in this window will vary depending on
whether you will be using the invisible mode, or the router or
firewall mode.

1. In the Mode frame, select the mode to be used: “Invis-
ible”, “Router”, or “Firewall”.

2. In the Listening Device frame, set the Device to “LAN1".
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3. In the Block Page Device frame:

« If using the invisible mode, select “LAN2”.
« If using the router or firewall mode, select “LAN1".

If using the invisible mode, the Block Page Delivery
Method frame displays. Choose from either of the two
Protocol Methods:

» “Send Block Page via ARP Table” - this option uses the
Address Resolution Protocol method to find the best
possible destination MAC address of a specified host,
usually the R3000 gateway.

» “Send Block to Specified Host MAC Address” - using
this preferred method, the block page will always be
sent to the MAC address of a specified host, usually
the R3000 gateway.

Choose from either of the two Block Page Route To
selections:

» “Default Gateway” - this option indicates that the
default gateway on your network will be used for
sending block pages.

» “Alternate IP Address” - this option should be used
if block pages are not being served.

Enter the IP address of the router or device that will
serve block pages.

4. Click Apply.
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Specify the subnet mask, IP address(es)

Click Network and select LAN Settings from the pop-up
menu to display the LAN Settings window:

£ R3000 Enterprise Filter o ] |
886 R3000 Enterprise Filter |
— HOME | SYSTEM | GROUP |- LIBRARY | REPORTING | HELP |- QUIT —
(=
S system LAN Settings
- Contrel System>Network>LAN Settings

otk

Host Marme: I\ngn COM

IP / Mask Setting

Sletviork
Administrator

--Secure Logan

- Disgnostics
Blert

-Patch

- Synchronization
Macle

--Authertication DHS

- MIC Made

-BackupRestore
Reset

- Radius Authentication Setting

- BNMP Gateway
Harchware Failure Detection

-3 Strikes Blocking

- Warn Option Setting

~Customization

o7

Lant [z i |255.255.255.255j

LANZPP (2001045074 | |esszsson x|

200.10.160.1
Secondary IP

Gateway P |20010.160.1

Primary IP

|HDst Mame: logo.com

Java Applet Window

[Py 200,10, 100,75

Wersiun: R3000 Enterprise Filker 1,10,00,24

Fig. 2-2 LAN Settings window

The entries made in this window will vary depending on
whether you are using the invisible mode, or the router or

firewall mode.

@ NOTE: If the gateway IP address on the network changes, be
sure to update the Gateway IP address in this window.
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Invisible mode

For the LAN1 IP address, select 255.255.255.255 for the
subnet mask, and click Apply.

Router or firewall mode

1. Enter the following information:

* Inthe LAN1 IP field of the IP/Mask Setting frame, enter
the IP address and specify the corresponding subnet
of the “LAN1” network interface card to be used on the
network.

* Inthe LAN2 IP field, enter the IP address and specify
the corresponding subnet of the “LANZ2” network inter-
face card to be used on the network.

TIP: The LAN1 and LANZ2 IP addresses usually should be placed
in different subnets.

* In the Primary IP field of the DNS frame, enter the IP
address of the first DNS server to be used for resolving
the IP address of the authentication server with the
machine name of that server.

* In the Secondary IP field of the DNS frame, enter the
IP address of the second DNS server to be used for
resolving the IP address of the authentication server
with the machine name of that server.

* In the Gateway IP field of the Gateway frame, enter
the IP address of the default router to be used for the
entire network segment.

2. Click Apply to apply your settings.

NOTE: Whenever modifications are made in this window, the
server must be restarted in order for the changes to take effect.

38 8e6 TecHNoLoGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE



CHAPTER 2: NETWORK SETUP SET UP THE NETWORK FOR AUTHENTICATION

Enable authentication, specify criteria

1. Click Authentication and select Enable/Disable Authenti-
cation from the pop-up menu to display the Enable/
Disable Authentication window:

2. Click Enable to enable authentication.

3. Select one of three tiers in the Web-based Authentication
frame:

£ _R3000 Enterprise Filter I ] Y

866 R3000 Enterprise _Fil!er

HOME SYSTEM GROUP LIBRARY REPORTING HELF QUIT .

D system EnableiDisable Authentication
~Control st ication>EnableDisable
 Metwork Authentication
o Auministrator
~Becure Logon Authertication mode: Enabled Enable Disahle |
-~ Diagnostics
- ilert I
-Patch Web-based Authentication
~Synehronization £ Tier 1: Web-based Authertication disaled (Met Use ensbied)
ertication
' i @ Tier 2. Usetime-based profiles, wih time-out (in minutes): |30
-~ Backupfestore N B
- Rest © Tier 3 Use petsistent logins via a Java &pplst
-Radius Authertication Setting | Tier 2 & 3 Mote: In an organizabion with more than 5000 wsers, slewnsss may be experienced during the
- SNMP authentication process. In this scenario, §e6 recommends using an RI000 Fiter with an 551 aceelerator
- Hardware Failure Detection card instaled, Please contack 36 For more information,
- Strikes Blocking 8eb6 Authenticator
~Warn Option Setting & on  off Doverilpas 826 Autherticatar
Customization It is highly recommendzd that the 826 Authenticstor option be burned o at l frss,
AD Agent
& on € 0O Download 8ef AD Agert Insteller — Seftings
MNovell eDirectory Agent
© on & ot
Sending Keep Alive
& on Ot Inactive session lifetime (in mirutes), |20160
- Spply
T I |
Host MName: logo.com |IP: 200.10.100.75 |\lersinn: R3000 Enterprise Filter 1.10.00.24

Java Applet Windaw

Fig. 2-3 Enable/Disable Authentication window

NOTES: See information on the following pages for details about
each of the tiers, and for steps that must be executed to enable
your tier selection.

See Appendix A: Authentication Operations for more information
about each tier and for configuring various authentication options.
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4. Enable any of the following authentication options, as
pertinent to your environment:

* In the 8e6 Authenticator frame, be sure the 8e6

Authenticator is “On"—unless the Novell eDirectory
Agent option will be used instead. When enabling the
8e6 Authenticator option, and then downloading and
installing the 8e6 Authenticator (authenticat.exe) on a
network share accessible by the domain controller or a
Novell eDirectory server, the 8e6 Authenticator auto-
matically authenticates the end user when he/she logs
into his/her workstation.

If you have a Novell eDirectory server and the 8e6
Authenticator will not be used, turning “On” Novell
eDirectory Agent will enable end user logon and logoff
events to be logged. To use this option, the LDAP
domain must be set up and activated in the Group tree.

WARNING: When enabling Novell eDirectory Agent, the agent
will immediately begin scanning Novell eDirectory-based domain
labels.

* If using a Windows 2000 or Windows 2003 server for

authentication, the Active Directory Agent option can
be used for capturing end user logon and logoff events
and sending a session table to the R3000 so end users
receive the correct filtering profile. To use this feature,
turn “On” the AD Agent, and then specify settings for
administrator computers authorized to configure the
AD Agent via the Active Directory Agent console.
Download and install the AD Agent (DCAgent.msi) on
the administrator workstation.

5. If using Tier 1, in the Sending Keep Alive frame, click
"On" to specify that keep alives should be sent on a
connection to verify whether it is still active. Click "Off" to
specify that the end user's session will be kept alive
based on the number of minutes entered in the text box.

6. Click Apply.
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Net use based authentication

Tier 1: Web-based Authentication disabled (Net Use
enabled) — Choose this option if you will be using net use
based authentication for NT or Active Directory.

1. Click “Tier 1”.

2. In the Sending Keep Alive frame, click the radio button
corresponding to the option to be used:

* “On” - This option specifies that keep alives should be
sent on a connection to verify whether it is still active.

» “Off” - This option specifies that the end user's session
will be kept alive based on the number of minutes
entered in the text box.

In the Inactive session lifetime (in minutes) field,
enter the number of minutes the end user’s session will
be kept alive.

3. Click Apply to open the alert box that confirms your
selection.
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Web-based authentication

%

Choose either Tier 2 or Tier 3 if Web-based authentication
will be used.

NOTE: If selecting either Tier 2 or Tier 3, please be informed that
in an organization with more than 5000 users, slowness may be
experienced during the authentication process. In this scenario,
8e6 recommends using an R3000 Filter with an SSL accelerator
card installed. Please contact 8e6 for more information.

Tier 2: Use time-based profiles, with time-out (in
minutes) — Choose this option if using NT and/or LDAP
authentication, and you want the user to have a time limit on
his/her Internet connection. This option uses an authentica-
tion servlet that lets the user log into either domain with no
persistent connection between the client PC and the R3000.

1. Click “Tier 2”.

2. Enter a whole number for the duration of time the user
will retain his/her Internet connection.

3. Click Apply to open the alert box that confirms your
selection.
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Tier 3: Use persistent logins via a Java Applet — Choose
this option if using NT and/or LDAP authentication, and you
want the user to maintain a persistent network connection.

This option—the preferred method for NT authentication—
opens a profile window that uses a Java applet:

4§ Authenticator - Keep Opel = |EI|1|!

Username: JSmith

Meep this wimdow rmming B0 Emair duthenticated!

Fig. 2-4 Java applet

The profile window must be kept open during the user’s
session in order for the user to have continued access to the
Internet.

@ NOTE: Tier 3 Authentication requires a current version of Java

Runtime Environment (JRE) on end-users' PCs. In some cases, a
JRE will need to be downloaded and installed on workstations
and the R3000 will allow the JRE download at the time of login.
However some operating systems may require this action to be
performed manually.

1. Click “Tier 3”.

2. Click Apply to open the dialog box that informs you
about the requirement of a current Java Runtime Envi-
ronment (JRE) to be installed on each end user’s work-
station:
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|

Tier 3 Authertication requires a current version of Jawva Runtime Enviranment (JRE) on
end-uzers' PCs. | some cases, a JRE will need to be downloaded and installed on
wyorkstations and the R3000 will allow the JRE dovenload at the time of login, However
sotne opetating systems may require this action to be performed manuslly.

To ensure that the end-users are using the most current version of JRE, chooze the
method for distributing the current version to theit workstations:

 Geb automatically distributes JRE during user login

i administrator manually distributes JRE to user workstations

Continue cancel

Java Applet Window

Fig. 2-5 Tier 3 dialog box

. To ensure that end-users are using the most current

version of JRE, choose the method for distributing the
current version to their workstations: “8e6 automatically
distributes JRE during user login” or the default selection,

“‘Administrator manually distributes JRE to user worksta-
tions”.

. Click Continue to open the alert box that confirms your

selection.
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Enter network settings for authentication

1. Click Authentication and select Authentication Settings
from the pop-up menu to display the Authentication
Settings window:
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Patch P Address of WINS Server 190.160.240 4
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T MIC Device to Use for Authentication LaM2 LI
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Hardweare Failure Detection PDC NetBIOS Mame 2000ADMATIVE
K Strikes Blocking
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Warn Option Setting ress
Customization Administrator Username Admiristrator
Administrator Pagsword [

Warningl If values in Domain Details section change, please click soin Domain to malke the
changes take effect.

Save Jain Damain
T e |

|Hest Mame: logo.com 1P 200,10.100.75 Jversion; R3000 Enterprise Filter 1,10,00.24

Java Applet Window

Fig. 2-6 Authentication Settings window

In the Settings frame, at the R3000 NetBIOS Name field
the NetBIOS name of the R3000 displays. This informa-
tion comes from the entry made in the Host Name field of
the LAN Settings window.

2. Inthe IP Address of WINS Server field, if using a WINS
server for name resolution, enter the |IP address of each
Windows DNS server to be filtered by this R3000, with a
space between each IP address.
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3. In the Virtual IP Address to Use for Authentication
field,1.2.3.5 displays by default. If using Tier 1 or Tier 3,
enter the IP address that from now on will be used for
communicating authentication information between the
R3000 and the PDC. This must be an IP address that is
not being used, on the same segment of the network as
the R3000.

WARNING: If the IP address entered here is not in the same
subnet as this R3000, the net use connection will fail.

4. From the NIC Device to Use for Authentication pull-
down menu:

« if using the invisible mode, select “LAN2” for sending
traffic on the network—in particular, for transferring
authentication data.

« if using the router or firewall mode, select “LAN1".

5. Click Apply to apply your settings.
NOTE: If using the NT authentication method, you will later return
to this window to join the domain. See the section on Join the NT

domain in Chapter 3: NT Authentication Setup for information
about these procedures.
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Create an SSL certificate

Authentication SSL Certificate should be used if Web-based
authentication will be deployed on the R3000 server. Using
this feature, a Secured Sockets Layer (SSL) self-signed
certificate is created and placed on client machines so that
the R3000 will be recognized as a valid server with which
they can communicate.

Click Authentication and select Authentication SSL Certifi-
cate from the pop-up menu to display the Authentication
SSL Certificate window:

£ R3000 Enterprise Filter =100 %]

866 R3000 Enterprise Filter

HOME SYSTEM GROUF LIBRARY REPORTING HELF QuIT .

=
S systen: Authentication SSL Certificate
Cortral System: icati ication SSL Certificate
- Metwwork
dgministrator The R3000 uses & 530 certificate to secure its cammunications v\.liFh dients For ‘Web-based
Authentication, After creating a self-signed certificate or a Certificate Request (CSR), the DHS name of
Secure Logon the R3000 should not be changed. If the DMS name changes, a new certificate must be created and
- Diagnostics possibly added to each client workstation's trusted certificate list,
.s;:h Self Signed Certificate | Third Party Certificate | DownloadfView/Delete Certificate |
- Eyhchronization Create Self Signed Certificate to generate a self-signed SSL certificate For the R3000.
Made
W, i cntication Create Self Signed Certificate
- HIC Mode
BackupRestare
-~ Reset
~Radius Autherticstion Setting
- SHMP

-~ Hardwate Failure Detection
¥ Strikes Blocking

-Wfarn Option Setting

- Customization

dl | B
|Hnst Mame: logo.cam IIP: 200.10.100.75 I‘werslnn: R3000 Enterprise Filter 1.10.00.24
Jawa Applet Window

Fig. 2-7 Authentication SSL Certificate window
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This window is comprised of three tabs: Self Signed Certifi-
cate, Third Party Certificate, and Download/View/Delete
Certificate. These tabs are used to create, view, and/or
delete self-signed or third party SSL certificates.

Create, Download a Self-Signed Certificate

1. On the Self Signed Certificate tab, click Create Self
Signed Certificate to generate the SSL certificate.

2. Click the Download/View/Delete Certificate tab:

£ R3000 Enterprise Filter

886 R3000

HOME

SYSTEM

=101 ]

Enterprise Fil!er.

GROUP LIBRARY REPORTING HELP QUIT m—

Systern
~Cortral

- Metwark

- Administrator
~-Secure Logon
- Diaghostics
Alert

~Patch

- Synchronization
~Made

- MNIC Made

~BackupRestore

~Reset

~Radius Authertication Sefting
SRR

- Hardware Failure Detection
K Strikes Blocking

~harn Option Setting
~Custamization

4 | |

Authentication SSL Certificate
System>authentication>Authentication SSL Certificate

The R3000 uses 3 SSL certificate ko secure its communications with dients for Web-based
Authentication. After creating & self-signed certificate or & Certificate Request (CSR), the DNS name of
the R3000 should nok be changed, I the DNS name changes, a new certificate must be created and
possibly added ko each client workstation's trusted certificate list.

Self Signed Certificate | Third Party Certificate. DownloadfView/Delete Certificate |

Click Downloadiview Certificate to save a copy of the R3000's current SSL certificate file ta your
workstation, This will sllow vou to obtain the R3000's certificate so vou can distribute it to client
wiorkstations,

Click Delete Certificate to erase the R3000's current S5L certificate. This should be done OMLY if the
DMS name of the R3000 has changed. After deleting the current certificate, you will need to create a
new certificate or C5R and distribute it ko any workstation that will use the R3000's Web-based
Authentication,

Download)View Certificate Delete Certificate

|Host NMame: lago.cam
Jawa Applet Windaw

‘IP: 200.10.100.75 Nerslon: R3000 Enterprise Filter 1,10,00,24

Fig. 2-8 Download/View/Delete Certificate tab

3. Click Download/View Certificate to open the File Down-
load dialog box where you indicate whether you wish to
Open and view the file, or open the Save As window so
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that you can Save the SSL certificate to a specified folder
on your workstation.

NOTE: While the SSL certificate can be downloaded on a Macin-
tosh computer, the best method to import the certificate is via the
Authentication Request Form, when prompted by the Security
Alert warning message to add the certificate to the trusted certifi-
cate store.

Once the certificate is saved to your workstation, it can
be distributed to client workstations for users who need
to be authenticated.

@ TIP: Click Delete Certificate to remove the certificate from the
server.

8e6 TecHNoLoaIEs, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE 49



CHAPTER 2: NETWORK SETUP  SET UP THE NETWORK FOR AUTHENTICATION

Create, Upload a Third Party Certificate

Create a Third Party Certificate
1. Click the Third Party Certificate tab:

3000 Enterprise Filter
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ﬁ System
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Metwork
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SMMP

Harchweare Failure Detection
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Authentication SSL Certificate
System>Authentication>Authentication S5L Certificate

The R3000 uses a 551 certificate ko secure its communications with dlients For Web-based
Authentication. After creating a self-signed certificate or a Certificate Request (CSR), the DNS name of
the R3000 should nat be changed. IF the DNS name changes, a new certificate rmust be created and

possibly added ko each client workstation's trusted certificate list,

Self Signed Certificate  Third Party Certificate | Dovnloadfview/Delete Certificate |

Creats a Third Party Certificate Request (CSR):

Click Create CSR ko generate a request For a Third Party Certificate Autharity,

Click Downloadiview CSR. ko display the existing request for download.

lick Upload Certificate to save the completed Third Party Certificate ko the R3000,

Click Delete CSR ko dear the initial CSR request.

Create C5H Downloadiview CSR Upload Certificate

Delete C5R

|Hest Name: logo.com

Java Applet Window

[1P: 20010, 100,75

rdersinn: R3000 Enterprise Filker 1,10,00,24

Fig. 2-9 Third Party Certificate tab

NOTE: If a third party certificate has not yet been created, the
Create CSR button is the only button activated on this tab.
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2.

8.
9.

Click Create CSR to open the Create CSR pop-up
window:

Create CSR x|
Cominon Mame (Host Mame) Ingyo cotn

Email Address pichnson@logo.com

Crganization LOGO

Crganization Unit Inc:

Locality Crange

State or Province Californiz

Country (2 character country code)|US

Java Applet Window

Fig. 2-10 Create CSR pop-up window

The Common Name (Host Name) field should automat-
ically be populated with the host name. This field can be
edited, if necessary.

. Enter your Email Address.

. Enter the name of your Organization, such as 8e6

Technologies.

Enter an Organizational Unit code set up on your
server, such as Corp.

. Enter Locality information such as the name of your city

or principality.

. Enter the State or Province name in its entirety, such as

California.
Enter the two-character Country code, such as US.

Click Create to generate the Certificate Signing Request.

NOTE: Once the third party certificate has been created, the
Create CSR button displays greyed-out and the Download/View
CSR, Upload Cettificate, Delete CSR buttons are now activated.
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Upload a Third Party Certificate

1. Click Upload Certificate to open the Upload Signed SSL
Certificate for R3000 pop-up window:

3 Upload Signed SSL Certificate for R3000 - Micro:

J File  Edit Wiew Favortes Tools Help |

J =Bk - = - ) fat | Qsearch [GFavories Medi Qsl »

JAddress I@ http:n’zDD.lD‘IDD.FS:SBJ‘seNIetJ’com.rEDDU.sarverj ﬁGD “ Links ”|

[

Upload Signed 88L Certificate for R3000

File Browse Upload File |

El
|§'| Upload Signed S5L Certificate Far R3000 ’_ ,_ ,_ “ Internet 4

Fig. 2-11 Upload Signed SSL Certificate box

The Message dialog box also opens with the message:
"Click OK when upload completes."

@ TIP: Click Cancel in the dialog box to cancel the procedure.

2. In the Upload Signed SSL Certficate for R3000 pop-up
window, click Browse to open the Choose file window.

3. Select the file to be uploaded.
4. Click Upload File to upload this file to the R3000.

5. Click OKin the Message dialog box to confirm the upload
and to close the dialog box.
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Download a Third Party Certificate

1. In the Authentication SSL Certificate window, click
Download/View CSR to open a pop-up window
containing the contents of the certificate request:

) hit ey F00. 10, 100 TSRE /Serviet/com. F3000Lsereruposd. Do AR reviet 7oh = [=TE|
Fle Bl Vew Faoodes Took Helo | @ |

| wie - s - @ E | @seeth aarseontss Bwds 3 D D H

| Ackdress [ 4] berp {20010, 1060 75 oo, 3000, serves 1pksad puthCer | PGa | |Liks

BEGTH CERTTFICATE REQUEST

HIIEDDCCATR: AJBQNVEAYTALVTI . 3 y

HOEWDOYDY CORERI PomF U2 DeD D ARBQMVE Lo TAZ 1N ENNASS LI TEC KD RIS NS Ew

Hy MGk YXALLI RELaF AL 1 h1N i

DGRTAGY ADGUZLativ TCBnE AEF AAOBIQARGYRCIYE A Tec 19

BrqriSunZays L EawlfeeG T/ mT4 TYESZI8 0TS quplqibén
: §0e 1 StEFuT D Lo bl S £Vl

FAElE2a1/ Tum7ne § | THELANRPOP IR GeL 20 A0 AUE A An A ANADGCS QS Th3HORRRANA

A4GELIVELZE I+omTH JNLWep MgV icShl Rx3cMv+ItUn
AUSac 1o 1R TaVdnt RSt km By 1T RUEGREBLEE ShaynF AyLbw+ALT 52 v ivib
LEBEERTY JTms BARROS § 2k Lu st £ WD X K e Sg VS UL/ S

===--END CERTIFICATE REQUEST-----

] Derm 1 [ ket

Fig. 2-12 Download CSR pop-up window

3L

2. Click the “X” in the upper right corner of the window to
close it.

@ TIP: Click Delete CSR to remove the certificate from the server.
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View log results

Use the View Log File window if you need to troubleshoot
any problems with the authentication setup process.

1. Click Diagnostics and select View Log File from the pop-
up menu to display the View Log File window:

£ R3000 Enterprise Filter P[] 55 |

866 R3000 Enterprise Filter

HOME SYSTEM GROUP LIBRARY REFORTING HELP QU\-'I_'

=
S system View Log File
Control System>Diagnostics>\iew Log File

Metwark Log File Details
- Pdministrator
-~ Seoure Logon Log File [bwiateh Loa (wbwatch. g) =1

Last Hurber of Uines [0 |

Synchronization
Mode
Authentication
MIC Mode
- Backup/Restare
~Reset
~Radius Authentication Setting
= SHMP
Hardware Failure Detection
K Strikes Blocking
Warn Option Setting
Customization

T [ |

|Host Mame: Toga,com [1P: 200,10,100.75 [¥ersion: R3000 Enterprise Fikter 1,10,00.24

Jawa Applet Wwindow

Fig. 2-13 View Log File window
NOTE: In this user guide, only authentication-related options will

be addressed. For information about all other options, see the
View Log File window in the R3000 User Guide.
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2. In the Log File Details frame, select the type of Log File
to view:

* “User Name Log (usage.log)” - used for viewing the
time and date a user logged on and off the network,
along with the user's profile information.

* “Wbwatch Log (wbwatch.log)” - used for viewing
messages on attempts to join the domain via the
Authentication Settings window.

» “Authentication Log (AuthenticationServer.log)” - used
for viewing information about the authentication
process for users, including SEVERE and WARNING
error messages.

* “Admin GUI Server Log (AdminGUIServer.log)” - used
for viewing information on entries made by the admin-
istrator in the console.

» “eDirectory Agent Debug Log (edirAgent.log)” - used
for viewing the debug log, if using eDirectory LDAP
authentication.

+ “eDirectory Agent Event Log (edirEvent.log)” - used for
viewing the event log, if using eDirectory LDAP
authentication.

* “Authentication Module Log (authmodule.log)” - used
for viewing information about SEVERE error
messages pertaining to LDAP authentication connec-
tion attempts.

3. Choose the Last Number of Lines to view (100-500)
from that file.
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4. Click View to display results in the Result pop-up
window:

£ _R3000 Enterprise Filter o [=[ 5]
8E6 R3000 = Enterprise Filter
View Log File -
System>Diagnostics=View Log File
Result

[Tue &pr 10 13:28:02 2007 The R3000 has successtully joined the domain

IJava Applet Window

Fig. 2-14 View Log File Result pop-up window

5. Click the “X” in the upper right corner of the pop-up
window to close it.
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Specify block page settings

Click Control and select Block Page Authentication from the
pop-up menu to display the Block Page Authentication
window:

£ R3000 Enterprise Filter =101 x|

866 R3000 Enterprise Filter

HOME S¥STEM GROUP LIBRARY REFORTING HELF‘_ auir

Block Page Authentication
System>Control>Block Page Muthentication
Details

--Administrator
~Becure Logon Re-authentication Options
Disghostics
Alert ian
-Patch *Press chrl for multiple selections
- Synchronization Logon Scripk Path eq:\computernamelsharepath 'Dgu.cumlsrvph\net\ugun
Mode
-duthertication
- MIC Made
BackupRestore
-Resst
- Radius Authentication Setting
SMMP
-Hardware Failure Detection
-3 Strikes Blocking
-Wfarn Option Setting
Custamization

J .

|Host Mame: laga.com |1P+ 200.10,100.75 Jversion: R3000 Enterprise Fiter 1.10,10.5

Java Applet Window

Fig. 2-15 Block Page Authentication window
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Block Page Authentication

1. In the Re-authentication Options field of the Details
frame, all block page options are selected by default,
except for Web-based Authentication. Choose from the
following options by clicking your selection:

* Web-based Authentication - select this option if
using Web authentication with time-based profiles or
persistent login connections for NT or LDAP authenti-
cation methods.

* Re-authentication - select this option for the re-
authentication option. The user can restore his/her
profile and NET USE connection by clicking an icon in
a window to run a NET USE script.

* Override Account - select this option if any user has
an Override Account, allowing him/her to access URLs
set up to be blocked at the global or IP group level.

TIP: Multiple options can be selected by clicking each option
while pressing the Ctrl key on your keyboard.

NOTE: See the R3000 User Guide for information about the
Override Account feature.

2. If the “Re-authentication” option was selected, in the
Logon Script Path field, \PDCSHARE\scripts displays
by default. In this field, enter the path of the logon script
that the R3000 will use when re-authenticating users on
the network, in the event that a user's machine loses its
connection with the server, or if the server is rebooted.
This format requires the entry of two backslashes, the
authentication server’s computer name (or computer IP
address) in capital letters, a backslash, and name of the
share path.

3. Click Apply to apply your settings.
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Block page

When a user attempts to access Internet content set up to
be blocked, the block page displays on the user’s screen:

< 8e6 R3000 - Microsoft Internet Explorer -0l x|
J File Edt Wiew Favorites Tools Help |

J GBack + = v (D ﬁ| Qisearch [GFavories £ History | B\ S -

J Address I@ w,Coors, comEIP=200, 10,100, 75: 61 &CAT=ALCO&ISER =L OGO Domain % 20admins \GLANG j @Go |J Links ¥

B
ACCESS DENIED! HELP

Internet to the requested wehsite has been ied based on your user profile
and organization's Internet Usage Policy.

UserMachine: LOGOWDomain Admins\GLANG
IP: 20010101140

Category:  Alcohol
Requested URL:  http fwewewe coors.comd

For further options, click here.

To submit this blocked site for review, click here. For assistance, contact your Administrator.
Seb R3000 Internet fitering provided by Se6 Technologies. Copyright 2003, Al rights reserved.

a

&1 [ [ meernet
Fig. 2-16 Block page

NOTES: See Block Page Customization for information on
adding free form text and a hyperlink at the top of the block page.
Appendix C: Create a Custom Block Page from the R3000 User
Guide for information on creating a customized block page using
your own design.

8e6 TecHNoLoaIEs, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE 59



CHAPTER 2: NETWORK SETUP  SET UP THE NETWORK FOR AUTHENTICATION

User/Machine frame

By default, the following data displays in the User/Machine
frame:

* User/Machine field - The username displays for the NT/
LDAP user. This field is blank for the IP group user.

» |P field - The user’s IP address displays.

» Category field - The name of the library category that
blocked the user’s access to the URL displays. If the
content the user attempted to access is blocked by an
Exception URL, “Exception” displays instead of the
library category name.

» Blocked URL field - The URL the user attempted to
access displays.

Standard Links

By default, the following standard links are included in the
block page:

* HELP - Clicking this link takes the user to 8e6’s Technical
Support page that explains why access to the site or
service may have been denied.

» 8e6 Technologies - Clicking this link takes the user to
8e6’s Web site.
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Optional Links

By default, these links are included in the block page under
the following conditions:

* For further options, click here. - This phrase and link is
included if any option was selected at the Re-authentica-
tion Options field in the Block Page Authentication
window. Clicking this link takes the user to the Options
window, described in the Options page sub-section that
follows.

* To submit this blocked site for review, click here. -
This phrase and link is included if an email address was
entered in the Submission Email Address field in the
Common Customization window. Clicking this link
launches the user’s default email client. In the composi-
tion window, the email address from the Submission
Email Address field populates the “To” field. The user’s
message is submitted to the global administrator.
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Options page

The Options page displays when the user clicks the

following link in the block page: For further options, click
here.

4} 8e6 R3000 - Microsoft Internet Explorer =10] x|
J File Edt Yiew Favorites Tools Help |

J HBack ~ = - @ ﬁ| @Search (Gl Favarites @Histnry | %v = e E

| address [@1 hetp:ff200.10.100,75:681cqifblock cai | @ |JL\nks »
=l
OPTIONS HELP

UserMachine: LOGOWDomain Admins\GLANG
1P 20010101140

Category:  Alcohol
Requested URL: kit dhwovewy . coors.comd

Option 1:  Click here for secure \Weh-hased authertication.
Option 2:  [f the above profile is incorrect or there has been an errar, you can:

» Re-start your system and re-login or
» Try re-authenticating your user profile

Option ¥ If you have an override account, enter your username and password.

Username: I

Password: I Qwerride

IWarning! The overvide acconnt aption will not function if antipapds soiware s instalied an
your system.

Rl

|&7 pone l_l_lo Inkernet
Fig. 2-17 Options page

The following items previously described for the Block page
display in the upper half of the Options page:

» BACK and HELP links
* User/Machine frame contents

The frame beneath the User/Machine frame includes infor-
mation for options (1, 2, and/or 3) based on settings made in
the Block Page Authentication window.
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Option 1

Option 1 is included in the Options page if “Web-based
Authentication” was selected at the Re-authentication
Options field in the Block Page Authentication window. The
following phrase/link displays:

Click here for secure Web-based authentication.

When the user clicks the link, the Authentication Request
Form opens:

T Internet iccess Authenticstion - Microsedt Intemnet Explorer = (=15
| B Edt Vew Fovortes Took Hep =
| sagack « = - @ [ A | Pseach [SiFavorkes (Proory | Dh- ol H

| ks [) bt 5000, o Joc b 60 L utheenticationSenven iukheriic stion orm, g HUBL=152. 168,20, 10fnden. bimia =1 52. 160, 20 00MCAT=SPORTSMSER-CEPALT =] (P68

=]

WEB ACCESS AUTHENTICATION HELE

Please log in to sccess the Internet,

o 15 [ et
Fig. 2-18 Authentication Request Form

@ NOTE: See Authentication Form Customization for information

on adding free form text and a hyperlink at the top of the Authen-
tication Request Form.
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Option 2

The following phrase/link displays, based on options
selected at the Re-authentication Options field in the Block
Page Authentication window:

Re-start your system and re-login - This phrase
displays for Option 1, whether or not either of the Re-
authentication Options (Re-authentication, or Web-
based Authentication) was selected in the Block Page
Authentication window. If the user believes he/she was
incorrectly blocked from a specified site or service, he/
she should re-start his/her machine and log back in.

Try re-authenticating your user profile - This link
displays if “Re-authentication” was selected at the Re-

authentication Options field, and an entry was made in
the Logon Script Path field. When the user clicks this link,
a window opens:

-

LSl gic

netlo\.gon

This folder is Online.

Select an ikem ko view its
description.

Metwork Logon Script s

Capacity: 3.99 GE
O used: 2.26 GB
O Free: 1.72 GB

]
Fig. 2-19 Re-authentication option

The user should click the logon.bat icon to run a script
that will re-authenticate his/her profile on the network.
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Option 3

Option 3 is included in the Options page, if “Override
Account” was selected at the Re-authentication Options
field in the Block Page Authentication window.

This option is used by any user who has an override
account set up for him/her by the global group administrator
or the group administrator. An override account allows the
user to access Internet content blocked at the global or IP
sub-group level.

The user should enter his/her Username and Password,
and then click Override to open the Profile Control window.
This window must be left open throughout the user’s
session in order for the user to be able to access blocked
Internet content.

NOTES: See Appendix F: Override Pop-up Blockers for informa-
tion on how a user with an override account can authenticate if a
pop-up blocker is installed on his/her workstation.

See the R3000 User Guide for information about the Override
Account feature.

8e6 TecHNoLoGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE 65



CHAPTER 2: NETWORK SETUP  SET UP THE NETWORK FOR AUTHENTICATION

66

Common Customization

Common Customization lets you specify elements to be
included in block pages and/or the authentication request
form end users will see.

Click Customization and then select Common Customiza-
tion from the pop-up menu to display the Common Custom-
ization window:

£ R3000 Enterprise Filter — = x|
866 R3000 Enterprise Filter
B HOME SYSTEM GROUP LIBRARY REPORTING HELF QUIT .
=
=) 5*’5“3”‘ Common Customization
Control System>Ci ization>Common C
- Metwork, Details
Aclministrator
--Sacure Lagon Username Display  On i OFF
- Disgnostics
At IP Address Display = on i OFf
~Patch Cateqory Display * on i Off
- Synchronization
Made Elocked URL Display * On i OFF
- thertication "
Copyright Displa @ 0n " off
- MIC Made P Ry
-~ BackupiRestore Title Display * on & Off
Reset "
- Radius Authentication Setting Help Display @ on O off
- SNMP Help Link Text |Hewr
Harduvare Failure Detection Help Link URL |http:Nwww.Ses.comitachsuppart)’daniadresponse‘htm\
-3 Strikes Blocking
Submission Review Display = On i Off
& Submission Email Address Iadm\n@cumpany.:um

Restore Default | Apply I
O 0
[Host Mame: loga,com [Py 200,10, 100,75 [Version: RE000 Enterprise Fiter 1,10,10.5
Java Applet Window

Fig. 2-20 Common Customization window

By default, in the Details frame all elements are selected to
display in the HTML pages, the Help link points to the FAQs
page on 8e6's public site that explains why access was

denied, and a sample email address is included for adminis-
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trator contact information. These details can be modified, as
necessary.

Enable, disable features

1. Click “On” or “Off” to enable or disable the following
elements in the HTML pages, and make entries in fields
to display customized text, if necessary:

Username Display - if enabled, displays “User/
Machine” followed by the end user’s username in block
pages

IP Address Display - if enabled, displays “IP” followed
by the end user’s IP address in block pages

Category Display - if enabled, displays “Category”
followed by the long name of the blocked category in
block pages

Blocked URL Display - if enabled, displays “Blocked
URL” followed by the blocked URL in block pages

Copyright Display - if enabled, displays 8e6 R3000
copyright information at the footer of block pages and
the authentication request form

Title Display - if enabled, displays the title of the page
in the title bar of the block pages and the authentica-
tion request form

Help Display - if enabled, displays the specified help
link text in block pages and the authentication request
form. The associated URL (specified in the Help Link
URL field described below) is accessible to the end
user by clicking the help link.

NOTE: If enabling the Help Display feature, both the Help Link
Text and Help Link URL fields must be populated.

Help Link Text - By default, HELP displays as the help
link text. Enter the text to display for the help link.
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* Help Link URL - By default, http.//www.8e6.com/tech-
support/deniedresponse.html displays as the help link
URL. Enter the URL to be used when the end user
clicks the help link text (specified in the Help Link Text
field).

« Submission Review Display - if enabled, displays in
block pages the email address of the administrator to
receive requests for a review on sites the end users
feel are incorrectly blocked. The associated email
address (specified in the Submission Email Address
field described below) is accessible to the end user by
clicking the click here link.

NOTE: If enabling the Submission Review Display feature, an

email address entry of the designated administrator in your orga-
nization must be made in the Submission Email Address field.

* Submission Email Address - By default, admin
@company.com displays in block pages as the email
address of the administrator to receive feedback on
content the end user feels has been incorrectly
blocked. Enter the global administrator's email
address.

2. Click Apply to save your entries.
@ TIP: Click Restore Default to revert to the default settings.
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Authentication Form Customization

To customize the Authentication Request Form, click
Customization and select Authentication Form from the

pop-up menu:

£ R3000 Enterprise Filter =100 %]

866 R3000 Enterprise Filter |

HOME SYSTEM GROUF LIBRARY REPORTING HELF QUI'I_'

= — —
S system Authentication Form Customization
-+ Contral System>C ization>Authentication Form C

- Metwork .
- Adinistrator Details

- Secure Logon Header IW‘EE ACCESS AUTHEMTICATION
- Diaghostics
e dlert Please log in to access the Internet
Patch o
-Synchronization Description
- hlode
Authentication
I Mode Link Text |
-Backup/Restore
- Reset Link URL |
~Radius Autherticstion Setting
ShMP
- Hardware Failure Detection
- Strikes Blocking

Restore Default | Preview | Apply I
b
|Host Name: laga, com |IP: 200.10,100.75 MWersion: R000 Enterprise Fiter 1,10,00.24
Java Applet Window

Fig. 2-21 Authentication Form Customization window

NOTE: This window is activated only if Authentication is enabled
via System > Authentication > Enable/Disable Authentication,
and Web-based Authentication is specified.

TIP: An entry in any of the fields in this window is optional, but if
an entry is made in the Link Text field, a corresponding entry must
also be made in the Link URL field.
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1. Make an entry in any of the following fields:

* |n the Header field, enter a static header to be
displayed at the top of the Authentication Request
Form.

* In the Description field, enter a static text message to

be displayed beneath the Authentication Request
Form header.

* Inthe Link Text field, enter text for the link's URL to be
displayed beneath the Description in the Authentica-
tion Request Form, and in the Link URL field, enter the
corresponding hyperlink in plain text using the http:// or
https:// syntax.

Any entries made in these fields will display centered in
the Authentication Request Form, using the Arial font

type.
2. Click Apply.

TIP: Click Restore Default to revert to the default text in this
window.
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Preview sample Authentication Request Form

1. Click Preview to launch a separate browser window
containing a sample Authentication Request Form,
based on entries saved in this window and in the
Common Customization window:

ol
[| Fie Edt View Favorites Took Help ‘
ek - o= - ([0 A Doearch GaFavertes Fiveda 4 | By & =1
Address €] hitps:/(200.10,100,75:8081 féuthenticationServer PreviewAuthenticatiorForm.jsp x| e H"‘”"‘ ”l
=

WEB ACCESS AUTHENTICATION
Please log in to access the Intemet

ion Login

username : ||

Password:

Domain |LOGSYS (NT) =
Alias [Disabled -]

Log In |

626 R3000 Internet fitering provided by Ge6 Technologies. Copyright 2005, A1l rights reserved

S|

oo [ 18 @ e
Fig. 2-22 Sample Customized Authentication Request Form

By default, the following data displays in the frame:

» Username field - The username displays.
+ Password field - The user’s IP address displays.

* Domain field - All LDAP domain names set up on the
R3000 display in the pull-down menu.

+ Alias field (optional) - All alias names associated with
the LDAP domain specified in the field above display in
the pull-down menu, if the account names were
entered for that LDAP domain.
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By default, the following standard links are included in
the Authentication Request Form:

* HELP - Clicking this link takes the user to 8e6’s Tech-
nical Support page that explains why access to the site
or service may have been denied.

» 8e6 Technologies - Clicking this link takes the user to
8e6’s Web site.

2. Click the “X” in the upper right corner of the window to
close the sample Authentication Request Form.

TIP: If necessary, make edits in the Authentication Form Custom-
ization window or the Common Customization window, and then
click Preview in this window again to view a sample Authentica-
tion Request Form.
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Block Page Customization

To customize the block page, click Customization and select
Block Page from the pop-up menu:

& R3000 Enterprise Filter =10 =]

866 R3000 Enterprise Filter |

HOME SYSTEM GROUF LIBRARY REPORTING HELF QUI'I_'

ﬁ Sysh i i
= = E’”I Block Page Customization
- Control System>C ization>Block Page Ci

- Metwork .
Administrator Detals

~Secure Logon Header IACCESS DEMIED!
Disgnostics

e dlart rternet access to the requested website has been denied based on
-Pgtch our user profile and organization's Internet Usage Policy.

Synhchronization Description

- Mode
~duthentication
I Mode Link Test |
--BackupiRestore
Reset Link URL |
--Radius Authertication Setting
- ShMP
Hardware Failure Detection
-3 Strikes Blocking
-yarn Option Setting
tion

_I Restore Default Preview: | Apply I
KT

IHnst MName: logo.cam IIP: 200.10,100.75 I‘werslnn: R3000 Enterprise Filter 1.10.10.5

Jawa Applet Window

Fig. 2-23 Block Page Customization window

NOTE: See Appendix C: Create a Custom Block Page from the
R3000 User Guide for information on creating a customized block
page using your own design.

TIP: An entry in any of the fields in this window is optional, but if
an entry is made in the Link Text field, a corresponding entry must
also be made in the Link URL field.
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1. Make an entry in any of the following fields:
* |n the Header field, enter a static header to be
displayed at the top of the block page.

 In the Description field, enter a static text message to
be displayed beneath the block page header.

* In the Link Text field, enter text for the link's URL to be
displayed beneath the Description in the block page,
and in the Link URL field, enter the corresponding
hyperlink in plain text using the http.// or https:// syntax.

Any entries made in these fields will display centered in
the customized block page, using the Arial font type.

2. Click Apply.

TIP: Click Restore Default to revert to the default text in this
window.
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Preview sample block page

1. Click Preview to launch a separate browser window
containing a sample customized block page, based on
entries saved in this window and in the Common
Customization window:

/J 8e6 R3000 - Microsoft Internet Explorer -10] x|
Fle Edt View Favortes Tools Help |
dmtack - = - (@[3 A} | Qoearch [HFevorites veda (B | 5N S A - 5

Address [{€] http:/J200.10.100 75:81 feqiblock. cqirURL=http: ffwiw. test.comfBIP=11 1111, 111,11 1BCAT=Block%20CateqoryBUSEF ¥] (¥ Go “Lmks ”‘
ACCESS DENIED! HELP.
Internet access to the requested website has been denied hased on your user profile and
organization's Internet Usage Policy.
UserMachine: Your Mame
P 11110111111
Category: Black Category
Blocked URL:  hitp: v 85t coms
For further options, click here.
To submit this blocked site for review, click here. For assi contact your
56 R3000 Internet filtering provided by Be6 Technologies. Copyright 2005. Al rights reserved
| &) Done [ [ |4 miemet v

Fig. 2-24 Sample Customized Block Page

By default, the following data displays in the User/
Machine frame:

» User/Machine field - The username displays for the
NT/LDAP user. This field is blank for the IP group user.

 IP field - The user’s IP address displays.

» Category field - The name of the library category that
blocked the user’s access to the URL displays. If the
content the user attempted to access is blocked by an
Exception URL, “Exception” displays instead of the
library category name.

* Blocked URL field - The URL the user attempted to
access displays.
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By default, the following standard links are included in
the block page:

* HELP - Clicking this link takes the user to 8e6’s Tech-
nical Support page that explains why access to the site
or service may have been denied.

» 8e6 Technologies - Clicking this link takes the user to
8e6’s Web site.

By default, these links are included in the block page
under the following conditions:

* For further options, click here. - This phrase and link
is included if any option was selected at the Re-
authentication Options field in the Block Page Authen-
tication window. Clicking this link takes the user to the
Options window, described in the Options page sub-
section.

* To submit this blocked site for review, click here. -
This phrase and link is included if an email address
was entered in the Submission Email Address field in
the Common Customization window. Clicking this link
launches the user’s default email client. In the compo-
sition window, the email address from the Submission
Email Address field populates the “To” field. The user’s
message is submitted to the global administrator.

2. Click the “X” in the upper right corner of the window to
close the sample customized block page.

TIP: If necessary, make edits in the Block Page Customization
window or the Common Customization window, and then click
Preview in this window again to view a sample block page.
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CHAPTER 3: NT AUTHENTICATION SETUP

NOTE: If you are running a Windows 2000 or Windows 2003
Server and are using the NTLM authentication protocol, then you
need to make SMB Signing “not required.” See Appendix B:
Disable SMB Signing Requirements for steps on how to disable
SMB Signing restrictions.

Join the NT Domain

Click Authentication and select Authentication Settings from
the pop-up menu to display the Authentication Settings
window:

& R3000 Enterprise Filter =10 =]

866 R3000 Enterprise Filter

HOME SYSTEM GROUF LIBRARY REPORTING HELF QuIT

ﬁ System i i i
= = Authentication Settings
- Cartrol et P =
- Network " :
Achninistrator The cutrent authertication mode is Enabled.
-Secure Logon Settings
-~ Disgnostics R3000 NEtBIOS Narne: Iogo.com
Alert
-Patch IP Address of WINS Server 190.160.240.4
Synchronization wirtual IP &ddress to Use for Authentication 190.160.250.5
tication MIC Device to Use for Authentication LAnN2 LI
Appl
Bectimesre
Reset . .
Radlius Authertication Setting NT Authentication Server Details
- ENMP Matne of Damain G
Hardwvare Failure Detection | pDC NetBIOS Name 2000ADMATIVE

-} Strikes Blocking

PDC IP Al 190.160.240.4
-Wyarn Option Setting ress
Custarmization Administrator Username | Adrministrator
Administrator Password Frrasass
Warning! Ifvatues in Domaln Delails section change, please click Join Domaln fo malke the
changes take effect
Save | Joit Domait |
e 1|
|Host Name: laga, com |IP: 200.10,100.75 MWersion: R000 Enterprise Fiter 1,10,00.24

Jawa Applet Window
Fig. 3-1 Authentication Settings window
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Information should only be entered in the NT Authentication
Server Details frame if the R3000 will use the NT Authenti-
cation method to authenticate users.

NOTE: The following Windows servers are supported by the
current version of authentication: NT 4.0 SP4 or later, Mixed
Mode 2000, and 2003. A Windows 2003 server may require
changes to the default settings for SMB signing to allow commu-
nications.

The account that is provided for accessing the Windows
server must have the administrative rights to add a machine
account to the specified domain on the R3000. This require-
ment ensures the R3000 will be able to authenticate users
from the Windows domain.

1. Enter the alphanumeric Name of Domain on which this
server resides, using capital letters.

2. Using capital letters, enter up to 15 alphanumeric charac-
ters of the PDC NetBIOS Name, which is the computer
name of the authentication server, or Primary Domain
Controller.

3. Enter the PDC IP Address, which is the authentication
server's |P address.

4. Enter the Administrator Username and Administrator
Password. This account used for joining the domain
must have administrator privileges.

5. Click Join Domain to save your entries and to submit a
request for the R3000 to join the domain.

TIP: If entries in the NT Authentication Server Details frame are
modified after joining the domain, you must join the domain
again.

NOTE: Click Save if you are only pre-configuring the box. This
option lets you save credentials without re-entering the informa-
tion each time the domain is joined, or if the R3000 gets out of
sync with the Primary Domain Controller.
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Create an NT Domain

Atfter joining the domain, go to the Group section of the
console and add an NT domain that contains entities to be
authenticated.

Add an NT domain

1. Click NT in the navigation panel to open the pop-up
menu, and select Add Domain to open the Create
Domain Controller dialog box:

Create Domain Controller x|

Domain Name QC

Dormain Cortroller 2000 native
IP &ddress 190.160.250.2
Uzertatne adtminiztrator

Pazsyvard RAERERE

Confirm Password e

Apply Cancel |

Jawva Applet Window

Fig. 3-2 Create Domain Controller
2. In the Domain Name field, enter the name of the domain
on which the R3000 resides, using capital letters.

NOTES: The Domain Name must be the same name entered in
the Authentication Settings window’s Name of Domain field.

The alphanumeric NT domain name must be at least two charac-
ters but less than 64 characters in length, and can contain a
hyphen (-) and underscore (_), though the hyphen cannot be the
first or last character of the name.

3. In the Domain Controller field, enter the name of the
authentication server for the domain.

4. Enter the domain controller’s IP Address.
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5. In the UserName field, enter the username of the admin-
istrator.

6. Enter the password in the Password and Confirm Pass-
word fields.

7. Click Apply to add the domain to the tree.

Refresh the NT branch

Click NT in the navigation panel to open the pop-up menu,
and select Refresh whenever changes have been made in
this branch of the tree.
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View or modify NT domain details

Domain Settings

1. Double-click NT in the navigation panel to open the NT
branch of the Group tree. Select the NT domain you
added, and choose Domain Details from the pop-up

menu to display the default Settings tab of the NT
Domain Details window:

4_R3000 Enterprise Filter =10 =]

866 R3000 Enterprise Filter |
B HOME SYSTEM GROUP LIBRARY REFORTING HELP QUIT
— .
= Settings | Default Rul |
(@) sintisl Group ; .
P Domain Settings
B a8 T Group>NT>QC>Domain Settings
D g LOGSYS
Yo
alfl Loap
Darnain Marme |QC
Controller IZUUUadnatlve
IP Address |1 a0.160.250.2
User Mame [admiristrarar

Password I'mw

Confirm Password I

IMadify

rvsrslun: R:3000 Enterprise Filter 1,10,00,24

|Host Mame: Toga,com [1P: 200,10,100.75
Jawa Applet Wwindow

Fig. 3-3 NT Domain Details window, Settings tab

NOTE: To enter profile information for NT groups and users once

domain settings are established, see Set up NT Domain Groups,
Members.
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2. For the Domain Settings:

* The Domain Name entered in the Create Domain
Controller dialog box displays greyed-out and cannot
be modified.

» The following fields can be modified: name of the
domain Controller, IP Address, User Name, Pass-
word, and Confirm Password.

Whenever criteria on this tab is modified:

a. The password from the Password field must be
entered in the Confirm Password field for verification.

b. Click Modify to apply your settings.
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Default Rule

1. Click the Default Rule tab to display the Default Rule
settings of the NT Domain Details window:

£ R3000 Enterprise Filter I ] 4|
886 R3000 Enterprise Filter
B HOME SYSTEM GROUP LIBRARY REPORTING HELP QuIT
Settings  Default Rule |
Glabal Graup
Default Rule
Group>NT>QC>Default Rule
o LOGSYS
Default Rule Rulen Minirmurn Filtering Level LI
Default Redirect URL % Default Block Page
€ Custam URL: I
Filter Options ™ & strikes Blocking
I~ Googleftahon! Safe Search Enforcement
I~ Search Engine Keyword Filker Cantrol
[~ URL Keyword Filter Contral
[~ Extend LRL Keyword Filter Cantrol
Modify
|Host Mame: loge.com 1P 200,10,100.75 [version: R3000 Enterprise Fiker 1.10.00.24
Java Applet Window

Fig. 3-4 NT Domain Details window, Default Rule tab

2. For the Default Rule:

* “Rule0, the Minimum Filtering Level” displays by
default as the Default Rule. If this rule is used, it will be
applied to all groups and members in the NT domain
without a filtering profile established.
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» “Default Block Page” is selected by default as the
Default Redirect URL. If the default block page is
used, it will be applied to all groups and members in
the NT domain without a filtering profile established. If
“Custom URL” is selected, a URL must be entered in
the corresponding text box.

* Filter Options that have been selected display check
marks in corresponding checkboxes for “X Strikes
Blocking”, “Google/Yahoo! Safe Search Enforcement”,
“Search Engine Keyword Filter Control”, “URL
Keyword Filter Control”, and “Extend URL Keyword
Filter Control”.

Whenever criteria on this tab is modified, click Modify to
apply your settings.

Delete an NT domain

To delete a domain profile, choose Delete from the NT
domain menu. This action removes the domain from the
tree.
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Set up NT Domain Groups, Members

In the navigation panel, the NT domain branch of the tree
menu includes options for setting up groups and/or
members in the domain so that filtering profiles can later be
created. The following options are used in this setup
process: Select Group/Member from Domain, Set Group

Priority, Manually Add Member, Manually Add Group, and
Upload User/Group Profile.

Add NT groups, members to the tree

Before you can create filtering profiles for groups and/or

members in a domain, you must first add the groups and/or
members to the tree list for that domain.

£ R3000 Enterprise Filter

_(alx
886 R3000 Enterprise Filter
— HOME | SYSTEM | GROUP |- LIBRARY | REPORTING | HELP |- QUIT —

gGroup

o - Elobal Group

ma
LDAP

IHost Marme: logo.com

Select GroupsiMembers from Domain
Group=NT>QC>Select GroupsMembers from Domain
Add Profile for Groups/Members

Available Groups Selected Groups

Cert Publishers = Domsin Compuiers
Dn=lUpdsteProxy
Domain Controllers

Domain Guests &
Group Policy >
Schema Admins ;I
. Show Members
Availahle Members Selected Members
Administrator
€
¥

Add Selected Groups & Members

Jawva Applet Window

IIP: 200.10,100.75 rJersion: R3000 Enterprise Fiker 1,10,00.24

Fig. 3-5 Select Groups/Members from Domain window
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Select the NT domain, and choose Select Group/Member
from Domain from the pop-up menu to display the Select
Groups/Members from Domain window (see Figure 3-5).

To add groups—that need filtering profiles—to the tree list:

1.
2.

Choose a group from the Available Groups list box.

Use the right arrow button (>) to move the group to the
Selected Groups list box.

If necessary, select a group and use the left arrow button
(<) to move the group back to the Available Groups list
box.

To add group members—who need filtering profiles—to the
tree list:

1.
2.

Choose the group from the Available Groups list box.

Click Show Members to display group members in the
Available Members list box.

. Choose a member from the Available Members list box,

and use the right arrow button (>) to move the group to
the Selected Members list box.

If necessary, select a member and use the left arrow
button (<) to move the member back to the Available
Members list box.

When all entities who need filtering profiles have been
added to the selected Groups and/or Selected Members list
box(es), click Add Selected Groups & Members to add
them within the domain's section of the tree list.

NOTE: See Add or maintain an entity’s profile under Create and
Maintain NT Profiles for information on defining the filtering profile
for the group.
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& WARNING: When adding an NT group or member to the tree list,

the group/member will be blocked from Internet access if the
minimum filtering level has not been defined via the Minimum
Filtering Level window. If you have just established the minimum
filtering level, filter settings will not be effective until the group
member/user logs off and back on the server. Refer to the R3000
User Guide for more information on the minimum filtering level.

Specify a group’s filtering profile priority

1. Select the NT domain, and choose Set Group Priority
from the pop-up menu to display the Set Group Priority

window:
FSTEY
866 R3000 Enterprise Filter
- HOME SYSTEM GROUP LIBRARY REPORTING HELF QUIT S
g °“P‘ ol Set Group Priority
i) Global Group Group>NT>QC>Set Group Priority
g P Group Priority
Profile Graup{s)
N0 | Enterprise Admins Ll
afl Loap testgroup —M
Host Mame: loga. com [1F: 200,10, 100,75 [éarsion: R300N Enterprise Fiker 1.10.00.24

Jawa Applet Window

Fig. 3-6 Set Group Priority window
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This window is used for designating which group profile
will be assigned to a user when he/she logs in. If a user is
a member of multiple groups, the one that is positioned

highest in the list is applied.

NOTES: Groups automatically populate the Profile Group(s) list
box, if these groups have one or more identical users and were
added to the tree list via the Select Groups/Members from
Domain window.

An entry for the Group Priority list is added to the end of the list
when the group profile for that group is added to the R3000, and
is removed automatically when you delete the profile.

2. To change the filtering priority of groups:

a. Select a group from the Profile Group(s) list box.

b. Use the up or down arrow button to move that group
up or down in the list.

c. Click Apply to apply your settings.
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Manually add a user’s name to the tree

1. Select the NT domain, and choose Manually Add
Member from the pop-up menu to open the Manually Add
Member dialog box:

Manually Add Member x|

Please enter the user name

|
Zancel |

Java Applet Window
Fig. 3-7 Manually Add Member box

This dialog box is used for adding a username to the tree
list, so that a filtering profile can be defined for that user.

2. Enter the username in the text box, up to 16 characters.

@ TIP: NT usernames should be entered without breaks or spaces.
The first character must be a letter. The following ASCII charac-
ters can be used: “A-Z’, “a-z”, “0-9”, “_” (underscore), and “-”

(hyphen).

Examples:
TJONES
JSmith
Jane_Doe
Doe-John

3. Click OK to add the username to the domain’s section of
the tree.

NOTE: See Add or maintain an entity’s profile under Create and
Maintain NT Profiles for information on defining the filtering profile
for the user.
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Manually add a group’s name to the tree

1. Select the NT domain, and choose Manually Add Group
from the pop-up menu to open the Manually Add Group
dialog box:

Manually Add Group x|

Plzase enter the group name

|
Cancel |

Java spplet Window
Fig. 3-8 Manually Add Group box

This dialog box is used for adding a group name to the
tree list, so that a filtering profile can be defined for that

group.
2. Enter the group’s name in the text box.

3. Click OK to add the group name to the domain’s section
of the tree.

NOTE: See Add or maintain an entity’s profile under Create and
Maintain NT Profiles for information on defining the filtering profile
for the group.
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Upload a file of filtering profiles to the tree

1. Select the NT domain, and choose Upload User/Group

Profile from the pop-up menu to display the Upload User/
Group Profile window:

£ R3000 Enterprise Filter

1ol x|
866HBDDO Enterprise Fi

—— HOME SYSTEM GROUP LIBRARY REFORTING HELP d L —

gGmUP‘ o Upload UseriGroup Profile
g ﬁ:“ el Group Group>NT>QC>Upload UseriGroup Profile
Upload Profile

Uplogd Member Profile: Click Upload
‘atring: This File will overwrite the current userfgroup File

=h-alf LDAP Fils must be in the following filename and format:

T

pituserprofile.conf or ntgroupprofile.conf

PLELIC, Rulel, ,0

ohn.Doe, Ruled, 0

Doe-John, &, R CHAT KDPORMN FIMAMN GEAMES I, 1, hkkp: v, url.com/,0

LDAP

profile.conf or .conf

-hi=Tohn Doe, CH=LIsers, DC=qr, DC=ram; Rulen, 0

I-N=Publicl, Joe Q.,0U=5ales,DC=qc, DC=local; Rulel, .0

V-r=Dwae, John, CN=Users, DiC=qc,DC=local;a, R CHAT KDPORM GPORM 1,1, 0

[The user's name must match the entry on the server, IF the user's name includes characters such as a
omma (), semicolon (;), equals sign (=), quotation mark. ("), plus sign (+), backslash (1), less than
ymbol (<), or greater than symbol (), a backslash [{) must be entered before that character.

f the username contains a backslash, you must enter an additional backslash before that character,
F the user's name is Doe, John you would enter the name in the conf file as Doe), John,

Reload Member Profile; Click Reload
‘arning: The uploaded member profile does not take effect unless the Reload button is clicked,

Upload Member Profile Upload Reload Member Prafile Reload

|Host Mame: Toga,com
Jawa Applet Wwindow

Fig. 3-9 Upload User/Group Profile window

|IP: 200,10,100,75 rvsrslun: R:3000 Enterprise Filter 1,10,00,24

This window is used for uploading a file to the tree with

user or group names and their associated filtering
profiles.

2. Click Upload to open the Upload Member Profile File
pop-up window:
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/3 upload Member Profile File - Microsoft Internet Ex —1al x|
J File Edit Wiew Favorites Tools  Help |

J d=Eack - = - ﬁ| @ search [GlFavorites  @lMedia @‘ »

| address [&] httpyjjz00.10.100.75:581/R 3000]servieticom.r3000.5e ¥ | 6o |JLir|ks »
=l
Upload Member Frofile File

File Browse . | Upload File |

[-|
|§1 Upload Member Profile File ’_ ’_ ’_ # Internet 4

Fig. 3-10 Upload Member Profile File window

3. Click Browse to open the Choose file window.

4. Select the file to be uploaded.

WARNING: Any file uploaded to the server will overwrite the
existing user/group profile file.

Each user/group profile in the file uploaded to the server
must be set up in a specified format in order for the
profile to be activated on the server. This format differs
depending on whether the profiles are user or group
profiles. Based on the type of file format used, the file

should have the following name:

* ntuserprofile.conf if the file contains NT user profiles
* ntgroupprofile.conf if the file contains NT group

profiles

NOTE: See Appendix E: User/Group File Format and Rules for
examples of valid filtering profile formats to use when creating a
list of profiles to be uploaded to the server.

WARNING: When uploading a list of profiles to the tree list, the
user will be blocked from Internet access if the minimum filtering
level has not been defined via the Minimum Filtering Level
window. If you have just established the minimum filtering level,
filter settings will not be effective until the user logs off and back
on the server. Refer to the R3000 User Guide for more informa-
tion on the minimum filtering level.
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5. Click Upload File to upload this file to the server. The
Upload Successful pop-up window informs you to click
Reload in order for these changes to be effective.

6. Click Reload.

7. Go to the NT branch of the tree, and choose Refresh
from the NT group menu.
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Create and Maintain NT Profiles

Once an NT group or member has been added to the tree, a
filtering profile can be created and maintained for that entity.
For groups, the following options are available for filtering
profile creation and maintenance: Group Member Details,
Profile, and Remove. For members, the following options

are available for filtering profile creation and maintenance:
Profile, and Remove.

Add an NT group, member to the tree list

Select the NT domain, and choose Group Member Details

from the pop-up menu to display the Group/Member Details
window:

£ R3000 Enterprise Filter

I ] 3
886 R3000 Enterprise Filter
B HOME SYSTEM GROUP LIBRARY REPQRTING HELP QUIT J
@gounl o Group/Member Details
i ' Glabal Group Group=NT>QC>Enterprise Admins>Group/Member Details
Group Details
Graup Enterprise Admins
- Full Mame
Erterprise Admin 5 =
testgroup omain o
i LB baclow Domain Type NT
LDAP
als
: Add Member to Profile
Members
Administrator
e —
[Hast Hame: laga.com [P 200,10, 100,75 [éersion: R3000 Enterprise Filker 1.10,00.24
Jawva Applet Window

Fig. 3-11 Group/Member Details window
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This window is used for viewing profile information about a
group, and for adding members to a group.

In the Group Details frame, the following details display:
Group name, Domain name, and Domain Type. Members
that belong to the group display in the Members list box in
the Add Member to Profile frame.

To add a member to the tree list so that a profile can be
created for that member:

1. Select the entity from the Members list box.
2. Click Add.
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Add or maintain an entity’s profile

Select the NT domain, and choose Profile from the pop-up

menu to display the default Category tab of the Profile
window:

£ R3000 Enterprise Filter

Pl
866 R3000

Ent_e_l_'g [i_s_s E_Hﬁ

HOME S¥STEM GROUP LIBRARY REFORTING HELF‘_ auir

(@ dobal Group Category | Redirect URL | Fiter Options |

Category Profile
Group>NT>0QC>Enterprise Admins>Category Profile
Group: Enterprise Admins  Current Profile:Minimurm Fitering Lewel

=R . S

i..gb Eremmreres | Available Filter Levels Minimum Filtering | evel
testgroup Child Parnography

S haslon Rulel Minirum Fitering Level Pornographyisdult Cortent

H =]

LDAP

Rule Details

Category I Pass | Allow | Varn I Block

" | Category Groups -
B[] Adult Content

;l Bandwvicth

- _| Businessinvestments

B[] CommunityOrganizations

;I Custom Categories

-] Education

-] Entertainment

- J Government/Law Paltics

;l Health/Fitness

-] llegaliauestionable
- J Information Technology
;l Irternet Communication
-] Internet Procuctivit
B ] Internetintranst Misc =

Uncategorized Stes €% Paze € Warn (O Block

Apply |
[ [

[Hast Hame: laga.com [P 200,10, 100,75 [éersion: R3000 Enterprise Filker 1.10,00.24
Jawva Applet Window

Fig. 3-12 Group Profile window, Category tab

The Profile window is used for viewing/creating the filtering
profile of the defined entity (group or member). Entries
made in the Category, Redirect URL, and Filter Options tabs
comprise the profile string for the entity.
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Category Profile

Category Profile is used for creating the categories portion
of the filtering profile for the entity.

@ NOTE: In order to use this tab, filtering rules should already have

been set up via the Rules window, accessible from the Global
Group options, and the minimum filtering level should already be
established. The minimum filtering level is set up in the Minimum
Filtering Level window, accessible from the Global Group options.
See the R3000 User Guide for more information about these
windows.

By default, “Rule0 Minimum Filtering Level” displays in the
Available Filter Levels pull-down menu, and the Minimum
Filtering Level box displays “Child Pornography” and
Pornography/Adult Content”. By default, Uncategorized
Sites are allowed to Pass.

/\\3 NOTE: By default, the Available Filter Levels pull-down menu

also includes these five rule choices: Rule1 BYPASS”, “Rule2
BLOCK Porn”, “Rule3 Block IM and Porn”, “Rule4 8e6 CIPA
Compliance”, and “Block All’.

To create the category portion of the entity’s filtering profile:

1. Select a filtering rule from the available choices in the
Available Filter Levels pull-down menu. This action
automatically populates the Pass, Allow, Warn, and/or
Block columns in the Rule Details frame with filter
settings for each category group/library category in the
Category Groups tree.

TIP: In the Category Groups tree, double-click the group enve-
lope to open that segment of the tree and to view library catego-
ries belonging to that group.
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NOTE: If a category group does not display any filter setting (i.e.
the check mark does not display in any column for the category
group), one or more library categories within that group has a
setting in a column other than the filter setting designated for all
collective library categories within that group. For example, if in
the Adult Content category group some of the library categories
have a block setting and other library categories have a warn
setting, there would be no category group filter setting, since all
library categories do not have the same filter setting.

2. To change the filter setting for a category group/library
category, double-click the column (Pass, Allow, Warn,
Block) in the row corresponding to that category group/
library category to move the check mark to that column:

* Pass - URLs in this category will pass to the end user.

* Allow - URLs in this category will be added to the end
user’s white list.

* Warn - URLs in this category will warn the end user
that the URL he/she requested can be accessed, but
may be against the organization’s policies. The end
user can view the URL after seeing a warning
message and agreeing to its terms.

* Block - URLs in this category will be blocked.

TIPS: Multiple categories can be assigned the same filter setting
by clicking each category while pressing the Ctrl key on your
keyboard, and then double-clicking in the appropriate column.

Blocks of categories can be assigned the same filter setting by
clicking the first category, and then pressing the Shift key on your
keyboard while clicking the last category, and then double-
clicking in the appropriate column.

3. Click the “Pass”, “Warn”, or “Block” radio button to
specify whether all Uncategorized Sites should pass,
trigger a warn message for the end user, or be blocked.

4. Click Apply to apply your settings.
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Redirect URL

Click the Redirect URL tab to display the Redirect URL page
of the Profile window:

£ R3000 Enterprise Filter =10 x|

886 R3000 Enterprise Filter

HOME SYSTEM GROUP LIBRARY REFORTING HELF QuIT

Group Category Redirert URL | Filter Options

Global Group
=g P Redirect URL
E! a.§ NT Group:-NT=QC>Enterprise Admins-Redirect URL

; o LOGSYS
L Bk Qc

Specify a redirect URL;

Enterprise Admin ¥ Default Elock Page
testgroup

2, haslow {7 Authentication Request Form
LDAP

' Custam URL: I

Apply
21| | ¥

[Hast Hame: laga.com [P 200,10, 100,75 [éersion: R3000 Enterprise Filker 1.10,00.24
Jawva Applet Window

Fig. 3-13 Group Profile window, Redirect URL tab

Redirect URL is used for specifying the URL to be used for
redirecting users who attempt to access a site or service set
up to be blocked.

1. Specify the type of redirect URL to be used: “Default
Block Page”, or “Custom URL”.

If “Custom URL” is selected, enter the redirect URL in the
corresponding text box. Users will be redirected to the
designated page at this URL instead of the block page.
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2. Click Apply to apply your settings.

Filter Options

Click the Filter Options tab to display the Filter Options page
of the Profile window:

£ R3000 Enterprise Filker 1 ]

866 R3000

HOME SYSTEM GROUP LIBRARY REPORTING HELF QUIT

Enterprise FiI!er-.

gGrnup .
Cat Redirect URL  Filter Options
- (@) Global Group a agnryl edred |
e Filter Options
Group=NT=QC>Enterprise Admins=>Filter Options
Filter Options

i é —— [ % Strikes Blocking

= testgrou [~ Google/¥ahao! Safe Search Enforcement
H Lo B haslow
B -2 LDAPD [ Search Engine keyword Filter Contral

[~ URL Keyword Filter Control
™ Extend URL Eeyword Filter Contral

’ ;

|Host Mame: loga,cam |1Pi 200.10,100.75 Jversion: R3000 Enterprise Filter 1,10,00.24
Java Applet Window

Fig. 3-14 Group Profile window, Filter Options tab

Filter Options is used for specifying which filter option(s) will
be applied to the entity’s filtering profile.

1. Click the checkbox(es) corresponding to the option(s) to
be applied to the filtering profile: “X Strikes Blocking”,
“Google/Yahoo! Safe Search Enforcement”, “Search

Engine Keyword Filter Control”, “URL Keyword Filter
Control”. If URL Keyword Filter Control is selected, the
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“Extend URL Keyword Filter Control” option can be
selected.

NOTE: See the R3000 User Guide for information about Filter
Options.

2. Click Apply to apply your settings.

Remove an entity’s profile from the tree
To remove a group or member’s profile from the tree, select

the profile in order to open the pop-up menu, and choose
Remove.
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CHAPTER 4: LDAP AUTHENTICATION SETUP

Create an LDAP Domain

In the Group section of the console, add an LDAP domain
that contains entities to be authenticated.

Add the LDAP domain

1. Click LDAP in the navigation panel to open the pop-up
menu, and select Add Domain to open the Create LDAP
Domain dialog box:

Create LDAP Domain 5[

LOAP Server IPHostname |190.160.20.54

LDAF Server Port 5359

LOAP Daotnain Lakbel TEST

Apply I Cancel

Java Applet Window
Fig. 4-1 Create LDAP Domain box

2. In the LDAP Server IP/Hostname field, enter either the
IP address or the hostname of the authentication server.

3. In the LDAP Server Port field, enter the LDAP server
port number. By default, enter 389.

4. In the LDAP Domain Label field, enter the name of the
LDAP domain. This entry does not need to match the
NetBIOS name.

NOTE: The alphanumeric LDAP domain name must be at least
two characters but less than 64 characters in length, and can
contain a hyphen (-) and underscore (_), though the hyphen
cannot be the first or last character of the name.
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5. Click Apply to add the domain to the tree. This action
takes you directly to the LDAP domain window (see
View, modify, enter LDAP domain details).

Refresh the LDAP branch

Click LDAP in the navigation panel to open the pop-up
menu, and select Refresh whenever changes have been
made in this branch of the tree.
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View, modify, enter LDAP domain details

Double-click LDAP in the navigation panel to open the
LDAP branch of the Group tree. Select the LDAP domain
you added, and choose Domain Details from the pop-up
menu to display the default Type tab of the LDAP Domain
Details window:

£ R3000 Enterprise Filter =10 x|
866 R3000 Enterprise Filter |
"""""""" = HOME SYSTEM GROUP LIBRARY REFORTING HELF QuUIT —
%'m‘guba\ Group Type | Group | User I Address | Accourt | SEL | Aliaz List | Default Rule I
P LDAP Server Type
. -8 NT Group>LDAP>TEST>LDAP Server Type
EF aE' LDAP % Microsoft Sctive Directory Mixed Mode
- LOGSYS (IMACTIVE) ) . )
d?h OC (INACTIVE) 7 Microsoft Active Directory Native Mode
: 5 Sun One, Sun IPlanet or Netscape Directory Server
PN TEST [
" Movel eDirectory
£ Cther
Bach | Save I Mext | Activate
T [—
|Host Name: laga, com [1P: 200.10,100.75 Jiersion: R3000 Enterprise Fiter 1,10,00.24

Jawa Applet Window

Fig. 4-2 Domain Details window, Type tab

The LDAP domain window is comprised of the following
wizard tabs: Type, Group, User, Address, Account, SSL,
Alias List, and Default Rule. By going through the entire
wizard, domain details are established for the LDAP
domain, preparing the LDAP domain for group and user
filtering profile setup. After all entries are made on the
wizard tabs, the domain can be activated.
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& WARNING: The instructions in this user guide have been docu-

mented based on standard default settings in LDAP for Microsoft
Active Directory Services. The suggested entries and examples
may not be applicable to all other server types, or if any changes
have made to default settings on the LDAP Active Directory
server.

LDAP Server Type

Based on the entries made when creating the LDAP
domain, the R3000 will attempt to auto-detect the type of
server being used, and if successfully detected, the appro-
priate LDAP Server Type radio button will be pre-selected
on the Type tab.

1. If making a selection on this tab, the following options are
available: “Microsoft Active Directory Mixed Mode”,
“Microsoft Active Directory Native Mode”, “Sun One, Sun
IPlanet or Netscape Directory Server”, “Novell eDirec-
tory”, and “Other”. If the server type is not detected,

“Other” will be selected.

The server type setting on this tab defines the content
that displays on all other tabs of the wizard.

NOTE: If the server type is changed on this tab, object type
settings will be overwritten with the new object type settings. User
settings will not be modified.

2. If a selection was made on this tab, click Save to save
your setting.

3. Click Next to go to the Group tab.
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& WARNING: The contents of the tabs for User and Group do not

normally need to be changed. The settings on these tabs are
made automatically when you select the server type at the begin-
ning of the setup process. Unless you have made changes to the
Schema of your LDAP server and are sure of the consequences
of altering these settings, do not alter anything in these tabs. The
only action you need to execute on these tabs is to confirm the
settings by clicking the Next button at the bottom of the window,
until you reach the Address tab.

Group Objects

The Group tab is used for including or excluding group
objects in the LDAP domain.

4. R3000 Enterprise Filter P ] S

SeéﬁSDClCl Enterprise Fi

HOME SYSTEM GROUP LIBRARY REPORTING HELF GUIT

lobal & Type Group | Userl Addressl Accountl SSLl Alias Llstl Default Rulel
obal Graup .
Group Objects
Group>LDAP>TEST>Group Objects
) These lists are preloaded with defaults For a server of the selected server bype, R3000 will treat an
[#-o% LOGIVS (INACTIVE) entry in the LDAP database as a Group if it conkains ANY of the ObjectClass values in the Include List
[H-o% QT (INACTIVE) and MOT ANY of the ObjectClass values in the Exclude List.
... Include List Exclude List
oroup Remove | Remove |
Ecit Eciit
K1 I K
I Include | I Exclude |
Membership Attribute Imember
I Use Primary Groug
Back | Save I et | Activate |
|Host Mame: laga.com |1P+ 200.10,100.75 Jversion: R3000 Enterprise Filter 1.10,00.24

Java Applet Window

Fig. 4-3 Domain Details window, Group tab
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By default, this tab is populated as follows:

* The Include List is populated with appropriate group
objects, based on the server type.

* The Membership Attribute field is populated with the
name of the LDAP attribute from the group record that
identifies members of the group.

1. Generally, no action needs to be performed on this tab.
However, under special circumstances, the following
actions can be performed:

» A group object can be added or excluded by making an
entry in the appropriate field, and then clicking the
Include or Exclude button.

* A group object name can be edited by selecting the
group object from the appropriate list box, editing the
name in the field, and then clicking the Edit button.

» A group object can be removed by selecting the group
object and then clicking Remove.

2. Based on the selected server type, one of the following
checkboxes is available for specifying a particular group
profile assignment, if necessary:

* If using Active Directory, the “Use Primary Group”
checkbox displays on this tab. You may wish to check
this box to indicate that profiles based on user groups
should be assigned to users.

* If using Novell eDirectory or Sun ONE, the “Use
Dynamic Group” checkbox displays on this tab. You
may wish to check this box to indicate that profiles
based on dynamic groups should be assigned to
users.

3. If any modifications were made on this tab, click Save.

4. Next to go to the User tab.
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User Objects

The User tab is used for including or excluding user objects
in the LDAP domain.

£ R3000 Enterprise Filter o ] |
886 R3000 Enterprise Filter |
B HOME SYSTEM GROUP LIBRARY REPQRTING HELP QUIT J
3 OL":: bal G Type | Group User | Address | Account | 55L| allas List | Default Rule |
il Global Group N
..,p User Objects
2% NT Group>LDAP>TEST>User Objects
-l LoAP
[+ LOGSYS (INACTIVE)
C (IMACTIVE,
i ! Include List Exclude List
user Rernove computer Remove |
Edit Edit |
T — T
Include Exclude |
[ Use Case-Sensitive Comparison
Back | Save I Mext I Activate

|Host Mame: loga,cam [Py 200,10, 100,75

Java Applet Window

Wersiun: R3000 Enterprise Filker 1,10,00,24

Fig. 4-4 Domain Details window, User tab
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By default, the Include List and Exclude List are populated
with appropriate user objects, based on the server type.

1. Generally, no action needs to be performed on this tab.
However, under special circumstances, the following
actions can be performed:

* A user object can be added or excluded by making an
entry in the appropriate field, and then clicking the
Include or Exclude button.
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* A user object name can be edited by selecting the user
object from the appropriate list box, editing the name in
the field, and then clicking the Edit button.

» A user object can be removed by selecting the user
object and then clicking Remove.

* If the user DN cannot be auto-detected during the
profile setup process, click “Use Case-Sensitive
Comparison” to perform a manual comparison check.

2. If any modifications were made on this tab, click Save.
3. Click Next to go to the Address tab.
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Address Info

The LDAP domain address information populates the

Address tab:
ST
886 R3000 Enterprise Filter

""""""" = HOME SYSTEM GROUP LIBRARY REFORTING HELF QuIT —

Type | Group | User  Address | account | 551 | Alias List | Default Rule |

Address Info
Group>LDAP>TEST>Address Info

[+l LOGSYS (INACTIVE)

&% QC (INACTIVE) Server DNS Natme Im
o Server IP Address W
DMS Domain Mame I—
METBIOS Domain Nerme [
Server LDAPS Port 636

Server LDAP Port 309

LDAP Query Base IDC=qc2dnmam,D[=Inca\

Bark | Save I MNext I Activate

[Hast Hame: laga.com [P 200,10, 100,75 [éersion: R3000 Enterprise Filker 1.10,00.24
Jawva Applet Window

Fig. 4-5 Domain Details window, Address tab

NOTE: If the DNS settings are not published in the LDAP direc-
tory, the Server DNS Name, DNS Domain Name, and LDAP
Query Base fields will not be populated automatically. Func-
tioning forward and reverse DNS name resolution is one of the
requirements for LDAP authentication. Please ensure the correct
DNS settings are set.
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1. This tab includes the following fields, some pre-popu-
lated by default, and some that you may wish to edit:

* The Server DNS Name field should contain the DNS
name of the server. If this field is already populated, it
may need to be edited if there is more than one DNS
server available.

NOTES: If your LDAP server’s name is not a resolvable, fully
qualified DNS name, you may be able to enter the domain name.

If using a Novell server, be sure the Server DNS Name exactly
matches the name on the SSL certificate that will be uploaded to
the server.

» The Server IP Address that displays by default is the
one that was entered in the LDAP Server IP field of the
Create LDAP Domain dialog box.

* The DNS Domain Name should be the DNS name of
the LDAP domain, such as logo.com, and may need to
be edited if the entire domain name does not display
by default.

NOTES: If your LDAP server’s name is not a resolvable, fully
qualified DNS name, you may be able to enter the domain name.

If using a Novell server, be sure the DNS Domain Name exactly
matches the name on the SSL certificate that will be uploaded to
the server.

* If necessary, the NETBIOS Domain Name can be
entered.

« By default, 636 displays in the Server LDAPS Port
field.

* By default, the value that was entered in the LDAP
Server Port field of the Create LDAP Domain dialog
box displays in the Server LDAP Port field.
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+ By default, the LDAP Query Base displays the root of
the LDAP database to query using the LDAP Syntax,
e.g. DC=domain,DC=com, or o=server-org. The entry
in this field is case sensitive and should be edited, if
necessary.

If this field is not populated, enter the LDAP query
base.

2. If any modifications were made on this tab, click Save.

3. Click Next to go to the Account tab.
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Account Info

The Account Info tab is used for specifying the account
information needed for binding to the LDAP database.

£ R3000 Enterprise Filter P ] o<
886 R3000 Enterprise Filter
g Eroup

> (@) bl Group Type | Group | User | Address Account | 551 | aliss List | Defaut Rule |
3 Account Info
Group>LDAP>TEST>Account Info

HOME SYSTEM GROUP LIBRARY REFORTING HELF QuIT )

[+ LOGSYS (INACTIVE)
&% QC (INACTIVE)
L

[~ Use Anonymous Bind
LDAP Accounk Mame In:Users,dc:chdomain,dc:local

Password I""““"—
Confirm Password I—

Distinguished Name Auto Discovery

A "distinguished name" {e.g.: CN=administrator, Ch=users, DC=xyz,DiC=com) must be entered in the
"LDAP Account Mame' box above, To find the "distinguished name' for a user, please click on the
"Find Distinguished Name" button and enter the username (e.g.: Administrator), domain name (if
needed), and password,

Find Distinguished Name

Back | Save I MNext I Activate

|Host Mame: loga,cam [Py 200,10, 100,75 [Version; R3000 Enterprise Filter 1,10,00.24
Java Applet Window

Fig. 4-6 Domain Details window, Account tab

NOTE: The Distinguished Name Auto Discovery frame only
displays if the type of LDAP server is Microsoft Active Directory.

1. Do one of the following:

* If your LDAP database does not require a username to
be provided in order to bind to the LDAP database,
click the “Use Anonymous Bind” checkbox to grey out
the fields—and Find Distinguished Name button, if it
displays—in this tab.
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* If you know the authorized user's full LDAP Distin-

guished Name, enter it in the LDAP Account Name
field. For example, enter the entire string in a format
such as:
cn=Administrator,cn=Users,dc=qc2domain,dc=Iocal
or

cn=admin,o=logo-org

Then enter the password in the Password and
Confirm Password fields.

For an Active Directory LDAP server type, if you do not
know the authorized user’s full LDAP Distinguished
Name, click Find Distinguished Name in the Distin-
guished Name Auto Discovery frame to open the
Distinguished Name Auto Discovery pop-up box:

Distinguished Name Auto Discovery il

Uszer Mame

Damain Mame

Pazaswneard

Confirtn Password

| Find Distinguished Mame I Cancel

Java Applet 'Window

Fig. 4-7 Distinguished Name Auto Discovery box

Make entries in the following fields:

a. User Name - administrator’s user name (e.g.
administrator).

b. Domain Name - name of the domain (e.g.
logo.com). This field displays greyed out if it was
already included on the Address Info tab.

c. Password and Confirm Password.
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Click Find Distinguished Name to perform the search
for the LDAP Distinguished Name. If the adminis-
trator’s user name and password are successfully
retrieved, the pop-up box closes and the fields on this
tab become populated with appropriate data.
NOTE: Once the Distinguished Name and password are
successfully saved on this tab, the Distinguished Name Auto
Discovery frame will no longer display at the bottom of this tab.

2. Click Save to save your entries.
3. Click Next to go to the SSL tab.
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SSL Settings

SSL settings should be made if your network requires a
secure connection from the R3000 to the LDAP server.

£ R3000 Enterprise Filter =10 x|

866 R3000

Enterprise FiI!er.

HOME SYSTEM GROUP LIBRARY REFORTING HELF QuIT

g Eroup

(@) Global G Type | Group | User | Address | Account SSL I #lias List | Default Rule |
i 8 Global Group i
[ SSL Settings

Group>LDAP>TEST>SSL Setlings
23 Nt p: 1

E‘ LDAP [ Enable Secure LDAP over SSL
o LOGEYS (INACTIVE)
i NAC”VE) Manually Upload SSL Certificate for LDAPS

Enter the path to the S5L certificate for your LDAP server, This certificate is
required ko communicate with your LDAP server with secure encryption.
The certificate should be a Bases< encoded . der or .cer Format 551 Certificate,

Upload |

Automatically Upload SSL Centificate for LDAPS

R.3000 can automatically generate and upload S50 certificate for vour LDAP server,
Make sure S5L is set up properly before selecting this option,

Upload |

Back | Save I MNext I Activate

|Host Mame: loga,cam [Py 200,10, 100,75 [Version; R3000 Enterprise Filter 1,10,00.24
Java Applet Window

Fig. 4-8 Domain Details window, SSL tab

NOTE: See Appendix C: Obtain, Export an SSL Certificate for
information on how to obtain a Sun ONE server’s SSL cetrtificate,
or how to export an Active Directory or Novell server’s SSL certfi-
cate to your desktop and then upload it to the R3000.

1. Ifapplicable, click in the “Enable Secure LDAP over SSL”
checkbox. This action activates the Upload buttons in the
Manually Upload SSL Certificate for LDAPS frame and
the Automatically Upload SSL Certificate for LDAPS
frame.
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2. To automatically upload an SSL certificate, go to the
Automatically Upload SSL Certificate for LDAPS frame
and do the following:

a. In the Wait __seconds for certificate field, by default
3 displays. Enter the number of seconds to wait before
the certificate is automatically uploaded.

b. Click Upload to upload the certificate.

To manually upload an SSL certificate, go to the Manu-
ally Upload SSL Certificate for LDAPS frame and do the
following:

a. Click the Upload button to open the Upload SSL
Certificate for LDAPS pop-up window:

/3 Upload 551 Certificate for LDAPS - Microsoft T 101 x|

JF\Ie Edit View Favorites Tools  Help

J qmEack - = - () 7t | Qhsearch (G Favorkes  hMedia ®| &

| address [@] http:/jz00.10. 100, 75:88/servletfcom.r3000.server ¥ | @G0 |Junks B

=

Upload SSL Certificate for LDAPS

Fi.lel Browse... I Upload File |

H
[&) Upload 55L Certificate for LDARS [T [ [ miemet é

Fig. 4-9 Upload SSL Certificate for LDAPS

b. Click Browse to open the Choose file window and
select the R3000 server’s SSL certificate.

c. Click Upload File to upload the SSL certificate to the
R3000 server.

ﬂl WARNING: If using a Novell server, be sure the name on the SSL
certificate (to be uploaded to the server) matches the Server DNS
Name entered in the Address Info tab.

3. Click Save.
4. Click Next to go to the Alias List tab.

8e6 TecHNoLoaIEs, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE 117



CHAPTER 4: LDAP AUTHENTICATION SETUP CREATE AN LDAP DOMAIN

118

Alias List

The Alias List will be automatically populated if the Account
Name was entered in the Account tab. This list includes all
alias names for the domain that will be included in the Alias
pull-down menu in the Authentication Request Form.

R3000 Enterprise Filter =101 x|
866 R3000 Enterprise Fi
— HOME SYSTEM GROUP LIBRARY REPORTING HELF QUIT =
bl Group Ty.pel Gr::lupl Userl Addressl Ac:uuntl 550 Default Rulel
Alias List
Group>LDAP>TEST>Alias List
P LOGSYS ([INACTIVE)
: o QE (INACTIVE) Alias Name LDAP Container Name Alias Enabled
Builkin (CM=EBuiltin, DC=qc2domain, DC=local v :l
ldsparoup OU=Idapgroup, DC=qc2domain, DC=local ¥ -
QCcontainer1000_M, ., [OU=0Ccontainer 1000, 0U=MasterConkainer, 0., v
QCcontainer1001_M,., |OU=0Ccontainer1001,0U=MasterConkainer, 0., v
(QCcontainer1002_M. .. |Ol=0Cconkainer 1002, 0U=MasterContainer, D... ¥
QCcontainer1003_M. .. |OU=0QCcontainer 1003, 0U=MasterConkainer, 0. v
QCcontainer1004_M.,. |Ol=CQCcontainer 1004, 0U=MasterCantainer, 0., v
QCcontainer1005_M. .. |OU=0Ccontainer100S, OU=MasterContainer,D... v
QCcontainer1006_M. .. |OU=0QCcontainer 1006, 0U=MasterConkainer, 0., v
QCcontainer1007_M. .. |Ol=CQCcontainer 1007, 0U=MasterCantainer, ... v
QCcontainer1008_M. .. |OU=0Ccontainer 1008, 0U=MasterConkainer,D... v
QCcontainer1009_M. .. |OU=0QCcontainer 1009, 0U=MasterConkainer, 0. ¥
QCcontainer100_Ma,,, [Ol=0Ccontainer 100, Ol=MasterContainer,DC, . v
QCcontainer1010_M, ., |OU=0Ccontainer1010,0U=MasterConkainer,D... v
QCcontainer1011_M... |Ol=0Cconkainer1011,0U=MasterContainer,D... ¥
QCcontainer1012_M. .. |OU=0QCcontainer 1012, 0U=MasterConkainer, 0. v
QCcontainer1013_M.,. |OlU=CQCcontainer 1013, 0U=MasterCaontainer, 0., v
QCcontainer1014_M... |OU=0Ccontainer1014,0U=MasterContainer,D... v
QCcontainer1015_M... |OU=0Ccontainer101S, 0U=MasterContainer,D... v
QCcontainer1016_M. .. |OU=0QCcontainer1016,0U=MasterConkainer, 0., v
QCcontainer1017_M.,. |Ol=0QCcontainer 1017, 0U=MasterContainer, ... v LI
Reload O List EnableDizablz Al |
Bark | Save I MNext I Activate

[Hast Hame: laga.com [P 200,10, 100,75 [éersion: R3000 Enterprise Filker 1.10,00.24

Jawva Applet Window

Fig. 4-10 Domain Details window, Alias List tab
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However, if there are many alias names to be loaded, the
tab initially displays without any data and the Search in
Progress box opens:

Search in Progress x|

The LDAP server is returning a substantial amount of data.
Please walt while the seatch is in progress.

Java Applet Window

Fig. 4-11 Search in Progress box

After the search is completed, the Search in Progress box
closes, and the list displays the Alias Name and the corre-
sponding LDAP Container Name.

NOTE: If the alias list does not display, double-check the settings
on the other tabs and verify that all of your settings are correct.

1. The following actions can be performed on this tab:

* An Alias Name can be edited by double-clicking the
Alias Name in the designated row, and then making
your modifications.

* If an Organizational Unit (OU) has been deleted from
the LDAP directory but has already been added to the
alias list, the list can be reloaded by clicking the
Reload OU List button. When clicking this button, the
Search in Progress box opens and the domain
becomes inactive and will need to be reactivated.

» By default, all items are selected for inclusion in the
alias list, as indicated by a check mark in the Alias
Enabled checkbox. To deselect an item, click the
checkbox to remove the check mark.

» To select or deselect all items in the list, click the
Enable/Disable All button. This button lets you toggle
between these two operations.

2. If any modifications were made on this tab, click Save.
3. Click Next to go to the Default Rule tab.
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Default Rule

The Default Rule applies to any authenticated user in the
LDAP domain who does not have a filtering profile.

£ R3000 Enterprise Filter

= ] |
866 R3000 Enterprise Filter |
; HOME SYSTEM GROUF LIBRARY REPORTING HELF QuIT
%gGmqu\obal aroup Typel Grnupl Usarl Addressl Actnuntl SSLl Alias List  Default RU‘EI
& g P Default Rule
28 T Group>LDAP>TEST>Default Rule
=gl Loap Select one of the Follawing as the: default rule:
é IéCéG(SI:‘ISAéIT!\K;;TIVE) IRu\e 0; Minimum Filtering Level LI

Ly

Specify a redirect URL:
(¥ Default Block Page

7 Custom URL:
Filter Options:

[¥ ¥ Strikes Elocking

[¥ Googlefahon! Safe Search Enforcement
[¥ Search Engine Keyword Filker Contral

[¥ URL Keyword Filker Contral

[ Extend URL Keyword Filter Coritrof

Backup Server Configurations: Al | ity | Delete |

Back. I Save | Ik |

Activate |

IHDst Mame: logo, com

Jawa Applet Window

[tP: 200.10.100.75

lﬂ'ersiun: R3000 Enterprise Filker 1,10.00,24

Fig. 4-12 Domain Details window, Default Rule tab

1. This tab is comprised of the following components that
can be modified:

» By default, “Rule0” is the default rule. This rule can be

changed by making another selection from the pull-
down menu.

» To specify the type of redirect URL to be used for users
who do not have a filtering profile, click the radio button
corresponding to “Default Block Page”, or “Custom

URL”.
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If Custom URL is selected, enter the redirect URL in
the text box.

» Click the checkbox(es) corresponding to the option(s)
to be applied to the filtering profile: “X Strikes
Blocking”, “Google/Yahoo! Safe Search Enforcement”,
“Search Engine Keyword Filter Control”, “URL
Keyword Filter Control”. If URL Keyword Filter Control
is selected, the “Extend URL Keyword Filter Control”
option can be selected.

» To specify a backup server for use with this LDAP
server in the event the primary server cannot be
accessed, see the setup instructions in LDAP Backup
Server Configuration.

NOTE: If “Novell eDirectory” was selected for the LDAP Server
Type, and the Novell eDirectory Agent option was enabled in the
Enable/Disable Authentication window in the System section of
the console, Novell eDirectory Agent Settings displays above the
Backup Server Configurations buttons.

2. If any modifications were made on this tab, click Save.

3. After all entries have been made in these wizard tabs,
click Activate to activate the domain.

TIP: After the domain is activated, whenever subsequent modifi-
cations are made in any of these wizard tabs, Activate must be
clicked again to re-activate the domain.

NOTE: To enter profile information for LDAP groups and users,
see Create, Maintain LDAP Profiles.
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LDAP Backup Server Configuration

Configure a backup server

To add a backup server’s settings:

1. Click Add to open the Backup Server Configuration
wizard pop-up window:

Backup Server Configuration x|

adess | peoount | 251 |
Address Info
Group>LDAP>TEST>Address Info

ServerDMSMame |
Server P Address I—
DS Domain Mame: W
METEIOS Domain Mame I—

Server LDAPS Port 636

Server LDAP Port 1389

LDAP Guery Base IDC:qc2domain,DC:\uca\

Back I

Mext | Clase I

Java Spplet window

Fig. 4-13 Backup Server Configuration, Address Info

NOTE: The Back and Save buttons can be clicked at any time
during the wizard setup process. Click Close to close the wizard
pop-up window.

2. Enter, edit, or verify the following criteria:

¢ Server DNS Name - DNS name of the LDAP server,
such as server.logo.local
NOTES: If your LDAP server’s name is not a resolvable, fully
qualified DNS name, you may be able to enter the domain name.

Be sure the Server DNS Name exactly matches the name on the
SSL certificate that will be uploaded to the server.
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¢ Server IP Address - IP address of the server, such as
100.10.150.30

* DNS Domain Name - DNS name of the LDAP domain,
such as logo.local
NOTES: If your LDAP server’s name is not a resolvable, fully
qualified DNS name, you may be able to enter the domain name.

Be sure the DNS Domain Name exactly matches the name on
the SSL certificate that will be uploaded to the server.

* NETBIOS Domain Name - an entry in this field is
optional

» Server LDAPS Port - by default, 636 displays in this
field

» Server LDAP Port - by default, the value that was
entered in the LDAP Server Port field of the Create
LDAP Domain dialog box displays in the field

+ LDAP Query Base - root of the LDAP database to
query using the LDAP Syntax, e.qg.
DC=domain,DC=com or o=server-org.

@ TIP: The entry in this field is case sensitive.
3. Click Save.
4. Click Next to go to the Account tab:
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Backup Server Configuration x|

Address | Account

............ B

Account Info
Group>LDAP>TEST=>Account Info

[~ Use Anonymous Bind

LDAP Account Mame
Password
Confirm Password

Distinguished Name Auto Discovery

A "distinguished name" {g.g.: CN=administratot, CN=users, DC=xyz, DC=com) must be
entered in the "LDAR Account Name” box above. To find the “distinguished name" Far
& user, please dlick on the "Find Distinguished Mame" button and enter the username
(2..: Administrator), domain name (i nesded), and password.

Find Distinguished MName

Back I Save I Mext | Close I

Jawa Applet window

Fig. 4-14 Backup Server Configuration, Account Info

NOTE: The Distinguished Name Auto Discovery frame only
displays if the type of LDAP server is Microsoft Active Directory.

5. Enter, edit, or verify the following criteria:

* “Use Anonymous Bind” - click this checkbox to grey
out the fields in this tab, if your LDAP database does
not require a username to be provided in order to bind
to the LDAP database

* If you know the authorized user's full LDAP Distin-
guished Name:

a. Enter the authorized user's full LDAP Distinguished
Name in the LDAP Account Name field.

For example:

cn=Administrator,cn=Users,dc=qc2domain,
dc=local

or
cn=admin,o=logo-org
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b. Enter the password in the Password and Confirm
Password fields.

* If the LDAP server type is Active Directory, and if you
do not know the authorized user’s full LDAP Distin-
guished Name:

a. Click Find Distinguished Name in the
Distinguished Name Auto Discovery frame to open
the Distinguished Name Auto Discovery pop-up
box (see Fig. 4-8).

b. Enter the administrator’'s User Name (e.g.
administrator).

c. Enter the Domain Name (e.g. logo.com). This field
displays greyed out if it was already included on the
Address Info tab.

d. Enter the password in the Password and Confirm
Password fields.

e. Click Find Distinguished Name to perform the
search for the LDAP Distinguished Name. If the
administrator’s user name and password are
successfully retrieved, the pop-up box closes and
the fields on this tab become populated with
appropriate data.

NOTE: Once the Distinguished Name and password are
successfully saved on this tab, the Distinguished Name Auto
Discovery frame will no longer display at the bottom of this tab.

6. Click Save to save your entries.
7. Click Next to go to the SSL tab:
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Backup Server Configuration x|

address | Ascount LS50 |
SSL Settings
Group>LDAP>TEST>SSL Settings

™ Enable Secure LDAP over SSL

Manually Upload SSL Certificate for LDAPS

Enter the path to the SSL certificats For your LDAP server, This certificate is
required o commuricate with your LDAP server with secure encryphion.
The certificate should be a Baseé4 encoded .der or .cer Format SL Certificate.

Uplazdl

Automatically Upload SSL Certificate for LDAPS
R3000 can automatically generate and upload 551 certificate For your LDAP server,
Make sure secure LDAP is properky set up and the hostname vou spacified for your
LOAP server is correct. Depending on the netwark enviranment, the time it takes to
Fetch the certificate can vary. You may wait up to 15 seconds.

Uplorzdd Wait |3 econds for certificate

Back I Save I Next | Close I

Jawa Applet window

Fig. 4-15 Backup Server Configuration, SSL Settings

SSL settings should be made if your network requires a
secure connection from the R3000 to the LDAP server.

NOTE: See Appendix C: Obtain, Export an SSL Certificate for
information on how to export a server’s SSL certficate to your
desktop and then upload it to the R3000.

a. If applicable, click in the “Enable Secure LDAP over
SSL” checkbox. This action activates the Upload
buttons in the Manually Upload SSL Certificate for
LDAPS frame and the Automatically Upload SSL
Certificate for LDAPS frame.

b. To automatically upload an SSL certificate, go to the
Automatically Upload SSL Certificate for LDAPS frame
and do the following:

* Inthe Wait __ seconds for certificate field, by
default 3 displays. Enter the number of seconds to
wait before the certificate is automatically
uploaded.

» Click Upload to upload the certificate.
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To manually upload an SSL certificate, go to the Manu-
ally Upload SSL Certificate for LDAPS frame and do
the following:

» Click the Upload button to open the Upload SSL
Certificate for LDAPS pop-up window (see Fig. 4-
9).

» Click Browse to open the Choose file window and
select the R3000 server’s SSL certificate.

» Click Upload File to upload the SSL certificate to
the R3000 server.

& WARNING: Be sure the name on the SSL certificate (to be
uploaded to the server) matches the Server DNS Name entered
in the Address Info tab.

8.
9.

After all entries are made using the wizard, click Save.

Click Close to close the wizard pop-up window.

Modify a backup server’s configuration

1.

3.
4.
5,

On the Default Rule tab, click Modify to open the Backup
Server Configuration wizard pop-up window.

. Click the tab(s) in which to make edits for the backup

server: Address, Account, SSL.
Make the necessary edits.
Click Save.

Click Close to close the wizard pop-up window.

Delete a backup server’s configuration

On the Default Rule tab, click Delete to remove the backup
server’s configuration.
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Delete a domain

To delete a domain profile, choose Delete from the LDAP
domain menu. This action removes the domain from the
tree.
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Set up LDAP Domain Groups, Members

In the navigation panel, the LDAP domain branch of the tree
menu includes options for setting up groups and/or
members in the domain so that filtering profiles can later be
created. The following options are used in this setup
process: Select Group/Member from Domain, Set Group
Priority, Manually Add Member, Manually Add Group, and
Upload User/Group Profile.

Add LDAP groups, users to the tree

Before you can create filtering profiles for groups and/or
members in a domain, you must first add the groups and/or
members to the tree list for that domain.

& R3000 Enterprise Filter

866 R3000

HOME SYSTEM GROUF

o

Enterprise FiI!er

LIBRARY REPORTING HELF QuIT

g Graup LDAP UseriGroupfContainer Browser
+-{ ) Global Group
+ IGroup=LDAP=TEST >LDAP User/Group/Container Browser
al fr= =] [ n Foot =l
(£ OG5S (TMACTIVE]
2o QC (INACTIVE) © User @ Group O Cortainer
N
Type NMame D Profile Members Mark
GRP  |Domain Admins CH=Domain Admin... Migwy r LI
GRP  |DHCP Users CN=DHCP Users,C... Wiewy
GRP  |Dommsin Users CN=Domain Users,.. Wiy r
GRP |DHCP Administrators Chi=DHCP Adminis... Wi r
GRP | DnsAdmins Ch=DnsAdming C g
GRP  |DnslpdsteProxy CN=DnsUpdstePro.. gy -
GRP  |Domain Computers Ch=Domain Comp... gy
GRP  |Damain Caontrollers CN=Domain Contra Miewy r
GRP |Domain Guests Ch=Domain Guest... Wi r
-
K| 2
MarkiUnmark Al | MarkUnmark Selected |
Add or Delete a fitering rule to the marked entries
3l [Rute 0 binimum Fitering Level 7| sddrue Delete Ruie
| 3

|Hnst MName: logo.cam |IP: 200.10,100.75 I‘werslnn: R3000 Enterprise Filter 1.10.00.24

Jawa Applet Window

Fig. 4-16 LDAP User/Group/Container Browser window
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Select the LDAP domain, and choose Select Group/
Member from Domain from the pop-up menu to display the
LDAP User/Group/Container Browser window (see Figure
4-16).

This window is used for retrieving the names of groups,
users, or containers from an LDAP domain so that a filtering
profile can be assigned.

NOTES: If the “Use Dynamic Group” option was specified in the
Group tab of Domain Details, “Dynamic Group Enabled” displays
towards the bottom left of this window.

See Appendix D: LDAP Server Customizations if using an
OpenLDAP server.

Perform a basic search

1.

Specify the type of search by clicking the “User”, “Group”,
or “Container” radio button.

. If “User” or “Group” was selected, choose either “cn="

(common name) or “uid=" (user ID) from the pull-down
menu for the attribute type used in the LDAP directory.
This menu displays greyed-out if “Container” was
selected.

. Inthe input field that follows the pull-down menu, type in

the group name, username, or container name exactly as
it was entered on the LDAP server, or enter a partial
name followed by the asterisk (*) wildcard.

. Make a selection from the In pull-down menu to specify

the section of the server to search.

Click Search to display rows of results in the grid below.
The following information is included for each entity:
Type (USR, GRP, CTR), Name (as entered on the LDAP
server), DN string, Profile (Rule number, if assigned),
View button, and Mark checkbox.
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Options for search results

The following actions can be performed on search results:

+ To narrow the number of records returned by your initial
query, click the “Within Results” checkbox, modify your
search criteria in the input field, and then click Search.

* To query either the list of groups in which a user is a
member, or the list of users who are members of a Group
Record, click the View button in the Members column to
display the results in the grid.

» To select or deselect all records in the grid, click Mark/
Unmark All.

* To select or deselect all highlighted records in the grid,
click Mark/Unmark Selected. This feature works only if
records are first selected in the grid by clicking on them.

» Multiple records are selected by clicking one record,
and then pressing the Ctrl key on your keyboard and
clicking another record.

» A block of multiple records is selected by clicking the
first record in the block, then pressing the Shift key on
your keyboard, and then clicking the last record in the
block.

Apply a filtering rule to a profile

To apply a filtering rule to an entity in the grid:

1. Go to the Mark column and click the checkbox for that
entity.

2. Select a filtering rule from the drop-down menu.

3. Click Add Rule to display the selected Rule number in
the Profile column.
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When the LDAP branch of the tree is refreshed, all enti-
ties with rules applied to them appear in the tree.

Delete a rule

To delete a rule from a profile, the entity must currently
display in the grid and have a rule assigned to the profile.

1. Click the Mark checkbox for the entity.

2. Click Delete Rule to remove the entity’s profile from the
tree.
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Specify a group’s filtering profile priority

1. Select the LDAP domain, and choose Set Group Priority
from the pop-up menu to display the Set Group Priority

4. R3000 Entetprise Filker — = x|
866 R3000 Enterprise Filter
B HOME SYSTEM GROUR LIBRARY REPORTING HELP QuUIT
el Set Group Priority
ool srowp Group>LDAP>TEST=>Set Group Priority
Group Priority
Profile Group(s)
e LOGSYS (INACTIVE) Ch=Quality Control, CH=Users, DC=qc, DC=local A
--i&, QC (INACTIVE) CN=qctestarpl479, OU=QCcontainer 1479, OlU=MasterCantainet, DC=qc2domain, DC=local w
P Ch=Diomain Users, C=Users, DC=qc2domain, DC=local —_
“N=Damain Controllers, Ch=Users,DC=gc2domain, DC=lacal
N=DnsAdmins, CN=Users,DC=qc2damain, PC=local
N=Domain Admins, CH=Users, DC=gc2domain,DC=local
“N=DnsUpdateProxy, CN=Users, DC=qc2domain, DC=local
(CH=Domain Computers, CN=Users, DC=qc2domain,DC=local
CN=Domain Guests,CN=Users, DC=qc2domain, DC=local
| 1]
Apphy
|Host Mame: Toga,com [1P: 200,10,100.75 [¥ersion: R3000 Enterprise Fikter 1,10,00.24
Jawa Applet Wwindow

Fig. 4-17 Set Group Priority window

This window is used for designating which group profile
will be assigned to a user when he/she logs in. If a user is
a member of multiple groups, the one that is positioned

highest in the list is applied.
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NOTES: Groups automatically populate the Profile Group(s) list
box, if these groups have one or more identical users and were
added to the tree list via the Select Groups/Members from
Domain window.

An entry for the Group Priority list is added to the end of the list
when the group profile for that group is added to the R3000, and
is removed automatically when you delete the profile.

2. To change the order of groups in the list:

a. Select a group from the Profile Group(s) list box.

b. Use the up or down arrow button to move that group
up or down in the list.

c. Click Apply to apply your settings.

Manually add a user’s name to the tree

1. Select the LDAP domain, and choose Manually Add
Member from the pop-up menu to open the Manually Add
Member dialog box:

Manually Add Member x|

@ Please enter the user name

Zancel |

Java Applet Window
Fig. 4-18 Manually Add Member box

This dialog box is used for adding a username to the tree
list, so that a filtering profile can be defined for that user.

2. Enter the username in the text box.
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@ TIP: LDAP usernames should be input exactly as entered as
entered for the LDAP Distinguished Name.

Examples:

CN=Jane Doe, CN=Users, DC=qc, DC=local

CN=Public\, Joe Q., OU=Users, OU=Sales, DC=qc, DC=local
CN=Doe\, John, CN=Users, DC=qc, DC=local
cn=dyn-grp,ou=progrm,o=nwrd-org

3. Click OK to add the username to the domain’s section of
the tree.

NOTE: See Add or maintain an entity’s profile under Create and
Maintain LDAP Profiles for information on defining the filtering
profile for the user.

Manually add a group’s name to the tree

1. Select the LDAP domain, and choose Manually Add
Group from the pop-up menu to open the Manually Add
Group dialog box:

Manually Add Group x|

Flease enter the group name

|
Cancel |

Java spplet Window
Fig. 4-19 Manually Add Group box

This dialog box is used for adding a group name to the
tree list, so that a filtering profile can be defined for that

group.

2. Enter the group’s name in the text box, using the entire
Distinguished Name format.

3. Click OK to add the group name to the domain’s section
of the tree.
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NOTE: See Add or maintain the entity’s profile under Create and
Maintain LDAP Profiles for information on defining the filtering
profile for the group.

Upload a file of filtering profiles to the tree

1.

136

Select the LDAP domain, and choose Upload User/
Group Profile from the pop-up menu to open the Upload
User/Group Profile window:

JRI=TE
866 R3000 Enterprise Filter

— HOME SYSTEM GROUP LIBRARY REFPORTING HELP QU

Upload UseriGroup Profile
Group>LDAP>TEST>Upload UseriGroup Profile
Upload Profile

Uplozd Member Profile: Click Upload

P LOG5YS (INACTIVE) ‘arning: This fil will overwrite the current user/group file
o QC (INACTIVE) File must be in the Following filenarme and format:
&

T

ptuserprofile.conf or ntgroupprofile.conf

PLELIC, Rulet, ,0

ohn.Doe, Ruled, 0

[Doe-Tohn, &, R CHAT KDPORN FIMAN GEAMES T, 1,http: v, url,com/,0

LDAP

profile.conf or .conf

Y-r=1aohn Doe, Ch=Users, DiZ=gc, C=com; Rulsd, 0

F-M=Fublicy, Joe Q.,0U=5ales,0C=qc,DC=local; Rulel, ,0

k-h=Doel, John,Ch=Users,[C=qc,C=local;s, R CHAT KDPORM GPORN 1,1, ,0

[The user's name must match the entry on the server, If the user's name includes characters such as a
amma (, ), semicolon (}), equals sign (=), quotation mark (), plus sign (+), backslash (1), less than
wnbol (<), ar greater than symbal (=), a backslash (1) must be entered before that character.

F the username contains a backslash, you must enter an additional backslash before that character,

f the user's name is Doe, John you would enter the narme in the conf file as Do), John,

Reload Member Profile: Click Reload
'arning: The uploaded member profile does nat take effect unless the Reload button is clicked.

Uplozd Member Profile Upload Reload Member Profile Reloa

|Hest Mame: loge.com |1P: 200,10,100.75 [version: R3000 Enterprise Fiter 1.10.00.24
Java Applet Window

Fig. 4-20 Upload User/Group Profile window

This window is used for uploading a file to the tree with
user or group names and their associated filtering
profiles.

. Click Upload to open the Upload Member Profile File

pop-up window:

8e6 TecHNoLoGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE



CHAPTER 4: LDAP AUTHENTICATION SETUP SET UP LDAP DOMAIN GROUPS, MEMBERS

3 upload Member Profile File - Microsoft Internet Ex ] 3
J Fle Edit View Favorites Tools  Help |

J §=Eack - = - ) 23 | Qhsearch [l Favorites  hMedia é3| >

| address [&] hep:]jz00.10.100.75:88//R3000/ser vietfcom r3000.58 7| P Go HLinks »
=l
Upload Membher Profile File

Filel Browse. . I Upload File |

[-|
|@j Upload Member Prafile File ,7’7 ’7 # Internet 4

Fig. 4-21 Upload Member Profile File window

3. Click Browse to open the Choose file window.
4. Select the file to be uploaded.

& WARNING: Any file uploaded to the server will overwrite the
existing user/group profile file.

Each user/group profile in the file uploaded to the server
must be set up in a specified format in order for the
profile to be activated on the server. This format differs
depending on whether the profiles are user or group
profiles. Based on the type of file format used, the file
should have the following name:

» Idapuserprofile.conf if the file contains LDAP user
profiles

» Idapgroupprofile.conf if the file contains LDAP group
profiles

NOTE: See Appendix E: User/Group File Format and Rules for
examples of valid filtering profile formats to use when creating a
list of profiles to be uploaded to the server.

& WARNING: When uploading a list of profiles to the tree, the user
will be blocked from Internet access if the minimum filtering level
has not been defined via the Minimum Filtering Level window. If
you have just established the minimum filtering level, filter
settings will not be effective until the user logs off and back on the
server.
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5. Click Upload File to upload this file to the server. The
Upload Successful pop-up window informs you to click
Reload in order for these changes to be effective.

6. Click Reload.

7. Go to the LDAP branch of the tree, and choose Refresh
from the LDAP group menu.
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Create, Maintain LDAP Profiles

Once an LDAP group, user member, or container has been
added to the tree, afiltering profile can be created and main-
tained for that entity. For groups, the following options are
available for filtering profile creation and maintenance:
Group Member Details, Profile, and Remove. For users and
containers, the following options are available for filtering
profile creation and maintenance: Profile, and Remove.

Add an LDAP group, member to the tree

Select the LDAP domain, and choose Group Member

Details from the pop-up menu to display the Group/Member
Details window:

£ R3000 Enterprise Filter

I ] 3
886 R3000 Enterprise Filter
B HOME SYSTEM GROUP LIBRARY REPQRTING HELP QUIT J
@gounl o Group/Member Details
i ' Glabal Group Group=NT>QC>Enterprise Admins>Group/Member Details
Group Details
Graup Enterprise Admins
- Full Mame
Erterprise Admin 5 =
testgroup omain o
i LB baclow Domain Type NT
LDAP
als
: Add Member to Profile
Members
Administrator
e —
[Hast Hame: laga.com [P 200,10, 100,75 [éersion: R3000 Enterprise Filker 1.10,00.24
Jawva Applet Window

Fig. 4-22 Group Member Details window
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This window is used for viewing profile information about a
group, and for adding members to a group.

In the Group Details frame, the following details display:
Group name, Full Name (Distinguished Name) of the
group, Domain name, and Domain Type. Members that
belong to the group display in the Members list box in the
Add Member to Profile frame.

To add a member to the tree list so that a profile can be
created for that member:

1. Select the entity from the Members list box.
2. Click Add.
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Add or maintain an entity’s profile

Select the LDAP domain, and choose Profile from the pop-

up menu to display the default Category tab of the Profile
window:

£ R3000 Enterprise Filter

=101 x|

866 R3000 Enterprise Filter

—— HOME S¥STEM GROUP LIBRARY REFORTING HELF‘_ auir

(@ dobal Group Category | Redirect URL | Fiter Options |

Category Profile
Group>NT>0QC>Enterprise Admins>Category Profile
Group: Enterprise Admins  Current Profile:Minimurm Fitering Lewel

=R . S

i..gb Eremmreres | Available Filter Levels Minimum Filtering | evel
testgroup Child Parnography

S haslon Rulel Minirum Fitering Level Pornographyisdult Cortent

H =]

LDAP

Rule Details

Category I Pass | Allow | Varn I Block

" | Category Groups -
B[] Adult Content

;l Bandwvicth

- _| Businessinvestments

B[] CommunityOrganizations

;I Custom Categories

-] Education

-] Entertainment

- J Government/Law Paltics

;l Health/Fitness

-] llegaliauestionable

- J Information Technology
;l Irternet Communication
-] Internet Procuctivit
B ] Internetintranst Misc =

Uncategorized Stes €% Paze € Warn (O Block

Apply |
[ [

[Hast Hame: laga.com [P 200,10, 100,75 [éersion: R3000 Enterprise Filker 1.10,00.24
Jawva Applet Window

Fig. 4-23 Group Profile window, Category tab

The Profile option is used for viewing/creating the filtering
profile of the defined entity (static or dynamic group, user
member, or container). Entries made in the Category, Redi-

rect URL, and Filter Options tabs comprise the profile string
for the entity.
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Category Profile

%

Category Profile is used for creating the categories portion
of the filtering profile for the entity.

NOTE: In order to use this tab, filtering rules should already have
been set up via the Rules window, accessible from the Global

Group options, and the minimum filtering level should already be
established. The minimum filtering level is set up in the Minimum
Filtering Level window, accessible from the Global Group options.

By default, “Rule0 Minimum Filtering Level” displays in the
Available Filter Levels pull-down menu, and the Minimum
Filtering Level box displays “Child Pornography” and
“Pornography/Adult Content”. By default, Uncategorized
Sites are allowed to Pass.

NOTE: By default, the Available Filter Levels pull-down menu
also includes these five rule choices: Rule1 BYPASS”, “Rule2
BLOCK Porn”, “Rule3 Block IM and Porn”, “Rule4 8e6 CIPA
Compliance”, and “Block All’.

To create the category portion of the entity’s filtering profile:

1. Select a filtering rule from the available choices in the
Available Filter Levels pull-down menu. This action
automatically populates the Pass, Allow, Warn, and/or
Block columns in the Rule Details frame with filter
settings for each category group/library category in the
Category Groups tree.

TIP: In the Category Groups tree, double-click the group enve-
lope to open that segment of the tree and to view library catego-
ries belonging to that group.
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NOTE: If a category group does not display any filter setting (i.e.
the check mark does not display in any column for the category
group), one or more library categories within that group has a
setting in a column other than the filter setting designated for all
collective library categories within that group. For example, if in
the Adult Content category group some of the library categories
have a block setting and other library categories have a warn
setting, there would be no category group filter setting, since all
library categories do not have the same filter setting.

2. To change the filter setting for a category group/library
category, double-click the column (Pass, Allow, Warn,
Block) in the row corresponding to that category group/
library category to move the check mark to that column:

* Pass - URLs in this category will pass to the end user.

* Allow - URLs in this category will be added to the end
user’s white list.

* Warn - URLs in this category will warn the end user
that the URL he/she requested can be accessed, but
may be against the organization’s policies. The end
user can view the URL after seeing a warning
message and agreeing to its terms.

* Block - URLs in this category will be blocked.

TIPS: Multiple categories can be assigned the same filter setting
by clicking each category while pressing the Ctrl key on your
keyboard, and then double-clicking in the appropriate column.

Blocks of categories can be assigned the same filter setting by
clicking the first category, and then pressing the Shift key on your
keyboard while clicking the last category, and then double-
clicking in the appropriate column.

3. Click the “Pass”, “Warn”, or “Block” radio button to
specify whether all Uncategorized Sites should pass,
trigger a warn message for the end user, or be blocked.

4. Click Apply to apply your settings at the entity’s filtering
level.
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Redirect URL

Click the Redirect URL tab to display the Redirect URL page
of the Profile window:

£ R3000 Enterprise Filter o ] |
886 R3000 Enterprise Filter |
B HOME SYSTEM GROUP LIBRARY REPQRTING HELP QUIT J
Eroup ’ .
3 Cak Redirect URL | Filer Opti
_ lobal Group ategory | iter Options
e 2 Redirect URL
= g@ Nt Group>NT>QC>Enterprise Admins>Redirect URL
LB LOGEYS
H Specify aredirect URL:
B pechy
Enterprise Admin & Defaul Block Pags
testgroup
o haslow & authentication Request Farm
LDAP
' Custom URL; I
Apply
21| | v
[Hast Hame: laga.com [P 200,10, 100,75 [éersion: R3000 Enterprise Filker 1.10,00.24

Jawva Applet Window

Fig. 4-24 Group Profile window, Redirect URL tab

Redirect URL is used for specifying the URL to be used for
redirecting users who attempt to access a site or service set
up to be blocked.

1. Specify the type of redirect URL to be used: “Default
Block Page”, or “Custom URL”.

If “Custom URL” is selected, enter the redirect URL in the
corresponding text box. Users will be redirected to the
designated page at this URL instead of the block page.
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2. Click Apply to apply your settings.

Filter Options

Click the Filter Options tab to display the Filter Options page
of the Profile window:

£ R3000 Enterprise Filker 1 ]

866 R3000

HOME SYSTEM GROUP LIBRARY REPORTING HELF QUIT

Enterprise FiI!er-.

gGrnup .
Cat Redirect URL  Filter Options
- (@) Global Group a agnryl edred |
e Filter Options
Group=NT=QC>Enterprise Admins=>Filter Options
Filter Options

i é —— [ % Strikes Blocking

= testgrou [~ Google/¥ahao! Safe Search Enforcement
H Lo B haslow
B -2 LDAPD [ Search Engine keyword Filter Contral

[~ URL Keyword Filter Control
™ Extend URL Eeyword Filter Contral

’ ;

|Host Mame: loga,cam |1Pi 200.10,100.75 Jversion: R3000 Enterprise Filter 1,10,00.24
Java Applet Window

Fig. 4-25 Group Profile window, Filter Options tab

Filter Options is used for specifying which filter option(s) will
be applied to the entity’s filtering profile.

1. Click the checkbox(es) corresponding to the option(s) to
be applied to the filtering profile: “X Strikes Blocking”,
“Google/Yahoo! Safe Search Enforcement”, “Search

Engine Keyword Filter Control”, “URL Keyword Filter
Control”, and “Extend URL Keyword Filter Control”.
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NOTE: See the R3000 User Guide for information about Filter
Options.

2. Click Apply to apply your settings.

Remove an entity’s profile from the tree

To remove a group, container, or user member’s profile from
the tree, select the profile in order to open the pop-up menu,
and choose Remove.
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CHAPTER 5: AUTHENTICATION
DEPLOYMENT

This final step of the authentication setup process includes
testing authentication settings and activating authentication
on the network.

Test Authentication Settings

Before deploying authentication on the network, you should
test your settings to be sure the Authentication Request
Form login page can be accessed. If properly set up, the
Authentication Request Form opens on a user’s workstation
if the user has been blocked from accessing specified
Internet content. This form allows the user to authenticate
him/herself in order to access Web content permitted by his/
her filtering profile.

) Internet Access Authentication - Microselt Internet Explarer 3 o (=]
Flo Edt Vew Favortes Took M [ & |

SaBack - = - D D] | Dsewch [HFaverkes (Preory | Dhe Lbmd 2]

Auldrris |@] ikt r 2000k g Jocat B0 fluthentic stionSenvenauthentastionP om. tpHUR L 52 160, 20 10finden: himibdee |52, 160, 20U0MCA T SFOR TSALSER=DEFALLT d o

|
WEB ACCESS AUTHENTICATION HELE

Please log in to sccess the Internet,

el PN Inbernet Bering provided by el Technologes Copight 2005, Allnghts resenved.

] oone 5 [ ineemet
Fig. 5-1 Authentication Request Form
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NOTE: In order to complete the test process, you should be sure
you have your own filtering profile set up.

To verify that authentication is working, do either of the
following, based on the Tier you selected:

« If Tier 2 or Tier 3 Web-based authentication will be
used: Go to the Test Web-based authentication settings
sub-section for instructions on testing the Authentication
Request Form login page from a single workstation. For
this test, you will create an IP profile for the test
machine’s IP address, and set the Redirect URL for the
profile to access the Authentication Request Form.

NOTE: Before testing Web-based authentication settings, be sure
the SSL certificate you created via the System > Authentication >
Authentication SSL Certificate window (in Chapter 2) is placed on
all workstations of users who will be authenticated. This ensures
that users will not receive the Security Alert warning message
from the server.

+ IfTier 1 net use based authentication will be used: Go
to the Test net use authentication settings sub-section for
instructions on testing the net use based login command
to see if you can access the assigned profile.

If you (the administrator) can be successfully authenticated
in the domains that were set up, the test process is
complete, and you are ready to activate authentication on
the network (see Activate Authentication on the Network).
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Test Web-based authentication settings

To verify that authentication is working properly, make the
following settings in the Group section of the console:

Step 1: Create an IP Group, “test”

1. Click the IP branch of the tree.

2. Select Add Group from the pop-up menu to open the
Create New Group dialog box:

# Create New Group ﬂ
Group Name lest
Passward EkEkERELE

Canfirm Password ARAREARER

QK I Cancel

|Java Applet Windaw

Fig. 5-2 Create New Group box

3. Enter test as the Group Name.

4. Enter the password in the Password and Confirm Pass-
word fields.

5. Click OK to add the group to the tree.
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Step 2: Create a Sub-Group, “workstation”

1. Select the IP Group from the tree.

2. Click Add Sub Group in the pop-up menu to open the
Create Sub Group dialog box:

4 Create Sub Group x|

Group Marne Iwnrkstaticun

Ok I Cancel |

I.Jax-'a Applet Window

Fig. 5-3 Create Sub Group box

3. Enter workstation as the Group Name.

4. Click OK to add the Sub-Group to the IP Group.
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Step 3: Set up “test” with a 32-bit net mask

1. Select the IP Group named “test” from the tree.

2. Click Members in the pop-up menu to display the
Members window:

4. R3000 Enterprise Filter

- =) =)
866 R3000 Enterprise Filter

— HOME SYSTEM GROUP LIBRARY REPORTING HELP QuUIT —
gﬂ“ﬁ o Members

(g clobal Grovp Group>IP>test>Members

=]

B admin Add membershy @ P SubGroup

: IP/MAC Members

: ehauth ‘when using IP addresses to identify groups on the network, the IP address and netmask or IP range

3§ T Far the designated member must first be entered in the Range to Detect global group windaw, &

LDAP

member IP is added in this frame by entering the IP address and netmask or IP start and IP end, and
then dlicking Add. Use the Calculator to calculate TP ranges without overlaps. & member MAC is added in
this Frame by enteting the MAC address, and then clicking Add. Once a member is added, a sub-group
can be created and defined,

Current Members

190.160.20.80/32

Retnove
New Members
& Source P | r | celeustor

€ Source P Start | |

1 Source MAC I

|Hest Mame: logo.com [1P: 200.10.100.75 Jversion; R3000 Enterprise Filter 1,10,00.24
Java Applet Window

Fig. 5-4 Group Members window

3. Click the radio button corresponding to “Source IP”.

4. Enter the Source IP address of the workstation, and
select 255.255.255.255 as the subnet mask.

5. Click Add to include the IP address in the Current
Members list box.
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Step 4: Give “workstation” a 32-bit net mask

1. Select the IP Sub-Group “workstation” from the tree.

2. Click Members in the pop-up menu to display the
Members window:

4. R3000 Enterprise Filter

- =) =)
866 R3000 Enterprise Filter
B HOME SYSTEM GROUP LIBRARY REPORTING HELP QuIT
gﬂ“ﬁ o Members
E| Giobal Group Group>IP>test>workstation>Members
Bl admin Add members hy © P & SubGroup
Z Modify Sub Group Member
o To add ar madify a member IP, enter the IP address and netmask o IP range in the Member figlds. Use
i wehauth the Calculator to calculate IP ranges without any overlaps. To add member MAC(S), highlight the MaC
3§ NT addressigs) from the "Awvailable MaC(s)" list and click the left arrow, To remove member MACES),
LDAR highlight the: MAC address{es) and click the right arrow. Ta save changes, click Modify.
IP Address
& Member IP [rs0.160.20:80 ¢ [zss2s5255255 | caculstor
€ Member P Start | End |
MAC Address
Member MACIE) Bvailable MACTE)
Modify |
JHost Hame: laga.com Jip: 200,10.100.75 Jversion: R3000 Enterprise Fiker 1.10,00.24

Java Applet Window

Fig. 5-5 Sub Group Members window

3. Click the radio button corresponding to “Member IP”.

4. In the Member IP fields, enter the IP address of the work-
station, and select 255.255.255.255 as the subnet mask.

5. Click Modify.
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Step 5: Block everything for the Sub-Group

1. Select the IP Sub-Group “workstation” from the tree.

2. Click Sub Group Profile in the pop-up menu to display the
Sub Group Profile window:

£ R3000 Enterprise Filter - =) =)
866 R3000 Enterprise Filter |
T HOME SYSTEM GROUP LIBRARY  REPORTING HELP QuUIT —

Gategery | Rediect URL | Fiter ptions |

Category Profile
Group>IP>test>workstation>Category Profile
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Available Filter Levels Minimum Filtering Level
[chid Pornography
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Rule Details

Category | Pass IA\IQW Wigrn | Block

| Category Groups

#1-| | Acult Cartent
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#-|_| Businessinvestmerts
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|| ) MegaliQuestionatle
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#1- || Internetirtranet Misc

—
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|Hest Mame: logo.com [1P: 200.10.100.75 Jversion; R3000 Enterprise Filter 1,10,00.24
Java Applet Window

Fig. 5-6 Sub Group Profile window, Category tab
3. In the Category Profile page, move all group categories
to the Block column.

TIP: Blocks of category groups can be moved by clicking the first
category group, and then pressing the Shift key on your keyboard
while clicking the last category group, and then clicking in the
Block column.

4. For Uncategorized Sites, click “Block”.
5. Click Apply.
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Step 6: Use Authentication Request Page for

direct URL
1. Click the Redirect URL tab to display the Redirect URL
page:
i
886 R3000 Enterprise Filter
— HOME SYSTEM GROUP LIBRARY REPORTING HELF QUIT
= _
Dqu\obal sroup Category Redirect URL | Filter Options |
Redirect URL
Group>IP>test>workstation>Redirect URL
Specify a redirect URL:
" Default Block Page
& Authentication Request Form
" Custom URL:  |wenticationServer authenkicationFarm. jsp
Apply
JHest Mame: loge.com [1P: 200,10,100.75 [version: R3000 Enterprise Fikter 1,10.00.24
Java Applet window

Fig. 5-7 Sub Group Profile window, Redirect URL tab

2. Select “Authentication Request Form”.

NOTE: The host name of the R3000 will be used in the redirect
URL of the Authentication Request Form, not the IP address. Be

sure a forward/reverse DNS entry for the R3000 is made on the
DNS server.

3. Click Apply.
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Step 7: Disable filter options

1. Click the Filter Options tab to display the Filter options

page:
£ R3000 Enterprise Filter I ] 4|
886 R3000 Enterprise Filter
o HOME  SYSTEM  GROUP | LIBRARY  REPORTING |~ HELP =~ QUIT —
g Group Filter Opti
clobal Group Category | Redirect URL  Filter Cptions |
- P Filter Options

Group>IP>test>workstation>Filter Options
Filter Options
[ # Strikes Blocking
I~ Googlefahoo! Safe Search Enforcement
I~ Search Engine Keyword Filter Cantrol
[~ URL Keyword Filter Contral
™ Extend URL Keyword Filter Control

|Host Mame: loge.com 1P 200,10,100.75 [version: R3000 Enterprise Fiker 1.10.00.24
Java Applet Window

Fig. 5-8 Sub Group Profile window, Filter Options tab

2. Uncheck all the checkboxes: “X Strikes Blocking”,
“Google/Yahoo! Safe Search Enforcement”, “Search
Engine Keyword Filter Control”, “URL Keyword Filter
Control”, and “Extend URL Keyword Filter Control”.

3. Click Apply.

8e6 TecHNoLoaIEs, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE 155



CHAPTER 5: AUTHENTICATION DEPLOYMENT  TEST AUTHENTICATION SETTINGS

156

Step 8: Attempt to access Web content

NOTE: For this step, you must have your own profile set up in
order to complete the test process.

1. Launch Internet Explorer:

et Iechnologies - Technical Support - Microsolt Intermet Kxplorer 101 x|
Fle Edt vew Fovokes Took  Heb i

Q- - =) (2) (b fswr romn @] 5 L - gp

addmss [ 8] hetgefossan. S, comisupport Hml
ks | Solutons | Resource Center | Support | Press Room | Chamnet | About Se8 search.

M@

e Stop Servdce
B0 TeChnOIOgIes 1% COMMAEg 1 providing Best o-DIeed, One-S10p SEce with N0 run-1und 10 other

wendars. This is the orily place youll need b access the rescurces and formation 1o help you oplimize
your &e6 product Responshe, professional sechnical suppor ks 3 integral part of e enckin-end
solutions provided by 806 &nd our Bchaial Support 2% s cantinually updatng Tis indwlddge
dutabeuse in order bo provide the labest product information b our customers:

Proahict Decumenttion
Wiew peoduct guides, while papers, succes: nolic
you getthe most out of your Bek peaducts. o

Saftware Updates
Wigw 1 0 dlate documents and guides on the |atest rekeases of fef products, "o mes mgete ) sge
1o e e documents

Contact Sappt
Corfact our s with 0N, CONCeTNS, 41 Horg, or fo request o free
Broduct evalustion

&1 | I ] ) | Irkermet

AL

Fig. 5-9 Internet Explorer browser

2. Enter a URL in the Address field of the browser window.

NOTE: The URL should be one that begins with “http"—not
“https”.

3. After clicking Go, the Authentication Request Form

should open:
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) Internek Access Authentication - Microsolt Intermet Luplorer i (=T |
Flo Edt Vew Favorkes Toos e | = |
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Ackress [ €] sl 30 oo el 5081 al 1 erin 5 TURLm 152, L6820, 10 hrilPom |0 168, 20 SOBCATmSPORTSMSRRDEFALT  #| (P60

2
WEB ACCESS AUTHENTICATION HELP
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mias [0c_Server =
Logbn |

B FE3000 ntermt fitaring provided by D6 Tachnologies. Copyright 2005, Alrights raserved

o (K

@] 0ore 15 [ imeeenet

Fig. 5-10 Authentication Request Form

4. Enter the following information:

* Username

* Password

If the Domain and Alias fields display, select the following
information:

* Domain you are using

 Alias name for that domain (unless “Disabled”
displays and the field is greyed-out)

5. Click Log In to authenticate or re-authenticate yourself
on the network.

The test process has been completed successfully if you
are now able to access the content for the URL you entered
at step 2 in this section.
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Test net use based authentication settings

1. From the test workstation, go to the NET USE command
line and enter the NET USE command using the
following format: NET USE \\virtualip\R3000$

For example: NET USE \\192.168.0.20\R3000$

The entry you make should initiate a connection with Tier
1.

TIP: The virtual IP address should be the same as the one
entered in the Virtual IP Address to Use for Authentication field in
the Authentication Settings window (see Chapter 2: Network
Setup, Enter network settings for authentication).

2. Make a Web request to a site you can access, based on
your filtering profile.

The test process has been completed successfully if you
are now able to access the content for the URL you entered
at step 2 in this section.
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Activate Authentication on the Network

After successfully testing authentication settings, you are
now ready to activate authentication on the network.

To verify that authentication is ready to be activated on the
network, do either of the following, based on the Tier you
selected:

» If Tier 2 or Tier 3 Web-based authentication will be
used: There are two options for Web-based authentica-
tion: IP Group authentication, and Global Group Profile
authentication. Select the option you wish to use on your
network. Go to the Activate Web-based authentication
for an IP Group sub-section for instructions on setting up
an IP Group profile for authentication. Go to the Activate
Web-based authentication for the Global Group sub-
section for instructions on setting up the Global Group
Profile for authentication.

NOTE: An accelerator card is recommended if using Web-based
authentication.

* IfTier 1 net use based authentication will be used: Go
to the Activate net use based authentication sub-section
for instructions on testing the login script and modifying
the Global Group Profile for authenticating users.
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Activate Web-based authentication for an
IP Group

IP Group authentication is the preferred selection for Web-
based authentication—over the Global Group Profile
authentication option—as it decreases the load on the
R3000.

Step 1: Create a new IP Group, “webauth”

1. Click the IP branch of the tree.

2. Select Add Group from the pop-up menu to open the
Create New Group dialog box:

4. Create New Group il
Graup Marme wwebalth
Password REERERERE

Confirn Password HEAREERES

QK I Cancel

|Java Applet window

Fig. 5-11 Create New Group box

3. Enter webauth as the Group Name.

4. Enter the password in the Password and Confirm Pass-
word fields.

5. Click OK to add the group to the tree.
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Step 2: Set “webauth” to cover users in range

1. Select the IP group “webauth” from the tree.

2. Click Members in the pop-up menu to display the
Members window:

4. R3000 Enterprise Filter

1ol

866 R3000 Enterprise Filter

HOME SYSTEM GROUP LIBRARY REFPORTING HELP QUIT

Members
Group=IP>webauth>Members

Add members by & P Subcroup

IP/MAC Members

‘when using IP addresses to identify groups on the network, the IP address and netmask or IP range
Far the designated member must first be entered in the Range to Detect global group windaw, &
member IP is added in this frame by entering the IP address and netmask or IP start and IP end, and
then dlicking Add. Use the Calculator to calculate TP ranges without overlaps. & member MAC is added in
this Frame by enteting the MAC address, and then clicking Add. Once a member is added, a sub-group
can be created and defined,

Current Members
101020 5024

Retnove
New Members
& Source P | r | celeustor

€ Source P Start | |

1 Source MAC I

|Hest Mame: logo.com [1P: 200.10.100.75
Java Applet Window

Fig. 5-12 Members window

rdersion: R3000 Enterprise Filker 1,10,00,24

3. Click the radio button corresponding to “Source IP”.

4. Enter the Source IP address of the workstation and
specify the subnet mask for the range of user IP
addresses of users to be authenticated.

5. Click Add to include the IP address range in the Current
Members list box.
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Step 3: Create an IP Sub-Group

1. Select the IP Group “webauth” from the tree.

2. Click Add Sub Group in the pop-up menu to open the
Create Sub Group dialog box:

4 Create Sub Group x|

Group Marne Itestsub

Ok I Cancel |

I.Jax-'a Applet Window
Fig. 5-13 Create Sub Group box

Enter the Group Name of your choice.
Click OK to add the Sub-Group to the IP Group.
Select the IP Sub-Group from the tree.

o o M~ w

Click Members in the pop-up menu to display the
Members window:
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£ R3000 Enterprise Filter

=1oix

866 R3000 Enterprise Filter

SS— HOME SYSTEM GROUP LIBRARY REPORTING HELP AUIT S—
g G’WDI o Members
g Global Group Group=IP: 5
Add members by P & SubGroup
Modify Sub Group Member
To add ar madify & member IP, enter the IP address and netmask or IP range in the Member figlds, Use
the Calculator to calculate TP ranges without any overlaps, To add member MACES), highlight the MAC
& 85 NT address(es) from the "Awailable MAC(s)" list and dlick the left arrow, To remove member MAC(S),
- a@ LDAP highlight the MAC address{es) and click the right arrow. Ta save changes, click Madify.
IP Address
& Member P [ro0205 ¢ [emsessassn | catouetor
€ Merber P Start | End |
MAC Address
Member MAC(s) Aevalsble MAC(S)
€
¥
Modify |
Huost Mame: logo,com ]IP: 200,10,100,79 ]\fsrslun: R:3000 Enterprise Filker 1,10,00,24

Java Applet Windaw

Fig. 5-14 Sub Group Members window

7. Click the radio button corresponding to “Member IP”.

8. In the Member IP fields, enter the IP address range for
members of the Sub-Group, and specify the subnet
mask.

9. Click Modify.
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Step 4: Block everything for the Sub-Group

1. Select the IP Sub-Group from the tree.

2. Click Sub Group Profile in the pop-up menu to display the
Sub Group Profile window:

£ R3000 Enterprise Filter - =) =)
Seél:iaDDD Enterprise Filter
T HOME SYSTEM GROUP LIBRARY  REPORTING HELP QuUIT —

Gategery | Rediect URL | Fiter ptions |

Category Profile
Group>1P>webauth>testsub>Category Profile
Group: testsub Current Profile: Custom Profile

Available Filter Levels Minimum Filtering Level
[chid Pornography
Custom Profile - Parmographryiadut Content

Rule Details

Category | Pass IA\IQW Wigrn | Block

| Category Groups

#1-| | Acult Cartent

#1- || Bandwricth

#-|_| Businessinvestmerts

t] ;ICommunit IOrganizations
#-| | Custom Categories

#1-| | Ecucation

#1-| | Ertertainment

t] J GovernmertiLave/Poltics
#-| | Health/Fitness

|| ) MegaliQuestionatle
t] J Imtarmation Technokog
#1- || Internet Communication
#1- || Internet Productivit:

#1- || Internetirtranet Misc

—

Uncategorized Stes ¢ Pass () Warn (% Block

Appby

|Hest Mame: logo.com [1P: 200.10.100.75 Jversion; R3000 Enterprise Filter 1,10,00.24
Java Applet Window

Fig. 5-15 Sub Group Profile window, Category tab

3. In the Category Profile page, move all group categories
to the Block column.

TIP: Blocks of category groups can be moved by clicking the first
category group, and then pressing the Shift key on your keyboard
while clicking the last category group, and then clicking in the
Block column.

4. For Uncategorized Sites, click “Block”.
5. Click Apply.
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Step 5: Use Authentication Request Page for

direct URL
1. Click the Redirect URL tab to display the Redirect URL
page:
SR
886 R3000 Enterprise Filter
— HOME SYSTEM GROUP LIBRARY REPORTING HELF QUIT =
Dqu\obal sroup Category Redirect URL | Filter Options |
g P Redirect URL
- g admin Group>IP>wehauth>testsub>Redirect URL
H oE tech specify a redirect URL:
gh test
: " Default Block Page
' ag nr = Authentication Request Form
F-lfl LDAP
= Custom URL:
Apply
JHest Mame: loge.com [1P: 200,10,100.75 [version: R3000 Enterprise Fikter 1,10.00.24
Java Applet window

Fig. 5-16 Sub Group Profile window, Redirect URL tab

2. Select “Authentication Request Form”.

NOTE: Since the Authentication Request Form radio button
selection uses the host name of the server—not the IP address—
be sure there is a DNS resolution for the host name.

3. Click Apply.

As aresult of these entries, Web-based authentication takes
effect immediately, and any user in this Sub-Group will be
sent to the Authentication Request Form if he/she attempts
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to access content on the Internet. After filling out this form
and being authenticated, the user will be able to access
Internet content based on his/her filtering profile.

Step 6: Disable filter options

1. Click the Filter Options tab to display the Filter options

£ R3000 Enterprise Filter I ] 4|
886 R3000 Enterprise Filter
B HOME SYSTEM GROUP LIBRARY REPORTING HELP QuIT
g Group .
Cats Redirect URL  Filter Options
Glabal Graup stegory I edred |
E-gf F Filter Options
H Group>P>webauth>testsub>Filter Options
Filter Options
[~ ¥ Strikes Blocking
TER 3 I~ Googlefahoo! Safe Search Enforcement
ag Nt
&E LDaP I~ Search Engine Keyword Filter Cantrol
™ URL Keyword Filker Control
I Extend URL Keyword Filter Contral
|Host Mame: Toga,com [1P: 200,10,100.75 [¥ersion: R3000 Enterprise Fikter 1,10,00.24
Jawa Applet Wwindow

Fig. 5-17 Sub Group Profile window, Filter Options tab

2. Uncheck all the checkboxes: “X Strikes Blocking”,
“Google/Yahoo! Safe Search Enforcement”, “Search
Engine Keyword Filter Control”, “URL Keyword Filter
Control”, and “Extend URL Keyword Filter Control”.

3. Click Apply.
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Step 7: Set Global Group to filter unknown
traffic

1. Click Global Group in the tree to open the pop-up menu.

2. Select Global Group Profile to display the Category tab of
the Profile window:

£ R3000 Enterprise Filter

— = x|

866 R3000 Enterprise Filter

=== HOME  S¥STEM | GROUP | LIBRARY - REPORTING | HELP  QUIT —|
Group

Category I Port | Default Redirsct URL | Filter Options |

g P Category Profile
ag nr

& Group>Global Group>Category Profile
- a@ LDAP Group: Global Group  Current Prafile:Custom Profile

Available Filter Levels

Minimum Filtering Level
IChild Pornogragphy
Custom Profile = Pornographyisdult Content

Rule Details

Category
© | Category Groups
-] Adutt Content
b)) Bandwidth
B[] Businessinvestments

I Pass | Allow | arn | Block

CommunityiOrganizations
Custom Categaries
| Education
Bl | Ertertainmerit
B ] GovernmentLsw/Poltics

[+ HealthiFitness
] llegaliGuestionable
| Information Technolog
|| Internet Commmunication
| Internet Productivit

B[] Internetintranet Misc
A= .

Uncategorized Stes ' Pass  © Block

Apply

rvsrslun: R:3000 Enterprise Filter 1,10,00,24

|Host Mame: Toga,com
Jawa Applet Wwindow

[1P: 200,10,100.75

Fig. 5-18 Global Group Profile window, Category tab

a. In the Category Profile page, select categories to
block, pass, white list, or assign a warn setting, and
indicate whether uncategorized sites should pass,
trigger a warn message for the end user, or be
blocked.

b. Click Apply.
3. Click the Port tab to display the Port page:
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£ _R3000 Enterprise Filter I ] 4|

SeéFIBDDO Enterprise Fi

——— HOME SYSTEM GROUP LIBRARY REFORTING HELP d QuIT

Category Port | pefault Recirect URL | Filter Options |

Port
Group>Global Group>Port
Block Port(s)

&0

Port Add Remove

Apply

|Host Mame: Toga,com [1P: 200,10,100.75 [¥ersion: R3000 Enterprise Fikter 1,10,00.24
Jawa Applet Wwindow

Fig. 5-19 Global Group Profile window, Port tab

a. In the Port page, enter the Port number to be blocked.

b. Click Add to include the port number in the Block
Port(s) list box.

c. After entering all port numbers to be blocked, click
Apply.
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4. Click the Default Redirect URL tab to display the Default
Redirect URL page:

iEIx
8ebrzooo EnterpiSSEiERS
T HOME SYSTEM GROUR LIBRARY REPORTING HELP QUIT —
Category | Port Defaulk Redirsck URL | Filter Optiars |
Default Redirect URL
: Group>Global Group>Default Redirect URL
sl 1oap Speciy a redrect URL:
% Default Block Page
™ Authentication Request Form
" CustomURL: |renticationServer authenticationForm. jsp
|Hest Mame: loge.com |1P: 200,10,100.75 [version: R3000 Enterprise Fikter 1.10.00.24
Java Applet Window

Fig. 5-20 Global Group Profile window, Default Redirect URL tab

a. Select “Default Block Page”.
b. Click Apply.
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page:

£ R3000 Enterprise Filter

866 R3000

HOME SYSTEM GROUP LIBRARY REPORTING

HELP

Click the Filter Options tab to display the Filter Options

=101 ]

Enterprise Fi
| auiT

Category | Port | Default Redirect URL  Filter Options |
Filter Options
Group>Global Group>Filter Options
Filter Options
£ nd

ol Loap

[V Googlefvahoo! Safe Search Enfarcement
[ Search Engine Keyword Filter Control
¥ URL Keyword Filker Cantrol

I Extend URL Keyword Filker Control

|Hest Mame: loge.com

|1P: 200,10,100.75
Java Applet Window

rdersion: R3000 Enterprise Filter 1.10.00.24

Fig. 5-21 Global Group Profile window, Filter Options tab

a. Select filter options to be enabled.
b. Click Apply.
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As a result of these entries, the standard block page will
display—instead of the Authentication Request Form—

when any user in this Sub-Group is blocked from accessing
Internet content.

4} 8e6 R3000 - Microsoft Internet Explorer

=10l x|
J File Edt Yiew Favorites Tools Help

J T A~ | ﬁ| Qsearch  [GalFavorites & AHistory | B S -5

J Address I@ w.coors,comBIP=200, 10,100, 75: 51 8CAT=ALCORUISER =L OG0\ Domain% e 20Admins G LANG j @Go |J Links

B
ACCESS DENIED! HELP
Internet access to the req 1 website has been d

ied based on your user profile
and organization's Internet Usage Policy.

UserMachine: LOGODomain AdminslGLANG
IP: 20010101140

Category:  Alcohol
Requested URL: kit ifwvivyy coors.coms

For further options, click here,

To gsubmit this blocked site for review, click here. For aggistance, contact your Administrator.
@ef RI000 Internet fitering provided by 86 Technologies. Copyright 2003. All rights reserved.

L

|&] |_|_|. Internet
Fig. 5-22 Default Block Page
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Activate Web-based authentication for the
Global Group

This selection of Web-based authentication creates more of
a load on the R3000 than the IP Group selection, and
should only be used as an alternative to IP Group authenti-
cation.

Step 1: Exclude filtering critical equipment

This step involves the identification of equipment—such as
backup servers—you wish to be excluded from being
served the Authentication Request Form page.

For this step, you must choose one of two options:

* Block Web access only — Select this option if you do not
want to log traffic for a machine that you set up to be
excluded from filtering on the network. Using this option,
you exclude the IP address of a machine via the Range
to Detect window. If you select this option, go to Step 1A.

* Block Web access and log traffic — Select this option if
you wish to log traffic for a machine that you set up to be
excluded from filtering on the network. Using this option,
you create an IP profile for the machine via the Sub
Group Profile window. If you select this option, go to Step
1B.
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Step 1A: Block Web access, logging via
Range to Detect

NOTE: Segments of network traffic should not be defined if using
the firewall mode.

Range to Detect Settings

1. Click Global Group in the tree to open the pop-up menu.

2. Select Range to Detect to display the Range to Detect
Settings window:

RIEY
836 R3000 Enterprise Filter |

— HOME SYSTEM GROUP LIBRARY REFPORTING HELP QuUIT

Range to Detect Settings
Group>Global Group>Range to Detect Settings
Current Ranges

+l-g3 NT
gl LDAP

lisrc net 115,10,0,0§16 and not {dst port 42 or dst port 62))

{src net 200,10,150.63(24 and dst et 200,10, 160,43(32 and not src host Add
1200.10.150.22 and not dst net 200.10,150.63f24 and not dst pork 64)

linot src host 100.10.130.22)

ii(src host 100,10,150,130%) Modify |

li(src host 5.4.3.2 or src host 5.4.3.3))

lisrc net 210,50,11,33)
l{src net 100.10,15.33) Remove |

Mandatory Settings

ot (host 1.2.3.4 or host 190.160.20.75)
of (host 1 2.3 51
cp

Host Mame: logo.com IIP: 200.10.100.75 r\iarsmn: R3000 Enterprise Filter 1.10.00.24

Jawa Applet Window

Fig. 5-23 Range to Detect Settings window, main window

3. In the Current Ranges frame, click Add to go to the next
Settings page:
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£ R3000 Enterprise Filter

866 R3000

—— HOME SYSTEM GROUP LIBRARY REFORTING

=1ol x|

Enterprise Fil!el::

HELR | QuIT —

Range to Detect Settings
Group>Global Group>Range to Detect Settings
Range to Detect Setup Wizard

"Start the Setup Wizard" in order to begin the Setup Wizard,

Advanced Settings Window

with network settings,

gl LoaP This wizard will help guide you through the steps needed to establish
a filkering rule that the R3000 will use when filkering traffic. Click on

Opening the Advanced Settings Window allows a user to enter their settings manually,
This optian requires knowlege of tepdump syntax. Not recommended For thase users unfamiliar

Start the Setup Wizard

Advanced Settings

|Host Mame: Toga,com [1P: 200,10,100.75 [¥ersion: R3000 Enterprise Fikter 1,10,00.24

Jawa Applet Wwindow

Fig. 5-24 Range to Detect Settings window, main window

4. Click Start the Setup Wizard to display Step 1 of the

Range to Detect Setup Wizard:
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Range to Detect Setup Wizard

£ R3000 Enterprise Filter I ] 4|
Seél:lEiDDCl Enterprise Filter
e HOME = SYSTEM = GROUP  LIBRARY  REPORTING | HELP | QUIT —

-l LDAP

Group>Global Group>Range to Detect Setup Wizard

Range to Detect Setup Wizard

Step 1 - Source IPs to Detect

Wielcome to the R3000 Range to Detect Setup Wizard. This wizard will help guide &
you through the steps needed to estaklish a filtering rule that the R3000will use
when filtering traffic. Mote that any entries entered here will automatically be

included as entries in Step 4 as Destination IPs that should be excluded from
filtering

Use the text fields helow in order to enter the Source IP(s] that the R3000 should
filter |

Source IP

10.10.10.0/24

Wadify
Remove

1P { Netmask | |

Calculator
Individual IP I Add
Next | Cancel

|Host Mame: loge.com

Jawa Applet Window

|1P: 200,10,100.75 rdersion: R:3000 Enterprise Filter 1.10.00.24

Fig. 5-25 Range to Detect Setup Wizard, Step 1

1. Enter the IP address and specify the Netmask, or enter
the Individual IP address of the source IP address(es) to

be filtered.

2. Click Next to go to Step 2 of the Wizard:
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£ R3000 Enterprise Filter I ] 4|
896 R3000 Enterprise Fil
HOME SYSTEM GROUP LIBRARY REFORTING HELP QuIT
Range to Detect Setup Wizard
Group>Global Group>Range to Detect Setup Wizard
Step 2 - Destination IPs to Include for Detection
Use the text fields below in order to enter the Destination IP(s) that the R3000 S
shauld filter. Enter your proxy IP() here
Example Input;
6.6.65/30
5.5.5.16/28
5.5.5.90 _I
Destination IP
10,10,10.4332
Wadify
Remove
1P etk 0! N
Calculator
Individual IP I Add
Back | Next I Cancel
|Host Mame: Toga,com [1P: 200,10,100.75 [¥ersion: R3000 Enterprise Fikter 1,10,00.24
Jawa Applet Wwindow

Fig. 5-26 Range to Detect Setup Wizard, Step 2

3. An entry for this step of the Wizard is optional. If there are
destination IP address(es) to be filtered, enter the IP
address and specify the Netmask, or enter the Indi-
vidual IP address.

4. Click Next to go to Step 3 of the Wizard:
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£ R3000 Enterprise Filter I ] 4|
896 R3000 Enterprise Fil
HOME SYSTEM GROUP LIBRARY REFORTING HELP QuIT
Range to Detect Setup Wizard
Group>Global Group>Range to Detect Setup Wizard
Step 3 - Source IPs to Exclude from Detection
Use the text fields below in order to enter the Source IP(s) that the R2000 should ==
exclude fram filtering.
Example Input;
6.6.65/30
5.5.5.16/28
5.5.5.90 _I
Source IP
10.10.10.34
Wadify
Remove
1P { Netmask | | =1 add
Calculator
Individual IP |
Back | Next I Cancel
|Host Mame: Toga,com [1P: 200,10,100.75 [¥ersion: R3000 Enterprise Fikter 1,10,00.24
Jawa Applet Wwindow

Fig. 5-27 Range to Detect Setup Wizard, Step 3

5. An entry for this step of the Wizard is optional. If there are
source |IP address(es) to be ignored, enter the IP
address and specify the Netmask, or enter the Indi-
vidual IP address.

6. Click Next to go to Step 4 of the Wizard:
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£ R3000 Enterprise Filter I ] 4|
Seél:lEiDDCl Enterprise Fil
o HOME  SYSTEM  GROUP | LIBRARY  REPORTING |~ HELP =~ QUIT —

Range to Detect Setup Wizard
Group>Global Group>Range to Detect Setup Wizard
Step 4 - Destination IPs to Exclude from Detection

- a@ LDAaP Use the text fields below in order to enter the Destination IP(s) that the R3000 =
should exclude from fitering. Mote that any entries added in Step 1 are
automatically entered here

Example Input:
5.5.5.5/30
5.5.5.16/28

A G010

Destination IP

]

10.10.10.0/24
Wadify
Remove
1P { Netmask | j[msams a0 ] add
Calculator
Individual IP I Add
Back Cancel
|Host Mame: loge.com 1P 200,10,100.75 [version: R3000 Enterprise Fiker 1.10.00.24

Jawa Applet Window

Fig. 5-28 Range to Detect Setup Wizard, Step 4

7. An entry for this step of the Wizard is optional. If there are
destination IP address(es) to be ignored, enter the IP
address and specify the Netmask, or enter the Indi-
vidual IP address.

8. Click Next to go to Step 5 of the Wizard:
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£ R3000 Enterprise Filter

I [
866 R3000

g Group

Enterprise Fi
HOME  SYSTEM  GROUP | LIBRARY  REPORTING | HELP | QuIT —

Range to Detect Setup Wizard

lEleiel Sz yp Group=Global Group>Range to Detect Setup Wizard

g Step 5 - Destination Ports to Exclude from Detection
g T
gl LDAP

Use the text fields below in order to enter the Destination Port(s) thatthe R3000 S
should exclude frorm fitering.

Example Input;
22

an
8482

]

Destination Port

64

Remave

Individual Port A

Back | Next I Cancel

|Host Mame: loge.com 1P 200,10,100.75 [version: R3000 Enterprise Fiker 1.10.00.24
Java Applet Window

Fig. 5-29 Range to Detect Setup Wizard, Step 5

9. An entry for this step of the Wizard is optional. If there are
ports to be excluded from filtering, enter each port
number in the Individual Port field, and click Add.

10. Click Next to go to the final step of the Wizard:
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£ _R3000 Enterprise Filter I ] 4|

SeéFIBDDO Enterprise Fi

HOME SYSTEM GROUP LIBRARY REFORTING HELP d QuIT

Range to Detect Setup Wizard
Group>Global Group>Range to Detect Setup Wizard
Step 6 - Recap

Below is a recap of the entered information. Review for accuracy and click i’
the "Finish" button to accept the entered infarmation =l

Source IP

Include IP Exclude IP

10,10,10.0/24 Modify | 10.10.10.34 Modify

Destination IP

Include IP Exclude IP

10.10.10.43/32 Madify | 10.10.10.0/24 Modify

Destination Port
Exclude Port

= wadry | Netmask [ [esszsmemsn |
Calculatar

Back i

IP / Hetmask Calculator

Cancel

|Host Mame: Toga,com [1P: 200,10,100.75 [¥ersion: R3000 Enterprise Fikter 1,10,00.24
Jawa Applet Wwindow

Fig. 5-30 Range to Detect Setup Wizard, Step 6

11. After review the contents in all list boxes, click Finish to
accept all your entries.

As a result of these entries, the IP address(es) specified to
be excluded will not be logged or filtered on the network.

Bypass Step 1B and go on to Step 2 to complete this
process.

180 8e6 TecHNoLoaIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE



CHAPTER 5: AUTHENTICATION DEPLOYMENT ACTIVATE AUTHENTICATION ON THE NETWORK

Step 1B: Block Web access via IP Sub-Group
profile

NOTE: This step assumes that the IP Group and Sub-Group
have already been created.

1. Select the IP Sub-Group from the tree.

2. Click Sub Group Profile in the pop-up menu to display the
Sub Group Profile window:

4 R3000 Enterprise Filter

=10
866 R2000

Enterprise Filler,|

HOME SYSTEM GROUP LIBRARY REFPORTING HELP QU

Category | Redirect URL | Fiter Options |
&) Glabal Group

Category Profile
Group=IP>tech>bkupserver=Category Profile
Group: bkupserver  Current Profile:Minimum Filtering Level

Bl -
: testers Available Filter Levels

Minimum Filtering Level
: cpike Chilet Pornograpty
= Ruled Minimum Fitering Level ¥ Pormography (Adutt Content
webauth

Rule Details

Category

" | Category Groups
- ) Adult Content IF

| Bandvwvicth
Businessinvestmerts
| Comrunity/Organizations
__| Custor Categories
) Education
-] Ertertainment
GovernmentLaw.Politics
HeafthiFitness

| legaliGuestionable
| Information Techholog
1 Internet Communication
1 Internet Productivit
1 Internetintranet Misc.

| Pass | Allow | Warn | Block

Uncategorized Stes @ Pass  ( Warn ¢ Block

Apply

IIP: 200.10.100.75 r\iarsmn: R3000 Enterprise Filter 1.10.00.24

Host Name: logo.com

Jawa Applet Window

Fig. 5-31 Sub Group Profile window, Category tab

3. In the Category Profile page, create a custom profile by
selecting categories to block, pass, white list, or assign a
warn setting, and indicating whether uncategorized sites

should pass, trigger a warn message for the end user, or
be blocked.

8e6 TecHNoLoaIEs, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE

181



CHAPTER 5: AUTHENTICATION DEPLOYMENT ACTIVATE AUTHENTICATION ON THE NETWORK

4. Click Apply.

5. Click the Redirect URL tab to display the Redirect URL
page:

loix
8E6 R3000 Enterprise Fil
FE— . HOME SYSTEM GROUR LIBRARY REPORTING HELP QUIT —
bl Group Category | Port Default Redirect URL | Filter Options |
Default Redirect URL
admin Group>Global Group>Default Redirect URL
tech
B - Specify a redirect URL:
: testers & Default Black Page
L cpike
g test € huthentication Request Form
- webauth
&§ Hr ¢ Custom URL:  [renticationServer/authenticationFarm.jsp
ald Loap
Apply
|Host Hame: logo.com |1P: 200.,10.100.75 [¥ersion: R3000 Enterprise Filter 1.10.00.24
Jawa Applet Window

Fig. 5-32 Sub Group Profile window, Redirect URL tab

6. Select “Default Block Page”, and then click Apply.
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7. Click the Filter Options tab to display the Filter Options

£, R3000 Enterprise Filter (=S
886 R3000 Enterprise Filter
T HOME SYSTEM GROUR LIBRARY REPORTING HELP QUIT =
g Garoup "
5 Cat: Redirect URL  Filker Options
(@) Global Group stegary | Redres l
- Filter Options
Group>IP>tech>bkupserver>Filter Options
Filter Options
[# i Strikes Blocking
[¥ Googlefvahoo! Safe Search Enforcement
[ Search Engine Keyword Filter Control
af I~ URL Keyword Filker Contral
E-glil LDAP
& EE I Extend URL Keyword Filker Control
|Host Mame: Iaga.com [1P: 200,10,100.75 [¥ersion: R3000 Enterprise Fiter 1.10.00.24

Jawa Applet Window

Fig. 5-33 Sub Group Profile window, Filter Options tab

8. Select filter options to be enabled, and click Apply.

As a result of these entries, the machine will not be served
the Authentication Request Form, and will use the default
block page instead.

Go on to Step 2 to complete this process.
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Step 2: Modify the Global Group Profile

1. Click Global Group in the tree to open the pop-up menu.

2. Select Global Group Profile to display the Category tab of
the Profile window:

4. R3000 Entetprise Filter — = x|
8ebrzo0o Enterprise Filter |
HOME SYSTEM GROUP LIBRARY REFORTING HELP QUIT
Category I Port | Default Redirsct URL | Filter Options |
Category Profile
Group>Global Group>Category Profile
- a@ LDAP Group: Global Group  Current: Profile: Custom Profile
Available Filter Levels
Customn Profile ¥ I
Rule Details
Category | pass | miow
| Category Groups
1 Acht Cortert (v)
) Bandwidth ()
| Businessirvestments )
] CommurityfOrganizations )
] Custom Categories ()
] Echucation ()
| Entertainmert )
] GovernmentiLawviPolitics )
| HeslthFitness ()
] Mlegalituestionable a
| Infarmation Technolog ()
| Internst Communication )
) Internet Productivit )
] Internetirtranet Misc ()
Uncetegarized Stes € Pass  warm & Block
Apply
JHest Mame: loge.com [1P: 200,10,100.75 [version: R3000 Enterprise Fikter 1.10.00.24
Jawa Applet wWindow

Fig. 5-34 Global Group Profile window, Category tab

a. Block all categories and specify that uncategorized
sites should be blocked.

b. Click Apply.
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3. Click the Port tab to display the Port page:

£ R3000 Enterprise Filter

=IOl
866 R3000

—— HOME SYSTEM GROUP LIBRARY REFORTING

Exe

Enterprise Fi
HELP | QUIT

Category Port I Default Redirect URLI Filter Optlonsl

Port
: T Group>Global Group>Port
E-glfl Loap Block Portis)
&0
Port |40 Add Remove

Apply

|IP: 200,10,100.75 rderslon: R3000 Enterprise Filter 1.10.00.24

JHest Mame: loge.com
Jawa Applet wWindow

Fig. 5-35 Global Group Profile window, Port tab

a. Enter the Port number to be blocked, and then click

Add to include the port number in the Block Port(s) list
box.

b. After entering all port numbers to be blocked, click
Apply.
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4. Click the Default Redirect URL tab to display the Default
Redirect URL page:

£ R3000 Enterprise Filter

=101 ]

866 R3000 Enterprise Filter |

E—— HOME SYSTEM GROUP LIBRARY REPORTING HELP @UIT

Category | Port Defaulk Redirsck URL |Filter Options

Default Redirect URL
Group>Global Group>Default Redirect URL

g% NT
alfl LDep Specify a redirert URL:
{ Default Block Page

% Authentication Request Form

" Custom LRL:

|Host Mame: Iaga.com [1P: 200,10,100.75 [¥ersion: R3000 Enterprise Fiter 1.10.00.24
Jawa Applet Window

Fig. 5-36 Global Group Profile window, Redirect URL tab

a. Select “Authentication Request Form”.

NOTE: Since the Authentication Request Form radio button
selection uses the host name of the server—not the IP address—
be sure there is a DNS resolution for the host name.

b. Click Apply.
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5. Click the Filter Options tab to display the Filter Options

page:
£ R3000 Enterprise Filter 8 ]
866 R3000 Enterprise Fil

R —— HOME SYSTEM GROUP LIBRARY REPORTING HELP @UIT

Category | Port | Default Redirect URL  Filter Options |
Filter Options
Group>Global Group>Filter Options

Filter Options

[  Strikes Blocking

g% NT
alfl Loap

[¥] Googlef¥ahoo! Safe Search Enforcement
[¥ Search Engine Keyword Filter Cortrol
¥ URL Keyward Filter Control

¥ Extend URL Keyword Filker Control

JHest Mame: loge.com [1P: 200,10,100.75
Jawa Applet wWindow

Fig. 5-37 Global Group Profile window, Filter Options tab

rderslon: R3000 Enterprise Filter 1.10.00.24

a. Select filter options to be enabled.
b. Click Apply.

As a result of these entries, a user who does not have a

filtering profile will be served the Authentication Request
Form so he/she can be authenticated.
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Activate NT authentication

After testing the NET USE command, the next step is to add
the NET USE command to users’ login scripts. We recom-
mend that you add the 3-try login script to the existing
domain login script.

The 3-try login script is used for attempting to log in the user
to the authentication server in three separate attempts, in
case of a login failure.

Step 1: Modify the 3-try login script

Place a copy of the 3-try login script in the netlogon folder on
your Domain Controller. Note that this sample script should
be modified to use your own Virtual IP address instead of
the IP address (192.168.0.20) in the sample script. This
script lets users be re-authenticated from the block page
without re-running the whole domain login script.

The script is as follows:

echo off

:start

cls

net use \\192.168.0.20\r3000%$ /delete

;try1

echo "Running net use..."

net use \\192.168.0.20\r3000$

if errorlevel 1 goto :try2

if errorlevel 0 echo code 0: Success
goto :end

;try2

echo Running net use...

net use \\192.168.0.20\r3000$
if errorlevel 1 goto :try3
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if errorlevel 0 echo code 0: Success
goto :end

;try3

echo Running net use...

net use \\192.168.0.20\r3000$

if errorlevel 1 goto :error

if errorlevel 0 echo code 0: Success
goto :end

error
if errorlevel 1 echo code 1: Failed!

:end
Once this updated login script has been added to the
domain, each time users log in to Windows they will also log

in to the R3000. Users will be blocked according to the
profiles set up on the domain.

Step 2: Modify the Global Group Profile

The last step of the activation process is to adjust the Global
Group Profile to set the policy for members of an IP-based
profile, or for users who are not authenticated.

If you set a restrictive profile, unauthenticated users will not
be able to obtain access until they are successfully authen-
ticated.

If you set up a less restrictive profile to allow access, a user
can still be authenticated, but won't be prompted to authen-
ticate him/herself unless attempting to access a site that is
blocked. Since the login script will automatically run when
the user logs in, a less restrictive profile might be used to
allow logging with the user’s name without forced blocking.
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1. Click Global Group in the tree to open the pop-up menu.

2. Select Global Group Profile to display the Category tab of
the Profile window.

3. In the Category Profile page, select categories to block,
pass, white list, or assign a warn setting, and indicate
whether uncategorized sites should pass, trigger a warn
message for the end user, or be blocked.

4. Click Apply.
5. Click the Port tab to display the Port page.

6. Enter the Port number to be blocked, and then click Add
to include the port number in the Block Port(s) list box.

7. After entering all port numbers to be blocked, click
Apply.

8. Click the Default Redirect URL tab to display the Default
Redirect URL page. Your options on this tab will vary,
based on whether your network will be using net use

based authentication only, or both Web-based and net
use based authentication.

9. Click the Filter Options tab to display the Filter Options
page. If necessary, select appropriate filter options to be
enabled, and click Apply.
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CHAPTER 6: TECHNICAL SUPPORT

For technical support, visit 8e6 Technologies’s Technical
Support Web page at http://www.8e6.com/support.html,
or contact us by phone, by e-mail, or in writing.

Hours

Regular office hours are from Monday through Friday, 8
a.m. to 5 p.m. PST.

After hours support is available for emergency issues only.
Requests for assistance are routed to a senior-level techni-
cian through our forwarding service.

Contact Information

Domestic (United States)

1. Call 1-888-786-7999
2. Select option 3

International

1. Call +1-714-282-6111
2. Select option 3

E-Mail

For non-emergency assistance, e-mail us at
support@8e6.com
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Office Locations and Phone Numbers

8e6 Corporate Headquarters (USA)

828 West Taft Avenue
Orange, CA 92865-4232

USA

Local : 714.282.6111

Fax 1 714.282.6116

Domestic US : 1.888.786.7999

International o +1.714.282.6111
8e6 Taiwan

7 Fl., No. 1, Sec. 2, Ren-Ai Rd.

Taipei 10055

Taiwan, R.O.C.

Taipei Local . 2397-0300

Fax ;. 2397-0306

Domestic Taiwan : 02-2397-0300

International ;. 886-2-2397-0300
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Support Procedures
When you contact our technical support department:

* You will be greeted by a technical professional who will
request the details of the problem and attempt to resolve
the issue directly.

» If your issue needs to be escalated, you will be given a
ticket number for reference, and a senior-level technician
will contact you to resolve the issue.

» If your issue requires immediate attention, such as your
network traffic being affected or all blocked sites being
passed, you will be contacted by a senior-level techni-
cian within one hour.

* Your trouble ticket will not be closed until your permission
is confirmed.
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APPENDIX A: AUTHENTICATION OPERATIONS

When enabling authentication in the interface, there are
three tiers from which to select based on the type of
server(s) used on the network, and various authentication
options can be used with each of these tiers.

Authentication Tier Selections

R3000 authentication is designed to support the following
server types for the specified tier(s):

Tier 1: Net use based authentication

NOTE: Login scripts must be used for net use based authentica-
tion.

Using SMB/NetBIOS:

* Windows NT 4.0, SP4 or later

* Windows 2000 or 2003 Server in mixed/legacy mode
@ NOTE: SMB Signing must not be required.

Using LDAP:

* Microsoft Active Directory Mixed Mode

* Microsoft Active Directory Native Mode
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Tier 2, Tier 3: Web-based authentication

Using an NT authentication domain:

* Windows NT 4.0, SP4 or later

¢ Windows 2000 or 2003 Server in mixed/legacy mode
/\\? NOTE: SMB Signing must not be required.

Using an LDAP domain:

*  Windows Active Directory 2002 and 2003

* Novell eDirectory

* SunONE directory server
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Tier 1: Single Sign-On Authentication
Net use based authentication process

The following diagram and steps describe the operations of
the net use based user authentication process:

Authentication Server

R3000 Filtering Server

User (Client, Machine)

Fig. A-1 Net use based authentication module diagram

1. The user logs on the network from a Windows worksta-
tion (also known as “client” or “machine”).

2. The authentication server on the network sends the
user’s workstation a login script containing a net use
command.

3. The execution of this net use command causes the
Windows workstation to create an “IPC share”
(command exchange) with the R3000 filter box as a
shared network device.

NOTE: When the IPC share is created, no drives are mapped in
this share.
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4. Upon creating the IPC share, the software in the R3000
qgueries the network authentication server with the user's
login name and password sent by the workstation.

5. Once the user is successfully authenticated, the R3000
matches the user’s login name or group name with a
stored list of profile settings in the R3000. As a result of
this process, the user is assigned the appropriate level of
filtering.

6. The matched profile is set for the user's IP address. The
IPC connection is completed and maintained with peri-
odic “keep-alives.”

7. When the user logs off, changes IP addresses, loses the
network connection, or in any way causes the IPC
connection to be altered or deactivated, the R3000
senses this change and returns the IP address to the
configured global filtering level.

WARNING: Authentication will fail if a Network Address Transla-
tion (NAT) device is set up between the authentication server and
end user clients. Authentication may also fail if network connec-
tions are overloaded, causing a severe delay in the transportation
of SMB traffic. This can be a problem in any network, but is most
prevalent in WAN links, or in trunk links that are overloaded.
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Re-authentication process

1. The user loses his/her user profile after one of the
following incidences occurs:

< the server is rebooted, or

¢ the connection from the user’s machine to the serveris
dropped (as with a faulty network cable)

2. A block page displays for the user.

3. In order to re-access the Internet, the user must re-
authenticate him/herself by clicking a link in the block
page to generate a login script that re-authenticates the
user’s profile.

Tier 1 authentication methods

Tier 1 supports two server authentication methods: Server
Message Block (SMB) and LDAP.

SMB protocol

SMB is a client/server protocol that requires the client to
send a request to the server and receive an authentication
response from the server, in order for the client to access
resources on the network.

As the default protocol for NT 4.0 and earlier operating
systems, SMB is supported by Windows 2000 and later OS
versions.

SMB Signing

SMB Signing is a Windows security feature that prevents an
active network session between a client and server from
being tapped. While Microsoft has made this feature avail-
able since Windows NT 4.0, it was not a default setting.
However, in Windows 2003, this feature is enabled by
default.
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Since SMB Signing is not currently supported by the R3000,
8e6 recommends disabling the requirement for this feature.
This does not disable SMB Signing for machines that
support it, but allows devices that do not support SMB
Signing to connect. To disable the default setting that
requires SMB Signing for all connections, follow the instruc-
tions in Appendix B: Disable SMB Signing Requirements.

Alternately, if you have an available Windows 2000
Server—or an earlier Windows NT 4.0 Server—and are
willing to establish the necessary trust relationships with the
Windows 2003 Server, this earlier Windows server can be
used as the primary authentication server for the R3000
instead of the Windows 2003 Server.

NOTE: For information on SMB Signing compatibility with the
R3000, refer to the chart in Appendix B: Disable SMB Signing
Requirements.

LDAP protocol

LDAP is a directory service protocol that stores entries
(Distinguished Names) in a domain’s directory using a hier-
archical tree structure. The LDAP directory service is based
on a client/server model protocol to give the client access to
resources on the network.

When a client connects to a server and asks it a question,
the server responds with an answer and/or with a pointer to
the server that stores the requested information (typically,
another LDAP server). No matter which LDAP server the
client accesses, the same view of the directory is “seen.”

The LDAP specification defines both the communication
protocol and the structure, or schema, to a lesser degree.
There is an Internet Assigned Network Authority (IANA)
standard set that all LDAP directories should contain. Novell
and Microsoft both have additional schema definitions that
extend the default setups.
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Most server operating systems now support some imple-
mentations of LDAP authentication. The Microsoft Active
Directory LDAP-based model became available with the
release of Windows 2000.

Name resolution methods

The name resolution process occurs when the R3000
attempts to resolve the IP address of the authentication
server with the machine name of that server. This contin-
uous and regulated automated procedure ensures the
connection between the two servers is maintained.

When using an NT server with SMB, the name resolution
process occurs when a valid Windows Internet Name
Service (WINS) Server IP address is entered or a broadcast
query is made.

When using an LDAP server, the name resolution process
occurs when a Domain Name Service (DNS) entry is made.
In order to accommodate this request, the LDAP server
must have a valid DNS entry or the IP address must be
added to the R3000 hosts file.

@ NOTE: If LDAP is used, client machines will still use the SMB

authentication method to communicate with the R3000 server for
Tier 1 authentication. LDAP communication only occurs between
the R3000 server and the LDAP server.
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Configuring the authentication server

When configuring authentication, you must first go to the
authentication server and make all necessary entries before
configuring the R3000.

The following authentication components must be set up or
entered on the console of the authentication server:

e domain name
e usernames and passwords
* user groups

* login scripts

Login scripts

Login (or logon) scripts are used by the R3000 server for
reauthenticating users on the network.

The following syntax must be entered in the appropriate
directory on the authentication server console:

Enter net use syntax in the login script

The virtual IP address is used by the R3000 to communicate
with all users who log on to that server. This address must
be in the same subnet as the one used by the transmitting
interface of the R3000.

* For testing, user information can be specified on the
command line as follows:

NET USE \\virtualip\R3000$ /user:DOMAIN-
NAME\username password

Example: NET USE \\192.168.0.20\R3000%/
user:LOGO\jsmith xyz579

¢ The command to disconnect a session is: NET USE
\\virtualip\R3000%$ /delete
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View login script on the server console

The login script can be viewed on the authentication server
console. This script resides in a different location on the
server, depending on the version of the server:

* Windows 2000 or Windows 2003 Server
\\servername.suffix\sysvol\domainname.suffix\
policies\{guidj\user\scripts\logon
c:\winntf\sysvol\sysvol\domainname.suffix\scripts
c:\winnt\sysvol\domainname\scripts

* Windows NT 4.0 Server
\\servername\netlogon
\\ipaddress\netlogon
c:\winnt\system32\rep\import\scripts

The login script must be specified either in the user’s
domain account or in the Active Directory Group Policy
Object so that it runs when the user logs into the domain.

Block page authentication login scripts

In addition to the use of login scripts in the console of the

authentication server, a login script path must be entered in
the Block Page window of the R3000 Administrator console.
This script is used for reauthenticating users on the network.

The following syntax must be used:
\\SERVERNAME\netlogon
or
\\IPaddress\netlogon

NOTE: See Block Page Authentication for more information
about these entries.
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LDAP server setup rules

& WARNING: The instructions in this user guide have been docu-
mented based on standard default settings in LDAP for Microsoft
Active Directory Services. The use of other server types, or any
changes made to these default settings, must be considered
when configuring the R3000 server for authentication.

If LDAP will be used, the following items should be consid-
ered:

* The administrator in charge of the LDAP server should
create a user for the R3000 in order to give that user full
read access to the groups and users in the directory.

» Since the LDAP directory is structured as a tree, data
needs to be retrieved the same way. Additionally, the
order of the syntax is reversed compared to how it
appears in normal file system folders. The deepest layer
is listed first, in a similar manner as a DNS domain name:
e.g. “engineering.company.net”. In LDAP, a directory
entry would look like this: “cn=engineering,dc=company,
dc=net".

* Make sure all network configuration settings are correct
(such as DNS, IP, etc.) before configuring LDAP settings.

@ NOTE: All filtering profiles are stored on the R3000 server.
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Tier 2: Time-based, Web Authentication

The following diagram and steps describe the operations of
the time-based authentication process:

Authentication Server

R3000 Filtering Server

User (Client, Machine)

Fig. A-2 Web-based authentication module diagram

1.

The user makes a Web request by entering a URL in his/
her browser window.

. The R3000 intercepts this request and sends the user

the Authentication Request Form, requesting the user to
log in with his/her login ID and password.

. The R3000 verifies the user’s information with the

authentication server (Domain Controller, Active Direc-
tory, LDAP, etc.).

. The authenticated user is allowed to access the

requested URL for the time period specified by the
administrator.
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Tier 2 implementation in an environment

In an environment where Tier 2 time-based profiles have
been implemented, end users receive filtering profiles after
correctly entering their credentials into a Web-based
Authentication Request Form. A profile remains active for a
configurable amount of time even if the user logs out of the
workstation, changes IP addresses, etc.

Tier 2 time-based profiles do not call for the R3000 to main-
tain a connection with the client machine, so the R3000
cannot detect when the user logs off of a workstation. In
order to remove the end user’s profile, one of two scripts
detailed in this sub-section should be inserted into the
network’s login and/or logoff script.

The Tier 2 Script should be used if Tier 2 is the only tier
implemented in an environment. The Tier 1 and Tier 2 Script
should be used if Tier 2 is implemented along with Tier 1 in
an environment. Since both sets of scripts use the NET USE
command, the client machine must already have the ability
to connect to the R3000 via NET USE in order for the profile
to be removed in either environment.
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Tier 2 Script

If using Tier 2 only, this script should be inserted into the
network’s login script. If the network also uses a logoff
script, 8e6’s script should be inserted there as well. The
inclusion of this script ensures that the previous end user’s
profile is completely removed, in the event the end user did
not log out successfully.

echo off

:start

cls

net use \\10.10.10.10\LOGOFF$ /delete

;try1

NET USE \\10.10.10.10\LOGOFF$
if errorlevel 1 goto :try2

if errorlevel 0 echo code 0: Success
goto :end

;try2

NET USE \\10.10.10.10\LOGOFF$
if errorlevel 1 goto :try3

if errorlevel 0 echo code 0: Success
goto :end

;try3

NET USE \\10.10.10.10\LOGOFF$
if errorlevel 1 goto :error

if errorlevel 0 echo code 0: Success
goto :end

error
if errorlevel 1 echo code 1: Failed!

:end
net use \\10.10.10.10\LOGOFF$ /delete
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Tier 1 and Tier 2 Script

In an environment in which both Tier 1 and Tier 2 are used,
this version of 8e6’s script should be inserted into the
network’s login script. 8e6’s script attempts to remove the
previous end user’s profile, and then lets the new user log in
with his/her assigned profile.

echo off

:startremove

cls

NET USE \\10.10.10.10\LOGOFF$ /delete

:tryremove

NET USE \\10.10.10.10\LOGOFF$
if errorlevel 1 goto :tryremove2

if errorlevel 0 echo code 0: Success
goto :endremove

:tryremove2

NET USE \\10.10.10.10\LOGOFF$
if errorlevel 1 goto :tryremove3

if errorlevel 0 echo code 0: Success
goto :endremove

:tryremove3

NET USE \\10.10.10.10\LOGOFF$
if errorlevel 1 goto :removalerror

if errorlevel 0 echo code 0: Success
goto :endremove

:removalerror
if errorlevel 1 echo code 1: Failed to send removal
request!

:endremove
net use \\10.10.10.10\LOGOFF$ /delete
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;try1

NET USE \\10.10.10.10\R3000$

if errorlevel 1 goto :try2

if errorlevel 0 echo code 0: Success
goto :end

;try2

NET USE \\10.10.10.10\R3000%

if errorlevel 1 goto :try3

if errorlevel 0 echo code 0: Success
goto :end

;try3

NET USE \\10.10.10.10\R3000%

if errorlevel 1 goto :error

if errorlevel 0 echo code 0: Success
goto :end

error
if errorlevel 1 echo code 1: Failed!

:end
in environments that use both Tier 1 and Tier 2, if a logoff

script is used on the network, the Tier 2 Script should be
inserted into the network’s logoff script.
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Tier 3: Session-based, Web Authentication

The diagram on the previous page (Fig. A-2) and steps
below describe the operations of the session-based authen-
tication process:

1. The user makes a Web request by entering a URL in his/
her browser window.

2. The R3000 intercepts this request and sends the user
the Authentication Request Form, requesting the user to
log in with his/her login ID and password.

3. The R3000 verifies the user’s information with the
authentication server (Domain Controller, Active Direc-
tory, LDAP, etc.).

4. A pop-up window opens on the user’s workstation while
the original window loads the requested URL. The user
will continue to be authenticated as long as the pop-up
window remains open.
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8e6 Authenticator

The 8e6 Authenticator ensures the end user is authenti-
cated on his/her workstation, via an executable file that
launches during the login process. To use this option, the
8e6 Authenticator client (authenticat.exe) should be placed
in a network share accessible by the domain controller or a
Novell eDirectory server such as NetWare eDirectory server
6.5.

NOTE: The 8e6 Authenticator client (authenticat.exe) can be

downloaded from the Enable/Disable Authentication window.

(See the Enable authentication, specify criteria sub-section in
Chapter 2: Network Setup.)

Environment requirements

Minimum system requirements

The following minimum server components are required
when using NetWare eDirectory server 6.5:

Server-class PC with a Pentium Il or AMD K7 processor
512 MB of RAM
Super VGA display adapter

DOS partition of at least 200 MB and 200 MB available
space

2 GB of available, unpartitioned disk space outside the
DQOS partition for volume sys:

One network board
CD drive
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Recommended system requirements

The following server components are recommended for
optimal performance when using NetWare eDirectory server
6.5:

» Server-class PC with two-way Pentium lll, IV, or Xeon
700 MHz or higher processors

* 1 GB of RAM
* VESA compliant 1.2 or higher display adapter
» DOS partition with 1 GB of available space

* 4 GB of available, unpartitioned disk space outside the
DOS partition for volume sys:

* One or more network boards

» Bootable CD drive that supports the El Torito specifica-
tion

 USB or PS/2* mouse

Workstation requirements

The 8e6 Authenticator client works with the following oper-
ating systems:

* Windows XP Pro SP1 and 2

*  Windows 2000 Pro SP4

*  Windows XP and Windows 2000 with Novell client v4.91
*  Windows Vista (all editions except Home)

/\ﬁ NOTE: Windows XP Home and Vista Home Editions will not work

with the 8e6 Authenticator unless the Novell eDirectory client is
installed for login and deployment of the 8e6 Authenticator client
using a Novell server.
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Work flow in a Windows environment

1.

The administrator stores the 8e6 Authenticator client
(authenticat.exe) in a network-shared location that a
login script can access.

. Using a Windows machine, an end user logs on the

domain, or logs on the eDirectory tree via a Novell client.

. The end user’s login script evokes authenticat.exe.

. The 8e6 Authenticator client determines the authentica-

tion environment by examining the Windows registry,
then retrieves the username and domain name using
either Windows or Novell APIs, and sends this informa-
tion (LOGON event) to the R3000.

The R3000 looks up the groups to which the end user
belongs (Windows AD, PDC, or eDirectory through
LDAP or NTLM/Samba), and determines the profile
assignment.

. The R3000 sets the profile for the end user with user-

name (including the group name, if it is available) and IP.

. The 8e6 Authenticator client continually sends a “heart-

beat” to the R3000—with a specified interval of seconds
between each “heartbeat’—until the end user logs off.

. The end user logs off, and the 8e6 Authenticator client

sends a LOGOFF event to the R3000. The R3000
removes the user's profile.

NOTE: The 8e6 Authenticator can handle up to 20 logons per
second.

212

8e6 TecHNoLoGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE



APPENDIX A: AUTHENTICATION OPERATIONS 8E6 AUTHENTICATOR

8e6 Authenticator configuration priority

The source and order in which parameters are received and
override one another are described below.

NOTE: Any parameter set at the end of the list will override any
parameter that was previously set.

1. Compiled Defaults: Given no parameters at all, the
client will try to execute using the default compilation.

2. Configuration File (optional): The default location of the
configuration file is the same path/name as the authen-
ticat.exe client, but with a “.cfg” extension instead of
“.exe”. The full path/name can be specified on the
command line with the CF[] parameter. Review the ++
comment following Table 1 for more information.

3. Command Line (optional): Options on the command line
will override compiled defaults and the configuration file.
The command line can be left blank.

4. R3000 Configuration Packet (optional): The R3000
may send a configuration packet that will override all
other settings, including the command line. If the R3000
changes the IP address or port used by authenticat.exe,
then when authenticat.exe reconnects, authenticat.exe
will use the new IP address and port.

NOTE: The R3000 can force authenticat.exe to reconnect with a
re-logon event packet.
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8e6 Authenticator configuration syntax

All configuration parameters, regardless of their source, will
use the following format/syntax:

wAA[B]w{C}w
{Parameter ‘AA’ with Data ‘B’, and Comment ‘C’ ignored.}

w;DD[E]w{C}w

{The semicolon causes ‘DDI[E]’ to be ignored, ‘C’ is also ignored.}

Whereas ‘AA’ is a two-letter, case-insensitive parameter
name, ‘B’ is the value for this parameter wrapped in
brackets ([] ), and ‘W’ is zero or more white spaces
(space, tab, carriage return, line feed). ‘C’ is completely
ignored, and anything wrapped in braces ( {} ) is consid-
ered a comment. A ‘;’ immediately preceding a param-
eter will cause that parameter and its data to be ignored,
which is convenient for temporarily reverting a parameter
to default values during testing.

Sample command line parameters

authenticat.exe LF[c:\] ra[192.168.0.43]Rr[40000]

Sample configuration file

RA[100.10.101.30] { R3000 Virtual IP address }

RP[139] {R3000 Port}

RH[30000] { Heartbeat timer (30 seconds) }

RR[30000] { Reconnect time (before connecting again) }

RC[10000] { Connect Timeout (how long to wait for a connection
response) }

LE[O]

LF[\100.10.101.117\publogs\] { Where to put logs }

Sample R3000 configuration update packet ‘PCFG’

After decryption, with protocol headers removed:
RH[30000]RC[1000]LE[1]
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You only need to change the options you do not wish to

remain as default. Often the IP address of the R3000 (RA)
and the log file (LF) are the most desired options to change.

Note that full network paths are allowed.

Table of parameters

The following table contains the different parameters, their

meanings, and possible values.

Param | Parameter Values Dbg Release

ID Meaning Default | Default

uT+ User’s Logon 1-256 (0 = Win32, 1 = Nov- | 255 255 (auto)
Environment ell) (auto)

RA#* R3000 Virtual IP 255.255.255.255:PORT;... 0.0.0.0 0.0.0.0
Address

RV # R3000 VPN Sup- (IP-IP;IP:PORT;...),...
port Table

RP R3000 Port 1-65535 139 139

RH R3000 Heartbeat 1-4 billion (milliseconds) 30000 30000 (30
Timer MS sec)

RR R3000 Reconnect | 1-4 billion (milliseconds) 30000 30000 (30
Time MS sec)

RC R3000 Connect 1-4 billion (milliseconds) 10000 10000 (10
Timeout MS sec)

LE Log using Event 1 or O (event view or log 0 (log 1 (event
Viewer file) file) view)

LD Logging Detail 1,2,3,0r4 1 (light) 0 (errors

only)

LF* Path-ONLY to out- | 1-1000 alphanum C:\ C:\
put log file

CF ++ Full path/name of 1-1000 alphanum — —

Configuration File
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+ If UT[O] is set, then the Novell environment will be

ignored, if present, and only the Windows environment
information will be retrieved and sent to the R3000. If
UT[1] is set and the Novell environment is invalid or the
user is not authenticated with its Novell server, then the
results sent to the R3000 are invalid (probably empty
values). The default UT[255] auto detects Novell vs.
Win32 and will automatically favor Novell authentication
over Windows, if possible.

Special Interest. Values most likely to change during
testing, configuration, and production implementation.

++ Alternate configuration file is only valid when specified on

the command line. It will be ignored in any other context.
If the configuration file cannot be loaded from the alter-
nate location, an error will be logged and an attempt will
be made to load the default configuration file. If the alter-
nate configuration file is specified and is blank ( CF[] ),
the 8e6 Authenticator will not attempt to load any config-
uration file; this can minimally speed up execution time.
The compiled default value of CF[-] causes the default
configuration file loading to be attempted, which has the
same full path and filename of the current, loaded 8e6
Authenticator executable, but with an extension of “.cfg”
instead of “.exe”. That is, if the 8e6 Authenticator client is
“\example\authenticat.exe”, the search for the default
configuration file would be “\\example\authenticat.cfg”. It
is not an error if the default configuration file does not
exist. It is an error if the default configuration file exists
but cannot be read or parsed correctly. Unknown param-
eters are ignored. Format/syntax errors will abort the
reading and report an error, but the 8e6 Authenticator will
attempt to continue running.

For each IP address where “:PORT” is omitted from the
address, the RPJ[] port value is used. For example, if
RA[1.1.1.1:5555] is set, the RP[] parameter is ignored.
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RP[] affects port-less addresses specified in the RV[]
command as well.

* For RA]], each IP address is separated by a semi-colon
;> and the first IP address will be tried for each new
connection attempt. When the main IP address fails to
respond, the next IP address in the list will be tried, and
so on, if it fails. After the last IP address is tried, the logic
will continue from the first IP address again. A retry
attempt on the main IP address is subject to the RR]]
Reconnect time. After any disconnection, the logic will
always begin with the main IP address as its first attempt.

» For RV[], sets of R3000 addresses are specified based
on an IP range that matches the client’s IP address;
multiple destination R3000 addresses may be used in
each set and will have the same functionality as multiple
destinations specified in the RA[] parameter. Each set is
surrounded by parentheses ‘()’s, and sets are separated
by commas ‘,’. Any local client IP address that does not
match any set will use the RA[] address. Sample format:

RV[(102.108.1.0-102.108.1.255;1.1.1.1;2.2.2.2),(102.108.2.0-
102.108.2.255;3.3.3.3:222)]

In this example, a client with an IP address of
102.108.1.5 would try to connect to 1.1.1.1 using the
RP[] port (2.2.2.2 as the backup). A client with
192.168.2.15 would try to connect to 3.3.3.3 port 222,
which has no backup.

* Any local address that would end up connecting to
0.0.0.0 will not be observed by the 8e6 Authenticator.
This allows RV[] to allow only specified ranges of IP
addresses to be observed by the 8e6 Authenticator.
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Novell eDirectory Agent

Novell eDirectory Agent provides Single Sign-On (SSO)
authentication for an R3000 set up in a Novell eDirectory
environment. Using Novell eDirectory Agent, the R3000 is
notified by the eDirectory server when an end user logs on
or off the network, and adds/removes his/her network IP
address, thus setting the end user’s filtering profile accord-

ingly.

Environment requirements

Novell eDirectory servers

The following eDirectory versions 8.7 or higher with Master,
Read/Write, Read replicas have been tested:

» eDirectory 8.7 in RedHat Linux 9.0
» eDirectory 8.7 in NetWare 6.5 SP5

NOTE: See 8e6 Authenticator: Environment requirements for
Minimum and Recommended system requirements. These
requirements also apply to eDirectory 8.7 in RedHat Linux 9.0.
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Client workstations

To use this option, all end users must log in the network. The
following OS have been tested:

¢ Windows 2000 Professional
¢« Windows XP

* Macintosh

Novell clients

The following Novell clients have been tested:
* Windows: Version 4.91 SP2

* Macintosh: Prosoft NetWare client Version 2.0

Novell eDirectory setup

The eDirectory Agent uses the LDAP eDirectory domain
configuration setup in the R3000 Administrator console. The
eDirectory Agent receives notification from the eDirectory
server regarding logon and logoff events by end users. The
Novell client must be installed on each end user’s worksta-
tion in order to handle logons to the eDirectory network. In
this setup, the Novell client replaces the Windows logon
application.

8e6 TecHNoLoGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE 219



APPENDIX A: AUTHENTICATION OPERATIONS NOVELL EDIRECTORY AGENT

R3000 setup and event logs

When using a Novell eDirectory server and choosing to use
the Novell eDirectory Agent option in the R3000:

» Enable Novell eDirectory Agent in the Enable/Disable
Authentication window.

NOTES: If using an SSO authentication solution, Tier 2 or Tier 3
should be selected as a fallback authentication operation.

When choosing the Novell eDirectory Agent option, the 8e6
Authenticator option must be disabled.

» If applicable, a back up server can be specified in the
LDAP domain setup wizard, in the event of a connection
failure to the primary Novell eDirectory server. Email
alerts are sent to the administrator in such events.

NOTE: Back up server settings are made in the Default Rule tab
of the LDAP Domain Details window, described in Chapter 4:
LDAP Authentication Setup.

* Once the Novell eDirectory Agent option is set up, the
View Log File window can be used to view end user
logon/logoff events and the debug log.

NOTE: After the Novell eDirectory Agent is enabled, an indi-
vidual's username will not display in the event log until he/she
logs in again. Until that time, the user will be logged by his/her
current filtering profile, which most likely would be IPGROUP or
DEFAULT user.
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Active Directory Agent

Active Directory Agent is a Windows service that provides
transparent user identification for Windows Active Directory-
based networks. The Active Directory Agent (also called
“AD Agent”) collects information from several sources simul-
taneously and populates a single session table that identi-
fies the current user for each active workstation on the
network. This session table is forwarded to the R3000 so
the end user is given the appropriate filtering profile.

The AD Agent can be installed on any Windows 2000 or
2003 server on the domain, and does not have to be
installed on a domain controller.

In large networks, multiple AD Agent hosts can cooperate
as a "team" to deal with issues of security partitioning,
network bandwidth, and administrative responsibility bound-
aries.

Product feature overview

* Provides Single Sign-On (SSO) transparent authentica-
tion

» Supports Mixed or Native Windows environments
» Supports LDAP and LDAPS protocols
* Auto-detects domains and domain controllers

* Works with an existing Tier 2/Tier 3 authentication config-
uration
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Windows server requirements

*  Windows 2000 or Windows 2003 server running on a 32-
bit platform

» Latest Microsoft patches/service packs applied
+ Atleast 512 MB RAM
* 100 MB disk space

» Special domain user account for the service with permis-
sions to read AD Agent event logs

Work flow in a Windows environment

1. AD Agent is installed in either a domain controller or on a
separate Windows server that can talk to the domain
controller via Windows APls.

2. End users log on/off the network, and the event is logged
in the event viewer.

3. AD Agent queries the event log or probes workstations to
obtain log on/log off event information (login name,
domain name, IP address of machine).

4. AD Agent sends information with the event indicator to
the R3000 Authentication Module.

5. R3000 assigns or removes a profile based on the user
information and event indicator.
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Set up AD Agent

Step 1: AD Agent settings on the R3000

To set up Active Directory Agent on the R3000, go to
System > Authentication > Enable/Disable Authentication
window in the R3000 interface, and specify the following
criteria:

& R3000 Enterprise Filter =10 =]

866 R3000 Enterprise Filter |

HOME | SYSTEM GROUP | LIBRARY REPORTING HELP QuIT a—
B system |EnabIeID|sabIe Authentication

-~ Cortrol em>Authentication>Enable/Disable Authentication
Hletwork Authentication
Adrinistrator
~-Secure Logon Authentication mode: Enabled Erable | Disable
- Disgnostics
Alert A
- Patch Wehb-based Authentication
Synchronization

© Tier 1 Weh-based Authentication disabled (Net Use enabled)

Mode
g thentication
MIC Mode Tier 2. Use time-based profiles, with time-out (n minutes). |30
--BackupiRestore ) . .
i Tier 3 Use persistert logins via a Java Applet
-~ Reset
Radlius Authertication Setting || Tier 2 & 3 Noke: In an ovganization with more Hhan 5000 users, slowness may be experisnced duving the
SR authentication process. In bhis scenario, 8eb recommends using an RID00 Filter with ar 550 accelerator
Hardware Failure Detection card installed, Pleass contact 826 For more information,
-3 Strikes Blocking Beb Authenticator
~Warn Optian Setting & on € off Download 868 Litherticator
Customization 1t is highly recormmended that the 826 Authenticator option be turned on ot all times.
AD Agent
i on O oft Dowwnload Se6 A0 Adgerit Ihstaller Seftings |
Novell eDirectory Agent
© an & off
Sending Keep Alive
& on O off Inactive session litetime (in minutes): I2D1 [=1]
T |
|Hnst MName: logo.cam IIP: 200.10,100.75 I‘werslnn: R3000 Enterprise Filter 1.10.00.24

Jawa Applet Window

Fig. A-3 Enable/Disable Authentication window, AD Agent frame

1. In the AD Agent frame, click “On”.

2. Click Settings to open to the AD Agent Settings pop-up
window, used for entering criteria to permit the primary
AD Agent to send data to the R3000:
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AD Agent Settings x|
Settings
Computer Marne: Passphrase:
ADSERVERT e
e
Delete: |
Computer Mame: I
Pazsphrase: I
Canfirm: I
Add Mociify |
Click Apply in parent windowe for changes take effect
Jawa Applet Window

Fig. A-4 AD Agent Settings pop-up window

3. In the Computer Name field, enter the name of the
primary AD Agent machine.

4. Enter from seven to 20 alphanumeric characters in the
Passphrase field, and enter the same characters again
in the Confirm field.

5. Click Add to include a row to the list above, showing the
Computer Name in all upper-case letters, and asterisks
for the Passphrase.

NOTES: To modify any of the criteria for an existing Computer
Name entry, select the Computer Name from the list, and then
modify the fields below. Be sure to make entries in the Pass-
phrase and the Confirm fields before clicking Modify.

To delete a Computer Name from the list, select the Computer
Name and then click Delete.

6. After making your entries, click the “X” in the upper right
corner of the pop-up window to close it.

7. Click Apply in the Enable/Disable Authentication window
to save your settings.
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Step 2: Configure the domain, service account

1. Create a new group on the domain named
dcagent_services.

2. Create a new domain user account named
dcagent_service and make it a member of the
dcagent_services group.

@ TIP: Be sure to record the password for this domain account; you
will be prompted for it during the configuration wizard process
(see Step 3C: Run AD Agent configuration wizard).

3. Add the Administrator account to the dcagent_services
group.

NOTE: Any users in the dcagent_services group have permission

to manage the AD Agent.

4. Open the Domain Security Policy console, and do the
following:

a. Expand the Local Policies > Audit Policy node of the
Security Settings tree.

b. Double-click the Audit account logon events policy.

c. Check the “Define these policy settings” checkbox.

d. Check the “Success” checkbox.

Make the same settings in the Audit logon events policy.

5. Close the Domain Security Policy console.

6. Open the Domain Controller Security Policy console, and
do the following:

a. Expand the Local Policies > User Rights Assignment
node of the tree.

b. Double-click the Manage auditing and security log
policy.
c. Check the “Define these policy settings” checkbox.

8e6 TecHNoLoGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE 225



APPENDIX A: AUTHENTICATION OPERATIONS ACTIVE DIRECTORY AGENT

d. Add the dcagent_services and Domain Admins groups
to the list of permitted users.

If installing the AD Agent on a domain controller only:
» Double-click the “Allow Logon Locally” setting.

* Add the dcagent_service account to the list of
permitted users.

7. Close the Domain Controller Security Policy console.

Step 3: AD Agent installation on Windows server

The steps in this section provide instructions for setting up
and running AD Agent on a simple, single-domain network.

Step 3A: Download DCAgent.msi

1. In the R3000 interface, go to System > Authentication >
Enable/Disable Authentication window.

2. In the AD Agent frame, click Download 8e6 AD Agent
Installer to download the AD Agent (DCAgent.msi) to the
administrator’s machine.

Step 3B: Run AD Agent installation setup

1. Launch DCAgent.msi:
x|

The publizher could not be verified. Are pou sure you want to
run this software?

] Name: DCAgent.msi
= 5
UET  Publisher: Unknown Publisher
Tupe: Windows Installer Package
From: C:\Documents and Settings|/Smith23\Desktop

| [ ]

[V Always ask before opening this file

Thiz file does not hawe a walid digital signature that verifies its
publisher. You shauld anly run saftware fram publishers wau trust.
How can | decide what software to un?

Fig. A-5 Run DCAgent.msi
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NOTE: If prompted, install Microsoft .NET Framework 2.0.
Framework may require updating other Windows components
before installing the AD Agent.

2. Click Run to open the End User License Agreement
(EULA) in the 8e6 AD Agent installation setup wizard:

{5 Be6 AD Agent _ o=
L

8eb AD Agent Setup

The ingtaller will guide pou through the steps required to install 826 AD Agent on wour computer.

fef Technologies £J
End User License and Warranty Agreement For: R3000
Enterprise Filter; R3000ir Enterprise Filter:

Enterprise Reporter; Threat Analysis Reporter; Ses

Mobile Client; Aetive Directory Agent

IMPORTANT - READ CAREFULLY: This End User License and

Warranty Agreement (this "Agreement”} is a legal
agreement between you, a purchaser and/or any end user,
either an individual or an entity ("You" or "Your") and
Se6 Technologies ("Se6") for the license of one or more

of the software products listed above {(the "Software®)
embedded in the Sef hardware device (the "Hardware’), o

Cahcel | < Back | | Accept > I
Fig. A-6 AD Agent EULA

3. After reading the EULA, click Accept to proceed with
specifying the destination folder for installing the AD
Agent:

ISl
8eb AD Agent Setup

Please choose the destination directory, or accept the default shown.

—Destination Folder

CProgram Files\Bed Technologies\3et AD Agent Browse ‘

Cancel | < Back | Next > I
Fig. A-7 Specify installation setup destination
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4. After specifying the destination folder for installing the AD
Agent, click Next to begin the installation setup process:

151
Installing 8e6 AD Agent

8e6AD Agent is being installed,

Flease wait..

Cancel I < Back Hext >
Fig. A-8 AD Agent installation

5. When the AD Agent installation setup process has
successfully finished, completion information displays:

{5 Be6 AD Agent _ o] x
L

Installation Complete

8eb AD Agent has been successfully installed.

Click "Close" to ewit

Plaase use Windows Updals to check for any ciical updates to the NET Framework

Canie| | < Back | Clase I
Fig. A-9 Installation Complete

Click Close to close the installation setup window and to
open the AD Agent configuration wizard window (see
Fig. A-10). The configuration wizard can be completed
now or at a later point in time.
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Step 3C: Run AD Agent configuration wizard

The AD Agent configuration wizard should be run when
setting up AD Agent for the first time, and if the role of the
AD Agent on the current machine changes (from primary to
satellite, or vice versa).

TIP: To access the configuration wizard after the initial setup
process, go to Start on the Windows machine, and from the 8e6
AD Agent menu select Quick-Configuration Wizard.

1. Review the contents of the first wizard page that explains
how to configure the domain and service account, as
described in Step 2:

izl

This prograrm will help you set up the basic configuration needed for most Active Directory
Agent installations. Before proceeding, please follow these instructions to set up the
account for the service:

1. Create a new group on the domain named "deagent_senices”

2. Create a new domain user account named "deagent_service” and make it a
mermber of the dcagent_services group. Create a good passwaord for
the account and record this password, you will be prompted for it later,

3. Add your administrator account to the decagent_services group. fAny users
in the doagent_services group have permission to manage the DG
Agent)

4. Open the Domain Security Policy console, then expand the "Local
Palicies" # "Audit Policy" node on the Security Settings tree. Double-
click the "Audit account logon events" policy, and check the "Define
these policy settings” button. Then check the "Success" button
Make this same change for the "Audit logon events" policy as well
Close the console

5. Open the Domain Controller Security Policy console. Expand the "Local j

cancel | cBack |[ News> |
Fig. A-10 AD Agent configuration wizard, preliminary instructions

Click Next to go to the account and password page:
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izl

Enter the doagent_service account name and password below. [Fyou have not pet
created the deagent_services account of the deagent_services group, click "Back” and
fiallows the: instructions for accaunt setup.

Account, LOGO deagent_service
Fassword,
Confim password:

™ Do not update service account settings.

cancel | cBack [[ News> |
Fig. A-11 Account and password information

2. By default, the Account field is populated with the path of
the dcagent_service account.

a. Enter the Password for this account, specified during
Step 2.

b. Enter this same password again in the Confirm pass-
word field.

NOTE: If modifying an existing AD Agent installation and no
changes need to be made to the account path or password, click
the “Do not update service account settings” checkbox to bypass
this option.

c. Click Next to display the page that lets you specify the
role of AD Agent on this machine being configured:
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izl

Select an agent role for this computer, A Frimary agent can operate independently, ar it ean be the central
control station for & team of agents. 4 Satslite sgent oan only operate s & subordinate member of a team,
reparting its results to @ Primary agent.  Click Help for additional information about agent roles.  1f poutie
uncattain, or this s the fist agent installed, the recommended selection is Primary.

Help

Role: Primary B

IF this computer is to be & Satelits agent, provide the name of the Primary agsnt computer to which

it will report.
Primary agent computer name:

cancel | cBack [[ News> |
Fig. A-12 Specify role of AD Agent on current machine

3. By default, the Role of the AD Agent on the current
machine being configured is “Primary”—indicating that
this is either the only machine running AD Agent, or this
is the central machine among a team comprised of one
or more “Satellite” machines running AD Agent.

« If the role of this AD Agent is “Primary” - Do the
following:
a. Make sure “Primary” is selected.

b. Click Next to display the page for specifying R3000
criteria (see Fig. A-13).

* If the role of this AD Agent is “Satellite” - Do the
following:

a. Select “Satellite”.
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b. Enter the Primary agent computer name that will
delegate to this machine the areas of the network
to scan for end user logon/logoff events. This
satellite machine running the AD Agent will send its
logon/logoff event data to the primary machine
running the AD Agent.

c. Click Next to display the confirmation page (see
Fig. A-14).

4. If configuring a primary AD Agent, make the following
entries in the appropriate fields:

i

This infermation is used when the AD Agent transmits user session infarmation to the
86 fiter appliance

[¥ Enable transmissions to this appliance.

Appliance address: [z2000070023
Far: Sl
Bppliance passphiase: [P
[Repeat passphrasel:  [===
Deseriptive name [Ferer
Nomall the AD Agent sends small update transmissions ta the fiter appliance, containing

ol new user sessians, I some cases (such as when maintenanee has been performed
on the filter appliancal, it can bs useful to resend all data.

Cancel <Back [ Mews |

Fig. A-13 R3000 criteria

a. Enable transmissions to this appliance - Click this
checkbox to enable the AD Agent configured on the
current machine to send information to the R3000
specified in this page.

b. Appliance address - Enter the IP address of the
R3000 that will receive AD Agent logon/logoff event
information.

c. Port - By default, “26267” displays for the R3000’s
port. This port number should only be changed if the
R3000 is using a different port number.
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d. Appliance passphrase - Enter the passphrase that
was entered in the Passphrase field in the AD Agent
Settings pop-up window (accessible via the Enable/
Disable Authentication window).

e. (Repeat passphrase) - Re-enter the passphrase
entered in the previous field.

f. Descriptive name - By default “Filter #1” displays. A
descriptive name for the R3000 can be entered in this
field.

5. After configuring the AD Agent in either a primary or
satellite role, click Next to display the confirmation page,
indicating whether the AD Agent started up successfully:

i

The AD Agent service started successfully

‘when yau dlick Clase, the 4D Agent control panel will spen. You can
make advanced configuration changes with the control panel if needed.

05 Wersion is Microsoft Windows NT 5.1.2600 Service Pack 2

Fleading Active Ditectory domain ies

Skipping service aceount changes

Granting full control to doagent_services for diectory C:\Program Filesh\8e6 Technologies\8s6 DC Agent and
Direrctoy recursion completed, 17 diectories updated.

Granting access to HKLMASOFTWARE\GeBDCAgent for doagent_services group

ACL adjustments completed

Saving configuration fils C:\Program Files\8s6 Technalogisshe5 DT Agentibinideagent config
Enabling global work allocation

Sharting service.

Service started successiully, configuration completed

4 |
Copy to Clipboard

Cocel | cBack | o |
Fig. A-14 Confirmation information

TIP: Any errors during the configuration wizard process display in
red text. If errors are present, or if any instructions are marked
‘MANUAL ACTION REQUIRED,” use the Copy to Clipboard
button to capture the log for reference by 8e6 Technical Support.

6. After the configuration wizard has successfully
completed, click Close to close the AD Agent configura-
tion wizard and to launch the Active Directory Agent
console, displaying today’s Activity log (see Fig. A-15).
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NOTE: Information about how to view and use the Activity log is
explained in the Activity tab section of Use the Active Directory
Agent console.

Use the Active Directory Agent console

The Active Directory Agent console is used for displaying
results of workstation probe searches, for running or stop-
ping the AD Agent service, and for configuring a primary AD
Agent or Agent team.

TIP: To access the Active Directory Agent console after the initial
setup process, go to Start on the Windows machine, and from the
8e6 AD Agent menu select AD Agent Control Panel.

Activity tab

Activity displays by default at the end of the configuration
wizard process or if the AD Agent was configured as a satel-
lite, and also whenever the Activity tab is clicked in the
Active Directory Agent console of a primary AD Agent:

=lol =

8eb Active Directory Agent. 0" [— ~ " "
=Y. ;
Sestions Aelealy |
Configuration... | View as et [T Wiew a5 spreadshest
Lo 000 ackivily ng reeords o tockay

Tae | Apphcson | Level | Channel | Message =l
1Z165  Neean  Aep Nebsca.  pontSeesn Fud_lu_coleclor 645E.1.13 20010101101 RAPSERVERT Adsarschater LOGUO ¥ Urkovn 200740126 20,
TZ1500  Nefcan Moude  Neteca..  Husl 20010100135 enon 55 m NetwhslollsmE raan
121200 NetScan Module  Matica.  MukitaPiobe 235 Enot peobing 200101 101,136, ewoeis 455 / €_NwskisWorkstatiorPobe_AccesiDesied
121300 MetScan Mode  Matsca  Host 200.10.107.00 eror 85 in Netwstallserum
121300 MesSean Moo Metsca . Host 20010100241 e 5 in ntwaal s rum
121900 MefScan Mok Metsca HuwhtaPiobe 71 E ot peoteng 200 10 100 810, eoio o FA S E Mkl i ork daberPiobe_Actred e
1Z1500  NetScan Mohis  Netrca.. BkotaProbm 307 Evo ooty 20000 021, oo s E455 7 E_Hwehlwirhol ePrubs,AusceesDeremd
IZI201  NetScan Detsl  Metsca.  HwkataPiohe 130 Uses bogin re-confimed for kopreltiouns ot 200100101 158
1Z1301 NetScan  Ago Netsca . pentSeszion Fwd lo_ cobbctor (BISE.1,13 20010101125 EDACACHAISTIAS N Unkryow 20070126 2013002 000141
113N MeSean  Aoo Metsca  pentSession Fud In_cobector GIEF 113 200 10 100 241 ADMIN AMILLAR H Urkrown 2007.01 26 2013002 0001 011
12130 MeSean App Metsca  pentSession Fud_tn_cobector GISF 113 200 10 101 20 GCWCHALME N Unknovm 2007 01 26 201 3007 000101401
121801 Meosm  few Metsca..  prlessaon Fd_lo_cobeclor G4SE.112 200103144154 SALES-SFAN tipuna  LUGUD ¥ Inkenaces 200741125 20
1Z1802  NefScan Delsl  Mebca.  HihstaPiobe 284 e bogn ie-condaied o kpoohadimstisio ol 200 1010184
121202 NetScan Moo Netsca . pentSaszion Fwd lo_cobbctor (BISE.1,13 200.10.101.04 RAP-SEAVE N2 Adsinististes LOGOO ¥ Urknown 2007-01-25 201
121302 Tranamit igp TiSocket 10.0.0.0] Atempling connection so 20010 101,174 26267
12130 MesSean Moddo  Melsca.. Hout 20010101 78 e 5 it
12191 MefScan Mok Metsca HuwkthaPiobe 174 E o geobeng 200 W0 W07 79, o wk F &N S E_ Mk liwork slaberPiobe_Accescdnnd
121802 Neen  fep Metrca.  graiSesonFondlo, cobeclr GHSE.113201 0107 73 GCANAGAN N Urkoxn 20070126 118022 00010101 0
1Z120]  NetScan Module  Matica Host 200.10.101.14 snor 85 in NetWikstall e rum
121301 NetScan Mode  Netsca..  MwkitaPiobe 161 Enol proting 20010 101,142, eso is 455 / £_NwskiaworkatatioePiobe_AcceriDienied
12130 MeSean  Aoo Metsca  pentSession Fud tn_cobector GISE 113200 10 101 142 EDACAFANA N Unknovn 2007 01 26 201 3037 00010141
121301 MesSean Mndue  Metacn  Hnst 200 10 101 121 e B5in Nt Rstallane ram
121808 Netcan Mo Metcca..  HikaslaPiobe 152 Ennr ot 20070 101,161, meie i E455 / E_NvwshlaWorkslaliorPiobe_fuccesDermed
1Z180  Neean  fep Nebsca.  pontSesson Fund_lu_cobecior G4SE.1.13 20010101781 EDACFAM N Unkoovms 20070126 2015.03 2 00010101 00
121204 NetScan Module  Matica.  Host 2001010101 ser 25 in NetWhstallserum
121304 NetScan Modue  Metsca.  NwkstaPiobe 244 Enoi peabing 200.90.901.01, enoris 455 7 £_NwekiaworkstatiorPiobe_AcceiDienied
121301 MeSean  App Metscn  pentSession Fud_tn_cobector GISF 11320010 101 81 ACAMIA? K Unknown 20070128 2113047 00010101 00-00
121504 Trream ol Agp TeSocket A0 10 V00735 84594 5 0010 100 1748 26067 Corwe dexd
TZ1908  Tiansned Deldl  Tafewm. CONMECT SUCCESS 200.10.101.174 26287 _Id
‘ 5

Fig. A-15 Primary AD Agent console, Activity tab
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In this tab the activity log displays, comprised of rows of
records for the most recent activity on the current machine
running the AD Agent. The most recent activity displays at
the bottom of the log.

@ TIP: To stop the activity log from automatically scrolling, right-
click in the table and de-select the “Auto-scroll” checkbox. Click
this checkbox again to enable automatic scrolling.

For each row in this table, information is included in the
following columns:

» Time - time the activity was logged (in local military time,
using the HH:MM:SS format).

* Application - program in AD Agent that produced the
record (e.g. Netscan, Transmit, Monitor, Collector,
Logscan).

» Level - severity of the filter used by the application (e.g.
App, Error, Detail, Module).

» Channel - type of information that was logged for the
record, as defined by the application and its configuration
file contents (e.g. NetscanWorkstationProbe, Transmit-
Control, Collectorintake, EventLogParsing).

* Message - detailed information about activity for that
record.

[‘% NOTE: Any record that displays in red text indicates an error on

the server. All errors reported in this log will be sent in a daily
email message to the designated administrator (see the Notifica-
tions page Active Directory Agent Configuration window ).
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The following actions can be performed via the Activity tab:

» View/download the activity log in the text file format -
Click the View as text button to launch a Notepad file
containing the contents of the activity log.

* View/download the activity log in the Excel spreadsheet
format - Click the View as spreadsheet button to launch
a spreadsheet in Microsoft Excel containing the contents
of the activity log.

* View/modify primary AD Agent configuration, stop/start
AD Agent service - Click the Configuration button to
open a pop-up window containing AD Agent configura-
tion tools and configured settings (see Active Directory
Agent Configuration window).
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Sessions tab

Sessions displays by default when the Active Directory
Agent console is launched on a machine running the AD
Agent in the primary role, or whenever the Sessions tab is
clicked in the console of a primary AD Agent:

[ ek Al Direxbury Agent I [=] 5

Beb Active Directory Agent "~~~ A
Wtatala -

Sewoons | Aty |
Confiqueation... 1] Properties ¢35 Probe workstation [T view a5 speeadshont
Uses [ 1F Fubtbess [ wesk et [Logn [Eme [Doman | Vewd | =
[ 1662549715 GCDAR 91401 0000 0125082
G010 GCERARR 9101 0000 0123150
ff dcinavator 2001031005 NAPSERVAT a0z LoG00 025082
€ dcirsnois PNIGIGE RAPSERVR? mmes LGN ms0aza
E 2001003 10 BE AT SVR man o mrs oy
0 e NGIEIN  SALESIGH s LOGUO N2 ez
B NGIEITH  MARKETSNIK o 0w N2 ez
£ od 0103103137 SALESAROD a5 LoG00 01,25 0323
I 2003130 GAGLAPTOR 21401 0000 01/2503.23 -
g 20103103141 EDOCOTAY 2101 0000 ns0e2
€ oo ANIIB1  SALESCRRD msn0es LGN M 0a2
E IR IERTICRE ALTTING SR maAn mm 2% 08 30
0 by MNGEIEIY  SALESCOUG s LOGUO N2 ez
£ e 103105150 SALESRGALL aEEs LaGo0 01250823
£ 0103103151 SALESAAL a5 LOG00 01/25 0323
g 20103103153 MARKETHEE 010000 [455 01231018
& tapun ANIBIRIGE SAFSTSRUN msE e LGN ms0a2a
5 ANIIRITE  HEJHICE o oo mes0em
gr:h. 2000V VI 156 TECHJEDIN mAzmor Los00 ms2a0maE
6 ot ANGIEIE  SALESHOOES nAzEa LOGUO N2 ez
m 200103103150 SALESOIL 101 0200 01250823
£ ode 003161 SALESFD0D anzorE LoG00 0125002
g 00100100162 SALESAAR a1/01 0000 025082
€ oia ANIRIBIET  SAFSEDIE mAzeiz LGN ms0aza
€ stan ANIIBIEE  SALFSABRUN maE0es LGN me0aza
B NGEIEIES  ADMINDHDA a0 N2 ez =

Fig. A-16 Primary AD Agent console, Session tab

@ NOTE: The Sessions tab does not display on machines config-
ured to run AD Agent in the satellite role.

In this tab the session table displays, comprised of rows of
end user login/logout activity records retrieved by probes
set up on all servers (primary and satellite) running the AD
Agent. For each row in this table, information is included in
the following columns:

» User - User profile icon and user name set up on the
Windows server, or machine icon and no user name if a
user was not detected at the designated workstation.

* |P Address - IP address of the workstation.

* Workstation - Network name of the workstation.
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* Login - Date and time the end user last logged in (using
the MM/YY HH:MM military time format). If 01/01 00:00
displays, the end user has not logged on at that worksta-
tion since the AD Agent service was installed on the
network.

» Error - If an error code displays, see Troubleshooting at
http://www.8e6.com/r3000help/adagent/
6troubleshoot.html for a list of probe error codes and
their corresponding issues.

« Domain - Name of the domain to which the user account
belongs.

» Verified - Date and time (using the MM/YY HH:MM mili-
tary time format) when the workstation’s status was last
verified.

The following actions can be performed in the Sessions tab:

+ Sort session table data - Click a column header to sort all
rows in the table in descending order by that column.
Click the column header again to resort all rows in the
table in ascending order by that column.

* View/download the session table in the Excel spread-
sheet format - Click the View as spreadsheet button to
launch a spreadsheet in Microsoft Excel containing the
contents of the session table, plus additional columns of
data (see Session table spreadsheet).

» View Properties of an end user’s record - The Sessions
Properties window shows detailed information about a
record in the session table, and is accessible by clicking
the Properties button, or double-clicking or right-clicking
the end user’s record (see Session Properties window).

* Probe a workstation - The Workstation Interactive Probe
window provides tools to probe a workstation on
demand, and is accessible by clicking the Probe worksta-
tion button, or right-clicking the end user’s record (see
Workstation Interactive Probe window).
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* View/modify primary AD Agent configuration, stop/start
AD Agent service - Click the Configuration button to
open a pop-up window containing AD Agent configura-
tion tools and configured settings (see Active Directory
Agent Configuration window).

Session table spreadsheet

The session table spreadsheet contains the contents of the
current session table plus these additional columns of data:
Record Type; Logged in (“Y” or “N”); Login type (“Interac-
tive” if the end user is logged in and detected by the probe,
or “Unknown” if the end user is not logged in or is unde-
tected by the probe); Last update date and Verified time
(each using the YYYY-MM-DD HH:MM:SS military time
format), Update source (type of probe used), and Quality of
the data source (percentage).
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Session Properties window

1. To view detailed information about a record in the
session table, do one of the following:

» Double-click the record in the session table to open the

Session Properties pop-up window
or

Click the record in the session table, and then click the
Properties button to open the Session Properties pop-
up window

or

Right-click the record in the session table, and then
select Properties from the pop-up menu to open the
Session Properties pop-up window:

{2} Session Properties |

User name: Adrministrator

‘wforkstation: RAP-SERVRT

Domain; LOGOO

IP address: 200.103.103.5

Login time: 1/23/2007 8:42:00 AM
Werify time: 1/25/2007 B8:26:45 AM
Lagin type: Interactive

Update source: Probe MNWESTA

Last emor.

Last updated: 1/25/2007 5:28:45 AM

Fig. A-17 Session Properties window

This pop-up window contains the following information:
User name; Workstation name; Domain name; IP
address; Login time and Verify time (each using the M/
D/YYYY H:M:SS AM/PM format); Login type ("Interac-
tive" if the user is logged in and detected by the probe,
"Unknown" if the user is not logged in or is undetected
by the probe); Update source (type of probe used);
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Last error (an error code displays if the probe failed to
successfully identify the end user); Last updated
(shows the time data last changed for the end user’s
workstation, using the M/D/YYYY H:M:SS AM/PM
format).

2. Atfter viewing the contents of this pop-up window, click
Close to close the window.
Workstation Interactive Probe window

1. To access tools to probe a workstation on demand, do
one of the following:

Click the record in the session table, and then click the
Probe workstation button to open the Workstation
Interactive Probe pop-up window

or

» Right-click the record in the session table, and then
select Probe Workstation from the pop-up menu to
open the Workstation Interactive Probe pop-up

Sl
IPAddress: 200.103.1035  MukstaFrobe Wi Probs Clear log ¥ Close
101 4 In-memory session table record for this workstation: L:LOGO0 A dministrator . IP-200103.103.5 . W:RAP-SERVRT . LUO1/2523:¢ »
1 4 Extended attributes: s=Probing lp=1/25/2007 3:42:21 PM
101 4 NwstaProbe 16 Starting itern U:LOGOO \Administrator . IP:200.103.103.5 . W.RAP-SERVRT . LU:01/2523:40:382
101 4 NuwkstaProbe: 15 User login re-confirmed for logoohadministrator at 200.10.101.101
Frobe completed. result=200
Success @ISE113 20010101101 RAP-SERVR1T Administrator LOGOD v Unknown 2007-01-26 18:48:3
m 4 In-memary session table record for this warkstation: U:LOGOO N dministrator . IP:200103103.5 . WoRAP-SERVAT . LU:01/25 23
1m 4 Extended attributes: s=Probing Ip=1/25/2007 3:42:21 PM
m 4 ‘wimiProbe: 15 Starting ‘WM probe on machine 200.103.103.5
| | |
User: LOGOO Administrator
“workstation: RAP-SERVRT

Fig. A-18 Workstation Interactive Probe window

The IP Address of the workstation displays above the
blank screen, along with the following buttons: Nwksta
Probe, WMI Probe, Clear log, X Close.

Beneath the blank screen, the following information
displays: User domain name and username, Worksta-
tion name.
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2. Click either of the probe buttons to activate the probe
search on demand:

* Nwksta Probe - this is the default probe used for iden-
tifying workstations. This probe requires the user’s
domain account to have administrator permissions on
the workstation if running on a Windows 2000 Profes-
sional operating system.

* WMI Probe - this probe is disabled by default and can
be enabled via the Options page in the Active Directory
Agent Configuration window. This probe (which takes
longer to identify an end user) requires the
dcagent_service account to be a Domain Admins
group member.

NOTE: An error code displays in the probe results if the probe
fails to run successfully. Consult the list of troubleshooting codes
for more information about the error.

@ TIP: Click Clear log to clear the screen of probe results.

3. After performing the necessary actions in this window,
click X Close to close the window.
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Active Directory Agent Configuration window

The Active Directory Agent Configuration window lets you
modify settings for the AD Agent team, if there are changes
to the AD Agent setup or to the R3000 on your network. For
satellite hosts, most of this information can only be viewed
on the pages in this window, but the role of the AD Agent
can be changed from satellite to primary, and the service
also can be stopped or started.

1. Click Configuration on either the Session tab or Activity
tab to open the Active Directory Agent Configuration
window:

| A e Dires beary Aupend Configurabion =

Domans Service Appllance Agenk hegts Ophions  Notifications

~ R LOGO.COM [LOGO0)
&8 PRNTSVWR
B RASSVR
B Loco

X canel
Fig. A-19 Primary host Configuration, Domains

The Domains button displays by default, showing the
selection of Active Directory domains and domain
controllers on your network.

2. Click any of the following buttons to go to the page of
your selection:

+ Service - used for viewing/modifying the status of the
service, or stopping/starting the service.

* Appliance - used for specifying R3000 transmission
criteria on the primary host, or for viewing this informa-
tion on a satellite host.
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» Agent hosts - used for specifying the role (primary or
satellite) the AD Agent will play on the current machine
being configured.

» Options - used for specifying configuration options for
the primary host, or for viewing this information on a
satellite host.

* Notifications - used for setting up email criteria for the
administrator of the primary host to be notified in the
event of a critical system error, or for viewing this infor-
mation on a satellite host.

NOTES: The Ok and Cancel buttons at the bottom of this window
are deactivated by default and become activated if entries are
made in any of the pages.

For satellite hosts, fields in all pages display greyed-out. The
following message displays at the bottom of the window on all
pages except the Service page: “These settings cannot be modi-
fied because the service mode for this machine is set to 'satellite’.
The primary server (server name) can be used to make team-
wide configuration”.

3. After making all configuration edits, click Ok to save your
settings, close the Active Directory Agent Configuration
window, and to restart the AD Agent.

NOTE: For existing satellites, changes made to the Agent team
are automatically distributed, and satellite services automatically
restarted.
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Service page

1. Click Service to display the Service page:

(B e D ey At Condiguralion x|

Domans Service Appllance Agenk hegts Ophions  Notifications

The AD Ageri 2 with the
Wdows: 5 i o etz velh
i s cortiain, chck ;.

S sl Burrmng Helr

Stop Sorven |

The Primary sgert sst . ol § b
of yous resteecek. Hommally this sttagranent process it sulomatit, bt there e tustion:

Ereviouty one +alelhe has bean Ercughs back oelne
[T ——

The Rzt Team Sahe button caues the enie heam [Primary ard S slelives) 1o futh ol

Pleset Team State

X caee
Fig. A-20 Primary host Configuration, Service

The Server status displays to indicate the status of AD
Agent on the current machine: Running, StopPending,
Stop, StartPending.

2. Perform any of the following actions:

» Start Service - This button is activated if the AD Agent
service is not running. Clicking this button begins
running the AD Agent service.

« Stop Service - This button is activated if the AD Agent
service is running. Clicking this button stops running
the AD Agent service.

* Refresh work assignments - This button is activated
if the AD Agent service is running on the primary host.
Clicking this button forces the primary Agent to recal-
culate the delegation of work assignments to all satel-
lite hosts.
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* Reset Team State - This button is activated if the AD
Agent service is running on the primary host. Clicking
this button flushes all accumulated session data for the
entire team (primary and satellite hosts), except the
configuration file, and newly rebuilds all data.

Appliance page
1. Click Appliance to display the Appliance page:

| A e Dires beary Aupend Configurabion =

Domans Service Appllance Agenk hegts Ophions  Notifications

v sends uper i L directly to the B
e spghance. Th - o Bk o AD Ao
vt the sgplance

¥ Enatls ransmissions 1o this sppkance.

Bepbircs wkbust [rooioioozs
Apphance s =
e N
Dasciprs nase [Faeemr

Ny e apghace, ool
o the fiter agpphance]. # can be wehd o iesend ol data

Fiaomral o dlala

X caee
Fig. A-21 Primary host Configuration, Appliance

By default, the fields in this page are populated with
entries made during the configuration wizard setup
process. If necessary, changes can be made to any of
these fields for the primary host.

. If necessary, click the following objects on a primary host

to perform the specified actions:

» “Enable transmissions to this appliance” - De-select
this option if the R3000 should not be receiving data
from the primary host.

* Resend all data - Click this button to resend the entire
session table from the primary host to the R3000.

@ TIP: View the Activity log for transmission results.
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Agent hosts page
1. Click Agent Hosts to display the Agent hosts page:

| A e Dires beary Aupend Configurabion =

Domans Service Appllance Agenk hegts Ophions  Notifications

AD Agenk teivers Can be configured fon st “priman” o “ratelite” ioke. IF pou have
oy one AD Agent erver on your network, it thould be the primary, I wou have mulipls
‘werven, one should be designated as the pamany and the offers should be M For
Eteimatnn shout
appkonees, mliple dernare o4 boresls, cle: | cheh Hely

Pl Primary = el
Prenary terver M

A Aagerd cmrvers

Ma(hne [nde [Stenm |
Fuewep  Qrire

F.IOIIN o NEH Sl Onies

[1OKES 1]

Salells  Ordew
Cordguention

) i

Carcl

Fig. A-22 Primary host Configuration, Agent hosts

By default, the fields in this page are populated with
entries made during the configuration wizard setup
process. The Role field displays the function of the AD
Agent (“Primary” or “Satellite”) on the current server. The
Primary server field displays the name of the primary
server—greyed-out on servers functioning as the primary
host.

The AD Agent servers list box includes all AD Agent
hosts that have been manually added to the list box on
the primary server. This list box displays greyed-out on
servers functioning as satellite hosts.

2. The following buttons are activated in the specified
scenarios:

* Add - On a primary host server, clicking this button
opens a dialog box in which a new satellite is set up
and added to the list box.

* Remove - On a primary host server, selecting a satel-
lite in the AD Agent servers list box and clicking this
activated button removes the satellite from the list box.
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» Configuration - On a primary host server, selecting a
satellite in the AD Agent servers list box and clicking
this activated button opens a dialog box in which
servers and/or workstations to be scanned by the
satellite are specified.

+ Status - Selecting an AD Agent in the list box and
clicking this button opens a pop-up window showing
the current workload on the specified machine running
the AD Agent.

Add a satellite

On a primary host server:
1. Click Add to open the Add New Satellite pop-up window:

Add New Satellite

Enter the name of the satellite machine to be added to the team. &ny Windaws XP.
2000, or 2003 machine can be used as a satellite:

Satellite machines perfarm netwark scanhing tasks assigned ta them by the primary
machine

You must alsa install the AD Agent software on the satellite machine.

Machine name |
Carcel_|

Fig. A-23 Add New Satellite

2. Enter the Machine name of the Windows 2000/2003/XP
machine that will function as a satellite.

3. Click Ok to accept your entry and to close the dialog box
and to add your entry in the AD Agent servers list box.

Remove a satellite

On a primary host server:

1. Select the satellite Machine in the AD Agent servers list
box.

2. Click Remove to remove the satellite from the list box.
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Configure a satellite

On a primary host server:

1. Select the satellite Machine in the AD Agent servers list
box.

2. Click Configuration to open the Satellite Agent Configu-
ration dialog box:

[f satellite Agent Configuration =10l x|

Machine name: TJONESTT

Servers on the netwark, [both Domain Contrallers and file / prink servers] can be assianed to individual A0
Agent satellites. When a server is assigned to a satellite, that satellite is responsible for scanning the server
regularly to retieve Lser session information.

Only servers which have been detected az Domain Controllers or which are explicitly listed in the "Other
Servers' list in Options configuration group may be assigned.  Each server can be assigned to only one
satellte.  Any unassigned servers will be automatically assigned by the Primary agent.

Assigned servers: |HAP-SEHVFH RAP-SERVAZ

Satellite agents can be assigned to perform worlkestation status probes on any set of workstations in the
network. Workstation sets are selected by defining IP address fiters here. I pou do not specify filters for
this satellits, the Primary agent will assign workstations sutomaticaly

Netmask addiess. 200.10.101.0, subnel mask 256.255.25¢. |7 A ]
Fangs 1001010120t 100107101 100 L !
1P Address Fiters E—
0K Caneel

Fig. A-24 Satellite Agent Configuration

The names of Assigned servers and IP Address Filters
previously entered in this dialog box display, indicating
the servers and/or machines this satellite has been
manually assigned to scan. If entries are not made here,
the primary host will automatically assign servers/
machines for this satellite to scan.

3. If the satellite being added will be assigned specific
servers and/or machines to scan, enter that criteria:

* If the satellite will be manually assigned one or more
specific servers to scan, enter the name(s) in the
Assigned servers field, leaving a space between
each server name.
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If the satellite will not be manually assigned any
machines on the network to scan, click OK to close the
dialog box and to display any entries (if made) in the
Assigned servers field of the Satellite Agent Configura-
tion dialog box.

* If the satellite will be manually assigned one or more
machines to scan on the network, click Add to open
the IP Filter Properties dialog box:

IP Filter Properties
There are two types of IP address fiters: a Netmask fiter specifies a network address and
subnet mask, while a Range fiter specifies lawer and upper IP address values.
wiarkstatians which meet the filer criteria wil be assigned to this satellte for session
maintenance,
& Netmask Network addrsss:  [200.10.101.0
Filter type:

" Range Subnet mask: 255,255, 266,243

Cancel
Fig. A-25 IP Filter Properties dialog box, Netmask

4. In the IP Filter Properties dialog box, go to Filter type
and specify whether a subnet or IP address range will be
used as criteria for determining which machines to scan:

» To specify a subnet to scan, choose the default
“‘Netmask” and make the following entries:

a. Enter the Network address.
b. Enter the Subnet mask.

c. Click OK to close the dialog box and to display your
entries in the IP Address Filters list box of the
Satellite Agent Configuration dialog box.

» To specify an IP address range to scan, choose
“‘Range” and make the following entries:

IP Filter Properties

There are two types of IP address fikers: a Metmask filker specifies a network address and
subnet mask, while a Range filter specifies lower and upper IP address walues.
“wlarkstations which meet the filker criteria will be assigned to this satellite for session

maintenance.
1 MNetmask Lowest IP address: 100.10.101.20
' Rangs Highest IP address: 100.10.101.100

Cancel
Fig. A-26 IP Filter Properties dialog box, Range

Filter type:
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a. Enter the Lowest IP address in the range.
b. Enter the Highest IP address in the range.

c. Click OK to close the dialog box and to display your
entries in the IP Address Filters list box of the
Satellite Agent Configuration dialog box.

5. In the Satellite Agent Configuration dialog box, click OK
to close the dialog box.

Check the status of a satellite

To check a specific host’s current workload—to determine
whether or not the workload needs to be redistributed:

1. Select the Machine in the AD Agent servers list box.

2. Click Status to open the Status Detail window:

Machine name: ~ TJONES71 Rols:  Pimary Help Close

Last status update;  2/1/2007 1:00.03 PM

Period end | ‘Waorkstations | Avg. queus age | Memorp used | CPU used | Verfycount | Threads | Sources

1300 % 03 3.2Hb 101% 2 S Hetso MonitorF NetscanP
1250 % 034 38.2Mb 106% 2 91 MonitorPiocStats NetscariworkStats, CollectorFioc
1240 26 0:43 382Mb 96% 21 g1 MoritorProcStats CollectoiProcStats NetscanProct
1230 % &2 382 Mb 101% 21 91 MoritoiPiocStats NetscariworkState NetecanFroc
1220 % ] 2Mb 10.4% 21 91 MonitorPiocStats CollectoProcS tats Metscanw/ork
1210 % 044 2Mb 101% 2 91 CollectorProcStats Metscaniw/olkStats MaritorPrac
1200 % 045 B2 Hb EAES 2 91 MoritorProcStats MetscariworkStats CollectorProc
11:50 % 123 B.2Hb 00% & 91 MoritoiPiocStats NetscarhworkStats NetseanProc
11:30 &5 213 282 Mb 33% 54 75 MonitoPiocStats NelscanProcStats Netscaniwork
11:20 &5 210 28.2Mb 54 75 MonitoFiocStats NelscarPiocStats Netscanwork
4] | |

Fig. A-27 Status Detail

The Machine name of the AD Agent host displays, along
with the Role of the server (“Primary” or “Satellite”), and
the Last status update (using the M/D/YYYY H:M:S AM/
PM format).

The following columns of information display for each
record in the table:
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» Period end - the time period (using the HH:MM military
time format) of each 10-minute interval in which
servers/machines were scanned. The most recent 10-
minute interval displays as the first record among the
rows of records.

» Workstations - the number of workstations included in
the local session table for this host during the specified
time period.

» Avg. queue age - the average amount of time it took to
probe a workstation (using the M:S time format) during
the specified time period. If using the default five-
minute interval (specified in the Options page), any
interval of time greater than the amount shown in this
column may signify a problem in probing some work-
stations on the network.

* Memory used - the amount of memory used by the
host during the specified time period.

* CPU used - the average percentage of CPU used by
the host during the specified time period.

 Verify count - the number of workstations verified by
the probe scan for the specified time period. If this
count is lower than the number of Workstations
probed, the amount shown in this column may signify a
problem in verifying some workstations on the
network.

» Threads - the number of units comprising the workload
for the specified time period. An unusually high
number of threads may indicate a problem with the
workload for the host.

» Sources - a list of the modules that reported during the
specified time period in which data was obtained.

. Click Close to close this window.
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Options page
On a primary host server:

1. Click Options to display the Options page:

Active Directory Agent Configuration 5‘

Domains Service Appliance  Agent hosts  Options  Notifications

The agert reads the domain contoller's security event Log to detect user lagirs.

“wihen the agent starts up, it performs a scan-back of recent event log history

to "catch up® to the current state of active users. “You can limit how Far back in time this
scan-back will search

M amimum event log history scan-back: |72 haurs.

The agent issues network "probes' to each known warkstation to werify the curent user
and detect logoffs.  The agent automatically selects the best probe type for each

work station when both are enabled. *wMI probes are dizabled if the doagent_service
user account is not a member of the Domain Admins group.

I™ " Enabie Wil workstation probss
¥ Enable Metwikstallseif num workstation probes
Minirurn probe interval: |5 minutes
If probes are enabled and this option is selected. the agent automatically logs off the last

kenawn uzer when a probe failz bo find the workstation. Disable this option if the
Windows firewall or other network barier is causing unwanted auto-logoffs

v Autologolt unrespansive workstations
Specify file or print servers to be scanned.  The agent will scan these to discover

workstations which are not found by other means. Do nat list domain controllers. Use
spaces to separate server names,

Other servers: |HAF-SEHVHT R&P-SERVRZ PRINTSYRT PRINTSVRZ

% Cancel
Fig. A-28 Primary host Configuration, Options

2. Modify entries or make selections in this page as perti-
nent to your AD Agent setup:

* Maximum event log history scan-back: By default,
72 hours displays as the number of hours of activity for
scanning all domain controllers and including this infor-
mation in the newly-built activity log. The entry in this
field applies only to scenarios in which the AD Agent
console opens for the first time, or when the AD
Agent’s state has been reset to purge all current data
and new data is needed to rebuild the activity log (see
Reset Team State option in the Service page).

« “Enable WMI workstation probes”: By default, this
probe process is not selected to run.

NOTE: In order to use this probe, the dcagent_service account
must be a Domain Admins group member.
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» “Enable NetWkstaUserEnum workstation probes”: By
default, this probe process is selected to run.

* Minimum probe interval: By default, 5 minutes
displays as the interval of time in which the selected
probe type(s) will probe workstations.

» “Auto-logoff unresponsive workstations”: By default,
this checkbox is checked, indicating that any worksta-
tion a probe fails to find will be automatically logged off
in the activity log.

» Other servers: By default, this field is blank. If there
are servers to be probed on the network, enter the host
names of all servers, including a space between each
name. Any server listed in this field will be assigned a
host—unless a satellite host has already been
assigned using the Satellite Agent Configuration dialog
box, accessible via the Agent hosts page.

NOTE: Domain controllers should not be added to the Other
servers list.
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Notifications page
On a primary host server:

1. Click Notifications to display the Notifications page:

Active Directory Agent Configuration 5‘

Domains Service Appliance  Agent hosts  Options  Notifications

The A0 Agent can rend e-mail natifications to an administrator
you designate. Notifications are generated in response to serious
system erors only.  Specify the recipient and SMTP mail server
configuration here.

¥ Enable e-mail notifications

Recipient email address: | jsmith23lago.com
SMTP server: LOGOD

Port 25
Sender email address: deagent_service@logo.com

Send test message

20k | ¥ Cancel

Fig. A-29 Primary host Configuration, Notifications

2. If using an SMTP server, enter the following criteria to
specify the email address to be used in the event of a crit-
ical system error:

“Enable e-mail notifications” - Click this checkbox to
activate the fields in this page.

* Recipient email address - Enter the email address of
the recipient of server error messages.

« SMTP server - Enter the IP address of the SMTP
server.

» Port - By default, 25 displays as the port number used
for sending email. This port number should be
changed if the sending mail connection fails.

« Sender email address - Enter the email address of
the server sending the email message.
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3. Click Send test message to test the email setup connec-
tion. Make any necessary modifications to your entries if
the sending mail connection fails.

NOTE: The primary AD Agent sends an alert email message
each day to the administrator’s email address designated in this
page. This email message includes all alert messages for that
day.
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APPENDIX B: DISABLE SMB SIGNING
REQUIREMENTS

SMB Signing is a Windows security feature that is not
currently supported by the R3000. If you are running a
Windows 2000 or Windows 2003 server and are using

NTLM, then you need to make SMB Signing “not required.”

SMB Signing Compatibility

To find out whether SMB Signing on your Windows server is
compatible with the R3000, refer to the chart below:

SMB SMB .
R3000 Auth .. .. SMB Signing
Server Mode Signing Signing Not Defined
Enabled Disabled

Win2000 NT Tier 1,2, 3 Not compatible | Compatible Compatible
mixed

Win2000 NT Tier 1,2, 3 Not compatible | Not compatible | Not compatible
native

Win2003 NT Tier 1,2, 3 Not compatible | Compatible Not compatible
mixed

Win2003 NT Tier 1,2, 3 Not compatible | Not compatible | Not compatible
native

Win2000 LDAP Tier 1,2,3 | Compatible Compatible Compatible
mixed

Win2000 LDAP Tier 1,2,3 | Compatible Compatible Compatible
native

Win2003 LDAP Tier 1,2,3 | Compatible Compatible Compatible
mixed

Win2003 LDAP Tier 1,2,3 | Compatible Compatible Compatible
native
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Disable SMB Signing in Windows 2003

By default, the SMB protocol in Windows 2003 is set to “Not
Defined = On”. To disable (turn “Off’) SMB Signing, do the
following:

1. From your Windows 2003 workstation, go to Start > Al
Programs > Administrative Tools > Active Directory
Users and Computers:

Adminisirator

\g Manage Your Server
Command Prompt B’ Control Panel

i Adrinistrative Tooks

;'ﬁm Computer

|1/ Windows Explorer

=
Active Directory Users and
Computers
1“% Paint
5 Windows Catal 2
b o &8 Cluster Adminicerskar

e Launch Interne! 4y Windows Lipdat
é Eere W v = § Component Services
) Aeemssories » (=) Computer Managsment

{23 Printers and Faxes

) Startup b 553 Data Sourees (ODEC)
& Internet Explorer o5 Distributed Fils Systam

() Outlook Express
RUECEEE | Remots Assistance

e
Log o [8] shus pown

2 ons

iiseart | (B} |
Fig. B-1 Go to Active Directory Users and Computers

2. When the Active Directory Users and Computers window

opens, click Domain Controllers in the left panel to open
the pop-up menu:
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4 Active Directory Users and Computers
<5 Bl fcton ew Window b |l %
e |BE(LBAXERB 2 Rl vE e

) isctive Directory Users and Computers | Domain Controllers 1 objects
8L Saved Queries Name [Tpe [ Description
= ? QCAD.local = v Computer
1 (L Builtin
& (] Computers
54}
@ (] Foreignsec  Delegate Conkral...
@& GCTESToL  Find..
-] Users Hew >
Al Tasks 3
iew b
Mew Windaow From Here.
Refresh
1 Export List, .,
Opens property sheet | operties

Fig. B-2 Select Properties in the Domain Controllers pop-up menu

3. Select Properties to open the Domain Controllers Prop-
erties dialog box:

Domain Controllers Properties

General| Managed By | COMe Group Palcy |

&
Current Group Policy Dbject Links for Domain Controllers

Mo Overide | Disabled

Group Palicy Dbject Links

k3D cfault Domain Controllers Policy

Graup Policy Objects higher in the kst have the highest priority
This ligt obtained fram: tpudt DCAD local

Hew | sg. | E& | e

Optians... | Delste... ‘ Properties | Dawn |

™ Block Policy inhsritancs

0K I Cancel I Apply ‘

Fig. B-3 Domain Controllers Properties

4. Click the Group Policy tab, choose the Default Domain
Controllers Policy, and then click Edit to open the Group
Policy Object Editor window:
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"fr Group Policy Dbject Editor [ O[]
Fle Action View Help

o |EEB[ D

BRI HEEIl € Default Domain Controllers Policy [tyudt.QCAD.Jocal] Palicy
-8 Computer Configuration

i (2 Saftware settings Select antem to view s dsscoption,  Mewe
() Windows Settings = "
[ (2 Administrative Templates Computer Configuration

=g User Configuration dfluser Corfiguraton
@[] Software Ssttings
[#-(Z] Windows Settings
- (] Administrative Templates

‘ 1\ Extended { Standard /

|
Fig. B-4 Group Policy Object Editor window

5. In the left panel, go to the Computer Configuration
branch of the tree and select the Windows Settings folder
to display the Windows Settings contents in the right

panel:
"Jii Group Policy Object Editor [ o] =]
I NE]

5 Default Domai Contrallers Pelicy [tyut.QCAD Jocal] Policy [,
=@ Computer Corfiguration
&1 (] Software Settings

= Seleck an tem ko view ks description. Mame
-4 Windows Settings [ seripts (StartupfShutcomn)

A1 [ Admiristrative Templates
=1-¢2 User Configuration

A1 (] Software Settings

1-[2 Windows Settings

[ [ Admiristrakive Templates

[B5ecurity Settings

Y Extended A Standard //
[

Fig. B-5 Group Policy Object Editor window, Windows Settings

6. Choose Security Settings to display the contents of this
folder in the right panel:
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p Policy Object Editor =] B
Fle | Action  Wew Help

e oEB |2

= Defauit Domain Controlers Palcy [tyudt. QCAD local] Poicy [ Mame Description
EY-'} _Comn_:er Cenfiguraticn P account Palcles Password and account lockout polcies
-1 Softviare Sattngs Musdting, user righits and securky options polces
7201 Windows Settings Hevent Lag Evert og
_ & ;::D:S [Sst;;]tunrshmdowm [CBreswicted Groups Restricted Groups

[ = _§§ B ur_b’.l ] .ﬂfvyslem Services System service settings

[ Admiristrative Termplates ER N Regst N i

User Configuration Cregstry gistry security settings

[E&File System Fle sacurity settings

[ Software Settngs
[ Windows Settings -
[Z]) Adkiristrative Templates Public Key Palcies

i saftware Restriction Policies

B 1P Security Policies on Active ... Internet Protacel Security {IPSec) Administraticn.

2l [ |

Y wireless Netwerk (IEEE BO2.1... Wireless Nelwark Pelicy Admiristration, Manage L

[N N

Fig. B-6 Group Policy Object Editor window, Security Settings

7. Select Local Policies to display the contents of this folder
in the right panel:

]

=] [Twame - Descriptian
- [ Seaurity Settings #fnude Paley Audt Poiicy
fAccount Policies 2fUsar Rights Assigrment User Rights Assignmearic

Lecal Palicies Hlseurizy Options Sacwity Optians
2] Evert Log

(4 ) Restriced Groups

B8 System Services

[#-Z Regstry

(4 (18 File System

[#-F" wirelass Natwork (IEEE 802.11) Palcias

[ Public Key Policies

711 Sofbware Restriction Poicies

1+ {8}, 1P Security Policies on Active Directory (G o
| e it | LIJ

E

Fig. B-7 Group Policy Object Editor window, Local Policies

8. Select Security Options to display the contents of this
folder in the right panel:

oup Policy Dbject
Fie aAction Wew Help
H| XS 2

Defaulk Doman Conteallers Policy [tyudt, QCAD ocal] Policy =
Computer Configuration
Softwere Settings
=[] Windows Settings
i2) Scripks (Startupfshutdown)

2P Security Settrgs
o A[;ml p:l.(.ﬁs Micrasoft netwark server: Digkall sign communications {ahways)  Ensbled

=28 Local Polides Micrasoft netwark server: Digialy sign communications (F clert ... Enabied J
" 4 audt Polcy ¥)Microsoft netwark server: Disconnect clents when logon hours ... Not Defined
1 35 User Rights Assigrmert @Eetwark accesst Allow ananymous SID/Name translation ok Defred
- 2¢] Security Options
)48 Everk Log

i 8 Restricked Groups Ll
[ P
| | L’J
[ [

Fig. B-8 Group Policy Object Editor window, Security Options

% Microsoft netwark iient: Digitally sign communications (always)  Not Defined
Micrasoft netwark cient: Dioitaly sign communications (f server ... Not Defined
Micrasaft network dient: Send unencrypted password to third-pa... Nok Defined
Micrasnft netwark server: Amount of idle time requiced befre su... Not Defined

Rlf]Network access: Do not allow anonymous enumeration of 54M a.,, Mot Defred

1 Do not low ananymous enumeration of SAM 2., Mot Defred

o not allow storage of credentials or JNET Pas... Mot Defred
»

R

8e6 TecHNoLoaIEs, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE 261



APPENDIX B: DISABLE SMB SIGNING REQUIREMENTS  DISABLE SMB SIGNING IN WiNDOWS 2003

Scroll down and find “Microsoft network client: Digitally
sign communications (always)”.

9. Right-click this item to open the pop-up menu, and select
Properties to open the dialog box with the Security Policy
Setting tab:

Microsoft network client: Digitally sign communications (always)

Secuily Polisy Seting |
(EA-]  Microsoft network cisnt: Digtall sign communications (always)
=
I fistine this palicy seting:
(. Enchled
! Digabled

oK I Cancel | Apply |
Fig. B-9 Define this policy setting

Click in the “Define this policy setting” checkbox to acti-
vate the radio buttons. Choose “Diabled”, and then click
OK.

10.Go back to the Group Policy Object Editor window (see
Fig. B-8) and find the policies for the following items:

» Microsoft network server: Digitally sign communica-
tions (always)

* Domain controller: LDAP server signing requirements
» Domain controller: LDAP client signing requirements
For each of these items, follow the instructions in step 9.
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APPENDIX C: OBTAIN, EXPORT AN
SSL CERTIFICATE

When using Web-based authentication, the LDAP server’s
SSL certificate needs to be exported and saved to the hard
drive, then uploaded to the R3000 so that the R3000 will
recognize LDAP server as a trusted source.

This appendix provides steps on exporting an SSL certifi-
cate from a Microsoft Active Directory or Novell server—the
most common types of LDAP servers. Also included is infor-
mation on obtaining a Sun ONE server’s SSL certificate.

Export an Active Directory SSL Certificate

Verify certificate authority has been installed

1. From the console of the LDAP server, go to Start >
Programs > Administrative Tools > Certification Authority
to open the Certification Authority window:

{& Certification Authority o ] -9

| Deseription |
Certification Authority

(2 Palicy Settings

\ [
Fig. C-1 Certfication Authority window
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2. Verify that the certificate authority has been installed on
this server and is up and running—indicated by a green
check mark on the server icon (see circled item in Fig. C-

1).

Locate Certificates folder

1. Go to Start > Run to open the Run dialog box. In the
Open field, type in mmc.exe to specify that you wish to
access the Microsoft Management Console:

CEEE—— 2x

Type the name of a program, folder, dacument, or
Internet resource, and Windows will open it For vou.

Open: j

Ok I Cancel | Brawse. .., |
Fig. C-2 Run dialog box

2. Click OK to open the Console window:

Name:

Fig. C-3 Microsoft Console window
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3. From the toolbar, click Console to open the pop-up
menu. Select Add/Remove Snap-in to open the Add/
Remove Snap-in dialog box:

Add/Remove Snap-in 21x|
Standalone | Extensions |
Use this pige to add or 1emove a standelone Snapin from the console

Snapins added to: [55 [a

al

Aeld.. Remove fbout., |

Carcel
Fig. C-4 Add/Remove Snap-in

4. Click Add to open the Add Standalone Snap-in dialog
box:

Add Standalone Snap-in 2lx]

Available Standalone Snap-ins:
Snapin [ Wendor [~
Active Directory Domains and Trusts  Microsoft Corporation
[ Active Directary Gites and Services  Microsoft Corporation
< Active Directory Users and Computers Microsoit Corporation

gﬁmclwex Cantral
Certificates Microsoft Corporation
@ Certification suthority Microsoft Carporation
Component Services Microsoft Corporation
Q Computer Management Microsoft Carporation
Device Manager Microsolt Corporation
DHCP M ft i =
g jcrosoft Coporation. o
Descrption

The Certificates snap-in allows pou to browse the contents of the
certificate stores for yoursell, 2 service. or 3 computer.

Fig. C-5 Add Standalone Snap-in

5. Select Certificates, and click Add to open the Certificates
snap-in wizard dialog box:
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Certificates snap-in x|

Thiz shap-in will always manage certificates far.

" My user account
" Service account

& Computer account

< Back, I Mext > I Cancel
Fig. C-6 Certificates snap-in dialog box

6. Choose “Computer account”, and click Next to go to the
Select Computer wizard page:

Select Computer x|

Select the computer you want this Snap-n to manage.

This snap-in will always manage:

@ Local computer: [the computer this console i running on)

£ another computer I Browse |

I Allaw the selected computer to be changed when launching from the command line. This
only applies if you save the console.

< Back. I Finish I Cancel
Fig. C-7 Select Computer dialog box

7. Choose “Local computer: (the computer this console is
running on)”, and click Finish to close the wizard dialog
box.

8. Click Close to close the Add Standalone Snap-in dialog
box. Click OK to close the Add/Remove Snap-in dialog
box.
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Notice that the snap-in has now been added to the
Console Root folder:

“n Lonsole - [Lonsole Hoot! Lestificates (Local Compauter)\Personsl|Certificates] E =101 x|
Y Comscle Wndow  tisb = = Bo QTS|
| gtion Yow Emortes || = @@ 0 RDE G
Tree | Faviries | [ssmd Ta_+ [ sy | B [a
1 Cormcle Root [ 20000cs0rver acoman locel ar2deman.locsl 61712005 o
=) (P Coviiicates (Local Computar) =) cxzdoman. kel acidoman.kocal 67t ]
) Persional

= |
5 (L Trugted Root Cereheation tuthertie
- (] Eneerprise Trust
- ] tntermedate Certfication Authorkie
1 ] Trsted Pubksbrs
1 [ etrusted Corticates
w1 ] Thad ety oot Crificaton St
5 ] Trosbed Prie
¥ ] Certiticate Ervolimert Reourits
® 215

o | | _ |

Peruorl shore containe 7 certicates.

Fig. C-8 Console Root with snap-in

Export the master certificate for the domain

1. Go to the right panel of the Console and select the
master certificate for the domain that you just added.

2. Right-click the certificate to open the pop-up menu, and
select All Tasks > Export:

“fn Lonsole | - [Lonsole Root' ertificates {Local Computer)PersanallCertificates] E =100 )
|7 Gonscle Windowr o D @ -8
| et o Ewoes || & 5 @M% B XEFE R
Teoe | Favories | e e [ bosmd by I [ee
] Conscle Root () 2o00acserver. oc2doman. kocal neadomain local E{T[2006 e
=i ) Covificates (Locel Conpater) Open

= ] rwssnd

3 Cottcotes T oo

¥ L Tousbedd Rk Crtiieation Autheriie

+ 1 Ererapeiss Tnst =73 mmmm:w...

5 (51 Ikermoiote Certfiaten fithorts Cepy Rincpanst Coetificabe with S Kiry....

& [ Tnsted s Dekete Certficate with hew Key. .

% ] Unkrusted Certicates Renwsy Cortificatn wih Same Ley. ..

e ] ThindPurty Root Certficstion Authe

- Trusted People

- ) Certifate Ervolivert Reguests

e ] o
4] i ET i |
Export 3 contficate

Fig. C-9 Select the cetrtificate to be exported
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This action launches the Certificate Export Wizard:

Certificate Export Wizard x|

Welcome to the Certificate Export
Wizard

This wizard helps you copy certificates, certificate krust
lists and certificate revocation lists from a certificate
store b your disk.

A certificate, which is issued by a certification authority, is
a confirmation of your identity and contains information
used to protect data or to establish secure network
conneckions, A certificate store is the system area where
certificates are kept,

To continue, click Next.

< Back I Next = I Cancel
Fig. C-10 Certificate Export Wizard

3. Click Next to go to the Export Private Key page of the
wizard:

Certificate Export Wizard =i

Export Private Key
‘fou can choose to export the private key with the certificate.

Private keys are password protected. IF you want to export the private key with the
certificate, you must type a passward on a later page.

Do you wank ta expart the private key with the certificate™
" Yes, sxpart the private key

¥ No, do not export the private key

« Back I Mext > I Cancel
Fig. C-11 Export Private Key

4. Select “No, do not export the private key”, and click Next
to go to the Export File Format page of the wizard:
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Certificate Export Wizard L =i

Export File Format
Certificates can be exported in a variety of file formats.

Select the Format you want ko use:

" DER encoded binary %.503 { CER)

@ Base-64 encoded ¥.509 {.CER)

' Cryptagraphic Message Syntax Standard - PKCS #7 Certificates (P78}
I~ Include all certificates in the certification path) i possible

' Personal Information Exchange - PRES #12 ([ PRK)
™| Iclude el certificates in the certification path i passible
I™ | Enabl= strona protection (requires 1 5.0, N1 4.0/584 or sbove)

™| Delete the private key if the export is successful

< Back I Next = I Cancel
Fig. C-12 Export File Format

5. Select “Base-64 encoded X.509 (.CER)” and click Next
to go to the File to Export page of the wizard:

Certificate Export Wizard Q x|

File to Export
Specify the name of the fils you want to export

File name:

E:idomain.cer Browse. ..

< Back I Next > I Cancel

Fig. C-13 File to Export
6. Enterthe File name of the file to be exported, followed by

the .cer extension. Click Next to go to the final page of
the wizard:
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Certificate Export Wizard x|

Completing the Certificate Export
Wizard

You have succassfully complsted the Cartificats Export
wizard.

‘You have specified the Following settings:

File Mame Eridom
Export keys Mo
Include all certificates in the certification path  No
File: Format Basetd
0 — | Bl

< Back. I Finish I Cancel

Fig. C-14 Settings

. Notice that the specified settings display in the list box,

indicating the certificate has been successfully copied
from the console to your disk. Click Finish to close the
wizard dialog box.

. Close the Console.

The certificate can now be uploaded to the R3000.
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Export a Novell SSL Certficate

1. From the console of the LDAP server, go to the tree in the
left panel and open the Security folder to display the
contents in the Console View (right panel):

PIOVEL Lo SOleln
[ File Edit View Wizards Tools Help 1
ot i e T
HAZ|® 03y |2 eladl"Eyl
88 My Waria Console View
B OC-TREE CA
® $5 0C-TREE j:”
¢ Baes &l s
Security Policy
:3 ET'::?:” &7 Aumhorized Login Me
o o programeing | | O Lo Palicy
& o ¥ ausharized Past Logl
& % <aies
O rHsDAPz
& [ Securiny
Gitems )
fuser aumin Tree: .GC- TREE

Fig. C-15 Novell Console window

2. Find the tree’s folder and right-click it to open the pop-up
menu. Select Properties to open the Properties dialog
box:

P S T e

L L £ 1 {1 = YN ———rp

i | |

Coneral | Cortificates = | MOS Bights = | Other | Rights to Fes and Folders |
Self Signed Cerimeate

Subject name:  [5=Orgurizatonal CA O 0C-TREE
Issuer name: ﬁ-ﬁmm;mna CAQ=QC-TREE
Ertective date: [l 12, 2004 53131 AN FOT
Expiration date: [July 12, 2014 531 31 A4 FOT

| Deuils | b

Fage Options_. | %[ comeet || Awuty [ mep |

Fig. C-16 Properties dialog box
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3. Click the Certificates tab to go to the Self Signed Certifi-

cate page.

4. Click Export to open the Export A Certificate pop-up
window:
‘€ Export A Certificate; xy

I 1
Specify an output Tormat Tor the cenificate.
| Output format

| ® File in binary DER format
{_* File in Base64 format I
| Filename: |jrum,’§elf5igned(en der | E |

| bwon || cancel || mem |

Fig. C-17 Export A Certificate pop-up window
5. Select “File in binary DER format” for the Output format.
The path of the certificate displays in the Filename field.

6. Click Export to open another pop-up window that asks
where you would like to save the certificate—the most
convenient place would be your desktop.

The certificate can now be uploaded to the R3000.
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Obtain a Sun ONE SSL Certificate

Unlike Microsoft or Novell, the Sun ONE LDAP directory
does not have a tool for exporting an SSL certificate once it
has been imported to the LDAP server.

Therefore, a copy of the root certificate—in the .cer or .der
format—that was used to sign the LDAP server’s certificate
must be uploaded to the R3000. This certificate can be an
internally generated root certificate (if you have a certificate
authority to generate the certificate), or can be the root
certificate used by the external signing authority.
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APPENDIX D: LDAP SERVER CUSTOMIZATIONS

The R3000 has been tested on common types of standard
LDAP servers with default settings. However, due to the
number of LDAP servers available, and the limitless ways in
which any type of LDAP server can be configured, customi-
zations may need to be made on such an LDAP server that
fits either description.

NOTE: Please contact technical support for assistance in imple-
menting any of the changes described in this appendix.

OpenLDAP Server Scenario

Not all users returned in User/Group Browser

In this scenario, a query is performed in the LDAP User/
Group Browser window on an OpenLDAP server, and not all
users are returned.

To resolve this problem, do the following:

1.

Change the current directory to /usr/local/shadowl/etc/
Idapgroup

. Find the subdirectory bearing the name of the LDAP

domain, and change the current directory to that subdi-
rectory.

Open the file "Idapobjectdef.conf” for editing.

. Search for the line “LDC_LDAP_query_name_prefix

CN="

Replace “CN=" with “uid=" and save these changes.

. Restart the R3000.
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APPENDIX E: USER/GROUP FILE FORMAT
AND RULES

The file with user/group profiles you upload to the server
must be set up in a specified format, with one complete
user/group profile per line. The format for the file will differ
depending on whether the file contains a list of user or group
profiles for an NT or LDAP server.

Each filtering profile in the file must contain the following
items:

1. The username or group name.
2. Filtering profile criteria:
* Rule number (Rule0, Rule1, etc.), or
* rule criteria:
a. Ports to Block or Filter
b. Categories to Block or Open
c. Filter Mode
3. Redirect URL (optional).

4. Filter Options (optional). A zero should be placed at the
end of a profile string with all filter options disabled.

Username Formats

NOTE: For examples of valid username entries, see File Format:
Rules and Examples in this appendix, or go to http:/
www.8e6.com/r3000help/files/2group_textfile_user.html
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Rule Criteria

Rule criteria consists of selections made from the following
lists of codes that are used in profile strings:

¢ Port command codes:

A = Filter all ports

B = Filter the defined port number(s)

I = Open all ports

J = Open the defined port number(s)

M = Set the defined port number(s) to trigger a warn
message

Q = Block all ports

R = Block the defined port number(s)

¢ Port Numbers:

21 FTP (File Transfer Protocol)

80 HTTP (Hyper Text Transfer Protocol)
119 = NNTP (Network News Transfer Protocol)
443 = HTTPS (Secured HTTP Transmission)
Other

¢ Filter Mode Values:

Default, Block Mode
Monitoring Mode

1
2
4 Bypassing Mode
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» Category command codes:

Category command codes must be entered in the
following order: J, R, M, |. “PASSED” should either be
entered after J, R, or M, or after a string of category
codes following J, R, or M.

J = Positioned before the category/categories defined as
"always allowed."

R = Positioned before the category/categories defined as
"blocked."

M = Positioned before the category/categories defined
as containing URLs potentially against the organiza-
tion’s policies, and accompanied by a warning
message.

| = Positioned at the end of a profile string, indicating that
all other categories should “pass.”

PASSED = When positioned at the end of a string of
categories or after a category command code, this
code indicates that unidentified categories will follow
suit with categories defined by that code: J (pass), R
(block), or M (receive warning message).

» Category Codes:

For the list of category codes (short names) and their
corresponding descriptions (long names), go to http://
www.8e6.com/r3000help/files/
2group_textfile_cat.html#cat

NOTE: The list of library category codes and corresponding
descriptions is subject to change due to the addition of new cate-
gories and modification of current categories. For explanations
and examples of category items, go to http://www.8e6.com/
database-categories.html
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* Filter Option codes:

*0x1 = Exception URL Query (always enabled)
+0x2 = X Strikes Blocking
*0x4 = Google/Yahoo! Safe Search

* 0x100 = Search Engine Keyword
*+ 0x200 = URL Keyword
* 0x1000= Extend URL Keyword Filter Control

NOTES: To enable multiple filter codes, add the codes together.
For example, to enable all features for an IP profile, add 1+ 2 + 4
+ 100 + 200 + 1000 = 1307, which means that 0x1307 should be
entered at the end of the profile string. To disable all filter codes
for an IP profile, enter 0x1 at the end of the profile string.

For NT and LDAP profiles, “0x1” is not used. To enable all
features in an NT or LDAP profile, enter 0x1306 at the end of the
profile string. To disable all filter codes for an NT or LDAP profile,
enter 0 (zero) at the end of the profile string.

See http://www.8e6.com/r3000help/files/
2group_textfile_format_nt.html for examples of NT filtering
profile entries, and http://www.8e6.com/r3000help/files/
2group_textfile_format_Idap.html for examples of LDAP
filtering profile entries.
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File Format: Rules and Examples

When setting up the file to upload to the server, the following
items must be considered:

¢ Each profile must be entered on a separate line in the
file.

e Category Codes must be entered in capital letters.

* Port and category command codes must be entered in
capital letters.

* Aredirect URL cannot exceed 200 characters in length.

» The string must end with a “0” (zero) if no filter options
will be enabled.
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NT User List Format and Rules

When setting up the “ntuserprofile.conf” file, each entry
must consist of the username, and either a rule number or
rule criteria (port, category, and filter mode specifications). A
redirect URL can be included, if a specific URL should be
used in place of the standard block page. If aredirect URL is
not included, a blank space should be entered in its place in
the profile string. Segments of the profile string should be
separated by commas (,). A zero (0) should be placed at the
end of a profile string without any filter options enabled.

JSmith, B 80 R 21, J FINAN R EXART PASSED M
BUGS |, 1, http://www.8e6.com, 0

John_Doe, Q, J R AUTO GENTER M PASSED |, 1, ,
0x104

Doe-Jane, Rule1, , 0x202

When translated, these strings of code mean:

e NT profile for a user with ID “JSmith”: Filter port 80, Block
port 21, Always Allow Financial Institution category,
Block Explicit Art category, Block all Uncategorized
URLs, Warn on custom category Technical Bugs, Pass
all other categories, use filter mode 1, use redirect URL
http://www.8e6.com in place of the standard block page,
no filter options enabled.

e NT profile for a user with ID “John_Doe”: Block all ports,
Always Allow all categories except for Automobile and
Entertainment categories which should be Blocked,
Warn on all Uncategorized URLSs, use filter mode 1,
Google/Yahoo! Safe Search and Search Engine
Keyword filter options enabled.

e NT profile for a user with ID “Doe-Jane”: Bypass all cate-
gories, use standard block page, X Strikes Blocking and
URL Keyword filter options enabled.
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NT Group List Format and Rules

When setting up the “ntgroupprofile.conf” file, each entry
must consist of the group name, and either a rule number or
rule criteria (port, category, and filter mode specifications). A
redirect URL can be included, if a specific URL should be
used in place of the standard block page. If aredirect URL is
not included, a blank space should be entered in its place in
the profile string. Segments of the profile string should be
separated by commas (,). A zero (0) should be placed at the
end of a profile string without any filter options enabled.

Admin, Rule1, http://www.cnn.com, , 0

Sales, Rule2, ,0x300

Tech, A, J EMPL FINAN GENBUS TRADING ESTATE
RMI 1,,0x6

When translated, these strings of code mean:

* NT profile for a group with ID “Admin”: Bypass all catego-
ries, use redirect URL http://www.cnn.com in place of the
standard block page, no filter options enabled.

* NT profile for a group with ID “Sales”: Block Porn cate-
gory, use standard block page, Search Engine Keyword
and URL Keyword filter options enabled.

* NT profile for a group with ID “Tech”: Filter all ports,
Always Allow Business/Investments categories, and let
all other categories Pass, use filter mode 1, use standard
block page, X Strikes Blocking and Google/Yahoo! Safe
Search filter options enabled.
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LDAP User List Format and Rules

When setting up the “ldapuserprofile.conf” file, each entry
must consist of the Distinguished Name (DN), with each
part of the DN separated by commas (,). The DN should be
followed by a semicolon (;), and then a rule number or rule
criteria (port, category, and filter mode specifications). A
redirect URL can be included, if a specific URL should be
used in place of the standard block page. If a redirect URL is
not included, a blank space should be entered in its place in
the profile string. Each segment of the profile string
following the semicolon for the DN should be separated by
commas (,). A zero (0) should be placed at the end of a
profile string without any filter options enabled. For
example:

CN=Jane Doe, CN=Users, DC=qc, DC=local; R21 A, J
R KDPORN GPORN M PASSED I1,,0

CN=Public\, Joe Q., OU=Users, OU=Sales, DC=qc,
DC-=local; Rule0, , 0x1306

NOTE: The DN format must contain the username and user
group "CN" ("common name") attribute type, and the domain and
DNS suffix "DC" ("domain component”) attribute type. The "OU"
("organizational unit") attribute type also can be included. Each
attribute type should be followed by an equals sign (=), and sepa-
rated by a comma (,).

When translated, these strings of code mean:

* LDAP profile for a user with username “Jane Doe”, user
group “Users”, domain “qc”, DNS suffix “.local”: Block
port 21 and Filter all other ports, Block Child Pornog-
raphy and Pornography/Adult Content, Warn on Uncate-
gorized URLs, and Pass all other categories, use filter
mode 1, use redirect URL http://www.cnn.com in place of
the standard block page, no filter options enabled.
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e LDAP profile for a user with username “Public\, Joe Q.”,
organizational units “Users” and “Sales”, domain “qc”,
DNS suffix “.local”: Block all ports, use minimum filtering
level, use filter mode 1, use standard block page, enable
all filter options.

LDAP Group List Format and Rules

When setting up the “ldapgroupprofile.conf” file, each entry
must consist of the Distinguished Name (DN), with each
part of the DN separated by commas (,). The DN should be
followed by a semicolon (;), and then a rule number or rule
criteria (port, category, and filter mode specifications). A
redirect URL can be included, if a specific URL should be
used in place of the standard block page. If aredirect URL is
not included, a blank space should be entered in its place in
the profile string. Each segment of the profile string
following the semicolon for the DN should be separated by
commas (,). A zero (0) should be placed at the end of a
profile string without any filter options enabled. For
example:

CN=Sales, CN=Users, DC=qc, DC=local; Rule1, 1,
http://www.cnn.com, 0

@ NOTE: The DN format must contain the group name—and, if

applicable—user group "CN" ("common name") attribute type,
and the domain and DNS suffix "DC" ("domain component")
attribute type. The "OU" ("organizational unit") attribute type also
can be included. Each attribute type should be followed by an
equals sign (=), and separated by a comma (,).

When translated, this string of code means:

* LDAP profile for group with ID “Sales”, user group
“Users”, domain “qc”, DNS suffix “.local”’: Bypass all cate-
gories, use filter mode 1, use redirect URL http://
www.cnn.com in place of the standard block page, no
filter options enabled.
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APPENDIX F: OVERRIDE POP-UP
BLOCKERS

An override account user with pop-up blocking software
installed on his/her workstation will need to temporarily

disable pop-up blocking in order to authenticate him/herself
via the Options page:

4} 8e6 R3000 - Microsoft Internet Explorer =10] x|
J File Edt Yiew Favorites Tools Help |

J HBack ~ = - @ ﬁ| @Search (Gl Favarites @Histnry | %v = e E

| address [@1 hetp:ff200.10.100,75:681cqifblock cai | @ |JL\nks »

-

OPTIONS HELP
UserMachine: LOGOWDomain Admins\GLANG
1P 20010101140
Category:  Alcohol
Requested URL:  http: vy coors.comd

Option 1:  Click here for secure \Web-hased authertication.

Option 2: [t the above profile is incorrect or there has been an errar, you can:
= Re-start your system and re-login or

= Iry re-authenticating your user profile

Option 3:  |f you have an override account, enter your username and password.
Username: I
Password: I Override
Iaening! The overvide acconnt aption will not furction if aptipopay sofbware s installed an
your syster.
E
|&] pone l_l_lo Inketnet y

Fig. F-1 Options page

This appendix provides instructions on how to use an over-
ride account if typical pop-up blocking software is installed,
as in the following products: Yahoo! Toolbar, Google
Toolbar, AdwareSafe, Mozilla Firefox, and Windows XP
Service Pack 2 (SP2).
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Yahoo! Toolbar Pop-up Blocker

If pop-up blocking is enabled

1. Inthe Options page (see Fig. F-1), enter your Username
and Password.

2. Press and hold the Ctrl key on your keyboard while
simultaneously clicking the Override button—this action
opens the override account pop-up window.

Add override account to the white list

If the override account window was previously blocked by
the Yahoo! Toolbar, it can moved from the black list and
added to the white list so that it will always be allowed to
pass. To do this:

1. Go to the Yahoo! Toolbar and click the pop-up icon to
open the pop-up menu:

2} ¥ahan! Tralbar: Dverview - Micrasolt Tnbernet Explares =1l x|
Fle Ed Vew Faordes Took Hel =
ek - = - (D7) 4| Qoesch (arsortes Feeds (|- S - H

subdvwss. [] bl comparion. yshoo. comier il r— | e s

- e [ searcn -l .- Cmad - @y voreot 1] Games = 57 Prrsonsts = »
Pop-Lip Bncker =
YaxoO! Toolbar Pl Soumt When e U T Pl Yahao! - Helg

ity ann g2l ]
Overview Fuarch Armyvlwrs PR Try 1L mow

Pop-Up Dlocker Test
More He...

Save time online with Yahoo! Toolbar _ Tela Friend about Pop-Lip Blacker

Fig. F-2 Select menu option Always Allow Pop-Ups From

2. Choose Always Allow Pop-Ups From to open the Yahoo!
Pop-Up Blocker dialog box:
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Yahoo! Pop-Up Blocker x|
Sources of Recently Blocked Pop-Ups:
=dit, companion, yahao,com H Allav I
Always Allow Pop-Ups From These Sources:
el com Eemave I
Help Close I

Fig. F-3 Allow pop-ups from source

3. Select the source from the Sources of Recently Blocked
Pop-Ups list box to activate the Allow button.

4. Click Allow to move the selected source to the Always
Allow Pop-Ups From These Sources list box.

5. Click Close to save your changes and to close the dialog
box.
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Google Toolbar Pop-up Blocker

If pop-up blocking is enabled

1. Inthe Options page (see Fig. F-1), enter your Username
and Password.

2. Press and hold the Ctrl key on your keyboard while
simultaneously clicking the Override button—this action

opens the override account pop-up window.

Add override account to the white list

To add the override account window to the white list so that
it will always be allowed to pass, go to the Google Toolbar
and click the # blocked icon:

2 Gonqle Toalhar (iptsans Help - Mirosolt Intemet Explarer =101 ]
Fie Ed  vew Favorkes Took ek -
Bk + - (@D 2] 3| Bsewch [afFovrtes FMeds (| By S B4 - [

¥ T S —————— ey ] =] oo |
Googles [ =] @hsewchwen - | g (Rt E:numm Fdontiors

[Chek: tris bahon b0 abvedry's 3w POPLPS O BeE. Com

GOL )S[E !Yoh(mno--sum:ﬂw.rxesilhe\::rlle_-'vhl-ecklr-;a'\alnl

Toolbar

Clicking this icon toggles to the Site pop-ups allowed icon,

adding the override account window to your white list:

=iglxl
Ex

Fle  Edt Vew  Favortes  Took el

ok » % - Q[ A | st [SiFmoctes Greds 3| 1Y D@ - [

Fig. F-4 # blocked icon enabled

¥ T S —————— ey ] E
Gocgle~ =] sewchwed < | B | BB St popuns shomed Ftotors &
N— — Fy
[bcavred potmicss For et Com
GOL)S[E I U.:Iuw:u:wmkmmllnﬂe\— “
Toolbar

Fig. F-5 Site pop-ups allowed icon enabled
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AdwareSafe Pop-up Blocker

If pop-up blocking is enabled

1. Inthe Options page (see Fig. F-1), enter your Username
and Password.

2. Press and hold the Ctrl key on your keyboard while
simultaneously clicking the Override button—this action
opens the override account pop-up window.

Temporarily disable pop-up blocking

AdwareSafe’s SearchSafe toolbar lets you toggle between
enabling pop-up blocking (# popups blocked) and disabling
pop-up blocking (Popup protection off) by clicking the pop-
up icon.

1. In the IE browser, go to the SearchSafe toolbar and click

the icon for # popups blocked to toggle to Popup protec-
tion off. This action turns off pop-up blocking.

2. In the Options page (see Fig. F-1), enter your Username
and Password.

3. Click the Override button to open the override account
pop-up window.

4. Go back to the SearchSafe toolbar and click the icon for
Popup protection off to toggle back to # popups blocked.
This action turns on pop-up blocking again.

288 8e6 TecHNoLoGIES, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE



APPENDIX F: OVERRIDE POP-UP BLOCKERS MoOzILLA FIREFOX POP-UP BLOCKER

Mozilla Firefox Pop-up Blocker

Add override account to the white list

1. From the browser, open the Preferences dialog box.

Go to the Category list box and select Privacy & Security

> Popup Windows to display the Popup Windows page:

Cateqory
Appearance
[=] Mavigator

i-Histary
Languages
Helper Applica...
Smart Browsing
Internet Search
Tabbed Browsing
. Downloads
Composer
Mail & Newsgroups
[=] Privacy & Security
- Cookies
: Images

i-Passwords
Master Passw...
5L

tificates

-]

sl Popup windows

|

- Popup Windows
Alloveed Sikes. .. I

M EBlock unrequested popup windows

‘When a popup window has been blocked:
I” Play a sound:

J Select... Preview |

¥ Display an icon in the Navigator status bar

Mote; Blocking all popups may prevent important features of some web
sites From working, such as login windows For banks and shopping sites.
For details of how to sllow specific sites to use popups while blacking all
others, click Help, Even if blocked, sites may use other methods o show
pOpupS.

o]

Cancel | Help

Fig. F-6 Mozilla Firefox Popup Windows Preferences

3. With the “Block unrequested popup windows” checkbox
checked, click Allowed Sites and enter the URL to allow
the override account window to pass.

4. Click OK to save your changes and to close the dialog

box.
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Windows XP SP2 Pop-up Blocker

Set up pop-up blocking

There are two ways to enable the pop-up blocking feature in
the IE browser.

Use the Internet Options dialog box

1. From the IE browser, go to the toolbar and select Tools >
Internet Options to open the Internet Options dialog box.

2. Click the Privacy tab:

Internet Options @1

General | Secuity | Privacy | Content | Connections || Programs | Advanced

Settings

P Move the slider to select a privacy sefting for the Internet
=& zone

Medium

- Blocks third-party cookies that do nat have a compact

privacy policy

- Blocks third-party cookies that use personally identifiable
L information withaut your implicit consent

- Restricts first-party cookies that use personally identifiable

information withaut implicit consent

[ Sites... H Impart... ][Advancad..

Fop-up Blocker
Prevent most pop-up windows from appearing.

Block pop-ups Settings...

[ oK ][ Cancel ][ Apply ]

Fig. F-7 Enable pop-up blocking

3. In the Pop-up Blocker frame, check “Block pop-ups”.
4. Click Apply and then click OK to close the dialog box.
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Use the IE toolbar

In the IE browser, go to the toolbar and select Tools > Pop-
up Blocker > Turn On Pop-up Blocker:

‘@ Microsoft Office Online: Installation Troubleshooter - Microsoft Internet Explorer

{ Fle Edt View Favortes Tools Help

: Mail and Hews v »

: G Bk - d Iﬂ Fop-up Blacker ¥ Turn on Pop-up Blacker ogle - v Bpseachwed -
Manage Add-ons. .

: Address | @] hktp:ifoffice. microso

Synchronize... F
flinks @] @es @] Source &](  Windows Update {&] 86 Channel Partrers Newsletter & ) TurboPipe  (&] Be6 Websits User Management

1 Windows Messenger
[ . ISCQ;\te e
L aOffice Online un Java onsole

Internet Options...

o =
Larch: Downloads [w

Fig. F-8 Toolbar setup

When you click Turn On Pop-up Blocker, this menu selec-
tion changes to Turn Off Pop-up Blocker and activates the
Pop-up Blocker Settings menu item.

You can toggle between the On and Off settings to enable or
disable pop-up blocking.
Temporarily disable pop-up blocking

1. In the Options page (see Fig. F-1), enter your Username
and Password.

2. Press and hold the Ctrl key on your keyboard while
simultaneously clicking the Override button—this action
opens the override account pop-up window.
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Add override account to the white list

There are two ways to disable pop-up blocking for the over-

ride account and to add the override account to your white
list.

Use the IE toolbar

1. With pop-up blocking enabled, go to the toolbar and
select Tools > Pop-up Blocker > Pop-up Blocker Settings
to open the Pop-up Blocker Settings dialog box:

Pop-up Blocker Settings

Exceptions

Pop-ups are curently blocked. You can allow pop-ups from specific
‘Wb sites by adding the site to the list belaw.

Address of \weh site to allow:

Allowed sites
* Beb.com

Remove Al
Notifications and Filter Level
Play 5 zound when a pop-up iz blacked,
Shovs Information Bar when a pop-up is blocked.
Filter Level:
Medium: Block most automatic pop-ups Ev3
Pop-up Blocker FAQ

Fig. F-9 Pop-up Blocker Settings

2. Enter the Address of Web site to allow, and click Add
to include this address in the Allowed sites list box. Click
Close to close the dialog box. The override account
window has now been added to your white list.

3. In the Options page (see Fig. F-1), enter your Username
and Password.

4. Click the Override button to open the override account
pop-up window.
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Use the Information Bar

With pop-up blocking enabled, the Information Bar can be
set up and used for viewing information about blocked pop-
ups or allowing pop-ups from a specified site.

Set up the Information Bar

1. Go to the toolbar and select Tools > Pop-up Blocker >
Pop-up Blocker Settings to open the Pop-up Blocker
Settings dialog box (see Fig. F-9).

2. In the Notifications and Filter Level frame, click the
checkbox for “Show Information Bar when a pop-up is
blocked.”

3. Click Close to close the dialog box.
Access your override account

1. In the Options page (see Fig. F-1), enter your Username
and Password.

2. Click the Override button. This action displays the
following message in the Information Bar: “Pop-up
blocked. To see this pop-up or additional options click
here...”:

3 Beb Technologies - Internet Filtering and Reporting for the Enterprise - Microsoft Internet Explorer

Fie Edit View Favortes Took Help

Qs - K @ € P Frra: @ 3-8 B 53
ees | 8] s ffwvrw, B, com

@ Fop-up blocked. To see this pop-up or addtonal apbons dick here...

444+ 6 as The Internet Filtering and Reparting Solution
for the Enterprise.
Contact Us | 1.BB0.786.7999

Home & Prodsc Solutions i Support 1 Press Center ©  Partners § About 8e6 @ Search

Fig. F-10 Information Bar showing blocked pop-up status

8e6 TecHNoLoaIEs, R3000 ENTERPRISE FILTER AUTHENTICATION USER GUIDE 293



APPENDIX F: OVERRIDE POP-UP BLOCKERS WINDOWS XP SP2 PoP-UP BLOCKER

3. Click the Information Bar for settings options:

A Beb Technologies :; Internet Filtering and Reporting for the Enterprise - Microsoft Internet Explorer
Fie Edit Vew Favortes Toos  Help

Q- HRBAG Loy @ -5 B - [JR B

drecs | ) haw: v 5. com/

Tempararly Adaw Pop-ups
Always Alow Pop-ups from This Site...
Settings »

The Internet Filtering and Reporting Selution
Information Bar el for the Enterprise.
Contact Us | 1.BBE.786.7999

i Soluions 5 Suppart i Press Center & Pasiners -} Aboub a6 [ | @& Saarch

Fig. F-11 Information Bar menu options

4. Select Always Allow Pop-ups from This Site—this action
opens the Allow pop-ups from this site? dialog box:

Allow pop-ups from this site?

E ‘Would vou ke to allow pop-upa from ‘www Bab com 7

Fig. F-12 Allow pop-ups dialog box

5. Click Yes to add the override account to your white list
and to close the dialog box.

NOTE: To view your white list, go to the Pop-up Blocker Settings
dialog box (see Fig. F-9) and see the entries in the Allowed sites
list box.

6. Go back to the Options page and click Override to open
the override account window.
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APPENDIX G: GLOSSARY

Definitions

This glossary includes definitions for terminology used in
this user guide.

ADS - Active Directory Services is a Windows 2000 direc-
tory service that acts as the central authority for network
security, by letting the operating system validate a user's
identity and control his or her access to network resources.

attribute - A component of a group base or Distinguished
Name (DN) that has a type and value. Attribute types
include "cn" for common name, "dc¢" for domain component,
and “ou” for organizational unit.

authentication method - A way to validate users on a
network. Methods include SMB/NT (referred to as “NT”
throughout this user guide) and LDAP.

authentication server - The domain controller on a
domain. This server is used for authenticating users on the
network.

block setting - A setting assigned to a service port or library
category when creating a rule, or when setting up a filtering
profile or the minimum filtering level. If an item is given a
block setting, users will be denied access to it.

common name (cn) - An attribute type entered for a user-
name and group when using LDAP.

container - An LDAP server object that can be comprised of
containers, organizational units, or domains. Container
objects can also "contain" other objects, such as user
objects, group objects, and computer objects.

directory - This information source on a server contains
attribute-based data relevant to a DN entry.
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directory service - Uses a directory on a server to auto-
mate administrative tasks for storing and managing objects
on a network (such as users, passwords, and network
resources users can access). ADS, DNS, and NDS (Novell
Directory Services) are types of directory services.

Distinguished Name (DN) - A string of “cn” and “dc¢”
attribute types comprised of the username and group name,
domain name, and DNS suffix. For example:
‘cn=admin_user, cn=admin, dc=yahoo, dc=com”. The “ou”
attribute type also could be a part of the DN. For example:
“cn=Joe Smith, ou=users, ou=sales, dc=acme, dc=com”.

DNS - Domain Name Service is a distributed Internet direc-
tory service. DNS is used mostly for making translations
between domain names and IP addresses.

domain - An entity on a network comprised of servers,
workstations, and peripherals.

domain component (dc) - An attribute type entered for a
domain name and DNS suffix when using LDAP.

domain controller - An authentication server that answers
logon requests from workstations in a Windows NT domain.
There are two types of domain controller servers: Primary
Domain Controller (PDC) and Backup Domain Controller
(BDC).

dynamic group - a virtual LDAP group that does not
contain names of its members but is derived automatically
by matching certain user data criteria. (See also “static

group”.)

entry - A collection of attribute types that comprise a Distin-
guished Name (DN). Each attribute type of the Distin-
guished Name has a type and one or more values. These
types are mnemonic strings, such as "cn" for common
name, "dc" for domain component, or “ou” for organizational
unit.
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filter setting - A setting made for a service port. A service
port with a filter setting uses filter settings created for library
categories (block, open, or always allow settings) to deter-
mine whether users should be denied or allowed access to
that port.

firewall mode - An R3000 set up in the firewall mode will
filter all requests. If the request is appropriate, the original
packet will pass unchanged. If the request is inappropriate,
the original packet will be blocked from being routed
through.

global administrator - An authorized administrator of the
network who maintains all aspects of the R3000, except for
managing master IP groups and their members, and their
associated filtering profiles. The global administrator config-
ures the R3000, sets up master IP groups, and performs
routine maintenance on the server.

group administrator - An authorized administrator of the
network who maintains a master IP group, setting up and
managing members within that group. This administrator

also adds and maintains customized library categories for
the group.

group name - The name of a group set up for a domain on
an NT server. For example: “production” or “sales”.

invisible mode - An R3000 set up in the invisible mode will
filter all connections on the Ethernet between client PCs and
the Internet, without stopping each IP packet on the same
Ethernet segment. The unit will only intercept a session if an
inappropriate request was submitted by a client.

LDAP - One of two authentication method protocols used by
the R3000. Lightweight Directory Access Protocol (LDAP) is
a directory service protocol based on entries (Distinguished
Names).

LDAP host - The LDAP domain name and DNS suffix. For
example: “yahoo.com” or “server.local”.
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login (or logon) script - Consists of syntax that is used for
re-authenticating a user if the network connection between
the user’s machine and the server is lost.

machine name - Pertains to the name of the user’s work-
station machine (computer).

minimum filtering level - A set of library categories and
service ports defined at the global level to be blocked or
opened. If the minimum filtering level is established, it is
applied in conjunction with a user’s filtering profile. If a user
does not belong to a group, or the user’s group does not
have a filtering profile, the default (global) filtering profile is
used, and the minimum filtering level does not apply to that
user.

name resolution - A process that occurs when the R3000
attempts to resolve the IP address of the authentication
server with the machine name of that server. This contin-
uous and regulated automated procedure ensures the
connection between the two servers is maintained.

net use - A command that is used for connecting a
computer to—or disconnecting a computer from—a shared
resource, or displaying information about computer connec-
tions. The command also controls persistent net connec-
tions.

NetBIOS - Network Basic Input Output System is an appli-
cation programming interface (API) that augments the DOS
BIOS by adding special functions to local-area networks
(LANs). Almost all LANs for PCs are based on the NetBIOS.
NetBIOS relies on a message format called Server
Message Block (SMB).

NetBIOS name lookup - An authentication method used for
validating a client (machine) by its machine name.

Network Address Translation (NAT) - Allows a single real
IP address to be used by multiple PCs or servers. This is
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accomplished via a creative translation of inside “fake” IP
addresses into outside real IP addresses.

open setting - A setting assigned to a service port or library
category when creating a rule, or when setting up a filtering
profile or the minimum filtering level. If an item is given an
open (pass) setting, users will have access to it.

organizational unit (ou) - An attribute type that can be
entered in the LDAP Distinguished Name for a user group.

override account - An account created by the global group
administrator or the group administrator to give an autho-
rized user the ability to access Internet content blocked at
the global level or the group level.

PDC - A Primary Domain Controller functions as the authen-
tication server on a Windows NT domain. This server main-
tains the master copy of the directory database used for vali-
dating users.

profile string - The string of characters that define a
filtering profile. A profile string can consist of the following
components: category codes, service port numbers, and
redirect URL.

protocol - A type of format for transmitting data between
two devices. LDAP and SMB are types of authentication
method protocols.

proxy server - An appliance or software that accesses the
Internet for the user’s client PC. When a client PC submits a
request for a Web page, the proxy server accesses the page
from the Internet and sends it to the client. A proxy server
may be used for security reasons or in conjunciton with
caching for bandwidth and performance reasons.

router mode - An R3000 set up in the router mode will act
as an Ethernet router, filtering IP packets as they pass from
one card to another. While all original packets from client
PCs are allowed to pass, if the R3000 determines that a
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request is inappropriate, a block page is returned to the
client to replace the actual requested Web page or service.

rule - A filtering component comprised of library categories
set up to be blocked or opened. Each rule created by the
global administrator is assigned a number and a name that
should be indicative of its theme. Rules are used when
creating filtering profiles for entities on the network.

search engine - A program that searches Web pages for
specified keywords and returns a list of the pages or
services where the keywords were found.

service port - Service ports can be set up to blocked.
Examples of these ports include File Transfer Protocol
(FTP), Hyper Text Transfer Protocol (HTTP), Network News
Transfer Protocol (NNTP), Secured HTTP Transmission
(HTTPS), and Other ports such as Secure Shell (SSH).

SMB - One of two authentication method protocols used by
the R3000. Server Message Block is a “client/server,
request/response” protocol.

static group - an LDAP group that contains names of its
members. (See also “dynamic group”.)

sub-group - An entity of a master IP group with an associ-
ated member IP address, and filtering profile.

time-based profile - A user profile used by both the NT and
LDAP authentication methods to give a user a time limit on
his/her Internet connection.

time profile - A customized filtering profile set up to be
effective at a specified time period for designated users.

tiers - Levels of authentication methods. Tier 1 uses net use
based authentication for NT or LDAP. Tier 2 uses time-
based profiles for both the NT and LDAP authentication
methods. Tier 3 uses persistent login connections for either
the NT or LDAP authentication methods.
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URL - An abbreviation for Uniform Resource Locator, the
global address of Web pages and other resources on the
Internet. A URL is comprised of two parts. The first part of
the address specifies which protocol to use (such as "http").
The second part specifies the IP address or the domain
name where the resource is located (such as
“203.15.47.23” or "8e6.com").

virtual IP address - The IP address used for communi-
cating with all users who log on the network.

warn setting - A setting assigned to a library category or
uncategorized URLs when creating a rule, or when setting
up a filtering profile. This designation indicates URLs in the
library category or uncategorized URLs may potentially be
in opposition to the organization’s policies, and are flagged
with a warning message that displays for the end user if a
URL from that library category or an uncategorized URL is
requested.

Web-based - An authentication method that uses time-
based profiles or persistent login connections.

white list - A list of approved library categories for a speci-
fied entity’s filtering profile.
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